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GUIDANCE ON THE RISK-BASED APPROACH TO COMBATING
MONEY LAUNDERING AND TERRORIST FINANCING

TSR B M (0 T BB B 7755

HIGH LEVEL PRINCIPLES AND PROCEDURES FOR DEALERS
IN PRECIOUS METALS AND DEALERS IN PRECIOUS STONES

BESBEREEOENEEIREEEF

SECTION ONE: USING THE GUIDANCE -
PURPOSE OF THE RISK-BASED APPROACH

F— : EAES] — ERRERANER

Chapter One: Background and Context
F—E I HRES

1. In June 2007 the FATF adopted Guidance on the Risk-Based Approach to Combating Money
Laundering and Terrorist Financing: High Level Principles and Procedures, which includes guidance for
public authorities and guidance for financial institutions. This was the culmination of extensive
consultation between private and public sector members of an Electronic Advisory Group (EAG)
established by the FATF.

1 PSRRI TEI LIRS, (FATF) 7% 2007 SEERANITHIESE S F TR E R e ARt U0k
ElE R AIBE - B S BUMERTES (TSR RESTES | - thFR FATF 15550/ (EAG) ARLHD
PR & Z I THY R SR sa e R R -

2. In addition to financial institutions, the FATF Recommendations also cover a number of
designated non-financial businesses and professions (DNFBPs). At its June 2007 meeting, the FATF's
Working Group on Evaluations and Implementation (WGEI) endorsed a proposal to convene a meeting of
the representatives from the DNFBPs to assess the possibility of developing guidance on the risk-based
approach for their sectors, using the same structure and style as the completed guidance for financial
institutions.

2. b T eRbbRESN - FATF dafth g i —2ef5 e 2 JEe RS €8 N 8 (DNFBPs) - Ji* 2007 4
6 HayEsR - FATF BURFPHE R T LR (WGEL) #%ZF T — 0% - FPIE % DNFBP 3R Al
» FEIELRFAL Fy DNFBP & SFldst e R AR 7 AR 5 B RTREME 5 G (E A BL5e ety Rt 5 [1H
[EHYEE R -

3. This meeting was held in September 2007 and was attended by organisations which represent
lawyers, notaries, accountants, trust and company service providers, casinos, real estate agents, and
dealers in precious metals and dealers in precious stones. This private sector group expressed an interest in
contributing to FATF guidance on implementing a risk-based approach for their sectors. The guidance for
the DNFBPs would follow the principles of the risk-based approach already established by FATF, and
would highlight risk factors specific to the DNFBPs, as well as suggest mitigation strategies that fit with
the particular activities and businesses of the DNFBPs. The FATF established another EAG to facilitate
the work.

3. gt 2007 42 9 HET - AR EFERAD - A - &athl - (Fet A EIRBFERE -
WS AEELLA - BB ARSI - B R T RS (e R A ST FATF
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4. The private sector group met again in December 2007 and was joined by a number of specialist
public sector members. Separate working groups comprising public and private sectors members were
established, and private sector chairs were appointed.

4. IERAEFIERS S 2007 4 12 AR EE G - —SAHPIERESI 7 X EH# - 5902
AL T — (B AFAERF IR TR/ > WHESRAB IR BT -

5. The EAG continued work until this guidance for dealers in precious metals and dealers in
precious stones was presented to the WGEI. After further international consultation with both public and
private sectors, the FATF adopted this guidance at its June 2008 Plenary. Guidance for each of the other
DNFBP sectors is being published separately.

5. EAG FiE25 77 - HEIL— B E SE M E QRgHIHE 5 (2504 WGE » &LBLARABIFTH#E T
AEARIBE AR E - FATE 1Y 2008 42 6 H A BHRY RS ERRAIIETES [ - HATIERESE iRk 5] DNFBP
EURSEREEETI

Purpose of the guidance

1550V HHY

6. The purpose of this Guidance is to:

6. e [HIHAY R -

e  Support the development of a common understanding of what the risk-based approach
involves.

o SUFFHEBNEE bR A T AT R A A A o

e Outline the high-level principles involved in applying the risk-based approach.

o PR ELEE AR S PR A A A TR R R B

e Indicate good practice in the design and implementation of an effective risk-based
approach.

o SHHIARURIRELE ARG AR TRIE B ET -

7. However, it should be noted that applying a risk-based approach is not mandatory. A properly
applied risk-based approach does not necessarily mean a reduced burden, although it should result in a
more cost effective use of resources. For some countries, applying a rules-based system might be more
appropriate. Countries will need to make their own determinations on whether to apply a risk-based
approach, based on their specific ML/FT risks, size and nature of the DNFBP activities, and other relevant
information. The issue of timing is also relevant for countries that may have applied anti-money
laundering/counter-terrorist financing (AML/CFT) measures to DNFBPs, but where it is uncertain
whether the DNFBPs have sufficient experience to implement and apply an effective risk-based approach.
7. IR IELEHE ORI ERRERE L » WIEaHI=0K o MEZAERER TR bR A 704
JERE D ERAY(E FH ReA S » (BRMEANE A FoRAE TRES S HE o FLECE 5 n] REl il & PR P A ai A
B2 - R EEMRIE EE A8 E VRS - DNFBP SEENVEIEL Y K HAAHREE RN - BTk
TESE A 5 P B AR 502 - B rIRE 4L BT DNFBP BREZESE05 M), FTBER (AML/CFT ) $5Tii ~
{BATfEE DNFBP A5 JE bR b T A A R B TEERMNERIN S - SR ERAE )74
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Target audience, status and content of the guidance

55 B - 7

8. This Guidance is written at a high level to recognize the differing practices of dealers in precious
metals and dealers in precious stones (hereinafter referred to as “dealers”) in different countries, and the
different levels and forms of monitoring that may apply. Each country and its national authorities should
aim to establish a partnership with its dealers that will be mutually beneficial to combating money
laundering and terrorist financing.

8. tEAEs EtidEfss | RS ESBIE AR (LT R T X5 ) SARENEUE -
HEZ GENEEREEP A R E - &S E BRI SIS 7 L & FRA % - DA
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9. The primary target audience of this guidance is dealers in precious metals and dealers in precious
stones themselves, when they conduct activities which fall within the ambit of the FATF
Recommendations, as described below. For purposes of this guidance, the term "dealer" encompasses a
wide range of persons engaged in these businesses, from those who produce precious metals or precious
stones at mining operations, to intermediate buyers and brokers, to precious stone cutters and polishers
and precious metal refiners, to jewellery manufacturers who use precious metals and precious stones, to
retail sellers to the public, to buyers and sellers in the secondary and scrap markets.

0. It (MY EZE AT FATF BV E TSI B S BB AR - 22800 - fRE2
A5 IR E - T XG0, —fmETARSEESBHEEaEENA R EESBNE AN
A~ FHERBER - EAVIEBTES SBRNAE - A SBHEn R Es RS
FIAFATES R 0 ~ RERABE an G E R B &R -

10. Recommendation 12 mandates that the requirements for customer due diligence, record-keeping,
and paying attention to all complex, unusual large transactions set out in Recommendation 5, 6, and 8 to
11 apply to dealers in precious metals and dealers in precious stones when they engage in any cash
transaction with a customer equal to or above USD/EUR 15 000.

10. RIS 1278 #EE 5 6 & 8 £ NI IHAMEFEE « LIHEEL S EERTA &%
REHAREL ST  ETE% S {¢E USD/EUR 15,000 55 & &4 58 SIS B 5
75 o

11. Recommendation 16 requires that FATF Recommendations 13 to 15 regarding reporting of
suspicious transactions (see paragraph 132) and internal AML/CFT controls, and Recommendation 21
regarding measures to be taken with respect to countries that do not or insufficiently comply with the
FATF Recommendations, apply to dealers in precious metals and dealers in precious stones when they
engage in any cash transaction with a customer equal to or above the applicable designated threshold
(USD/EUR 15 000).

11. RS 16 THEOK » FATF #5013 & IS THRHIN FIRER S iHss (SBIEE 132 BE) EANED
Brmsess, /T BT DAREER SR 21 THSH R T BAR 58 28 T FATF 0 B S PR FE It
S AN E S ENE A PSS EEERTTIEEF L E (USD/EUR 15,000) HYFR &35

12. The wider audience for this guidance includes countries, designated competent authorities and
self regulatory organisations (SROs), which are considering how to apply AML/CFT measures to dealers.
Countries need to identify the most appropriate regime, tailored to address individual country risks, which
takes into consideration the idiosyncrasies and activities of dealers domestically. This regime should
recognise the differences between the DNFBP sectors, as well as the differences between the DNFBPs and
financial institutions. However, this guidance does not override the purview of national authorities.

12. IHEFE S (A28 A ¥ S EAE A SR A IR e s T R E R R i B 3 BB R - FE R
TERFEL B EEEIRS (SROs) - ZEESHE B O S A HIE B2 5 i - e 8 HEA
LAV R BLES) L E A% DNFBP SHIsHY 72 52 DK % DNFBP BELEREEEHTR[E » 24
I o BEFES IREUVR IR R HER -



Observation on the particular activities carried out by dealers
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13. The following general observation about the different businesses carried out by dealers should

help inform the approach. Consideration should also be given to the particular activities performed by

dealers on a national basis.

13. UM BTN Fpg R S g = S ER BN R A A& - BIELIEBIMAYARE
B G ERR EEE)

14. Diamonds, jewels and precious metals have unique physical and commercial properties which
carry value in small, easily transportable quantities. The worldwide trade varies from modern international
transactions conducted through the financial system, to localized informal markets. Dealers range from
very poor individuals in some of the most remote and troubled places on the planet, to the wealthiest
individuals, to large multinational companies working in major financial centres. Transaction methods also
range from anonymous exchanges of handfuls of stones or nuggets for cash, to exchange-based
government-regulated deals.

14. O RENE BB AR ENEREEN S/ NEEEEE T HEE SR EE -
AL BB B SRS 2 B S E M T HNIEIE TS A S8 2 - A3 5 padn B STk kLt
Efmie - S RERAEA - FIEREAE A » DUAE EZ R O E SR RSB A E] - 38
GRBERFEMREEA RV BEANE SR - FIKBUMEEERIACS) -

15. Arisk assessment is familiar to dealers in diamonds, jewels and precious metals because of the
risks of theft and fraud. Risks of money laundering and terrorist financing should be added to those
traditional industry concerns, in a more formal structured program. Diamond dealers in particular will be
familiar with such a program in the worldwide Kimberley Process' which is designed to ameliorate risks
of conflict finance in rough diamonds.

15. R R RE R ATEIE s - Fr A A ~ BREFAI SR S5 5 i b a A A A AR o A7 5 =AY
SR LT PEsR L EE R IEAHE SR E R W AT E - FrhlE8 O 5 ER R B SO FERE
EIRSEEEHIE | B L E SESCE R RS R E R -

! A worldwide regulatory scheme that governs the movement of rough diamonds across international

borders, adding a certificate of the legitimacy of the trade of the diamonds and a statement of value to all rough
diamonds traded across borders. It is supplemented by dealer warranties applicable to polished diamonds and jewelry
containing diamonds covering each trade down to retail sales. The Kimberley Process includes all significant dealers
and countries involved in diamond mining, trading and processing, and its tracking and valuation system.

' R RIEEIS IR BN 2B TR ERITABIR SHEER R B a0 &5 S ENIE
HEWHE - DB A EONRE S SN EE S A SR REE - SAMERRIEEEH
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Chapter Two: The Risk-Based Approach — Purpose, Benefits and Challenges
T ERRABRTA - HEY -~ Fl2REEHkE

The purpose of the risk-based approach
JE\ B L 5 R H Y

16. The FATF Recommendations contain language that permits countries to the degree specified to
adopt a risk-based approach to combating money laundering and terrorist financing. That language also
authorises countries to permit DNFBPs to use a risk-based approach in applying certain of their AML/CFT
obligations.

16. FATF BSRHE 5 T TS BIAERGHIE 88 R d TREE Ry » oA st 2 A b AR U502 - 5%
st NP RESS B T DNFBPs 1R BT HAFE N fil s FT & B o e B R 7 0% -

17. By adopting a risk-based approach, measures to prevent or mitigate money laundering and
terrorist financing can be taken that are commensurate with the risks identified. This will allow resources
to be allocated in the most efficient ways. The principle is that resources should be directed in accordance
with priorities so that the greatest risks receive the highest attention. The alternative approaches are that
resources are either applied evenly, or that resources are targeted, but on the basis of factors other than risk.
This can inadvertently lead to a “tick-box” approach with the focus on meeting regulatory requirements
rather than on combating money laundering or terrorist financing efficiently and effectively.

17. PREUE\ B ASBE J70AR - A PR i e A & A FE Tt A TH T BORES s AL » HET50E
ATHECR A A BRI G A ECE R - IR IRIB eI R EC - EfRa RIYER S E iR 2 1R
e RINITE R P BCE R » BUEHEE BIRAY 7 B 255 8 Es DIV MYIR E - S AR AR
ERCEMER T BT J7A 0 R ENECERE K - MIELLARER SA I
SHTREEL HTEEE -

18. A number of the DNFBP sectors are subject to regulatory or professional requirements which
complement AML/CFT measures, e.g. in some countries dealers will be licensed and some of their
activities will be overseen by government agencies. Where possible, it will be beneficial for dealers to
devise their AML/CFT policies and procedures in a way that harmonises with other regulatory or
professional requirements. A risk-based AML/CFT regime should help ensure that honest customers and
counterparties can access the services provided by dealers, but creates barriers to those who seek to misuse
these services.

18. 7 DNFBP SHIsi i FH B B B SE A T3 SRR A (e 88 FT B B L s e -
B LB R AL 5 R FHIBURF AR RRAZ A - H B8 2 BIBUNTERIAVETE - A5 PIRE » AC S a LUA
o HA B E S ARENY 705 - (EEPHIESS FT R ERBERERE P 2R LT Hi - B 5
A o DUBg AR 61 2e 88 TR B LGS IEA B MRl B 1R P B TR R 5
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19. Arisk analysis must be performed to determine where the money laundering and terrorist
financing risks are the greatest. Countries will need to identify the main vulnerabilities and address them
accordingly. Dealers will need this assistance to help them to identify higher risk customers and
counterparties, products and services, including delivery channels, and geographical locations. These are
not static assessments. They will change over time, depending on how circumstances develop, and how
threats evolve.

19. JEEHETT e i DA E e 88 S B RV B = VB o © S BRI R 958G » IS0 R
B - X p i I SR AR R Bh R s b s P BT ~ EEknBR (EFESTEE ) » AR
I E - S ERFRERTL - S EE SRS - InRERR A a2y S LM E -

20. The strategies to manage and mitigate the identified money laundering and terrorist financing
activities are typically aimed at preventing the activity from occurring through a mixture of deterrence (e.g.



appropriate CDD measures), detection (e.g. monitoring and suspicious transaction reporting), and
record-keeping so as to facilitate investigations.

20. H RE BB SRS BUE R ES) - HORERHY H Y F A BB AR (B
EYNE FEERE) - HE (FINSEZEMASE Al ) KA S E Tt LUE R TN Z 3
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21. Proportionate procedures should be designed based on assessed risk. Higher risk areas should be
subject to enhanced procedures; this would include measures such as enhanced customer and counterparty
due diligence checks and enhanced transaction monitoring. It also follows that in instances where risks are
low, simplified or reduced controls may be applied.

21. FERRIE Y B FE T S ELBIRRE e - o st & i P s s Tt - s = RAe
JisaeEE » DLRMGEAS 5 82 o hAh - b 2 28 F 1 L B s iy d2eil -

22. There are no universally accepted methodologies that prescribe the nature and extent of a
risk-based approach. However, an effective risk-based approach does involve identifying and categorising
money laundering and terrorist financing risks and establishing reasonable controls based on risks
identified.

22. e S AN BRI 8 7 AR AR P A B T AR M B BT - R - AR R B AR E A
e s8 fOE R A TR L I AR A JE b L A R A2

23. An effective risk-based approach will allow dealers to exercise reasonable business and
professional judgement with respect to customers and counterparties. Application of a reasoned and
well-articulated risk-based approach will justify the judgments made with regard to managing potential
money laundering and terrorist financing risks. A risk-based approach should not be designed to prohibit
dealers from continuing with legitimate business or from finding innovative ways to diversify their
business.

23. AR R AR T RS B i B P BB TS T S E IR SR BB SR H T - STHHINE
HYJEBRESTE 0% - A B TERE T e B B VB R e S8 A & 2 b - SR S 7 VA e AR B 1k
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24. Regardless of the strength and effectiveness of AML/CFT controls, criminals will continue to
attempt to move illicit funds undetected and will, from time to time, succeed. They are more likely to
target the DNFBP sectors if other channels become more difficult. For this reason, DNFBPs, including
dealers in precious metals and stones may be more or less vulnerable depending on the effectiveness of the
AML/CFT procedures applied in other sectors. A risk-based approach allows DNFBPs, including dealers,
to more efficiently and effectively adjust and adapt as new money laundering and terrorist financing
methods are identified.

24. REmBHIASE, T AR 5 B RN SEAL TP A G 4l & sl R 34 B3k
EEE 0 M HARRHETIRE DR H Y - AREAE EEERE 0 - M HRATAEE 2L DNFBP &
i o Rt R EAM SRR RS F TR MR RURAYRIE - DNFBP (BfEESBMIE AR ) FI4E
GHREAFEN ISR - EFY RSB AME0AI - DNFBP (HIIESC ZiR ) mlHE i i Rk aie 5
% DI ARERI T H A ST SR L i -

25. A reasonably designed and effectively implemented risk-based approach will provide an
appropriate and effective control structure to manage identifiable money laundering and terrorist financing
risks. However, it must be recognised that any reasonably applied controls, including controls
implemented as a result of a reasonably designed and effectively implemented risk-based approach, will
not identify and detect all instances of money laundering or terrorist financing. Therefore, designated
competent authorities, SROs, law enforcement, and judicial authorities must take into account and give
due consideration to a well reasoned risk-based approach. In cases where there is a failure to implement an
adequately-designed risk-based approach or failure of a risk-based programme that was not adequate in its
design, regulators, SROs, law enforcement or judicial authorities should take action as necessary and
proportionate.
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Potential benefits and challenges of the risk-based approach
JE\ B F R 77 A A B A 4 B PR R

Benefits:

s -

26. The adoption of a risk-based approach to combating money laundering and terrorist financing
can yield benefits for all parties including the public. Applied effectively, the approach should allow a
more efficient and effective use of resources and minimise burdens on customers and counterparties.
Focusing on higher risk threats should mean that beneficial outcomes can be achieved more effectively.
26. MR BRI EI I eI TR &G RATAESE A (ERERR) R - EREA R
17> B AR T AR R DU A RCERMN T VA RE &R » MR = BAE 7 A S 1 22 A -
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217. For dealers, the risk-based approach allows the flexibility to approach AML/CFT obligations
using specialist skills and responsibilities. This requires dealers to take a wide and objective view of their
activities and customers and counterparties.

27. A2 5P v RE EH R A B 7 A AR R R HVRETE - M SRR T Bmilss 474
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28. Efforts to combat money laundering and terrorist financing should also be flexible in order to
adapt as risks evolve. As such, dealers will use their judgment, knowledge and expertise to develop an
appropriate risk-based approach for their particular organisation, structure and business activities.

28. Pt e s AnT TR B ORISR ME - ECREE S R bRa v eai i - FEREEIL T > KA A st
HRr AR - EfEBipe RS g - R AT - AR E SRR i e B U R AR U0k

Challenges:
PREE -
29. A risk-based approach is not necessarily an easy option, and there may be barriers to overcome

when implementing the necessary measures. Some challenges may be inherent to the use of the risk-based
approach. Others may stem from the difficulties in making the transition to a risk-based system A number
of challenges, however, can also be seen as offering opportunities to implement a more effective system.
The challenge of implementing a risk-based approach with respect to terrorist financing is discussed in
more detail at paragraphs 42 to 46 below.

29. JEBRESRE T ARV RS BT » FERRAUL ARG - AR e B SR E e ARAIMERE - A
s T2 (58T P R\ g R 015 AR 7 A Y [ A BIREER - ELA 7 s T RE S R Ry it 22 o e e R e PSS 5 A8 R e
FEAE © ZAIMT » A EEHkE A MR L E B A AR E « DUTEE 42 & 46 BoRiarafiaamatd T/E b
BT AR AT H B E Y PREX -

30. The risk-based approach is challenging to both public and private sector entities. Such an
approach requires resources and expertise to gather and interpret information on risks, both at the country
and institutional levels, to develop procedures and systems, and to train personnel. It further requires that
sound and well-trained judgment be exercised in the implementation of procedures and systems. It will



certainly lead to a greater diversity in practice which should lead to innovations and improved compliance.
However, it may also cause uncertainty regarding expectations, difficulty in applying uniform regulatory
treatment, and a lack of understanding by customers and counterparties regarding information required.

30. e A B TEALE T TE RS - R AR T AE S —TAPKER o LEUTARR TRREE IR - B
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HL T EFIER - MR RAR - 6 BOEEE - 28 - R A AT RE & KA e ~ E
fidr— S E IR ER M - 1 5.2 B 7 AT ARG = P AR B IR A -

31. Implementing a risk-based approach requires that dealers have a sound understanding of the
risks and are able to exercise sound judgment. This requires the building of expertise including for
example, through training, recruitment, taking professional advice and “learning by doing”. The process
will always benefit from information sharing by designated competent authorities and SROs. The
provision of good practice guidance is also valuable. Attempting to pursue a risk-based approach without
sufficient expertise may lead to flawed judgments. Dealers may over-estimate risk, which could lead to
wasteful use of resources, or they may under-estimate risk, thereby creating vulnerabilities.

31 BTt R b A B T AR AR R 3 s R b/ A B AT RNE o 1 ELRE (AR Ay I - BEFRE
BB S P iEE ISk - BEE - SRAESEE - DU TR Y | - BRI R
EERE SRR Bl B RS Z RV E SR S B - 28 RE SRS (28 7% - Bz 2
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32. Dealers may find that some staff members are uncomfortable making risk-based judgments. This
may lead to overly cautious decisions, or disproportionate time spent documenting the rationale behind a
decision. This may also be true at various levels of management.

32. A2 5P Al A g A B B TR RS MR PR AU BT - 8 ml sE B i A S s EA R E - 5
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33. However, in situations where management fails to recognise or underestimates the risks, a
culture may develop that allows for inadequate resources to be devoted to compliance, leading to
potentially significant compliance failures.

33. ZAT » B PSRN AR EUEAL R - PIRE S N — A E &R oA e aysb - BB
AR AR -

34. Designated competent authorities and SROs should place greater emphasis on whether dealers
have an effective decision-making process with respect to risk-management, and sample testing should be
used or individual decisions reviewed as a means to test the effectiveness of a dealer in precious metals or
a dealer in precious stones overall risk management. Designated competent authorities and SROs should
recognise that even though appropriate risk management structures and procedures are regularly updated,
and the relevant policies, procedures, and processes are followed, decisions may still be made that are
incorrect in light of additional information not reasonably available at the time.

34. 5 E RE SRR B E IS e R B E R AL By i A e A S E bR B EA SRR - WEETT
A BEEE(E AR - Diea R & BN argEas E e T A M - 5 e R R E
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35. In implementing the risk-based approach, dealers should be given the opportunity to make
reasonable judgments with respect to their particular situations. This may mean that no two dealers in
precious metals or dealers in precious stones or no two businesses within the same sector are likely to
adopt the same detailed practice. Such potential diversity of practice will require that designated
competent authorities and SROs make greater effort to identify and disseminate guidelines on sound
practice, and may pose challenges to staff working to monitor compliance. The existence of good practice



guidance, training, industry studies and other available information and materials will assist the designated
competent authority or an SRO in determining whether a dealer in precious metals or a dealer in precious
stones has made sound risk-based judgments.

35. B B AR o TEAS T A S i R HR RS L S BRI - B A EHY
HEBE AR USRI ESE R > EEBAET IR TR E - SRR ST B B R EE
TR ERERHBIR B EEERZA N 20 ) R E B E LIRS EEE5 INE - e’ R EE
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36. Recommendation 25 requires adequate feedback to be provided to the financial sector and
DNFBPs. Such feedback helps institutions and businesses to more accurately assess the money laundering
and terrorist financing risks and to adjust their risk programmes accordingly. This in turn makes the
detection of suspicious activity more likely and improves the quality of suspicious transaction reports. As
well as being an essential input to any assessment of country or sector wide risks, the promptness and
content of such feedback is relevant to implementing an effective risk-based approach.

36. RS 25 THEORE S RISE ] DNFBP AL 58/ Y0l 85 - 75 L0 Bl 7 B S e FISE 1| 58 A hE
SR A 5 B A A b 1 L B T 2 A TAE PRV B B - B e B i T 22 B M R EEN Y AT REME
HAEE TSRS E - [HIEEER T Ee SR R 8 SRR Z T RSN » RN R EA A
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The potential benefits and potential challenges can be summarised as follows:

AJGEH BRI EADR GBI T -

Potential Benefits:

T REAVEES -

e Better management of risks and cost-benefits

o FEUTHVE b E T 7 SELRR AR AR -

e Efficient use and allocation of resources

o HRERNEIREFHESH -

e Focus on real and identified threats

o FHNWCHHENHEEEE -

e Flexibility to adapt to risks that change over time
o SEMACAREIFRIE LAY E R EE -

Potential Challenges:

AT REAYPREK -

e |dentifying appropriate information to conduct a sound risk analysis

o WHEGHNEEEREITHYER -

e Addressing short term transitional costs

o JRIFFIHIHEIERA

e Greater need for more expert staff capable of making sound judgments

o RyTHULTRENHETREE S EHEENAL -

e Developing appropriate regulatory response to potential diversity of practice

o FHHEIRERYZ TTHUAH E MY E B BORLLREIE -




Chapter Three: FATF and the Risk-Based Approach
FB=F : FATF BERERRTT A

37. The varying degrees of risk of money laundering or terrorist financing for particular types of
DNFBPs, including dealers, or for particular types of customers and counterparties, or transactions, is an
important consideration underlying the FATF Recommendations. According to the Recommendations,
with regard to DNFBPs, there are specific Recommendations where the degree of risk is an issue that a
country either must take into account (if there is higher risk), or may take into account (if there is lower
risk).

37. HHRPESAIHY DNFBP (BI405C 508 ) ~ & FBMHETT > BRFER S » M sE i iz
FEER S - BT FATF VS BNER - BN » £ DNFBP J5iH » & ERIEEAE
FEFH IR N EE LA EEE (RgEss ) » s IR Z IASE (JERREE) IF > siaieft
R EHT R ©

38. The risk-based approach is either incorporated into the Recommendations (and the Methodology)
in specific and limited ways in a number of Recommendations, or it is inherently part of or linked to those
Recommendations. For instance, for DNFBPs, including dealers, risk is addressed in three principal areas
(a) Customer Due Diligence (R.5, 6, 8 and 9); (b) businesses’ internal control systems (R.15); and (c) the
approach of oversight/monitoring of DNFBPs, including dealers (R.24).

38. J\ b B T A B A H A TRAV T AR EE R, (R 77kam ) > Bk iR A Y & A SR
HR43 o G4 » DNFBP (RUFEAC 5% ) AR S Bl 51 = (6 Lk © () FPEE (Z#FS5
68 K97 (b) SEHHINEMERITIE (&7 15 27) + F (c) DNFBP (BiEiz 5 ) HEE
BfEE (E#F 24 7R -

Customer and counterparty due diligence (R. 5, 6, 8 and 9)
FHE e (S5 26 8 ROIF)

39. Risk is referred to in several forms:

39. Je\ g A [E R A A

a) Higher risk — under Recommendation 5, a country must require its DNFBPs, including
dealers, to perform enhanced due diligence for higher-risk customers and counterparties,
business relationships and transactions. Recommendations 6 (politically exposed persons) is
an example of this principle and is considered to be a higher risk scenario requiring
enhanced CDD.

Q) rEfEbE - MRREEEEE 5 TH » S EIWW/HZOK DNFBP (BfExC 7 ) bRy =6l
HETT ~ EBRGRR GITRIENVE FEE - B 6 TH (EEBUAHERB A L)
Ry IEIR A ERR » 90 R B AR MR Tl P& A -

b) Lower risk —a country may also permit its DNFBPs, including dealers, to take lower risk
into account in deciding the extent of the CDD measures they will take (see Methodology
criteria 5.9). Dealers may thus reduce or simplify (but not avoid completely) the required
measures.

b) {REER - SEIA]ETH DNFBP (RFEX SR ) R E R RITEIE RS FE A
St o R EHIEBR A S E (2EIEHE 77 5.9 THX) » WIE—2K > S5 A]
B EREEE (ERRESE 8 ) ZHPRAUHVTEHE

c) Riskarising from innovation — under Recommendation 8, a country must require its
DNFBPs, including dealers, to give special attention to the risks arising from new or
developing technologies that might favour anonymity.

) AT ERRARE RS 8 TH - SEt/HE K DNFBP (HEFEX 7 ) FERTA!
EEA IR E R H Rl B 3 th i A AR A b -
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d) Risk assessment mechanism — the FATF standards expect that there will be an adequate
mechanism by which designated competent authorities or SROs assess or review the
procedures adopted by dealers to determine the degree of risk and how they manage that
risk, as well as to review the actual determinations themselves. This expectation applies to
all areas where the risk-based approach is applied. In addition, where the designated
competent authorities or SROs have issued guidelines on a suitable approach to risk-based
procedures, it will be important to establish that these have been followed. The
Recommendations also recognise that country risk is a necessary component of any risk
assessment mechanism (R.5 & 9).

d) EEErERH - PATF BRETERTEI S B absh] - this e e IRE e E R EAGE L
HIEF e E S G P PRV [ DA A FEE R S 2 p e i B U - [
B RGP A E PR FIET o CETRITE A SR AUR PR BB T AR A S - 1A - BT
TERE B 2 B B A b T B BB A D) A SR BT - B E T4
AEAI] FATF R R0 B 3R a2 (A b SPA S A Y b BT R OB S S ) 9 TR

Internal control systems (R.15)

PIESTEEFIFNE (&35 15 77 )

40. Under Recommendation 15, the development of “appropriate” internal policies and training and
audit systems will need to include a specific, and ongoing, consideration of the potential money
laundering and terrorist financing risks associated with customers and counterparties, products and
services, geographic areas of operation and so forth. The Interpretative Note to Recommendation 15
makes it clear that a country may allow DNFBPs, including dealers, to have regard to the money
laundering and terrorist financing risks, and to the size of the business, when determining the type and
extent of measures required.

40. RIS 15 70 - HiE T @0) , WNERECR ~ SIISRFIFSRZHIRERT » BN P EAEE T ~ &
emBEAR RS ~ B E M SN R - BRI S B VR s B T e - deREE 1573
(IR REBARERS I - S EIS EFH DNFBP (EIFEAC SRS ) 1EHE FESR U RS A BLA E (I FE s
BRI A R AR SRR -

Regulation and oversight by designated competent authorities or SROs (R.24)
TEE TR B 1R B 1 B R B (5 24 7 )

41. Countries should ensure that dealers are subject to effective systems for monitoring and ensuring
compliance with AML/CFT requirements. In determining whether the system for monitoring and ensuring
compliance is appropriate, regard may be had to the risk of money laundering or terrorist financing in a
given business, i.e. if there is a proven low risk then lesser monitoring measures may be taken.

41. F R EMECR S 5 i P A R BRI - HECRIEST BfIsEss FTHER 20K - 7R HIER
BB RS I S BV - 1575 R R BHY s BCE Y - twtiEsi 56 8 Ry
I A] SREVERAY B2 H b

Applicability of the risk-based approach to terrorist financing
JER\ B R 7 VR S R

42. There are both similarities and differences in the application of a risk-based approach to terrorist
financing and money laundering. They both require a process for identifying and assessing risk. However,
the characteristics of terrorist financing makes its detection difficult and the implementation of mitigation
strategies may be challenging due to considerations such as the relatively low value of transactions
involved in terrorist financing, or the fact that funds can be derived from legitimate as well as illicit
sources.

42. JE\ P B T A BN A FH B A R - B AR EZ R - W& A0 2 b ek e
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43. Funds that are used to finance terrorist activities may be derived from criminal activity or may
be from legal sources, and the nature of the funding sources may vary according to the type of terrorist
organisation. Where funds are derived from criminal activity, then traditional monitoring mechanisms that
are used to identify money laundering may also be appropriate for terrorist financing, though the activity,
which may be indicative of suspicion, may not be identified as or connected to terrorist financing. It
should be noted that transactions associated with the financing of terrorism may be conducted in very
small amounts, which in applying a risk-based approach could be the very transactions that are frequently
considered to be of minimal risk with regard to money laundering. Where funds are from legal sources it is
even more difficult to determine if they could be used for terrorist purposes. In addition, the actions of
terrorists may be overt and outwardly innocent in appearance, such as the purchase of materials and
services to further their goals, with the only covert fact being the intended use of such materials and
services purchased. Therefore, while terrorist funds may be derived from criminal activity as well as from
legitimately sourced funds, transactions related to terrorist financing may not exhibit the same traits as
conventional money laundering. However in all cases, it is not the responsibility of dealers to determine
the type of underlying criminal activity, or intended terrorist purpose, rather the dealer’s role is to identify
and report the suspicious activity. The FIU and law enforcement authorities will then examine the matter
further and determine if there is a link to terrorist financing.

43. BRWEE MR BT EB S ETAE A - & BRI IS th rTRE R R M dH 4l Y
MARRE - HESREILIRES) » MEPAZEEN AT AT SE AR s & VA RA (R4 AR paS
SRRV R AT E AN E R o EEEATE B RERWIBAT S S A nRE IR /N o AE I b
R ITER » B SRS T R AT RE A R b AR ZC ) - R BB GVAEHE - )’ EEH
Bz & i R ER - 140 > o Ay EET TR AR #E T Bk | EEELIRE - Bl ESH
T B AT RS - T —FERr SR R S R e ik - (RIIL > Yoy FAVE & I RE sk
NUFREENELEEEE - B ARANY A 5 m] e R AR ATER R - 2RI - eI
W0 ST B R HIET e 1R USRS B A STHE M ARV A © S S R A BRI A ]
HrsEEE) o eRbEHR T OMBUARRRES KR A GRS - WHE S B ERVAR -

44, The ability of dealers to detect and identify potential terrorist financing transactions without
guidance on terrorist financing typologies or without acting on specific intelligence provided by the
authorities is significantly more challenging than is the case for potential money laundering and other
suspicious activity. Detection efforts, absent specific national guidance and typologies, are likely to be
based on monitoring that focuses on transactions with countries or geographic areas where terrorists are
known to operate or on the other limited typologies available (many of which are indicative of the same
techniques as are used for money laundering).

44. BTRAT S8 S HoAth mTSEEENAELL - TERR = BRSNS R R I B R R A T
BIRAEHITEIL T » 3 G HE BB B S HTRE T 2 515 kK - ek = ARy =B MR
5 [BLEERRAVIE I T » B ARG TS BB 2 SOt ER S U TV A B et - S EAM A TRAVEREE (H
T A B ML SR ARV ) - IR ATRE T E R EH BRI -

45, Particular individuals, organisations or countries may be the subject of terrorist financing
sanctions, in any particular country. In such cases a listing of individuals, organisations or countries to
which sanctions apply and the obligations on dealers to comply with those sanctions are decided by
individual countries and are not a function of risk. Dealers may commit a criminal offence if they
undertake business with a listed individual, organisation or country, or its agent, in contravention of
applicable sanctions.

45. HERFERIZEN » FrE(E A ~ SHEREE 5 ATRER R B R RIS B » FEEIEDL T > BEHt
ZENHIFHIME A ~ SHEREE R R - DA Sy ST Ry 25 - & e 1 BR 50 0 11 e e
ERE - R SRR R B EAYEA - H BRI R BB NA R - BB RUgE -
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46. For these reasons, this Guidance has not comprehensively addressed the application of a
risk-based process to terrorist financing. It is clearly preferable that a risk-based approach be applied
where reasonably practicable, but further consultation with key stakeholders is required to identify a more
comprehensive set of indicators of the methods and techniques used for terrorist financing, which can then
be factored into strategies to assess terrorist financing risks and devise measures to mitigate them.
DNFBPs, including dealers, would then have an additional basis upon which to more fully develop and
implement a risk-based process for terrorist financing.
46. L > EEAES IRERE A E bR AR A PR B Z 5 » AR S ERAVIE L T e A i
JIERELEAN R T - 2RI - MEBLE A ERIMA TR S - SRR emit T HRER
YT ARG HEAR » R4 A KRB A Ak SRS B (B R\ B e Y 25 A L OR - [PEHF - DNFBP
(EIERL 5 RAMEEA 2R - g5 S Eh S HEE R E B T R AR AR -

Limitations to the risk-based approach

JR\ P LB AR R

47. There are circumstances in which the application of a risk-based approach will not apply, or may
be limited. There are also circumstances in which the application of a risk-based approach may not apply
to the initial stages of a requirement or process, but then will apply to subsequent stages. The limitations to
the risk-based approach are usually the result of legal or regulatory requirements that mandate certain
actions to be taken.

47. TEFEAENLT » ATRE MO A A R B )7 0% - BCE B 2 FIIRA o At nl sE 2R
AR BORAR Y #IAARE B2 il F P 5L U7 0% - (B n AR B S B B - AR )T ARG H
PR Ry A B B AR s S SRR R I S S T P A 2

48, Requirements to freeze assets of identified individuals or entities, in countries where such
requirements exist, are independent of any risk assessment. The requirement to freeze is absolute and
cannot be impacted by a risk-based process. Similarly, while the identification of potential suspicious
transactions can be advanced by a risk-based approach, the reporting of suspicious transactions, once
identified, is not risk-based. See paragraphs 132 and 133.

48. E R4S E (AN ERS < BEMNEIR » FLARGEZORIG IR e B E PG - HhaRAESE
SKEFEENE N2 EREREZAZE - [FEINERY - BENE R R T A VBT nT 585 S Y P 7T A8
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49. There are several components of customer and counterparty due diligence — identification and
verification of the identity of customers and counterparties and their beneficial owners, obtaining
information on the purposes and intended nature of the business relationships, and conducting ongoing
due diligence. Of these components, the identification and verification of identity of customers and
counterparties are requirements which must be completed regardless of the risk-based approach. However,
in relation to all other CDD components, a reasonably implemented risk-based approach may allow for a
determination of the extent and quantity of information required, and the mechanisms to be used to meet
these minimum standards. Once this determination is made, the obligation to keep records and documents
that have been obtained for due diligence purposes, as well as transaction records, is not dependent on risk
levels.

49. FREMETT 2 PR G AR P R S B E 2w AT
HUSBLEER R (2 HVB IR AR ERN - DURFEITE PES - FESEERT - w2 a M
[l EERE T - S SR P B T B 7y - 28I AR A Bt 2 P SR T E - &8
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o

50. Countries may allow dealers to apply reduced or simplified measures where the risk of money
laundering or terrorist financing is lower. However, these reduced or simplified measures do not
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necessarily apply to all aspects of customer and counterparty due diligence. Moreover, where these
exemptions are subject to certain conditions being met, it is necessary to verify that these conditions apply,
and where the exemption applies under a certain threshold, measures should be in place to prevent
transactions from being split artificially to avoid the threshold. In addition, information beyond customer
and counterparty identity, such as customer and counterparty location, may be needed to adequately assess
risk. This will be an iterative process: the preliminary information obtained about a customer or
counterparty should be sufficient to determine whether to go further, and in many cases customer and
counterparty monitoring will provide additional information.

50. e BCE Y E PR - S EIHS ETA Z PR A U D SR (LAY R T - 281 » 25 ek D
P EHVFE ARV E R 2 = B T AR ATA I - 52 R e (A DUk e F b bk Ry R - RIKE
s T e B iR EER R R LR EF I R pide - RUNEBR A it - B2 208 0 HI5 2 LU BH I -
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51. Some form of monitoring is required in order to detect unusual and hence possibly suspicious
transactions. Even in the case of lower risk customers and counterparties, monitoring is needed to verify
that transactions match the initial low risk profile and if not, trigger a process for appropriately revising
the customer’s risk rating. Equally, risks for some customers and counterparties may only become evident
once a relationship with a customer or counterparty has begun. This makes appropriate and reasonable
monitoring of customer and counterparty transactions an essential component of a properly designed
risk-based approach. However within this context it should be understood that not all transactions,
accounts or customers and counterparties will be monitored in exactly the same way. Moreover, where
there is an actual suspicion of money laundering or terrorist financing, this could be regarded as a higher
risk scenario, and enhanced due diligence should be applied regardless of any threshold or exemption.

51. JARREE I VB - DUEE A HEAVEIE AI5ER S - BIEAE % P EAH ¥ 7 R i ry
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Distinquishing risk-based monitoring and risk-based policies and processes
R i s R 7 AR e o A A R AL AR Y 18

52. Risk-based policies and processes should be distinguished from risk-based monitoring by
designated competent authorities or SROs. There is a general recognition within monitoring practice that
resources should be allocated taking into account the risks posed by individual firms or businesses. The
methodology adopted by the designated competent authorities or SROs to determine allocation of
monitoring resources should cover the business focus, the risk profile and the internal control environment,
and should permit relevant comparisons between firms or businesses. The methodology used for
determining the allocation of resources will need updating on an ongoing basis so as to reflect the nature,
importance and scope of the risks to which individual firms or businesses are exposed. Consequently, this
prioritisation should lead designated competent authorities or SROs to focus increased regulatory attention
on firms or businesses that engage in activities assessed to present a higher risk of money laundering or
terrorist financing.

52. F5 7E M E IR 5 B R S T I ) U b AR B R B AR N R B AR B 2 - B bR —
R > BB &R - FES E{E 1A SIS SERTE R o §5E RET TR S E RS F AR HE E X0 77
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53. However, it should also be noted that the risk factors taken into account to prioritise the
designated competent authorities' or SROs’ work will depend not only on the intrinsic risk associated with
the activity undertaken, but also on the quality and effectiveness of the risk management systems put in
place to address such risks.

53. PRI FEERHYE - et e E R s B R ER T E M 0T - FEAERAR
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54. Since designated competent authorities or SROs should have already assessed the quality of risk
management controls applied throughout dealers industries, it is reasonable that their assessments of these
controls be used, at least in part, to inform money laundering and terrorist financing risk assessments
conducted by individual firms or businesses.

54. Y5 T NE TR RH B B B RC ME 5T B FH i R L3R &) pee 2% e SR Y JE b BR P2 o .
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Summary box: A risk-based approach to countering money laundering and terrorist financing at
the national level: key elements for success

HER | R ERPIH s TR T RIS ERTT A « ROIERE

e Dealers, designated competent authorities or SROs should have access to reliable and actionable
information about the threats.

o X5 - IEEMEERSE REREA IS T 5 B TR & -

e There must be emphasis on cooperative arrangements among the policy makers, law enforcement,
regulators, and the private sector.

o WHMHHBURFIES - AR - B E BN M TRV & F 2Tk -

e Authorities should publicly recognise that the risk-based approach will not eradicate all elements of
risk.

o RRAME BRI EE T AARERATA EIRHE -

e Authorities have a responsibility to establish an atmosphere in which dealers need not be afraid of
regulatory sanctions where they have acted responsibly and implemented adequate internal systems
and controls.

o HRERHAR(CET—EAE  FXFERF AT RITTENG E AR A S HEAREER - Fi
AR -

e Regulators’ or SROs’ staff must be well-trained in the risk-based approach, both as applied by
designated competent authorities/SRO and by dealers.

B RA 5 B EREIRE A S ERLTS EREERR B IR RS 55 i £ P B SR B R 7 A 1 2 52 ATl
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SECTION TWO: GUIDANCE FOR PUBLIC AUTHORITIES
BEN - AHEFIES

Chapter One: High-Level Principles for Creating a Risk-Based Approach
F—F  BURERERTEZEEEA

55. The application of a risk-based approach to countering money laundering and the financing of
terrorism will allow designated competent authorities, SROs and dealers to use their resources most
effectively. This chapter sets out five high-level principles that should be considered by countries when
designing a risk-based approach. They could be considered as setting out a broad framework of good
practice.

55. JE\ b BB TV EAE G SRR T S &R T TR A e fa e AE IR ~ B RIS IS s
DU AR T2 E &R - ARR N T EFEEE R - Sl asT bR AT 7 AR e e s 5 Al -
i BB R AT AR R )20 BT AUIE B B RITE 2R -

56. The five principles set out in this paper are intended to assist countries in their efforts to improve
their AML/CFT regimes. They are not intended to be prescriptive, and should be applied in a manner that
is well-considered and is appropriate to the particular circumstances of the country in question.

56. B R A S R RABD 2 B e sE A TR ELHIE - SRR BN > EEei
FEEE - Fral#Ea AR A NRE R -

Principle one: understanding and responding to the threats and vulnerabilities: a national risk assessment

[ R — © BERRND [ e e B g+ B PR 5P

57. Successful implementation of a risk-based approach to combating money-laundering and
terrorist financing depends on a sound understanding of the threats and vulnerabilities. Where a country is
seeking to introduce a risk-based approach at a national level, this will be greatly aided if there is a
national understanding of the risks facing the country. This understanding can flow from a national risk
assessment.

57. A RE R T R BB T A DA RS I T B, - JHAR 2 A Re e R I A 2 B 55 RE 1T
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58. National risk assessments should be tailored to the circumstances of each country. For a variety
of reasons, including the structure of designated competent authorities or SROs and the nature of DNFBPs,
including dealers, each country's judgements about the risks will be unique, as will their decisions about
how to implement a national assessment in practice. A national assessment need not be a single formal
process or document. The desired outcome is that decisions about allocating responsibilities and resources
at the national level are based on a comprehensive and current understanding of the risks. Designated
competent authorities and SROs, in consultation with the private sector, should consider how best to
achieve this while also taking into account any risk associated with providing information on
vulnerabilities in their financial and non-financial systems to money launderers, terrorist financiers, and
other criminals. Such consultation will be seen by such dealers as increasing their own knowledge of
AML/CFT issues, as enhancing cooperation with the public sector, and as promoting consistency and a
fair and level playing field within their industries.

58. FEST 2 BRI S T BB R bt fh - AR A ERYRR - EFETEE SR E
AG4ERELL 5. DNFBP (BLFEXR ZRs ) WIS - S ERrHE B AR - St e BT EEET
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Principle two: a legal/requlatory framework that supports the application of a risk-based approach

R SRR A e B 50k 2 R B B R

59. Countries should consider whether their legislative and regulatory frameworks are conducive to
the application of the risk-based approach. Where appropriate the obligations imposed should be informed
by the outcomes of the national risk assessment.

59. BEES B H DA ER NS S AN B ERETE T E - & 01T - BIRE GG R
JERTR IR THYFRS Ryl

60. The risk-based approach does not mean the absence of a clear statement of what is required from
the DNFBPs, including dealers. However, under the risk-based approach, dealers should have a degree of
flexibility to implement policies and procedures which respond appropriately to their own risk assessment.
In effect, the standards implemented may be tailored and/or amended by additional measures as
appropriate to the risks of an individual business. The fact that policies and procedures, in accordance to
the risk levels, may be applied flexibly to different products, services, customers and counterparties and
locations does not mean that policies and procedures need not be clearly defined.
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61. Basic minimum AML requirements can co-exist with a risk-based approach. Indeed, sensible
minimum standards, coupled with scope for these to be enhanced when the risk justifies it, should be at the
core of risk-based AML/CFT requirements. These standards should, however, be focused on the outcome
(combating through deterrence, detection, and reporting of money laundering and terrorist financing),
rather than applying legal and regulatory requirements in a purely mechanistic manner to every customer
and counterparty.

61. HGH R R R AR ] B R A AN - BE b VG EEIVRRAERE R
5% B T R LY 55 BER e e o L [ » T s\ B BT A1 2R 88 F TR S R DR A% LI H < 28T
JEERAVEE EER AR (BB - EEREER R BERY) - It A R e 2
KEMPNHTA R FEAEETT -

Principle three: design of a monitoring framework to support the application of the risk-based approach
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62. Where designated competent authorities or self regulatory organisations (SROs) have been
assigned responsibility for overseeing AML/CFT controls, countries may wish to consider whether such
authorities and SROs are given the necessary authority to implement a risk-based approach to monitoring.
Barriers to this may include inappropriate reliance on detailed and prescriptive requirements in the
designated competent authorities’ or SROs’ rules. These requirements may in turn stem from the laws
under which the competent authority exercises its powers.
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63. Where appropriate, designated competent authorities and SROs should seek to adopt a risk-based
approach to the monitoring of controls to combat money laundering and terrorist financing. This should be
based on a thorough and comprehensive understanding of the types of activity carried out by dealers, and
the money laundering and terrorist financing risks to which these are exposed. Designated competent
authorities and SROs will probably need to prioritise resources based on their overall assessment of where
the risks in the dealers’ industry are.

63. & AT 0 R EREE TR B B R ERC FE S OR PR S b A 0 7 A AR B LA e s I T 8
ERHPERITE T © LERUAIBLIE A Zra s THY S BN A AR ERY 14 - KA 5P s
Rk b R (K3 - i e M T R B 1 S T REZE AR L 52 B p P e Sy T P s A e &
TR NEF PR -

64. Designated competent authorities and SROs with responsibilities other than those related to
AML/CFT will need to consider these risks alongside other risk assessments arising from the competent
authority’s or SRO's wider duties.
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65. Such risk assessments should help the competent authority or SRO choose where to apply
resources in its monitoring programme, with a view to using limited resources to achieve the greatest
effect. A risk assessment may also indicate that the competent authority or SRO does not have adequate
resources to deal with the risks. In such circumstances, the competent authority or SRO may need to
obtain additional resources or adopt other strategies to manage or mitigate any unacceptable residual risks.
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66. The application of a risk-based approach to monitoring requires that designated competent
authorities’ and SROs’ staff be able to make principle-based decisions in a fashion similar to what would
be expected from dealers’ staff. These decisions will cover the adequacy of the arrangements to combat
money laundering and terrorist financing. As such, a designated competent authority or SRO may wish to
consider how best to train its staff in the practical application of a risk-based approach to monitoring. This
staff will need to be well-briefed as to the general principles of a risk-based approach, the possible
methods of application, and what a risk-based approach looks like when successfully applied.
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Principle four: identifying the main actors and ensuring consistency
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67. Countries should consider who the main stakeholders are when adopting a risk-based approach
to combating money laundering and terrorist financing. These will differ from country to country. Thought
should be given as to the most effective way to share responsibility among these parties, and how
information may be shared to best effect. For example, consideration may be given to which body or
bodies are best placed to provide guidance to dealers about how to implement the risk-based approach to
anti money laundering and counter-terrorist financing.
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68. A list of potential stakeholders may include the following:
68. TEEAE R (R NF B A RE LA

e  Government — this may include legislature, executive, and judiciary.

o BUNF - BIFEILE - 1780 - EIAKEE -

e Law enforcement agencies - this might include the police, customs and similar agencies

o SHUAMKRH - BALEE - MBI RIRLIHIE -

e The financial intelligence unit (FIU), security services, other similar agencies.

o BRMEHTUL (FIU) ~ CRZ SIS AIELAEHIA TG -

e Designated competent authorities/SROs

o IEEMERIRR EEEENRE -

e  The private sector — this might include dealers’ firms, national and international trade bodies
and associations, financial institutions that specialize in these industries and businesses, etc.
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e The public — arrangements designed to counter money laundering and terrorist financing are
ultimately designed to protect the law-abiding public. However these arrangements may
also act to place burdens on customers of dealers’ firms.
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e  Others — those who are in a position to contribute to the conceptual basis underpinning the
risk-based approach, such stakeholders may include academia and the media.
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69. Clearly a government will be able to exert influence more effectively over some of these
stakeholders than others. However, regardless of its capacity to influence, a government will be in a
position to assess how all stakeholders can be encouraged to support efforts to combat money laundering
and terrorist financing.
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70. A further element is the role that governments have in seeking to gain recognition of the
relevance of a risk-based approach from designated competent authorities or SROs. This may be assisted
by relevant authorities making clear and consistent statements on the following issues:
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e Dealers can be expected to have flexibility to adjust their internal systems and controls
taking into consideration lower and high risks, so long as such systems and controls are
reasonable. However, there are also minimum legal and regulatory requirements and
elements that apply irrespective of the risk level, for example suspicious transaction
reporting and minimum standards of customer and counterparty due diligence.

o H[THHIR 5 AR R L Bl R AR E 5 U - AR = JE b [ er 4y A =5 R B

19



M ERFEE SRS E G URSE - 2RI - BA — A S E i Ry (T — 8
M2 A ERBEEE TR RITR > PR SER Hdds » LU & P BRI R &
BREFHEARLE -

e Acknowledging that a dealer’s ability to detect and deter money laundering and terrorist
financing may sometimes be necessarily limited and that information on risk factors is not
always robust or freely available. There should therefore be reasonable policy and
monitoring expectations about what a dealer in precious metals or a dealer in precious
stones with good controls aimed at preventing money laundering and the financing of
terrorism is able to achieve. A dealer may have acted in good faith to take reasonable and
considered steps to prevent money laundering, and have documented the rationale for its
decisions, and yet still be abused by a criminal.
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e Acknowledging that not all high-risk situations are identical and as a result will not always
require the application of precisely the same type of enhanced due diligence.
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Principle five: information exchange between the public and private sectors
FFRA - ARAERPIEIRYE AR

71. Effective information exchange between the public and private sectors will form an integral part
of a country's strategy for combating money laundering and terrorist financing. In many cases, it will
allow the private sector to provide designated competent authorities and SROs with information they
identify as a result of previously provided government intelligence.
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72. Public authorities, whether law enforcement agencies, designated competent authorities or other
bodies, have privileged access to information that may assist dealers to reach informed judgments when
pursuing a risk-based approach to counter money laundering and terrorist financing. Likewise, dealers are
able to understand their clients' businesses reasonably well. It is desirable that public and private bodies
work collaboratively to identify what information is valuable to help combat money laundering and
terrorist financing, and to develop means by which this information might be shared in a timely and
effective manner.
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73. To be productive, information exchange between the public and private sectors should be
accompanied by appropriate exchanges among public authorities. FIUs, designated competent authorities
and law enforcement agencies should be able to share information and feedback on results and identified
vulnerabilities, so that consistent and meaningful inputs can be provided to the private sector. All parties
should of course consider what safeguards are needed to adequately protect sensitive information held by
public bodies from being disseminated too widely.
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74. Relevant stakeholders should seek to maintain a dialogue so that it is well understood what
information has proved useful in combating money laundering and terrorist financing. For example, the
types of information that might be usefully shared between the public and private sectors would include, if
available:
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e  Assessments of country risk.
o BRI EEFL -

e Typologies or assessments of how money launderers and terrorists have abused the
DNFBPs, especially dealers.

o SHEIIESEFELRLNG() T-40/aE: F DNFBP (HFAIEXR 5% ) B iAaEE LA -

e Feedback on suspicious transaction reports and other relevant reports.

o HIEES Syl A I AAR R R A Y [

e Targeted unclassified intelligence. In specific circumstances, and subject to appropriate
safeguards and a country’s legal and regulatory framework, it may also be appropriate for
authorities to share targeted confidential information with dealers.
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e  Countries, persons or organisations whose assets or transactions should be frozen.

o HENXGETHREHIER -« (E AH -

75. When choosing what information can be properly and profitably shared, public authorities may
wish to emphasize to dealers that information from public bodies should inform, but not be a substitute for,
dealers' own judgments. For example, countries may decide not to create what are perceived to be
definitive country-approved lists of low risk customer and counterparty types. Instead, public authorities
may prefer to share information on the basis that this will be one input into the dealers’ decision making
processes, along with any other relevant information that is available to dealers.
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Chapter Two: Implementation of the Risk-Based Approach

BTE L RTREREERRTTA

Assessment of risk to inform national priorities
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76. A risk-based approach should be built on sound foundations: effort must first be made to ensure
that the risks are well understood. As such, a risk-based approach should be based on an assessment of the
threats. This is true whenever a risk-based approach is applied, at any level, whether by countries or
individual firms. A country’s approach should be informed by its efforts to develop an understanding of
the risks in that country. This can be considered as a “national risk assessment”.
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77. A national risk assessment should be regarded as a description of fundamental background
information to assist designated competent authorities, SROs, law enforcement authorities, the FIU,
financial institutions, and DNFBPs (including dealers) to ensure that decisions about allocating
responsibilities and resources at the national level are based on a practical, comprehensive and up-to-date
understanding of the risks.
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78. A national risk assessment should be tailored to the circumstances of the individual country, both
in how it is executed and its conclusions. Factors that may influence the risk of money laundering and
terrorist financing in a country could include the following:
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e  Political environment.

o BURIREE -

e Legal environment.

o LRI

e Acountry's economic structure.
o [EHZEAVEUKLEHE o

e  Cultural factors, and the nature of civil society.

o ENZRBIARIGHINE -

e Sources, location and concentration of criminal activity.
o JUIREFHVEIR - HiBLEBLELS -

e Size and composition of the financial services industry;

o ERIIRFSSEAVAEILHRCER

e  Ownership structure of financial institutions and DNFBPs;

o HEIELDL DNFBP 1IFTEELER

e  Size and nature of the activity carried out by DNFBPs, including dealers.

o DNFBP (HfER ) STHYEEIR SIS -

e  Corporate governance arrangements in relation to financial institutions and DNFBPs and
the wider economy.

o B RpREREEL DNFBP (YA BAFR L HEEEO 3R -

e The nature of payment systems and the prevalence of cash-based transactions.
o I RERHYME PR SRR BVERT

e  Geographical spread of the financial industry’s and DNFBP’s operations, including dealers
and their customers and counterparties.

o RS DNFBP (R Zph R HE FEEETT) EiEa B {fi -

e Types of products and services offered by financial institutions and DNFBPs.
RS DNFBP f2 Aty m Bl i By -
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e  Types of customers and counterparties serviced by financial institutions and DNFBPs.
o DREIEHEEL DNFBP AR isHys = B 74 -

e  Types of predicate offences.
o FIEIUIEAVEAL -

e  Amounts of illicit money generated domestically.

o [HNELNEIERHE -

e  Amounts of illicit money generated abroad and laundered domestically.
o RAHMNEANRIEDERBIE NS -

e  Main channels or instruments used for laundering or financing terrorism.
o EEEEREEEENERTE -

e  Sectors of the legal economy affected.
o BN ETALUREI o

e Underground/informal areas in the economy.

o N /JRIEFALREI -

79. Countries should also consider how an understanding of the risks of money laundering and
terrorist financing can be best achieved at the national level. Relevant questions could include: which body
or bodies will be responsible for contributing to this assessment? How formal should an assessment be?
Should the designated competent authority's or SRO’s view be made public? These are all questions for
the designated competent authority or SRO to consider.
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80. The desired outcome is that decisions about allocating responsibilities and resources at the
national level are based on a comprehensive and up-to-date understanding of the risks. To achieve the
desired outcome, designated competent authorities and SROs should ensure that they identify and provide
dealers with the information needed to develop this understanding and to design and implement measures
to mitigate the identified risks.
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81. Developing and operating a risk-based approach involves forming judgements. It is important
that these judgements are well informed. It follows that, to be effective, the risk-based approach should be
information-based and include intelligence where appropriate. Effort should be made to ensure that risk
assessments are based on fresh and accurate information. Governments using partnerships with law
enforcement bodies, FIUs, designated competent authorities/SROs and the dealers themselves, are well
placed to bring their knowledge and expertise to bear in developing a risk-based approach that is
appropriate for their particular country. Their assessments will not be static and will change over time,
depending on how circumstances develop and how the threats evolve. As such, countries should facilitate
the sharing of information among different agencies and entities, so that there are no institutional
impediments to information dissemination.
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82. Whatever form they take, a national assessment of the risks, along with measures to mitigate
those risks, can inform how resources are applied to combat money laundering and terrorist financing,
taking into account other relevant country policy goals. It can also inform how these resources are most
effectively assigned to different public bodies and SROs, and how those bodies make use of those
resources in an effective manner.
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83. As well as assisting designated competent authorities and SROs in deciding how to allocate
funds to combat money laundering and terrorist financing, a national risk assessment can also inform
decision-makers on the best strategy for implementing the supervisory/regulatory regime to address the
risks identified. An over-zealous effort to counter the risks could be damaging and counter-productive,
placing unreasonable burdens on industry, possibly driving higher-risk business underground or to other
countries. Alternatively, less aggressive efforts may not be sufficient to protect societies from the threats
posed by criminals and terrorists. A sound understanding of the risks at the national level could help
obviate these dangers.
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Effective systems for monitoring and ensuring compliance with AML/CFT requirements — General
principles
B HECR T ST HIEES I TR E R FORI ARG — —REJRA]

84. FATF Recommendation 24 requires that dealers in precious metals/dealers in precious stones be
subject to effective systems for monitoring and ensuring compliance with AML/CFT requirements. In
determining the design of an effective system, regard may be had to the risk of money laundering or
terrorist financing in the sector. There should be a designated competent authority or SRO responsible for
monitoring and ensuring its functions, including powers to monitor and sanction. It should be noted that in
some countries, dealers in precious metals/dealers in precious stones are supervised in the same way as
financial institutions. Other countries apply a separate monitoring/oversight regime.
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Defining the acceptable level of risk
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85. The level of AML/CFT risk will generally be affected by both internal and external risk factors.
For example, risk levels may be increased by internal risk factors such as weak compliance resources,
inadequate risk controls and insufficient senior management involvement. External level risks may rise
due to factors such as the action of third parties and/or political and public developments.
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86. As described in Section One, all activity involves an element of risk. Designated competent
authorities and SROs should not prohibit dealers from conducting business with high risk customers and
counterparties as long as appropriate policies, procedures and processes to manage the attendant risks are
in place. Only in specific cases, for example when it is justified by the fight against terrorism, crime or the
implementation of international obligations, are designated individuals, legal entities, organisations or
countries denied any access to services.
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87. However, this does not exclude the need to implement basic minimum requirements. For
instance, FATF Recommendation 5 (that applies to dealers through the incorporation of R.5 into R.12)
states that “where [the dealer in precious metals or the dealer in precious stones] is unable to comply with
(CDD requirements), it should not open the account, commence business relations or perform the
transaction; or should terminate the business relationship; and should consider making a suspicious
transaction report in relation to the customer.” So the level of risk should strike an appropriate balance
between the extremes of not accepting customers and counterparties, and conducting business with
unacceptable or unmitigated risk.
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88. Designated competent authorities and SROs expect dealers to put in place effective policies,
programmes, procedures and systems to mitigate risks, while acknowledging that even with effective
systems not every suspect transaction will necessarily be detected. They should also ensure that those
policies, programmes, procedures and systems are applied effectively to the purpose of preventing dealers
from becoming conduits for illegal proceeds and ensure that they keep records and make reports that are
of use to national authorities in combating money laundering and terrorist financing. Efficient policies and
procedures will reduce the level of risks, but are unlikely to eliminate them completely. Assessing money
laundering and terrorist financing risks requires judgement and is not an exact science. Monitoring aims at
detecting unusual or suspicious transactions among an extremely large number of legitimate transactions,
furthermore the demarcation of what is unusual may not always be straightforward since what is
“customary” may vary depending on the customers’ or counterparty's business. This is why developing an
accurate customer/counterparty profile is important in managing a risk-based system. Moreover,
procedures and controls are frequently based on previous typologies cases, but criminals will adapt their
techniques quickly limiting the utility of such typologies.
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89. Additionally, not all high risk situations are identical, and therefore will not always require
precisely the same level of enhanced due diligence. As a result, designated competent authorities/SROs
will expect dealers to identify individual high risk categories and apply specific and appropriate mitigation

25



measures. Further information on the identification of specific risk categories is provided in Section Three,
"Guidance for Dealers."
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Proportionate monitoring actions to support the risk-based approach
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90. Designated competent authorities and SROs should seek to identify weaknesses through an
effective programme of both on-site and off-site supervision, and through analysis of internal and other
available information.
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91. In the course of their examinations, designated competent authorities and SROs should review a
dealer’s AML/CFT risk assessments, as well as its policies, procedures and control systems to arrive at an
overall assessment of the risk profile of a dealer's business and the adequacy of its mitigation measures.
Where available, assessments carried out by or for other dealers in precious metals and/or dealers in
precious stones may be a useful source of information. The competent authority/SRO assessment of
management’s ability and willingness to take necessary corrective action is also a critical determining
factor. Designated competent authorities and SROs should use proportionate actions to ensure proper and
timely correction of deficiencies, taking into account that identified weaknesses can have wider
consequences. Generally, systemic breakdowns or inadequate controls will result in the most severe
supervisory or monitoring response.
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92. Nevertheless, it may happen that the lack of detection of an isolated high risk transaction, or of
transactions of an isolated high risk customer, will in itself be significant, for instance where the amounts
are significant, or where the money laundering and terrorist financing typology is well known, or where a
scheme has remained undetected for a long time. Such a case might indicate an accumulation of weak risk
management practices or regulatory breaches regarding the identification of high risks, monitoring, staff
training and internal controls, and therefore, might alone justify action to ensure compliance with the
AML/CFT requirements.
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(A2 55 T B AEARAEUAIA S RS R E R BRI TETE - BIANRERHY 48  Je s BUE R R TR B -
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93. Designated competent authorities and SROs can and should use their knowledge of the risks
associated with products, services, customers and counterparties, and geographic locations to help them
evaluate a dealer's money laundering and terrorist financing risk assessment, with the understanding,
however, that they may possess information that has not been made available to the dealer and, therefore,
the dealer would not have been able to take such information into account when developing and
implementing a risk-based approach. Designated competent authorities and SROs (and other relevant
stakeholders) are encouraged to use that knowledge to issue guidelines to assist dealers in managing their
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risks. Where dealers are permitted to determine the extent of the CDD measures on a risk sensitive basis,
this should be consistent with guidelines issued by their designated competent authorities and SROs®.
Guidance designed for dealers is likely to be the most effective. An assessment of the risk-based approach
will, for instance, help identify cases where the dealers use excessively narrow risk categories that do not
capture all existing risks, or adopt criteria that lead to the identification of a large number of higher risk
relationships, but without providing for adequate additional due diligence measures.
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94, In the context of the risk-based approach, the primary focus for designated competent authorities
and SROs should be to determine whether or not the dealer’s AML/CFT compliance and risk management
programme is adequate to: (a) meet the minimum regulatory requirements, and (b) appropriately and
effectively mitigate the risks. The monitoring goal is not to prohibit high risk activity, but rather to be
confident that firms have adequately and effectively implemented appropriate risk mitigation strategies.
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95. Under FATF Recommendation 24, designated competent authorities and SROs should have
adequate powers to perform their functions, including the power to impose adequate sanctions for failure
to comply with statutory and regulatory requirements to combat money laundering and terrorist financing.
Fines and/or penalties are not appropriate in all regulatory actions to correct or remedy AML/CFT
deficiencies. However, designated competent authorities and SROs must have the authority and
willingness to apply fines and/or penalties in cases where substantial deficiencies exist. Action may also
take the form of a remedial program through the normal monitoring processes.

95. R FATF 355 24 TH - 5 EME PR RA L B R IEIRG FEME A T LB 0y e 0 121 - EdE st
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96. In considering the above factors it is clear that proportionate monitoring will be supported by
two central features:

96. FEM ENERR - nERRE S P L OB R S IR % LT R AT SR

a) Regulatory Transparency
a) ETEZENE

97. In the implementation of proportionate actions, regulatory transparency will be of paramount
importance. Designated competent authorities and SROs are aware that dealers, while looking for
operational freedom to make their own risk judgments, will also seek guidance on regulatory obligations.

2 FATF Recommendations 5 and 25, Methodology Essential Criteria 25.1 and 5.12.
2 FATF #6565 5 v 25 18 » s A AIE R 25.1 [ 5.12 -
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As such, the designated competent authority/SRO with AML/CFT monitoring responsibilities should seek
to be transparent in setting out what it expects, and will need to consider appropriate mechanisms of
communicating these messages. For instance, this may be in the form of high-level requirements, based on
desired outcomes, rather than detailed process.
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98. No matter what individual procedure is adopted, the guiding principle will be that there is an
awareness of legal responsibilities and regulatory expectations. In the absence of this transparency there is
the danger that monitoring actions may be perceived as either disproportionate or unpredictable which
may undermine even the most effective application of the risk-based approach by dealers.
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b) Staff Training of Designated Competent Authorities, SROs, and Enforcement Staff
b) EETER - HEE R REEERIIN ST

99. In the context of the risk-based approach, it is not possible to specify precisely what a dealer in
precious metals or a dealer in precious stones has to do, in all cases, to meet its regulatory obligations.
Thus, a prevailing consideration will be how best to ensure the consistent implementation of predictable
and proportionate monitoring actions. The effectiveness of monitoring training will therefore be important
to the successful delivery of proportionate monitoring actions.
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100. Training should aim to allow designated competent authorities/SRO staff to form sound
comparative judgements about AML/CFT systems and controls. It is important in conducting assessments
that designated competent authorities and SROs have the ability to make judgements regarding
management controls in light of the risks assumed by dealers in precious metals and stones and
considering available industry practices. Designated competent authorities and SROs might also find it
useful to undertake comparative assessments so as to form judgements as to the relative strengths and
weaknesses of different firm or business arrangements.
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101. The training should include instructing designated competent authorities and SROs about how to
evaluate whether senior management has implemented adequate risk management measures, and
determine if the necessary procedures and controls are in place. The training should also include reference
to specific guidance, where available. Designated competent authorities and SROs also should be satisfied
that sufficient resources are in place to ensure the implementation of effective risk management.

101, 4R IE E RS TR 25 1 M E AR B E R B G = P B T [ B S AR AU Y I B
H - DLRCHE E fE A I E O ZEAZ PR B - Sl SNBSS IR eS| CEHRAL) - HETTHERA
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102.

102.

To fulfil these responsibilities, training should enable designated competent authority’s and
SRO’s monitoring staff to adequately assess:

Fo T BITIELTE - JISRIERE AR A RHEL 5 RSV B 22 A B e/l -

The quality of internal procedures, including ongoing employee training programmes and
internal audit, compliance and risk management functions.

WEMEFPHYALE - BAERFENE B TSGR AR ~ EgSd)E e e B AT -

Whether or not the risk management policies and processes are appropriate in light of the
dealers’ risk profile, and are periodically adjusted in light of changing risk profiles.

e b EE - e EEPCREUE S A E - B E IR A b
e IR % -

The participation of senior management to confirm that they have undertaken adequate risk
management, and that the necessary procedures and controls are in place.

SIS EHE B A2 BN E AT E SH R E T - I H A0SR Bz o
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SECTION THREE: GUIDANCE FOR DEALERS ON
IMPLEMENTING A RISK-BASED APPROACH

= R ERRERE AR TIES]

Chapter One: Risk Categories
F—E  EEIEH

103. In order to implement a reasonable risk-based approach, dealers in precious metals/dealers in
precious stones should identify the criteria to assess potential money laundering and terrorist financing
risks. These risks will vary according to the activities undertaken by the dealers.

103. BT EitGHAVEREREE - B BB A e DR TR e s B R AR -
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104. Identification of the money laundering and terrorist financing risks, to the extent that the terrorist
financing risk can be identified, will allow dealers in precious metals/dealers in precious stones to
determine and implement proportionate measures and controls to mitigate these risks.

104, FRHVESRETERE R £ RE R AR - KIA BN B BB E A E B T &P
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105. Money laundering and terrorist financing risks may be measured using various categories.
Application of risk categories provides a strategy for managing potential risks by enabling dealers in
precious metals/dealers in precious stones to subject customers to proportionate controls and oversight.
The most commonly used risk criteria are: country or geographic risk; customer risk; and product/services
risk. The weight given to these risk categories (individually or in combination) in assessing the overall risk
of potential money laundering may vary from one dealer to another, depending upon their respective
circumstances. Consequently, dealers in precious metals/dealers in precious stones will have to make their
own determination as to the risk weights. Parameters set by law or regulation may limit a dealer’s
discretion.
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106. While there is no agreed upon set of risk categories for dealers in precious stones/dealers in
precious metals, the examples provided herein are the most commonly identified risk categories. There is
no single methodology for applying these risk categories. However, the application of these risk categories
is intended to assist in designing an effective strategy for managing the potential risks.

106. N EGEELE Ry EOE M E R - IR ie Bt B Ry H RAYE
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Country/Geographic risk
il

107. There is no universally agreed definition by either designated competent authorities, SROs, or
dealers that prescribes whether a particular country or geographic area (including the country within which
the dealer operates) represents a higher risk. Country risk, in conjunction with other risk factors, provides
useful information as to potential money laundering and terrorist financing risks. Factors that may result in
the determination that a country poses a higher risk are set out below.
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108. Some countries and geographic locations are of greater AML/CFT concern, and the risk level

can rise or lower dependent upon the country of any of the elements of a transaction, including (1) where a
product is mined; (2) where a product is refined or finished; (3) location of a seller; (4) location of a
purchaser; (5) location of the delivery of a product and (6) location of funds being used in the transaction.
108.  ALLEH S BRI E S [REEAITHIESE  FTRE R - MR BN E - ERRARE AT
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Background information box

HREHR

Geographic risk — where a product is mined. Mining can be vulnerable to terrorist financing if it occurs in remote
locations with minimal governmental presence or infrastructure. In some areas, for example, gold mining can be
dominated by armed non-governmental groups.

PR — S PREEH B R (R - BAZ ARSI AU R LAY SRR RS B R GTRE - B0 TR R - S
B35 P e FH EBURT iU SR B2 -

Mining for jewels is also geographically widespread, and sometimes occurs in areas of significant turmoil. Unlike
diamond mining, mining for jewels is largely small and informal, carried on by local prospectors and owners in
alluvial sources, very few of which, if any, are publicly traded companies. Some mines are government owned, and
mines often have licenses issued by government agencies involved with natural resources, but even such mines are
often remote from strong governmental oversight, and often in areas of substantial conflict and crime, including
terrorism. Buyers travel to the mines or to nearby communities and buy jewels, sometimes in a manner controlled by
government, sometimes either directly from miners or from local intermediaries. Because many of these areas do
not have reliable financial systems, payments are often in cash and informal, or are made through third party
accounts, again increasing risk.

B AREAE For iR - AR E R NI ERHE - B ARE R ERE - BEARE TR NG B 0 B
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109. Factors that should be considered in a determination that a country may or may not pose a higher
risk with regard to a proposed transaction in diamonds, jewels or precious metals include:

109.  TREBIZRAEEMAEO - WONESE L5 T RE A AT RS S RCE R EBRE - B BHY
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e  For rough diamonds, whether a producing or trading country participates in the Kimberley
Process.

o JFEMAESRGERSSIEAERBIZEESE -
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Whether there is known mining or substantial trading of the transaction product — diamonds,
jewels or precious metals - in a transaction source country.

R B IFBIERAFAERI AT O ~ HOBE e ERESE RS -

Whether a country would be an anticipated source of large stocks of existing diamonds,
jewels or precious metals, based upon national wealth, trading practices and culture (centres
of stone or jewel trading, such as Antwerp, Belgium) or unanticipated (large amounts of old
gold jewellery in poor developing countries). It should be recognized, however, that gold
and silver have cultural and economic significance in a number of developing countries, and
very poor people may have, buy and sell these metals.

SIS AT & ~ XS E B (RO E AR5 0 PR 2R ) TS
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The level of government oversight of business and labour in mining and/or trading areas.

BUR g K B3 S s e 5t L5y TRYBTERERE

The extent to which cash is used in a country.

IR E -

The level of regulation of the activity.

THEHE B -

Whether informal banking systems operate in a country, e.g. hawalas operate in many
developing countries.

BN E A IRIEA SR TR A E(F - BIAIET 2 PH3 T EISCEAS hawala IS FLAL § SR

Whether designated terrorist organisations or criminal organisations operate within a
country, especially in small and artisan mining areas.

IR AS AR H A B UTRHAREE) - R e/ MRE R T PR -

Whether there is ready access from a country to nearby competitive markets or processing
operations, e.g. gold mined in Africa is more frequently refined in South Africa, the Middle
East or Europe rather than in the United States, and a proposal to refine African gold in the
United States would be unusual and higher risk.

&5 EA RS P B R AR A AT 55 5 i e I I8 - B4 > JEMN R BRI A
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e  Whether, based on credible sources®, appropriate AML/CFT laws, regulations and other
measures are applied and enforced in a country.

o RIEBEFISACE ®  BIPEGHIE R EHEEIINEIESE ATIRERAE « M A
H it o

e The level of enforcement of laws addressing corruption or other significant organized
criminal activity.

o [RERFEHEAMEARMASIUIEEEBUEEE -
e  Whether sanctions, embargoes or similar measures have been directed against a country.
o EEEFIERIZERAUHFE, - FEECH IR -

Customer and counterparty risk

& BT

Retail Customer Risk
FEZ I bw

110. A retail customer of precious metals or precious stones will, in general, not have a business
purpose for a purchase of an article of jewellery, a precious stone of a precious metal. A purchase is likely
to be made for purely personal and emotional reasons that cannot be factored into an AML/CFT risk
assessment. Higher risk can be seen, however, in certain retail customer transaction methods:
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e Use of cash. It should be recognized, however, that many persons desire anonymity in
jewellery purchases for purely personal reasons, or at least the absence of paper records,
with no connection to money laundering or terrorist financing.

o [EAIHEE - AN > MEARIVE @ 32 AENAE NAZNERFEEVEEIRE » 5
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e Payment by or delivery to third parties. However, not all third party payments are indicative
of AML/CFT. It is relatively common in jewellery purchases that a woman will select an
article of jewellery, and a man will later make payment and direct delivery to the woman.

o E=IIMEEE - WIRFTA S =TT SRR RS TR ER - RS H R
AVEILR LN SCPRBEERET - BB Al HEREREG A -

e  Structuring.

SEREIE -

$ “Credible sources” refers to information that is produced by well-known bodies that generally are

regarded as reputable and that make such information publicly and widely available. In addition to the Financial
Action Task Force and FATF-style regional bodies, such sources may include, but are not limited to, supra-national
or international bodies such as the International Monetary Fund, and the Egmont Group of Financial Intelligence
Units, as well as relevant national government bodies and non-governmental organisations. The information provided
by these credible sources does not have the effect of law or regulation and should not be viewed as an automatic
determination that something is of higher risk.

’ FHSEAC 5 FE EE A AR R R A Y R A R R R iE R E A BRI HRE R AT
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Business Counterparty Risk

ES kvl

Background information box

HRRMR

There are many different stages and transactions and counterparties involved in the precious stones and precious
metals businesses. As set forth above, miners range from international companies to individuals. Intermediaries may
be well established local buyers from miners, or itinerant foreign buyers, or hawalas. Retail jewellers may buy
articles of used jewellery, as may direct buyers and pawnshops. Each of these businesses may present a money
laundering risk. Dealers may buy from or sell to other counterparties who also work in their precious metals or
precious stones businesses, or sell to the public through retail sales (which may often be anonymous). Dealers will
need to consider the risks associated with each stage at which they participate. A risk based approach should
account for higher risk customers and counterparties at every stage.
HETTAEARFENEER R S A AE AR SBEE - WRTATL - EEATEE NG TR RREsEE - TR
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Apart from the retail sector, trade in diamonds, jewels and precious metals is traditionally private, as a matter of
commercial protection or security. Dealers have traditionally protected their counterparties, their materials, and their
business practices from public knowledge, in the interest of protecting themselves from criminal activity, and from
potential independent interaction by competitors with their customers and counterparties or suppliers. However, it is
necessary for dealers themselves to know that they are dealing with legitimate counterparties.

PrTZES AN ERE RS - B0 RENESBERSEGK LBRBIIARS - @45 L XE g irE )T -
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In some sectors within precious metals and precious stones businesses, trust based on personal contact is an
essential element of conducting business, and such trust and personal contact assist in lowering counterparty risk.
In addition, each industry has trade resources, such as trade associations and directories, with which to establish
some background and credit information and these should be consulted. Checks must be made upon any new
counterparty that is unknown to a dealer, and particularly if also unknown within the dealer’s industry. A counterparty,
who proposes a transaction in diamonds, jewels or precious metals should have the knowledge, experience and
capacity, financial and technical, to engage in that transaction.

TE5 & B EAE SRR - R E RE VBT EER R BRI ETTE - EEEHRE REA B RE S T
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111. Higher risk counterparties include a person who:

111. JE\ g v A D B HE

e  Does not understand the industry in which he proposes to deal, or does not have a place of
business or equipment or finances necessary and appropriate for such engagement, or does
not seem to know usual financial terms and conditions.

o N HILERCHHIMHRESE - R EZ LG THRNE G = FERTSE H B 75
BLLPAN E fide— MRE A RS (R BB R o
e  Proposes a transaction that makes no sense, or that is excessive, given the circumstances, in

amount, or quality, or potential profit.
o IELREITIERNATS  SERHIVSHE - E BB RS AT -

e Has significant and unexplained geographic distance from the dealer in precious metals or
dealer in precious stones.

o HIEGEEE I IR EIEREHIRIRE - H DA R -
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e  Uses banks that are not specialised in or do not regularly provide services in such areas, and
are not associated in any way with the location of the counterparty and the products.

o  Fr{E HAVERITIRIL SRV B AR TEOREC T PR AL AR5 - HLBME T R e rnf it A
{EAT R -

e  Makes frequent and unexplained changes in bank accounts, especially among banks in other
countries.

o HIEHIEFITIRE > FralEBISM FSRITHIIRE -

e Involves third parties in transactions, either as payers or recipients of payment or product,
without apparent legitimate business purpose.

o I{LMETANER HAVIMA KB =T7305 » HATARE RS NBS NS 2
&

e  Will not identify beneficial owners or controlling interests, where this would be
commercially expected.

o CRUI—firssE EAVIHAR R E E 2 o A B -

e Seeks anonymity by conducting ordinary business through accountants, lawyers, or other
intermediaries, see the paragraph above.

o RECRERMBBE AN - HATSCHAL PE NET IS - 525 LA -

e  Uses cash in its transactions with the dealer in precious metals or dealer in precious stones,
or with his own counterparties in a nonstandard manner.

o DIFREEAETT A B 5 A1 E 0 s s B AR T TR 5 5

e  Uses money services businesses or other non-bank financial institutions for no apparent
legitimate business purpose.

o EINEASTAEHIME B IARTS A S BHA IR T SRR -

e Isa politically exposed person (PEP).
o HHEUAMERIB AL (PEP)-

Product/Service Risk

JErn RIS
112. An overall risk assessment should also include a determination of the potential risks presented

by products and services offered by a dealer in precious metals or a dealer in precious stones. The
determination of risks of products and services should include a consideration of the following factors:
112, HEGE et ECiEE T B B e s m BB B R - B e 2 e B s e
5 EEELLTHRE ¢

(a) Products offered
() TRELVE S

113. All diamonds, jewels, and precious metals can potentially be used for money laundering and
terrorist financing, but the utility and consequent level of risk are likely to vary depending on the value of
the product. Unless transactions involve very large quantities, lower value products are likely to carry less
risk than higher value products. However, dealers must be aware that values can be volatile dependent
upon supply and demand. Relative values of some materials can vary dramatically between different
countries, and over time.
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114. Dependent upon the nature of the transaction, counterparties, and quantities, gold can be higher
risk. Pure gold, or relatively pure gold, is the same substance worldwide, with a worldwide price standard
published daily, and it can also be used as currency itself, e.g. by hawalas. Gold is available in a variety of
forms, e.g. bars, coins, jewellery, or scrap, and trades internationally in all of these forms.
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115. Although scrap gold alloys or other gold-bearing scrap may require substantial processing and
refining to reach an end market, the costs will be discounted in advance, and the scrap may still trade for
high value in multi-billion dollar worldwide markets. Values of many scrap materials are uncertain and not
precisely knowable until they have been processed and assayed, which can present an AML risk if the
parties undervalue or overvalue international shipments.
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116. Alluvial gold and gold dust can be indicative of informal mining by individuals and small groups,
often in areas that are characterized by informal banking and absence of regulation, and so may be higher
risk.
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117. The physical characteristics of the products offered are also a factor to consider. Products that are
easily portable and which are unlikely to draw the attention of law enforcement are at greater risk of being
used in cross border money laundering. For example, diamonds are small, light in weight, not detected by
metal detectors, and a very large value can be easily concealed.

117, FrftEmEVYES L ZESENRE - 5 - BN g5 AR EENERR
AIRE R A TFESSE BRI - (0 - SR/ INES » A E B IRRSERIAR » EES - AR
L o

118. Finally, the risk of dealing in stolen or fraudulent products must be taken into account. As with
all valuable objects, diamonds, jewels and precious metals are attractive to thieves, and dealers must be
aware of the risks of trading in stolen products. For example, jewellery dealers, pawn shops and buyers of
used gold jewellery should remain alert to the possibility of being offered stolen jewellery. In addition to
stolen goods, dealers should be aware of the risks associated with fraudulent goods, such as synthetic
diamonds represented as natural diamonds, or 14 karat gold represented as 18 karat.
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(b) Services offered

(b) FRALHIARSS

119. Major gold dealers create metal accounts for their customers, for temporary secure storage or for
investment, and they transfer counterparties' gold credits in these accounts among themselves, and among
repositories and delivery destinations worldwide, with services comparable to those provided by banks

with money and financial credits. Such services, by banks as well as by major gold dealers, may be useful
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to money launderers and terrorist financiers to move high values through international commerce, under
the guise of legitimate business, but are unlikely to be anonymous and irregular, and thus may be of lower
risk.
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(c) Market characteristics

(c) Mgtk

120. It is helpful to bear in mind the following broad principles which may lower the risk levels of
particular transactions:
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e Limited resale opportunities — limited resale opportunities are likely to be unattractive to
money launderers®.

o HIRMIHEHRE — AR EHE IS EBBRARS ()] * -

e  Size of market — a small market is likely to make it more difficult for a money launderer to
structure transactions, to layer multiple transactions (to create distance between the seller
and the ultimate purchaser), and to conduct anonymous transactions, and will thus be less
attractive to money launderers.
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e Degree of expertise required — if specialized expertise is required for transactions, risk of
use of such transactions by money launderers may be lower. For example, diamonds are
unique objects, some with extremely high value, some with much less, all dependent upon
size and physical characteristics, usually as judged by persons with expertise in diamond
evaluation. As transaction values increase, either because of higher numbers of diamonds
involved or higher quality of individual diamonds, so does the need for expertise and
specialized markets increase. Money launderers may not have such expertise. Such
expertise exists, however, in many places, and money launderers may be able to obtain it, or
to employ it.
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4 For example, spent industrial catalysts that contain platinum group metals generally have resale

opportunities limited to platinum refiners, and thus are of lower risk in money laundering. Silver used in imaging and
electronics, which are specialized applications from which value is not easily removed, is similarly of lower risk.
Platinum and silver jewellery and coins could, of course, be used by money launderers. Silver has been used for
centuries as money, as has special prominence in some geographical areas and cultures, e.g. India.
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e  Degree of market regulation — if a market is regulated, depending upon the degree of
regulation, transactions in that market may be lower risk (see below the other variables to
take into account for the determination of risks).
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e  Transaction costs — money laundering and terrorist financing can involve multiple
transactions, with criminals first placing illegal assets within a legitimate product, as
anonymously as possible, then layering those assets through intermediate transactions, and
then removing them at a different time and place. Money launderers want to get as much as
possible of their illegal assets out of these transactions. They may be prepared to accept
losses in these layering transactions, but may prefer to keep them to a minimum. Therefore
transactions involving high value product and low transaction costs may be particularly
attractive to money launderers and terrorist financiers. For example, a purchase of pure gold
coins, and subsequent sale of those coins at another location, will quickly return most of the
original purchase price. On the other hand a purchase of a specialty gold alloy may have a
resale value of only the gold content, losing any value added in manufacturing, and losing
gold refining charges as well. Such a transaction will cause a money launderer to pay
substantial transaction costs and may therefore be lower risk.
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(d) Financing methods

d) EETTE

121. The method of payment used affects the risk of money laundering and terrorist financing taking
place. The risks are likely to be reduced if transactions take place through the mainstream banking system.
Conversely, the risk may increase in the following situations:
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e  Cash, especially in large amounts, can be a warning sign, especially if the use of cash is
anonymous or intentionally hides an identity, e.g. the true purchaser funds the transaction by
giving cash to a third party, who then becomes the nominal and identified purchaser.
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e Payments or delivery of product to or from third party accounts, e.g. accounts in the names
of persons other than approved counterparties.
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e Payments to or from accounts at financial institutions that are unrelated to a transaction or
approved counterparties, such as banks located in countries other than the location of the
counterparty or transaction.
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e Non-bank financial mechanisms such as currency exchange businesses or money remitters.

o JERITERIMEH] - PIATENE OISR BRIERA

Variables that may change risk determination
B e ) B

122. To design a risk-based approach methodology, there may be a need to look at a series of other
variables that may increase or decrease the perceived risk posed by a particular customer or transaction:
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e The level of effective AML/CFT regulation or other oversight or governance regime to
which a counterparty is subject. A counterparty that is a dealer in precious metals or a dealer
in precious stones operating in a country under a robust AML/CFT regime, or a system such
as the Kimberley Process, poses less risk from a money laundering perspective than a
counterparty that is unregulated or subject only to minimal AML regulation. To be given
such a lower risk consideration, a counterparty should have a compliance program and
certify to compliance with its applicable regulatory system.

o [GHIEEE FTEE M E DR HA B B SO S HASHI T RIS JT o A 7 B e fle s
S ITEEREEH N eGSO EEREEEE M EENESBRE O - BIRE
SUEFT S A RIRE RSN furAH S T - R BRI - DA Ry
R HETTEE R R ENETE SRS & R I -

Background information box

HREHR

The type and level of regulation varies greatly among the different types of precious metals and precious stones. For
example, in some countries, dealers are required to have a government issued license for their particular
businesses, in others they are not. There may be no or limited regulation when a product is mined and sold for the
first time, but the level of regulation may increase as the product continues to be traded.

T EFREYH 5B AR i 2 [ B AR SR AR 72 SRR - B R - R B MR A B IX S R A ]
HEITRIEHBZERS - EAEEMBEIRARILEE - 55— A S B MY - AIREAERIMRESURE AR - HEEE ML
HIFHER 5 - HRER It & £271 -

Some governments are also involved in transactions through export and import regulatory systems, often for the
purpose of collecting taxes or duties, which require traders to describe their materials and declare values and
counterparties of export or import. Such government involvements may lower risk, but may vary from country to
country, and impacts upon risk must be evaluated directly by a dealer in precious metals or a dealer in precious
stones.
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There is some government regulation of precious metals trading, but most transactions are not conducted in
regulated markets. Gold is traded worldwide in very large amounts in direct physical transactions and through
financial derivatives, i.e. forwards and futures, which can be used to acquire and sell rights in physical gold stocks.
Such paper gold transactions, of any size, are highly unlikely to be anonymous or conducted in cash, certainly in
regulated markets and probably in unregulated markets, but should not be ignored for anti money laundering
purposes.
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A large proportion of rough diamond sales are made through Belgium, which strictly regulates dealers and
transactions (including the physical inspection and value assessment of all imported and exported diamonds, hence
for instance excluding valuation and synthetic diamonds related risks), and through bourses with stringent
membership rules of practice. Some countries participate in the Kimberley Process. The Kimberley Process applies
to dealers in rough diamonds, including importers and exporters of rough diamonds, when they operate in
participant countries. When it applies the Kimberly Process significantly lessens the ML/TF risk level. Systems of
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dealer warranties and transactions through bourses further reduce risk in the trade of polished diamonds and
jewellery containing diamonds, as do dealings with only bank transfer payments among regulated and government
supervised dealers.
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e The size of the transaction, with larger transactions presenting higher risk, always bearing in
mind the possibility of deliberate structuring of smaller transactions.
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e The level of government regulation of counterparty’s business and accounting practices.
Companies and their wholly owned subsidiaries that are publicly owned and traded on a
regulated exchange, or that have publicly issued financial instruments, generally pose
minimal money laundering risks. Note however that this is not always so, and publicly
traded companies may be established by money launderers®.
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e  Government trade flow inspection mechanisms that involve physical inspections, trade flow
follow up and/or valuation verifications. In general, if a government has developed a gate
keeper role that monitors incoming and/or outgoing trade flows, including physical
inspection of goods and value assessments, the money laundering risk may be considerably
reduced, as well as risks related to the use of synthetic diamonds.
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e  The nature and extent of banking involvement. In general, a lower risk level is present
where a transaction is entirely financially settled, both at the side of the dealer and the
counterparty, through a banking institution that is situated in an FATF member country and
that is known to be actively involved in payment flows and financing arrangements in the
particular trade, provided the transaction is generally routine (including payment that
closely follows routine trade flows) and that the documentation contains adequate
identification of all parties concerned (see also the risk attached to financing methods
above).
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s See FATF Report on Money Laundering Typologies, 2002-2003, paragraph 37; Example 10: Listed legal

entity created specifically for laundering illegal funds; Example 12: Narcotics trafficker takes control of a publicly
traded company.
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e  The regularity or duration of the business relationship, or of general knowledge of the
counterparty's role in the industry. Longstanding relationships involving frequent contact
provide an understanding of a counterparty's legitimacy within the dealer's industry, and
information by which a proposed transaction can be evaluated for consistency with industry
norms.
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e  The familiarity of a dealer in precious metals or a dealer in precious stones with a
counterparty's country, including knowledge of applicable local laws, regulations and rules,
as well as the structure and extent of regulatory oversight.
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Controls for higher risk situations
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123. Dealers should implement appropriate measures and controls to mitigate the potential money
laundering and terrorist financing risk of those customers that are determined to be a higher risk as a result
of the dealers’ risks assessment. The same measures and controls may often address more than one of the
risk criteria identified and it is not necessarily expected that dealers establish specific controls that target
each criteria. Appropriate measures and controls may include:
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e  General training for appropriate personnel on money laundering and terrorist financing
methods and risks relevant to dealers.
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e Targeted training for appropriate personnel to increase awareness of higher risk customers
or transactions.

o HEAANERYEIEIISK - DOE MRS EneE R AR -

Increased levels of know your customer/counterparty (KYC) or enhanced due diligence.

®
o ITREHEE MIET (KYC) SihmE SE BB -

e  Escalation within dealer management required for approval.
o RIS WMRNFHUSTZAENZ S EH -

e Increased monitoring of transactions.
o WML -

e Increased controls and frequency of review of relationships.

o IEISEBRARAIRR TR -

Chapter Two: Application of a Risk Based Approach
FUE  RRRERTARER

124, A risk-based approach should be applied across the full breadth of an enterprise, including a
multinational enterprise. Policies, standards and procedures should be similar, if not identical across an
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enterprise or business, and separate parts of an enterprise or a business should communicate with each
other regarding the implementation of their AML/CFT program. If a person or transaction is classified in a
high risk category in one part of an enterprise, the other parts of that enterprise that might encounter such
person or transaction need to be advised at the same time.
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125. Legal standards and enforcement cultures vary, and persons engaged in business in a country
must be aware of and respond to that country's laws and competent authorities. There should be similarity
along the following common implementation steps:
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Customer due diligence/Know your counterparty/Customer

HEEA ERHETT B S

126. The Identify Your Counterparty/Customer activity within a dealer's AML/CFT program is
intended to enable the dealer in precious metals or the dealer in precious stones to form a reasonable belief
that it knows the true identity of each counterparty/customer and the types of transactions the counterparty
proposes. A dealer's program should include procedures to:
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e Identify and verify counterparties/customers before establishing a business relationship,
such as entering into contractual commitments. This identified natural or legal person or
authorized and fully identified agents should then be the only person or persons to whom
payment is authorized to be made, or product delivered, unless legitimate and documented
business reasons exist, and any third party is appropriately identified and its identity
verified.
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e Identify beneficial owners and take reasonable measures to verify the identities, such that
the dealer is reasonably satisfied that it knows who the beneficial owners are. The measures
which have to be taken to verify the identity of the beneficial owner will vary depending on
the risk. For legal persons and arrangements this should include taking reasonable measures
to understand the ownership and control structure of the counterparty/customer.
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e  Obtain information to understand the counterparty’s/customer’s circumstances and business,
including the expected nature and level of proposed transactions.
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127. In the circumstances where the FATF Recommendations are applicable (i.e. for transactions
involving cash equal to or above USD/EUR 15 000), the general rule is that counterparties/customers must
be subject to the full range of CDD measures. Furthermore, additional Identify Your
Counterparty/Customer activity and procedures should be applied to higher risk determinations (such as
PEPs or transactions involving higher risk countries). In these cases, for instance, a dealer in precious
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metals or a dealer in precious stones should implement additional measures and controls to mitigate that
risk. Such measures may include increased levels of know your counterparty or enhanced due diligence
and greater direct contact with a counterparty (for example, observing its operations, personnel and
equipment, would provide additional verification of its legitimacy). It will also require increased
monitoring of transactions.
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128. These steps should be recorded and maintained in a file regarding each counterparty/customer. In
circumstances defined by the public authorities where there are lower money laundering or terrorist
financing risks, dealers may be allowed to apply reduced or simplified CDD measures when identifying
and verifying the identity of the counterparty/customer and the beneficial owner having regard to the type
of counterparty/customer, product or transaction.

128.  EEPERESCHO IR AR EHER 5 T/ & P HS T - RS A X R e $ B E B
R B EATTEIL N - SRS T PR R e S A RNE
B2 NIV 1% - ] AFF SR e D e by & P A -

129. In other circumstances (i.e. for transactions not involving cash equal to or above USD/EUR 15
000) and where national law does not require otherwise, counterparty/customer identification can,
however, be accomplished through broader industry practices and associations that already maintain
comparable data to which the authorities have ready access, or by reference to government held databases
(registered dealer database, VAT related database, etc.). This will reduce transaction burdens, particularly
upon small and mid-size dealers who already rely upon such industry resources to maintain security and
high standards in their business practices. For example, in the diamond industry, transactions for rough
diamonds are conducted within the scope of the Kimberley Process. Trading in rough diamonds and
polished diamonds can occur through bourses that are members of the World Federation of Diamond
Bourses. Dealers might transparently reference these sources of counterparty/customer identification
rather than recreate all identification data in multiple dealer and transaction files.
129.  fEEAMENL T (BIIAR R B 15,000 357t BUTHIER S5 ) DU BIZRIA AR
TEHVEARIF T » #H¥ T, & YA T 5 a8 5 B2 AT SR B IR R A T ez i A A (5 (E A B ER
BN GG NS EBUNFFANEIEE (CaEfivsc S EttE - VAT MRV ERIES ) o HHRR
9&%@% iRl E S P C ORI T T R R e e A S R0y T NS B R B
o PIIESEATTSE » AR AN SIESAFER I E T T - AR aii e aiscZ a]
%mﬁﬁ%EQ%%égﬁém&% R Al e i I 2 B A T P R AR - TN
EEWRIEZ 5 5 AL 5 SR R P A S &R -

130. In similar circumstances, other regulatory programs and/or industry associations may provide
similar counterparty information and assurances. Transactions with well-known, longstanding
counterparties might also be identified by transparent reference to existing information of a dealer, rather
than be recreated. Such streamlined counterparty identification practices should, of course, be limited to
transactions with standard trading and bank payment practices that do not give rise to suspicion and
concern, and do not in any case fully eliminate the need to apply risk based analysis to transactions,
customers, or counterparties.
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Monitoring of counterparties/Customers and transactions

& NI G B

131. The degree and nature of monitoring by a dealer in precious metals or a dealer in precious stones
will depend upon the size of the business and the risk assessment that the dealer has made. Based on such
risk assessment and in accordance with any legislative or regulatory requirements, not all transactions or
counterparties/customers will be monitored in the same way and to the same degree. A risk may only
become evident once a counterparty has begun transactions, particularly if such transactions differ from
those originally anticipated, and changes in transactions should be noted and evaluated. A monitoring
program and results of monitoring should always be documented, and a dealer in precious metals or a
dealer in precious stones should periodically assess its monitoring program for adequacy.
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Suspicious transaction reporting

AEERC i

132. The circumstances that will trigger a requirement to report a suspicious transaction or activity to
a dealer's competent authority are usually rules-based and set forth in national law, and a risk-based
approach for such reports is not applicable. An AML/CFT program that is founded on the risk-based
approach will, however, direct attention and resources toward higher risk activities, will more readily
identify suspicious activity, and should encourage reporting of suspicious activity.
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133. The adequacy of a dealer's AML/CFT program to identify and properly report suspicious activity
should be periodically reviewed.
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Counter financing of terrorism
rEER

134. Dealers should make reference to paragraphs 42 to 46 in relation to terrorist financing.
134, R GPEESIRE 42 & 46 BrARAIEAYEREH -

Training and awareness
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135. The success of a dealer's AML/CFT program will depend upon its application throughout the full
range of the dealer's business activities, and thus upon appropriate training of employees. A dealer should
inform all employees that it has an AML/CFT program designed and intended to detect and deter money
laundering and terrorist finance, and that their awareness and participation are important. All employees
should be encouraged and trained to contact management regarding suspicious activity that they observe
or of which they become aware.
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136. Training of specific employees will vary according to their roles, e.g. counterparty/customer
contact, receiving and inspection, trading, banking, accounting, IT, and according to the levels of risk
associated with counterparties/customers and transactions with which they have a business association.
This training should be periodically reviewed for adequacy and repeated as appropriate. Each AML/CFT
incident or inquiry arising in the course of business should also be used as an opportunity to reinforce the
awareness and understanding of employees regarding a dealer's AML/CFT program and their roles in
implementation of that program. If circumstances of suspicion, concern or higher risk are revealed in
monitoring, additional training should be specifically directed to those circumstances with appropriate
employees.
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TERT LGB AT A (A SR LIRS - A E R PR S B m it ~ MERED T HYSETH B = e b S5 1
w0 FERF RIS Sz B BAERE A B DLERS Ml 4R -

Chapter Three: Internal Controls

FB=F  NEEH]

137. Many DNFBPs differ significantly from financial institutions in terms of size. By contrast to
most financial institutions, a significant number of DNFBPs have only a few staff. This limits the
resources that small businesses and professions can dedicate to the fight against money laundering and
terrorist financing. For a number of DNFBPs, a single person may be responsible for the functions of front
office, back office, money laundering reporting, and senior management. This particularity of DNFBPs,
including dealers, should be taken into account in designing a risk-based framework for internal controls
systems. The Interpretative Note to Recommendation 15, dealing with internal controls, specifies that the
type and extent of measures to be taken for each of its requirements should be appropriate having regard to
the size of the business.

137.  FFZ% DNFBP fEit&_EBLE Rt A RORHYAE o MIAH > SR EREAHEL - 572 DNFBP
HAESVET - BEe/MEIEE A B HAEEAAIRIVEIR TR B &R - 755 DNFBP AJAE
HE—#ABEENEWAE - REWMAE - RSN S EEERTS - R BN ZERIH Y
JE\ b FERESR AT - JlE5 & DNFBP (EIfE R ) HYESTEERIE - BRI BRI AR S 15 THaER:
fath > SR IABORTRAGH T - FHAHRY B an E R SRR AR -

138. In order for dealers to have effective risk-based approaches, the risk-based process must be
imbedded within the internal controls of the firm. The success of internal policies and procedures will be
dependent largely on internal control systems. Two key elements that will assist in achieving this objective
follow.

138. Ry THECRSS B PSR EA S B AR U0k o R B AR FE R A A S ERZER] o PIED
BURBZFFRE SR - EEHURR A B ZERIHIRE - DUNERETA B S H RO R (ERASE TR -

Culture of compliance

BfEt

139. This should encompass:

139.  HSUbRERLLE
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e Developing, delivering, and maintaining a training program for all dealers.

o BETAXBREHIE - R e -

e Monitoring for any government regulatory changes.
o RIEBUELETRENES -

e Undertaking a regularly scheduled review of applicable compliance policies and procedures
within industry practices, which will help constitute a culture of compliance in the industry.

o REESEFMEBCHFEEHATEBEECRERES - IR EE St -

Senior management ownership and support
e P T [ P P A B~

140. Arisk-based AML/CFT program requires commitment, participation and authority of owners
and controlling persons. It should be part of a culture of legal and ethical compliance that these senior
management officials should inculcate to all employees, and to counterparties, and to other persons
associated with the business.

140.  JRRAEREGIHIESE TG TE R E A A\ BRG] AHYREE - 2B - Sl e
RIEZGERFTA BT ~ BT R BESEBARIAVATA EAMA - Tt R A R E fE s bRy —32 -

141. The nature and extent of AML/CFT controls will depend upon a number of factors including:

141 [imAesE T e IR M B E U DU T S E R

e  The nature, scale and complexity of a dealer’s business.

o R HMEEHINE - MEHEMENE -

e The diversity of a dealer’s operations, including geographical diversity.

o REMHHVEELARNE - BRI SRR -

e  The dealer’s customer, product and services profile.

o XREWIEF - EmBARAHET -

e The volume and size of the transactions.
o X HEHIZGHIG o

e The degree of risk associated with each area of the dealer’s operation.

o HAXX TIPS B S A BV E IR RS

e  The extent to which the dealer is involved directly with the customer or through third
parties or non face-to-face access.

o ROPHEHHEEHEF BUEBEE =T  NCIREHEA TSR FHEE -

e The frequency of customer contact (either in person or by other means of communication).

o EFRUGME CHHEBCIHMEETFD) -

142. A risk-based AML/CFT program should be established and implemented in coordination with
other business compliance and security programs. Verification of employees, for example, through
background and security screening can be cross-checked with AML/CFT verification of customers and
counterparties. Daily checks of inventories by independent groups within a company to dissuade and
minimize theft losses can also inform an AML/CFT program of suspicious activity.

142, JERCE AT SE SR RS St E I BT bR AR Rk 8 F TR ERETE - fla - A
AT BB R AR B T o ATEAR SRR T HIR RIS FT AR R T g - R
A TN SR AR - DEITRREE » RS IER RS -
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143. Arisk-based AML/CFT program requires specialized expertise about a dealer's industry, about a
dealer's particular business within that industry, and about particular counterparties. It also requires
knowledge of money laundering techniques, and how they might be used within particular industry
transactions and areas of operation. Within many small, privately held and family businesses in these
industries, all of these skills and authorities are available primarily, or only, at the level of
ownership/senior management. Within larger enterprises, a person with these skills will need to be
designated and authorized as a Compliance Officer.

143, JRRALRETIHIESE FTRERGTEREAM A EBER « AR OIS E RN S
AR E SR - DURCRRRRFEARB THY A - S5/ NERE AR s R LR A R E R E A A 5
AR S I A I RE R O Y R - RS (EITERVET 2/ N~ RVE RRIRESEM S - A B
T BRI SRS BB ATA A e E B EBATA - AR ATEA » A ELERIEEIEE
AYNEE - TifEan RIEfELEE -

144, A designated Compliance Officer should have a reputation within the dealer's enterprise for
integrity and sound judgment, should be authorized and willing to contradict persons with more limited
interests in proposed transactions and counterparties, including the owners, and should be known within a
dealer's enterprise as such a person.

144,  BEEEEXEEXSEATEHERERSFRREEMEHE TR - AT HRE SR
R REFAB DI NEAEE A CEREFTE AN > MREAEA 5 p P Y A S e MR B AT
HURFEYA -

145, Having regard to the ML/TF risks and the size of the dealer, a dealer’s AML/CFT internal
control programme should include procedures that:

145, FEFEESEEIR KX SRR T » KA RERIPRIESE TR SRRt EE A
FEREZRILLT HEFAVARFT -

e  Ensure that regulatory record keeping and reporting requirements are met, and that changes
in regulatory requirements are incorporated®.

o HEMRAFEECHIEETOR o BN AR B E BRI ° -

e Implement risk-based counterparty due diligence procedures.

o SHEMHETTHITREREEE FEE

e Provide for adequate controls for higher risk counterparties, transactions and products.

o FREEWEAREEBAEYY - SKGNEMMITLER -

e Enable the timely identification of reportable transactions and ensure accurate filing of
required reports.

o (et KIRFHEERIERITRAYIC T > R MEORYES AR 5 HE T IERAEERAE

e Provide for adequate monitoring.

o Ryt EHEIEMITAER -

6 Application of an AML/CFT Program is not complete without documentation of such application.

Documentation requires systematic analysis, which is the foundation of a risk-based approach. It also provides an
institutional memory of that analysis, and its determinations and actions. It facilitates information sharing within a
dealer's enterprise, and, when appropriate, with competent authorities. And it provides a basis upon which an
AML/CFT program and practices can be measured and improved.

® EARGCERILIER  BHETE R BRI RIESE TR ERETE « BT ERRMEDNT - 7 A
PR AR AIARES - IEACSR MR BEZ I HI RS BRER ~ B2 A S BATED  RLACERA B A3
WENER D = WATEE L NEEEHRR = - 5540 HacEedt i DISFE A E AMLICFT 5HE B E
HBLRRE -
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e  Provide for adequate supervision of employees.

o YEHE T MU -

e Provide for appropriate and updated training.

o RyUIEBLESHT A SRAAT HE e -

146. An AML/CFT program should be a living document, changing as new circumstances arise,
adapting to increased understanding of its elements, such as information derived from periodic review,
monitoring and suspicious activity, and responding to recommendations. Dealers should also take account
of relevant material published by designated competent authorities and SROs.

146.  PlAEsE FTEERGTEE MBS - HSEUHIE BN WA R AR TR
WARIERREE - GIanrTAE B E WA AN « Bai ] senE) - DU AR ETAEIE © X r /N E
FEMETEIN BERER SHRAIERIER -

147. Senior management and its designated Compliance Officer should also arrange for regular
periodic review of the AML/CFT program and its operation, for implementation of recommendations
arising from such review, and for ongoing improvement of the program. Such review need not be by
persons outside of a dealer's business, but should be by a qualified person who, if practicable, is
independent of the Compliance Officer. A person who is not directly involved in the day-to-day operation
of the AML/CFT program will bring a fresh view to program activities. In small and mid size companies
where ownership/senior management is directly involved in the AML/CFT program, periodic review need
not be as formal an undertaking. If a dealer reports transactions to designated competent authorities or
SROs, and receives appropriate feedback from such authorities, written reports of this regulatory activity
may serve as such review or as a database for it.

147, EFEEERER R H S T E N E e E IR esE T TR E G E R HI T
o~ ST E BILEEIVES SR - DRI ENESTS - WEERFHSEEIMIAFIT -
EEHTEERIABRIT - 0T » FEAEBILIEE - N2EETENZE - N EHES B
gt FTRERETE HERT LIENA - B E a8 T AR SR - /N A SIHIAT
AN/ el EHEREES RS FTEERETE - AEHEERE—EEF EXTERT -
ER GRS EERERG RS WISz RERS s - AL BB SEhnyE
& AR Ry AR B B F R B ERE -

148. Senior management not directly associated with the AML/CFT program should be briefed upon
its operations and lessons learned from experience, and should be asked for questions and comments. This
cross-fertilization will both strengthen the program, and further inculcate its principles within the
enterprise or business.

148.  [ERANEESEPEEE FTRESSHENSIEEEER SR G SRR TE
LA e B SN > MBS HAR PSR E R - Sl E A e A MEREGE
st ERE MR ENER AT E =R -
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ANNEXES
Fifsek

ANNEX 1 - SOURCES OF FURTHER INFORMATION
bifsk 1 - HALE IR

Various sources of information exist that may help governments, dealers in their development of a
risk-based approach. Although not an exhaustive list, this section highlights a number of useful web-links
that governments and dealers may wish to draw upon. They provide additional sources of information, and
further assistance might also be obtained from other information sources such AML/CFT assessments.
ARE A [EE Y E SR A TR BB LA & e e e AR 502 - ERERfRr 51 28 (iidEs=H0) EH
HYAEES 4 - BURAIAE 555 vl se e 82 hF i LA SRR - 15 S AR R R ey MY &R ARR » 5RE
FEHAMACREUS &R - REE BRI TR 88 T8 BT -

A. Financial Action Task Force Documents

A Brfl s R TR TIE4EE (FATF) X

The Financial Action Task Force (FATF) is an inter-governmental body whose purpose is the development
and promotion of national and international policies to combat money laundering and terrorist financing.
Key resources include the 40 Recommendations on Money Laundering and 9 Special Recommendations
on Terrorist Financing, the Methodology for Assessing Compliance with the FATF Recommendations, the
Handbook for Countries and Assessors, methods and trends (typologies) reports and mutual evaluation
reports.

FATF RspSEI4HAS - 5 1EHE BHEEN B A S B T 8RR s R BB N BUR - YR TS 40 THIIHIE
PR O THF TR NR I - FATF BB g sl 7 A » S BB RS T ~ D7 A BLE3s (R
B Hedi S o av s -

http://www.fatf-gafi.org

B. Other sources of information to help assist countries and dealers risk assessment of
countries and cross-border activities

B. HANE AR B £ EEE R Z B B e s Bvm g 1T R e

In determining the levels of risks associated with particular country or cross border activity dealers in
precious metals and stones and governments may draw on a range of publicly available information
sources, these may include reports that detail observance of international standards and codes, specific risk
ratings associated with illicit activity, corruption surveys and levels of international cooperation. Although
not an exhaustive list the following are commonly utilised:

TEREE 7 E B R BS S B A RE PR A2 e - 5 5 B BB A i BN A — 25 AR A FHEVE
AR - EFEARRIPE R BLERUETE - IREEER E EfRRTLL - SR AR EIR S FE T
e o LURE (MIEEE) #YEHAIR -

e IMF and World Bank Reports on observance of international standards and codes (Financial
Sector Assessment Programme)

o IMF E{HSERITHIRIIEAAEBUAIR (SREEETE ) BiamE
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http://www.fatf-gafi.org/

o  World Bank reports: http://www1.worldbank.org/finance/html/cntrynew2.html
o HFERTT | http://wwwl.worldbank.org/finance/html/cntrynew?2.html

o International Monetary Fund:
http://www.imf.org/external/np/rosc/rosc.asp?sort=topic#RR
o [EHEEAES ¢ http://www.imf.org/external/np/rosc/rosc.asp?sort=topic#RR

o  Offshore Financial Centres (OFCs) IMF staff assessments
www.imf.org/external/np/ofca/ofca.asp
o EEELEP.Ly (OFC) IMF A E:F# www.imf.org/external/np/ofca/ofca.asp

Mutual evaluation reports issued by FATF Style Regional Bodies:
FATF AH 58 g 4H 38 THIAH A el e s

1. Asia/Pacific Group on Money Laundering (APG)

1. o KPGdlregsHssk (APG)
http://www.apgml.org/documents/default.aspx?DocumentCategorylD=8
2. Caribbean Financial Action Task Force (CFATF)

2. hnghtLEbaHt st R TEI LIF4H%: (CFATF)
http://www.cfatf.org/profiles/profiles.asp

3. The Committee of Experts on the Evaluation of Anti-Money Laundering Measures and
the Financing of Terrorism (MONEYVAL)

3. BUMERS ARt TR E AW TR EZZEE (MONEYVAL )
http://www.coe.int/moneyval

4. Eurasian Group (EAG)

4. BRESFHHAEES B TR S B T #6448k (EAG)
http://www.eurasiangroup.org/index-7.htm

5. GAFISUD

5. FAFEMHEAHI SR TEI T E4H4k (GAFISUD)
http://www.gafisud.org/miembros.htm

6. Middle East and North Africa FATF (MENAFATF)

6. HER K ALIERGHI R R  TE) T/E4H4%(MENAFATF)
http://www.menafatf.org/TopicList.asp?cType=train

7. The Eastern and South African Anti Money Laundering Group (ESAAMLG)
7. EFIELHIEERAH4E (ESAAMLG )

http://www.esaamlg.org/

8. Groupe Inter-gouvernemental d’Action contre le Blanchiment d'Argent (GIABA)
8. IEMBUREIPGHIEEET TS (GIABA)

http://www.giabasn.org

OECD Sub Group of Country Risk Classification (a list of country of risk classifications
published after each meeting)

OECD Bz g KR4 (R EG1RBMEIZ g %)
http://www.oecd.org/document/49/0,2340,en_2649 34171 1901105 1 1 1 1,00.html

International Narcotics Control Strategy Report (published annually by the US State
Department)

K E HIRISHRE (EERBIE )
http://www.state.gov/p/inl/rIs/nrcrpt/
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http://www.imf.org/external/np/rosc/rosc.asp?sort=topic#RR
http://www.imf.org/external/np/rosc/rosc.asp?sort=topic#RR
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http://www.cfatf.org/profiles/profiles.asp
http://www.coe.int/moneyval
http://www.eurasiangroup.org/index-7.htm
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http://www.menafatf.org/TopicList.asp?cType=train
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http://www.giabasn.org/
http://www.oecd.org/document/49/0,2340,en_2649_34171_1901105_1_1_1_1,00.html
http://www.state.gov/p/inl/rls/nrcrpt/

Egmont Group membership - Coalition of FIU's that participate in regular information
exchange and the sharing of good practice, acceptance as a member of the Egmont Group is
based a formal procedure that countries must go through in order to be acknowledged as
meeting the Egmont definition of an FIU.

SREERHERE - Rt RIS - SBERENSCRE T 2B RE
B EPE R R AR SRR IR B HSERIERREFY » M il B WA SEE Yt
THE#E L

http://www.egmontgroup.org/

Signatory to the United Nations Convention against Transnational Organized Crime
Tt & BT TR S EUAH BRI USE AL B4
http://www.unodc.org/unodc/crime_cicp_signatures_convention.html

The Office of Foreign Assets Control ("OFAC") of the US Department of the Treasury
economic and trade, Sanctions Programmes

ERREE EINE EEHE A= (OFAC) » KRELE 5 » HlFkatsH
http://www.ustreas.gov/offices/enforcement/ofac/programs/index.shtml

Consolidated list of persons, groups and entities subject to EU Financial Sanctions
ECHE SR A - SHARBLIER — SR
http://ec.europa.eu/comm/external_relations/cfsp/sanctions/list/consol-list.htm

UN Security Council Sanctions Committee - Country Status:
BEHEEHEEHEERY - BRI
http://www.un.org/sc/committees/
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ANNEX 2 - GLOSSARY OF TERMINOLOGY
Bifsk 2 - fioeEsIsRR

Beneficial Owner

TEZRA

The natural person(s) who ultimately owns or controls a customer and/or the person on whose behalf a
transaction is being conducted. It also incorporates those persons who exercise ultimate effective control
over a legal person or arrangement.

SR BRI P 2 B AN REFERX BRI - TREFE RS RAEHA NSO A B
ZN e

Competent authorities

FEEIH

Competent authorities refers to all administrative and law enforcement authorities concerned with
combating money laundering and terrorist financing, including the FIU and supervisors.

FEE R e B T B E R A RARI AT A TR AR - SR T O BLE TR -

Counterparty
GEEawil

A person, entity or party engaged in the purchase and/or sale of precious metals or precious stones with
other dealers of precious metals or precious stones, including both suppliers and retail customers.

HHMBESERE A EREERNEnEE M - FRNEEA - BEERIHTERS -

Country
Bx

All references in the FATF Recommendations and in this Guidance to country or countries apply equally
to territories or jurisdictions.

PAA TFATF sk ) RAES [Tt TR | B EAEERAERER -

Designated Non-Financial Businesses and Professions

EEZIFERMBFERAR

a. Casinos (which also includes internet casinos).

a. G (EFR4EREEY ) -
b. Real estate agents.

b. AEhELLA -

c. Dealers in precious metals.
c. HEE -

d. Dealers in precious stones.
d EOp -
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e. Lawyers, notaries, other independent legal professionals and accountants — this refers to
sole practitioners, partners or employed professionals within professional firms. It is not
meant to refer to ‘internal’ professionals that are employees of other types of businesses, nor
to professionals working for government agencies, who may already be subject to measures
that would combat money laundering.

e. fRHEN - AFEA -~ BEMUBIDAREREA B KEETHT - BIERBECE - S NZENE
FEEBMZEEAR - (HEA R 2R EMITEZNEFEEAR » IR K RBURFERFT
TrEBEZEGHERE FEAS -

f.  Trust and Company Service Providers refers to all persons or businesses that are not
covered elsewhere under these Recommendations, and which as a business, provide any of
the following services to third parties:

f. [ERERAEIRGE —EIEA " FATF B, RdE 2 NSEEREE - g T3
B THE=2F "

e Acting as a formation agent of legal persons.

o IEEAENGREEOINHEN -

e Acting as (or arranging for another person to act as) a director or secretary of a
company, a partner of a partnership, or a similar position in relation to other legal

persons.
o IE(F (EZHHIAMEHERE) NEESRNWE - GGz aB ASHMEAZ
SADURAT. -

e Providing a registered office; business address or accommodation, correspondence or
administrative address for a company, a partnership or any other legal person or

arrangement.
o TROLGEMZMFAZE  AFHEEESEAT - WA ECEERIE T A E] » SR EH A
B NBCER R o

e  Acting as (or arranging for another person to act as) a trustee of an express trust.

o EE (BZHHEIAIEE) BEEGHIZEEA -

e  Acting as (or arranging for another person to act as) a nominee shareholder for another
person.

o EME (SZHHIAIEE) AR -

FATF Recommendations

FATF 2%
Refers to the FATF Forty Recommendations and the FATF Nine Special Recommendations on Terrorist

Financing.
445 FATF 40 TEPS RS EE K O TR TR E VR ik -

Identification data

B i &Rt

Reliable, independent source documents, data or information will be referred to as “identification data”.

H5E ~ IR AAISRE - BREEER SR R T B orenIER -
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Politically Exposed Persons (PEPs)
EEPBUaMBHE AL (PEP)

Individuals who are or have been entrusted with prominent public functions in a foreign country, for
example Heads of State or of government, senior politicians, senior government, judicial or military
officials, senior executives of state owned corporations, important political party officials. Business
relationships with family members or close associates of PEPs involve reputational risks similar to those
with PEPs themselves. The definition is not intended to cover middle ranking or more junior individuals in
the foregoing categories.

LSRR RTINS EE A (A A - BHER - B RBIFZER - SEECaAY) - &g
BUT ~ FABERE A - BEEE20ERTEE - EEEEE 85 - 8 PEP Z X EN B A H VIR
TR Z NEBNLSEHSRARATIS e 2 BBl - 91 PEP KB E[F - EFllRinE PP e 8% 2 (F
e

Self-regulatory organisation (SRO)
EEEERE (SRO)

A SRO is a body that represents a profession (e.g. lawyers, notaries, other independent legal professionals
or accountants), and which is made up of member professionals, has a role in regulating the persons that
are qualified to enter and who practise in the profession, and also performs certain supervisory or
monitoring type functions. For example, it would be normal for this body to enforce rules to ensure that
high ethical and moral standards are maintained by those practising the profession.

HEEERS e — (A CREEE AN B (BRI - A5~ HAt B I 2 AR AN B sE a6l ) 2B -
Az FHEEA L G SR IERESE S AGIHEE B 2 At [FRpE TR AR B
EIIRE - BIA0 - 3%5 BEREERS e R TR E - DIHECRSZ FHCEEE A\ B B s e B BLE K
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ANNEX 3 - MEMBERS OF THE ELECTRONIC ADVISORY GROUP
fifsk 3 — BEFaES/NERE

FATF and FSRB members and observers
FATF k. FSRB pREHEZ= 5

Argentina; Asia Pacific Group (APG); Australia; Belgium; Azerbaijan; Canada; Chinese Taipei, China;
European Commission (EC); Nigeria; France; Hong Kong, China; Italy; Japan; Luxembourg;
MONEYVAL; Netherlands; New Zealand; Offshore Group of Banking Supervisors (OGBS); Portugal,
Romania; Spain; South Africa; Switzerland; United Kingdom; United States.

PeIFRAE ;o ABAHISESRAHAR (APG) 5 BN  EEBIF ~ noZEFaR © nZ © hEESIL P - BUE#
1259 (EC): el ; JAE : tPElEE © AR HA  EAREE © MONEYVAL ; faff @ 4t
PUR ; BEFIRITERE AR (OGBS) ; w& s © &S /end + vudts » rdk Bt o EBd  55E -

Dealers in precious metals and dealers in precious stones industries

BEBHEE O

Antwerp World Diamond Centre, International Precious Metals Institute, World Jewellery Confederation,
Royal Canadian Mint, Jewellers Vigilance Committee, World Federation of Diamond Bourses, Canadian
Jewellers Association.

ZRH G RO L - BIRESETRT - HRSREREE - IIEREREEN - BREmEHNE
S & BRSSP - IS RERE e -

Real estate industry

FENEE

International Consortium of Real Estate Agents, National Association of Estate Agents (UK), the
Association of Swedish Real Estate Agents.

EIFEAEELLC AR Y « HEEEAPERS - il FEEELC AT -

Trust and company service providers industry

St R A TR SR

The Society of Trust and Estate Practitioners (STEP), the Law Debenture Trust Corporation.
{SrtE FEIE R &1 E (STEP) » Law Debenture {S5E/AH] ©

Accountants industry

RGeS

American Institute of Certified Public Accountants, Canadian Institute of Chartered Accountants,
European Federation of Accountants, German Institute of Auditors, Hong Kong Institute of Public
Accountants, Institute of Chartered Accountants of England & Wales.

EEG RS - SSRGS - BONG i - SR Bg - BRI E - 51
B R -
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Casinos industry

B

European Casino Association (ECA), Gibraltar Regulatory Authority, Kyte Consultants (Malta), MGM
Grand Hotel & Casino, Unibet, William Hill plc.

EONRESEEE (ECA) ~ EATZEFEEEHERE - Kyte Consultants (Malta) gHAE] ~ RS ERESIE -
Unibet - A AR AE] -

Lawyers and notaries

(ESTEETNCIN

Allens Arther Robinson, American Bar Association, American College of Trust and Estate Council,
Consejo General del Notariado (Spain), Council of Bars and Law Societies of Europe (CCBE),
International Bar Association (IBA), Law Society of England & Wales, Law Society of Upper Canada.
ZEEERATE ST - 2RI A ~ FI{E R A AT E2 e - Consejo General del Notariado (Spain) ~
BONERATEE A& (CCBE) ~ FIFEEANE (IBA) ~ SRR ATERET & « _Ehns R ERAT

Lo
R o
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