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SECTION ONE:
USING THE GUIDANCE & PURPOSE OF THE RISK-BASED APPROACH

P8 ¢ EAES - ERERRETT AR B Y

Chapter One: Background and Context
F—E I wRER

1. In June 2007, the FATF adopted Guidance on the Risk-Based Approach to Combating Money

Laundering and Terrorist Financing: High Level Principles and Procedures, which includes guidance for
public authorities and financial institutions. This was the culmination of extensive consultation between
private and public sector members of an Electronic Advisory Group (EAG) established by the FATF.

1 BRI SE B TEI LIE4HARRY 2007 FEERAAVSHIEEE Rf TR B R\ b B 702 e P S B
B e RIETES | o IERPHIE S ERMTE LIEHERE T4/ N (EAG) ARAED
PR R Z R THYE SRRE AR -

2. In June 2008, the FATF adopted Guidance on the Risk-Based Approach to Combating Money

Laundering and Terrorist Financing: High Level Principles and Procedures for the Accountants, Casinos,
Dealers in Precious Metals and Dealers in Precious Stones, Legal Professionals, Real Estate Agents and

Trust and Company Service Providers, and then in June 2009 for Money Services Businesses.

2. 20084 6 H - P hlsE s i TE TAEAHARER A T BaHIEEE Ao T B b AR A5 [
et R AERE e ftagst AR - 5 - BEBREOIH AR  EAEEEAL - FHELL
A~ (ERtaFE AR A TR R - 05 2009 £ 6 Ha AR RE -

3. A meeting was held in September 2008 and was attended by organisations representing life
insurance companies. An Electronic Advisory Group (EAG) was established for this process and was
chaired by Ms Lisa Tate from the American Council of Life Insurers (ACLI) and Mr. Reinhardt Preusche
from the European Insurance and Reinsurance Association (CEA). Membership of the Group has
consisted of FATF members and observers, as well as representatives from the Life Insurance companies
and intermediaries that volunteered to work on the issue of the risk-based approach to combating money
laundering and terrorist financing. A list of members is attached at Annex 4.

3. 200849 AABIIE « AR ATIREIG - @RI PTG (EAG)
SETFHRRSEESE AT (ACLI) 1 Lisa Tate 2 RIBHIFIRITH LMl (CEA) 1y Reinhardt
Preusche 52k 748 - /AR BLELE: T IS8 T8 T (A ket ELBBIZR B D B e A B (R A
(I BEE I e B T TR PR RSB T 25 B By e — BRSSO R P /A - G B
B3 4 -

4. After further international consultation with both public and private sectors, the FATF adopted
this RBA Guidance for life insurance companies and intermediaries at its October 2009 Plenary.

4. FEHE— 2P FIRF a5 A B P TEARLER TR - PfI2Ese SRl TE LIF4HEARIERY 2009 £y AR
Gt EERR AT BRI/ AR T IR bR EEE T AfES ]

Purpose of the Guidance

W155 0955
5. The purpose of this Guidance is to:

5 BEFES IRV HE R -
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e  Support the development of a common understanding of what the risk-based approach
involves;

o (GBI E RNy AR A NN A R R

e  Outline the high-level principles involved in applying the risk-based approach;

o BIILHE B A B H T AR A B = PR SR AL

e Identify characteristics of risks indicating that enhanced mitigation strategies may be
warranted;

o IEHEIRIFE - OREG S HERRES Ry SR

e  Describe good public and private sector practice in the design and implementation of an
effective risk-based approach; and

o RIANEFIEREF MESG B —E4 Y - AR ~ EBEETE A © DUk

e Foster communications between public and private sectors that are conducive to the
prevention of money laundering and terrorist financing.

o (A BN FEPGIESEAIE A A R IEARATS P Z [ i

6. However, it should be noted that applying a risk-based approach is neither mandatory nor
prescriptive. A properly applied risk-based approach does not necessarily mean a reduced burden,

although it should result in a more cost effective use of resources. For some countries, applying a rules
based system might be more appropriate. Countries will need to make their own determinations on
whether or how to apply a risk-based approach.

6. B2 EEXEAE  BRH—EREER A IEEMERUE o MR TR b B 7 AE
RECCE BRI F AR g » (HRIELI A FoREE R &g - HIVA LRz S - A REELEUE
P —EBLHRRIZIIHIE - SBAMKRFTEZE B TR E R & LA e R A JE bR AL B 704 -

Target Audience, Status and Content of the Guidance

HEFIRIEEE R ~ B
7. The Guidance is primarily addressed to public authorities and life insurance companies and

intermediaries (i.e. life insurance brokers and agents). The overall document is structured into three
interdependent sections. Section one sets out the key elements of the risk-based approach and provides the
basis for which to interpret section two (Guidance for Public Authorities) and section three (Guidance for
life insurance companies and intermediaries). There is also Annex 2, which contains descriptions of
additional sources of information.

7. IErfES | F SRR AR SR A S B iR/ A (JRR - SR NEATEA) -
By A B =BT ER 77 - 55— 800 H1H R B U704 < B FR B AgsEse —ah oy CAERFIHES D
ME=87 (FAFEARER T ATES]) FrfRnELRE o ASRIIEINEHAORAYI §E 2 -

8. The Guidance aims to set out the key elements of an effective risk-based approach and identifies
the types of issues that both public authorities and life insurance companies and intermediaries may wish
to consider when applying a risk-based approach.

8. KIE5 SRS —EARERRATE A HER - L AERT ~ Sha w8 Rk d i AfE
JER—E b AR AR nl pE &8 e Hy R A -

9. The Guidance recognises that each country and its national authorities, in partnership with its life
insurance companies and intermediaries, will need to identify the most appropriate regime, tailored to
address individual country risks. Therefore, the Guidance does not attempt to provide a single model for
the risk-based approach, but seeks to provide guidance for a broad framework based on high level

8 - © 2009 FATF/OECD
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principles and procedures that countries may wish to consider when applying the risk-based approach with
the understanding that this guidance does not override the purview of national authorities.

0. AAG5 HSRRE] ¢ & BB BN N HRRE A BLE S b A B S Rk i A& 1EE AT e FR L B i
EHIHIEE - B R pa R (B 2 b B B TSR o (AL > 4355 A BE et B b A )7 AfR (LB
—HHEAY - 23S RhE B B BB 5 AR - Bl b s 5 [ A EU AR N ARAREFRAVASSE. » FTAE
B R S I A Fr BB ERR AR R e 2RSS [ -

Chapter Two: The Risk-Based Approach — purpose, benefits and challenges
FUE - ERARTA-BHHY ~ i EPkER

The purpose of the Risk-Based Approach
[T 04 HHY

10. The FATF Recommendations contain language that permits countries to some degree to adopt a
risk-based approach to combating money laundering and terrorist financing. That language also authorises
countries to permit life insurance companies and intermediaries to use a risk-based approach to
discharging certain of their anti-money laundering (AML) and counter-terrorist financing (CFT)
obligations. By adopting a risk-based approach, competent authorities and life insurance companies and
intermediaries are able to ensure that measures to prevent or mitigate money laundering (ML) and terrorist
financing (TF) are commensurate to the risks identified. This will allow resources to be allocated in the
most efficient ways. The principle is that resources should be directed in accordance with priorities so that
the greatest risks receive the highest attention. The alternative approaches are that resources are either
applied evenly, so that all life insurance companies and intermediaries, customers, products, etc. receive
equal attention, or that resources are targeted, but on the basis of factors other than the risk assessed. This
can inadvertently lead to a 'tick box' approach with the focus on meeting regulatory needs rather than
combating ML/TF.

10. Bt e s R TE) L FAH AR DU BR RS 5a O3 25 BIERG RIE S AT TR RN - PRAWE R
FERETT R ] R AR - A B bR A Sl B ORI i AR — B RS ATE 7% - (HEHE
PredEalabasliss (AML) BFTRERL (CFT) 7 - SRA—ER A6t )7 A B S iR S5k
N E R rbg o N1 AR R A DATHDT eSS (ML) RIE L (TF) BYRE B A3 BAY B & -
S5 AR AR A R T U BC & - B FE R IR R eE e R R B - R OR s R Y B 15 S A
ZINEAE - B TR PERENENR - A SR A SRR A~ FF - EmSHeEE
HHEERRRE - BCRHE &R H BB R IR R M ERT AL s R BB - Atk mTae N R 3 ke )
BL » N EEE AT ETER B KR RIS TR AR -

11. Adopting a risk-based approach implies the adoption of a risk management process for dealing
with ML/TF. This process encompasses recognising the existence of the risk(s), undertaking an assessment
of the risk(s) and developing strategies to manage and mitigate the identified risks.

11. PR —E R AR T A R E AT E e BT R — B B B - E(E A
AERR R R HIAFAE ~ SFAGEDE - ZA& SIS SRS DUE BRI (RS B A i -

12. A risk analysis must be performed to determine where the ML/TF risks are the greatest.
Countries will need to identify the main vulnerabilities and address them accordingly. Life insurance
companies and intermediaries will need to identify higher risk customers, products and services, including
delivery channels, and geographical locations. These are not static assessments. They will change over
time, depending on how circumstances develop, and how threats evolve.

12. DAFEET IR S M A BE I E AT R K88 B b i » S BRI i R 555, » 6k
FERRHE - Fha /N B BifRbg i R R B i = e & ~ iR s & B Bt R B
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B IFAFRERTAY - e G R EISCEHIRTY » I (PRI SR B BB BT E -

13. The strategies to manage and mitigate the identified ML/TF risks in life insurance companies

and intermediaries are typically aimed at preventing the activity from occurring through a mixture of

deterrence (e.g. appropriate customer due diligence (CDD) measures), detection (e.g. monitoring and

suspicious transaction reporting), and record-keeping so as to facilitate investigations.

13. VB BRI SRR A SIRIOrbg i A Fr S8 BAY RS A E By SR - — i B eSS & 7B 1k
(40 : MHEAZ% = [CDD] fHi ) ~ (=0 (40 © BrEf Bl n]Besc ) ) BlEcsk LU T A S THYS

EAREIIERC: o

14. Proportionate procedures should be designed based on assessed risk. Higher risk areas should be
subject to enhanced procedures: for life insurance companies and intermediaries, this may include
measures such as enhanced customer due diligence checks and enhanced transaction monitoring. It also
follows that in instances where risks are low, simplified or reduced controls may be applied.

14. FERRBE Y Bz fE & FELPIRREFr - B Bl EIEER v brviE e © DIER A IR
bff /e NS @ e & s8R bR P E B NS 5 R e S HE i - P21t - B b (I8 2278 FH i 5 i
N EHSHIE] -

15. There are no universally accepted methodologies that prescribe the nature and extent of a
risk-based approach. However, an effective risk-based approach does involve identifying and categorizing
ML/TF risks and establishing reasonable controls based on risks identified. An effective risk-based
approach will allow life insurance companies and intermediaries to exercise reasonable business
judgement with respect to their customers. Application of a reasoned and well-articulated risk-based
approach will justify the determinations of life insurance companies and intermediaries with regard to
managing potential ML/TF risks and allow life insurance companies and intermediaries to exercise
reasonable business judgement with respect to their customers. A risk-based approach should permit life
insurance companies and intermediaries to engage in transactions while effectively managing potential
ML/TF risks.

15. e SN BRAY i P T AR R b AT T AN MR BUETE - (HIE - AR R AR T AR
P SR E R BB’ o RN R S S B b E L S BRI E T = - —E AR bR AT T
ERRER A BRI NS EE P SEE A - JER —E 5T HET - BIREGE
B E N B B A BB L S8 L R i A A - 3 H RSN o\ F B R
b fth /> NS LR P SRR SE Al - —ERR AR AERE RS A KR M I A AFER
RUE BV ot s B PR FEIRHREE RES T TR A TR R -

16. Regardless of the strength and effectiveness of AML/CFT controls established by life insurance
companies and intermediaries, criminals will continue to attempt to move illicit funds through life
insurance companies and intermediaries undetected and will, from time to time, succeed. A reasonably
designed and effectively implemented risk-based approach will provide an appropriate and effective
control structure to manage identifiable ML/TF risks. However, it must be recognized that any reasonably
applied controls, including controls implemented as a result of a reasonably implemented risk-based
approach will not identify and detect all instances of ML/TF. Therefore, regulators, law enforcement and
judicial authorities must take into account and give due consideration to a life insurance company and
intermediaries™ well-reasoned risk-based approach. When life insurance companies and intermediaries do
not effectively mitigate the risks due to a failure to implement an adequate risk-based approach or failure
of a risk-based programme that was not adequate in its design, regulators, law enforcement or judicial
authorities should take necessary action, including imposing penalties, or other appropriate
enforcement/regulatory remedies.

16. NEFE A TR NIRRT IS8 T8 & U7 AV a e B SR Ry ol » SRIE
TG NE BB A BRI/ N R 520 BhiVE B EIUSERTTS - —(Eakst &EE
BARCE 0 R\ 0 5 A e PR A ] ek e s A R b iy — (& H A S E 45 - 2
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& D TEREREE R TS EEAAEE TR AIEEN SEEE - B AN I E
i3 RHE AR AT A AR - (I BREEAKEE - SRS EDAKBIRLF SR —E
SR E R N SEA RIS L - S A s e AR LT —EEE
JeR\ e BE B 5 V25 BB A Y B A R R A RS t N T A R R b e - B R AR ~ SUAEEDA
PEBHEIRESR AL ZA T8 - RS HI R e M & AR ORI -

Potential Benefits and Challenges of the Risk-Based Approach
BRI R Ty 24 2 VB A s BB

Benefits:

Flis -

17. The adoption of a risk-based approach to combating ML/TF can yield benefits for all parties
including the public. Applied effectively, the approach should allow life insurance companies and
intermediaries and supervisory authorities to be more efficient and effective in their use of resources and
minimise burdens on customers. Focusing on higher risk threats should mean that beneficial outcomes can
be achieved more effectively.

17. Freil s ke F T B R ER P o B B 77 VA mT DA 28 D7 5 AR LRGP T« A R A
BT FUREESE R A S EORbg 7t A LU B R ERATS DL S A R i 6 R a D% = IR
BIE - FEPESEREE ER R G A SUSEIA HRYEER -

18. Efforts to combat ML/TF should also be flexible in order to adapt as risks evolve. As such, life
insurance companies and intermediaries will use their judgment, knowledge and expertise to develop an
appropriate risk-based approach for their particular organisation, structure and business activities.

18. Fritilsess R A TR B TT RN 23 T R E SRR - Anitb R Fa el b i - [IIEE - S5ha s w] B
Orb& (P A RS EHIETRE )7 ~ FIEAIEESE - filE — B AR - S RErIRg 8 SEhtERH Y E ba
FWETTE -

19. ML/TF risks can be more effectively managed through a risk-based process that assesses all
potential risks, and which is built on a true cooperative arrangement between competent authorities and

life insurance companies and intermediaries. Without cooperation and understanding between these parties,
there can be no effective risk-based process.

19. e BB by m LLIZ 8 B BB T RS AL BT A VB E R - AT HE AR B S b N SR R
i NZ BIEIESTERIR BTN EEEARIVER - MR & T ZRUGAGIEIE » EaEeE
BN ATRERRY -

20. Money launderers and terrorist organisations have considerable knowledge of life insurance
companies and intermediaries and take extreme measures to hide their financial activities and make them
indistinguishable from legitimate transactions. A risk-based approach is designed to make it more difficult
for these criminal elements to make use of life insurance companies and intermediaries due to the
increased focus on the identified higher risk activities that are being undertaken by these criminal elements.
In addition, a risk-based approach allows life insurance companies and intermediaries to more efficiently
and effectively adjust and adapt as new ML/TF methods are identified.

20. Hesg N\ EAIZRAH AR TSR A SR ORI/ AE S HIREaE - AL & a5 IR L 1505
B L EEN L VAR IR [F] o R EGE TA R RGT ERtE K TR S IR U S DA b
ANFEIFIGREEIP A G EIDEEE IR R C A B S BRI EE) o LLAh - B TTA
st N E B ORI/ NG DU A R A S BT S 88 T VAN HE f T el B A E
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Challenges:
PRE -
21. Arisk-based approach is not necessarily an easy option and there may be barriers to overcome

when implementing the necessary measures. Some challenges may be inherent to the use of the risk-based
approach. Others may stem from the difficulties in making the transition to a risk-based system. A number
of challenges, however, can also be seen as offering opportunities to implement a more effective system.
The challenge of implementing a risk-based approach with respect to terrorist financing is discussed in
more detail at paragraphs 37 to 41 below.

21 JEBR AR T A AR Z MR RE - 11 ELAE B SR e 0 e e A ] RE R AR T S B -
7 R Y b B U7 R 2 AR Y IS PR, © LA 0 ] B2 A 1 2 e e e 1 PR e 28 221 R 3
AR > 2RI > AL PkER AR AR B S A RO SIS o PR R AR A DR RS g
EFPREGRIA T 758 37 2 41 T T HaFdinYET & -

22. The risk-based approach is challenging to both public and private sector entities. Such an
approach requires resources and expertise to gather and interpret information on risks, both at the country
and institutional levels, to develop procedures and systems and to train personnel. It further requires that
sound and well-trained judgment be exercised in the implementation within the institution and its
subcomponents of such procedures, and systems. It will certainly lead to a greater diversity in practice
which should lead to innovations and improved compliance. However, it may also cause uncertainty
regarding expectations, difficulty in applying uniform regulatory treatment, and lack of understanding by
customers regarding information required to open or maintain a relationship.

22. AN EwE AR TEAAEL PRS- SR b A E S THRER o LAY A R AR RN
5 ARl AR R AR AR (RINSNERN) ~ SERR PGS DLEIISRA B - B
P B TR F (2 ~ e 7 B2 2| SR A HIE RE T LA S SRR Fr A RE Y B S 2222 - B i 7 7500
PNEECE L TRV EBIER  HEMAT RAHT - I B G EE M - (B2 th TR g S SN AR E M
EELUER — 2 AR 520 0 W B IR R AE BRAG SR & (R RR (R0 R S & AR A & SR i 20
1B PR -

23. Implementing a risk-based approach requires that life insurance companies and intermediaries
have a good understanding of the risks and are able to exercise sound judgment. This requires the building
of expertise within life insurance companies and intermediaries, including for example, through training,
recruitment, taking professional advice and ”learning by doing”. The process will always benefit from
information sharing by competent authorities. The provision of good practice guidance is also valuable.
Attempting to pursue a risk-based approach without sufficient expertise may lead to life insurance
companies and intermediaries making flawed judgments. Companies may over-estimate risk, which could
lead to wasteful use of resources, or they may under-estimate risk, thereby creating vulnerabilities.

23. it B R AR E SR A TR/ A B ERRA B A aestill B aEsatii ey
Hllr - 15 FREAEFIR A S BRI AL - BFE (B1) BEEIR - 585 ~ FERE 5
sl T ER ) 5 - AEE(EBRET  BGEEHE O ZNVENEESHEY - RIEHEREBKE
5 L RAEET 7% - fERRZ FE 0 B2 NEBUEK E IR AT VA M se HEE R A TR P /o At A
ISR - AFI R RE e = i - ATRER I EBORE &R A] AR JE e - HEIM FREE 595 -

24. Life insurance companies and intermediaries may find that some staff members are
uncomfortable making risk-based judgments. This may lead to overly cautious decisions, or a
disproportionate amount of time spent documenting the rationale behind a decision. This may also be true
at various levels of management. However, in situations where management fails to recognize or
underestimates the risks, a culture may develop within the life insurance companies and intermediaries
that allows for inadequate resources to be devoted to compliance leading to potentially significant
compliance failures. Supervisors should place greater emphasis on whether the life insurance company
and intermediary have an effective decision-making process. However, sample testing may be used or
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individual decisions reviewed as a means to test the effectiveness of the company’s overall risk
management (see paragraph 86). Supervisors should appreciate that even though the life insurance
company and intermediaries have established appropriate risk management structures and procedures that
are regularly updated, and has followed the relevant policies, procedures, and controls, the life insurance
company and intermediary may still make decisions that were incorrect in light of additional information
not reasonably available at the time. Supervisors and insurers are encouraged to work towards having a
common understanding of the application of the risk based approach.

24. Fha N EIRIORBER T A\ AT RE B S TR0 o B A B AR RIS R (i L T - 5 T REEEA
FEEHATAESALE 1A G FELBIRR I ERC B (E R E R RS BRI - ZEEIEE A nTRe 4t
BERTRE - B2 - BEVEHIE AR S SR A R - Fhe A w B R i A BRI AT RE B —
REFHRANEEFAE LB > BEUBEN R ERIEASEIER M > B A E RSz S
E|FIGRER P NAVASBIE R S AR - (B2 - AR iR sda i s F 5 =V — 5 A = R
A Wb B B S A R (755 86 TH) - B BANI MERGREE - Sha S wIAIpRkz 9 AAERIE LTI
Iof] e g B EER A e B o ST BE W 1T EL AL AR AHRA R ~ RE PP AHEE 53U T B ERRR S E
FEISER MY AT RE U A IEMERYRE 2 SR - S B R B O b 1 =125 T e U b B U
I BHIREAL ©

25. In implementing the risk-based approach, life insurance companies and intermediaries should be
given the opportunity to make reasonable judgments. This will mean that no two life insurance companies
and intermediaries are likely to adopt the exact same detailed practices. Such potential diversity of practice
will require that regulators make greater effort to identify and disseminate guidelines on sound practice,
while still allowing the potential for different approaches to meet desired risk mitigation outcomes, and
may pose challenges to supervisory staff working to monitor compliance. The existence of good practice
guidance, supervisory training, industry studies on prevailing AML/CFT practices and rationales and other
available information and materials will assist supervisors in determining whether an insurance company
has made sound risk-based judgments.

25. Bt R BB T AN » b A Sl BRI i A FEECA T & RS T S TR A - B R
N ETRE R =k A EIFIpRbg fth /> A PR 58— IR0 E - R BUERIREA AR M - Fr DABCEEHERA )
TR ERR e EARE - [ERF R ER A B A TR AR R fe A R AV AT REM: » B33
e EHIBPEIEA BN S Ll se i KBk - FE R ITEIE51 - BoEI4R - $t¥RATHIH1ESE
HTEERTT B S (I HE 1T 2 SRR ST LU S A ] & SR R AR A Bk e B R 2
Ko Orb N = RS AR b 5 L 52 A HIE -

The potential benefits and potential challenges can be summarised as follows:

A REATE R BT RAT T -

Potential Benefits:
H]REH RS -
e Better management of risks and cost-benefits;
o HHUTHYEmBLE AR A EE
e Life insurance company and intermediaries focus on real and identified threats;
o  ElpAEHREMAN ANEREEE KRR
e Flexibility to adapt to risks that change over time.

o [EHFREIARIEE LAY e sE 4 -
Potential Challenges:
ATRERIHREY -

e Identifying appropriate information to conduct a sound risk analysis;

o IRHARAERN > LIFISITSE AR AT
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e  Addressing short term transitional costs;

o JEHEIHAMBIZRA |

e Greater need for more expert staff capable of making sound judgments;
o HURKHTREFE LR TS HETIEREAR

e Greater need for appropriate training;

o HURBLFRZEAHRRISE

e Regulatory response to potential diversity of practice.

o SHEVERESHAHIIEEREEE AR LIREIE -

Chapter Three: FATF and the Risk-Based Approach
F=F Do TE TR S E b 57k

26. The varying degrees of ML/TF risk for particular types of life insurance companies and
intermediaries or for particular types of customers, products or transactions is an important consideration
underlying the FATF Recommendations. According to the Recommendations countries may take risk into
account in two ways: (a) there is a general risk principle that applies to life insurance companies and
intermediaries, and which allows countries in some cases to choose not to apply certain Recommendations
either partially or fully, provided certain conditions are met; and (b) there are specific Recommendations
where the degree of risk is an issue that a country either must take into account (if there is higher risk), or
may take into account (if there is lower risk).

26. SHE R E BN ER BRI/ NEFRE MR S - EmEA 5 A A ERE S
BRI VRS SR T LIRS R ST — (A E E B B R - IREBAev RS
S B A AR T R ¢ (a) A —EREE A ER A SRR ARV RS R - B B
o (E SR ER] (BR BBy ek - (EREEC&mTaRrErkif DUk (b)) $t
B E R - ERRIVIE S B SRR R (RRES= T ) BOATR 2 99 A R (RS ) FRETRE -

General Risk Principle

—ARESESRR

217. A country could decide that it will apply the full range of AML/CFT measures set out in
Recommendations 5-11, 13-15, 18 and 21-22, to all types of financial institutions'. However, that country
may also decide to take risk into account, and may decide to limit the application of certain
Recommendations provided that either of the conditions set out below are met. Where there are limitations
or exemptions, this should be done on a strictly limited and justified basis:

27. FEEE 2 ] LUK E 2 5 1 AR ALY R e Y 25 5-11 - 13-15 - 18 f1 21-22 HIjH
SERETHHIE SR AT | - (B2 » BRI PT S b oy A BB T L ] B PR A e
HEIVER - ERHEECERE NIE—RF - AIRGEERENRT - LIRS B & ERAYALE [
BT -

e When a financial activity is carried out by a person or entity on an occasional or very
limited basis (having regard to quantitative and absolute criteria) such that there is little risk

See FATF Recommendations Glossary, definition of “financial institution”.

b BRI R TE TF SR S TR T AR TR, S -
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of money laundering or terrorist financing® activity occurring, a country may decide that
the application of AML/CFT measures is not necessary, either fully or partially.

o BRUGENEHE—E A\ SERSE R S ER RG] (LFRRFEE R EEH R ) 15
B ERITLABUR SRR * R > SEISIE R REEM (2
agiilhviz ZEd R 3= priti=iiitk

e Instrictly limited and justified circumstances, and based on a proven low ML risk, a country
may decide not to apply some or all of the Forty Recommendations to some of the financial
activities.

o (EREHEZIRIE HAFRAIEIL T » IRIRC SR RIEEs s - —BlfSst o E&RUEE)
TRTEANTERIER 73 B E 40 {HEEE -

Specific Risk References

FERESERSY

28. In addition to the general risk principle referred to above, the risk-based approach is either
incorporated into the Recommendations (and the Methodology) in specific and limited ways in a number
of Recommendations, or it is inherently part of or linked to those Recommendations. For institutions,
businesses and professions covered by the FATF Recommendations, risk is addressed in four principal
areas: (a) Customer Due Diligence measures (R.5-9); (b) institutions® internal control systems (R.15 & 22);
(c) the approach to regulation and oversight by competent authorities (R.23); and (d) provision for
countries to allow Designated Non-Financial Businesses and Professions (DNFBPs) to take the ML/TF
risk into account in a similar way to financial institutions (R.12, 16 & 24).
28. b T _EmEEEIE— R ERRIE RSN - ERERE AR R g LR E - ARNITAS SRR
CEABAZEJ77E ) PRV S ek B ARl 8 I 13 th g s iy — 0 o BB H PR o DAR eS8 SRl
T LIFHAE R T SRS ~ SNSRI S - B EE 0 p MYIIUR ST © () %
FaEETEn (7% 5-9) 5 (b) HRREHY T NERRERIGIRE | (R 15 B122) 5 (¢) MESTARHAYA#EELR:
HffoE (E 23) 5 DAk (d) BEEFEE 2 IFEmEES A S (DNFBP) DU S RtkRE
HYT RS AR B A B8 (R 12~ 16 B 24) -

Customer Due Diligence (R.5-9)
FEEE (##59)

29. Risk is referred to in several forms:

29. JE\bgz AR R =g R

a. Higher risk — under Recommendation 5, a country must require its life insurance companies
and intermediaries to perform enhanced due diligence for higher-risk customers, business
relationships or transactions. Recommendation 6 (Politically Exposed Persons) is an
example of this principle and is considered to be a higher risk scenario requiring enhanced
CDD.

a. R - RIBEERS SEINFEHE SR A SRR T A st S B E =
IERMAEAL S8 TIRBHVE P - 358 6 (JEEEEEUaRE A L) ZE MR

The reference to terrorist financing in these two statements was added in the FATF Methodology paragraph 20(a)
and (b).
P B IR RN R A E AR S R T TIEAAE AR ES 20(a) B2 (b) IE -
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b. Lower risk — a country may also permit its life insurance companies and intermediaries to
take lower risk into account in deciding the extent of the CDD measures they will take (see
Methodology criteria 5.9). Life insurance companies and intermediaries may thus reduce or
simplify (but not avoid completely) the required measures. Two possible examples of where
there may be lower ML/TF risks include life insurance companies and intermediaries that
are subject to the requirements consistent with the FATF Recommendations and supervised
for compliance with those requirements, and listed public companies that are subject to
regulatory disclosure requirements.

b.  EEERER - S EIAFE eE T H SR A F BRI 7 AERE R TH S P A
R IR R RS AT B (AWZE07E G 5.9) - Fha A =R fREgR A/ AR BEASL
Ve L (EfEIASE el ) FraRavTaTe o nlae A Bites & 2L o (E =] gE 15
(B S TR B R B R E e R TR PR S — B UE N H S RS
ST R E PR B E S I A S BRI (P A DL R B AR B A ey

A -

c. Risk arising from innovation — under Recommendation 8, a country must require its life
insurance companies and intermediaries to give special attention to the risks arising from
new or developing technologies that might favour anonymity.

c.  BIFTTAMZRAVERR - fRIEER 8 » SENFHREHEZm AT MR ARHIEE
AR E TGS FE o R RE A I BE A4 R T AR R AR A U

d. Risk assessment mechanism — the FATF standards expect that there will be an adequate
mechanism by which competent authorities assess or review the procedures adopted by life
insurance companies and intermediaries to determine the degree of risk and how they
manage that risk, as well as to review the determinations made by companies. This
expectation applies to all areas where the risk-based approach applies. In addition, where
the competent authorities have issued guidelines to life insurance companies and
intermediaries on a suitable approach to risk-based procedures, it will be important to
establish that the life insurance companies and intermediaries have indeed followed such
guidelines. The Recommendations also recognise that country risk is a necessary
component of any risk assessment mechanism (R.5 & 9).

d.EpmaHdbts] - sl Em TE LIRS I G A — (B E0IrH]  FBAEETE
RERESR AL ECE L R A TR ORI ABRFIAVAZ P - TR E R AR 8 DL S el i
R\l B A TR B PR N AV RE - 1 (I8 A SE A E 28 b i 05 R e 15 FH 25 S
BEAh - FREFIERA AT ¥ R B DL e R SRR ey D7 20k B b A wIF0pRbg it
NHLHERS - RISk A S BiRa th / \HEE BT ISR B SR E L - P8Rt
TTE LIFAH AR ARG R e (ol e A A A Ze R (R S R 9
H) -

Life insurance companies and intermediaries internal control systems (R.15 & 22)

e L EEA LRI 17 AT ESEEFIFE (15 FU22)

30. Under Recommendation 15, the development of “appropriate” internal policies, training and
audit systems will need to include a specific and ongoing consideration of the potential ML/TF risks
associated with customers, products and services, geographic areas of operation and so forth. The
Interpretative Note to Recommendation 15 makes it clear that a country may allow companies to have
regards to the ML/TF risks, and to the size of the business, when determining the type and extent of
measures required. Similarly, country risk (and the implementation of the FATF Recommendations) must
be taken into account when assessing the measures being undertaken by foreign branches and subsidiaries
(R.22).

30. R 15 filE T AHRE ) NETBOR - JISHIFE X RSB R R E T S R = - &
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oA R R ~ R R I A RE A BRI S AR R E b - R 15 HURERRA IR R S BUS SET
ON IR TE FT AR HOFE SR AL AR FEE IR m R e SR A S e DL R (SRR E A A S 8 - IR > 1E5T
S ERAN3 2 BRI SR TR MERRF LA TR e B S i ( DA B3 S i T 8 T (R 4R a8 T2
i) IAFE (K 22) -

Regulation and oversight by competent authorities (R.23)
BRI T (#E#23)

31. Under Recommendation 23, a country may have regard to the ML/TF risk in a particular life
insurance company or intermediary when determining the extent of measures to license or register and
appropriately regulate, and to supervise or oversee those companies for AML/CFT purposes. If there is a
proven low ML/TF risk then lesser measures may be taken.

31. RIS 23 > JEISSt R E SR AT SRR P A - IR EZREGEE LU EEEH
FRIRBG RIS T B B H AV e BB B S e N SRR RN - R R BRI A S R o WIS
T HEERERYE AR - AT ERALECICA B S HHE i -

32. Recommendation 23 also recognises that life insurance companies and intermediaries should
also apply elements of the IAIS Core Principles that are relevant to AML/CFT (and which are not
expressly covered by the FATF Recommendations) for the purpose of combating money laundering and
terrorist financing e.g. licensing of companies. Moreover, the Core Principles set out sound principles
relating to the procedures for assessing and managing risk, and consideration could be given as to how
those already well-defined concepts could apply to AML/CFT.

32. k23 WEGERNE] © Sha S BORbR T ATRIERR I e AT T8 &k H oy e R A5
HeRRA TR B R(ER AL R R TE) TR0 SRS TR E] DY 1AIS L0 RAT
W NEIEG o BEAN - LR RTINS T3S B T b AR A R A (4 S RS H AT R8s 8 B R TR
TEFe e RL S el SESNE R B s A T B B

Designated Non-Financial Businesses and Professions (R.12, 16, 24)

TEEZIFEHFRINR (12 ~16 ~24)

33. In implementing AML/CFT measures for Designated Non-Financial Businesses and Professions
(DNFBPs) under Recommendations 12 and 16, a country may permit DNFBPs to take money laundering
and terrorist financing risk into account when determining the extent of CDD, internal controls etc, in a
way similar to that permitted for financial institutions.

33. ARSI 12 F1 16 S+ E 2 JEEmisEEE A8 (DNFBP) FliHlstss/f T B &R s
i JTTE » & ES RF R E 2 IR RS SE A BEHIE R P ~ NERPZEHIRR R DU DU £ Mt
i R R RS R R E b A -

34. As regards regulation and monitoring (R.24), a country may have regard to the ML/TF risk in a
particular DNFBP sector (except for casinos which have been determined to be higher risk) when
determining the extent of measures required to monitor or ensure compliance for AML/CFT purposes. If
there is a proven low ML/TF risk then lesser monitoring measures may be taken.*

34. AEREAETE (K 24) T - SEUEARPIREERATEE S B A G iR A o

®  Handbook paragraph 42 (e) (i)
o FE 42(e) () E

*  See Methodology R. 24
Y REHE T AR 24
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TEFT AR EVIRHERT » FiH R E e € Z FR RS SR e N R EFINRYZEER B i ( EHEHE B e a
PRETREZERIN ) 49 AERE - A0SR T s AR R - R T EREL LR Ay B B it -

Other Recommendations
A E#

35. As regards the FATF Nine Special Recommendations on Terrorist Financing, SR VIII dealing
with non-profit organisations also recognises that the TF risk should be taken into account,” and that a
targeted approach in dealing with the terrorist threat to the non-profit organisation (NPO) sector is
essential given the diversity within individual national sectors and the differing degrees to which parts of
each sector may be vulnerable to misuse by terrorists. Likewise the best practices document supporting SR
IX encourages countries to base their efforts on assessed risk and threat assessments. Risk is also featured
in the methodology supporting SR VII, where beneficiary financial institutions should be required to adopt
effective risk-based procedures for identifying and handling wire transfers that are not accompanied by
complete originator information.

35. FRIEPG S SR TE) TIRAHARAY 9 THE R 2% (SR) - SR8 BRI ERIEFEFIHARE 7>
ERE] > ER LR ATE > ° T LRSI SR (NPO) P iE EEr LM s - $%
HUgHE B AR T BRI - (A BN S S A 2 B MM 5 B8P T A B o AT RE 2 R+
FAHIHESSREE 25 52 - [FIfEH - S0RF SRO HYA FEMBUE S - th 5 Bh & BIAE S5 1 H R DLE A i A ba A
B Rl R (I - £ 30RF SRY WYRFHE /7 AR A TR 2  IEZOR 23RSt He A5 8
PR B SR B PR A R P A B b A0 7 A I Tt Bl o -

36. Recommendation 25 requires adequate feedback to be provided to the financial sector and
DNFBPs. Such feedback helps institutions and businesses to more accurately assess the ML/TF risks and
to adjust their risk programmes accordingly. This in turn makes it more likely that better quality suspicious
transaction reports will be filed. As well as being an essential input to any assessment of country or sector
wide risks, the promptness and content of such feedback is relevant to implementing an effective riskbased
approach.

36. RS 25 THEDRE S RISENITR E 2 IR R B SE s BRI o nyEIES - WIS B A B
TR R A £ 5% B I S P4t Dok B8 i PN R Bl 4 DA B LR B 528 PR RE R T REFE T AT SERC Sy
AR E o N EsT AR sEl P T RS B s AL R R B B - Py DU B2 A5 RE A R (1 e
H B IR S RE S 3 B i e B 7 0% -

Applicability of the risk-based approach to terrorist financing

[ R A R B

37. The application of a risk-based approach to TF has both similarities and differences compared to
ML. They both require a process for identifying and assessing risk. However, the characteristics of
terrorist financing mean that the risks may be difficult to assess and the implementation strategies may be
challenging due to considerations such as the relatively low value of transactions involved in terrorist
financing, or the fact that funds can come from legal sources.

37. P BB B VAN S8 A HIE FE - WS H R R s e - (2
& B RRE R 1 e m] A AR 11 HL =8 B 3E a8k R A SR E E Y A ) BUE &
ATREARE A EE SR - R RIS o] sE ke AL -

> Handbook paragraph 42 (f).
* T 42() -
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38. Funds that are used to finance terrorist activities may be derived either from criminal activity or
may be from legal sources, and the nature of the funding sources may vary according to the type of
terrorist organisation. Where funds are derived from criminal activity, then traditional monitoring
mechanisms that are used to identify money laundering may also be appropriate for terrorist financing,
though the activity, which may be indicative of suspicion, may not be identified as or connected to
terrorist financing. It should be noted that transactions associated with the financing of terrorists may be
conducted in very small amounts, which in applying a risk-based approach could be the very transactions
that are frequently considered to be of minimal risk with regard to money laundering. Where funds are
from legal sources then it is even more difficult to determine that they could be used for terrorist purposes.
In addition, the actions of terrorists may be overt and outwardly innocent in appearance, such as the
purchase of materials and services (i.e. commonly held chemicals, a motor vehicle, etc.) to further their
goals, with the only covert fact being the intended use of such materials and services purchased. Therefore,
both for terrorist funds derived from criminal activity and for legitimately sourced funds, transactions
related to terrorist financing may not exhibit the same traits as conventional money laundering. However
in all cases, it is not the responsibility of the insurance company or intermediary to determine the type of
underlying criminal activity, or intended terrorist purpose, rather the company’s role is to report the
suspicious activity. The FIU and law enforcement authorities will then examine the matter further and
determine if there is a link to terrorist financing.

38. VBRI S B E & il e 2k B AU IREBIE AT RE 2K B &7 AR T H & By S w]
REf AN BEAY M 2 - H & 22K B IUIREE - B2 S8 n] gE R ey et IR s A & R el
ZREEA PR - A DA e s B T sE B S N ERL - IEEERE - MEAR
HIAZ 5 ml e DA NG EE By 2 T S AR BR B BB AR AT RE e Ry i S et o EL R B (e SR
AL 5 - B e AIREANR - A RE B EELUHIE R A T RE M R AR - B4 - R (T rTRE ABHER
HTEhim B Al RERIABE AKMEL T - 40 K 7R HH MBS S (78087 EiRERAH
{LEEYE ~ HRENEHEEEE ) - (S 1S AR BRIV B PR R - IER R THVE & aTRe sk B0
FRIEBINIE S 0V - B AATE VA RARY A 2 il B & R BN M & e s AE B R Rt - AN E I ]
HIEMRAR L SR A B B8 M B S R R A B SRk it /o NBE AT s AR - A EIHVEREETE
PR A P e EE) - RS ORI R AR IS - R S ER AR -

39. Therefore, the ability of life insurance companies and intermediaries to detect and identify
potential TF transactions without guidance on TF typologies or without acting on specific intelligence
provided by the authorities is significantly more challenging than is the case for potential ML and other
suspicious activity. Detection efforts, absent specific national guidance and typologies, are likely to be
based around monitoring that focuses on transactions with countries or geographic areas where terrorists
are known to operate or on the other limited typologies available (many of which are indicative of the
same techniques as are used for ML).

39. RIEL > PR AT FIORBR (T A B S ARSI & R T R H 2 e 5 [ EUR H HERR TR ALV E
TEEERHTTE) MEANGSHBAERY & A A TEAE I A8 LA, m] e Bl BH B 5 EL PR E M - {H
IS TN TT 1A ~ ©h = R E B R 5 [(FIFERR & FR o] RE T 00 75 R B B A R0 R 73 T2 (R Y R
B IR B A P A TR TR s S R (RS RITRIZES R —1%) -

40. Where particular individuals, organisations or countries are the subject of terrorist finance
sanctions, the obligations on companies to comply and the listing of those individuals, organisations or
countries as a result of such actions are determined exclusively by countries and are not a function of risk.
Violations of such sanctions may result in a criminal offence or sanctions if funds or financial services are
made available to a target or its agent.

40. FrE M A ~ SHERECEI R A R BRI R - A EAFRE TR B DU E = L TR (E
A~ AHEREEIZOE S B ETTHIE - A DURs R AR E 2 #ile o 5L A B A T
REFE AR B RS B 0L - AIREIEIUSET T Ryel 2 f3, -
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41. For these reasons, this Guidance has not comprehensively addressed the application of a
risk-based process to TF. It is clearly preferable that a risk-based approach be applied where reasonably
practicable, but further consultation with key stakeholders is required to identify a more comprehensive
set of indicators of the methods and techniques used for TF, which can then be factored into strategies to
assess TF risks and devise measures to mitigate them. Life insurance companies and intermediaries would
then have an additional basis upon which to more fully develop and implement a risk-based process for
TF.

41. FEFY BRI > AAES A 2 T AR LO {7 e P R\ BB A B REHEH - SR ]
T A TE R B b A )7 AL 2 BSRY - B — P A E AR ERARTT - (A se i 4
I ~ FR BT AR TR - AMEA BEANATRES - SPAL B B beil s s Tz (R B AR i - Z80%
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Limitations to the risk-based approach

[ BB 5 R

42. There are circumstances in which the application of a risk-based approach will not apply, or may
be limited. There are also circumstances in which the application of a risk-based approach may not apply
to the initial stages of a requirement or process, but then will apply to subsequent stages. The limitations to
the risk-based approach are usually the result of legal or regulatory requirements that mandate certain
actions to be taken.
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43. Requirements to freeze the assets of identified individuals or entities, in jurisdictions where such
requirements exist, are independent of any risk assessment. The requirement to freeze is absolute and
cannot be impacted by a risk-based process. Similarly, while the identification of potential suspicious
transactions can be advanced by a risk-based approach, the reporting of suspicious transactions, once
identified, is not risk-based.
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44, There are a number of components to CDD - identification and verification of identity of
customers and beneficial owners, obtaining information on the purposes and intended nature of the
business relationships and conducting ongoing due diligence. Of these components, the identification and
verification of identity of customers are requirements which must be completed regardless of the
risk-based approach. However, in relation to all the CDD components, a reasonably implemented
risk-based approach may allow for a determination of the extent and quantity of information required, and
the mechanisms to be used to meet these minimum standards. Once this determination is made, the
obligation to keep records and documents that have been obtained for due diligence purposes, as well as
transaction records, is not dependent on risk levels.
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45, Countries may allow life insurance companies and intermediaries to apply reduced or simplified
measures where the ML/TF risk is lower. However, these reduced or simplified measures do not
necessarily apply to all aspects of CDD. Moreover, where these reduced or simplified measures are subject
to certain conditions being met, it is necessary to verify that these conditions apply, and where the
exemption applies under a certain threshold, measures should be in place to prevent transactions from
being split artificially to avoid the threshold. In addition, information beyond customer identity, such as
customer location and account purpose, may be needed to adequately assess risk. This will be an iterative
process: the preliminary information obtained about a customer should be sufficient to determine whether
to go further, and in many cases customer monitoring will provide additional information.
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46. Some form of transaction monitoring, whether it is automated, manual, a review of exception
reports or a combination of acceptable options, depending on the risks presented, is required in order to
detect unusual and hence possibly suspicious transactions. The method of monitoring, whether at the
transaction level, the policy/account/contract level, or at the customer level, should fall within the purview
of the life insurance company or intermediary, and should be based on the risk present. This individual or
aggregate risk may change over time, and the methods of monitoring should be flexible enough to adjust
to this change even in the case of lower risk customers, monitoring is needed to verify that transactions
match the initial low risk profile and if not, trigger a process for appropriately revising the customer’s risk
rating. Equally, risks for some customers may only become evident once the customer has begun
transacting either through an account or otherwise in the relationship with the insurance company or
intermediary. This makes appropriate and reasonable monitoring of customer transactions an essential
component of a properly designed risk-based approach, however within this context it should be
understood that not all transactions, accounts or customers will be monitored in exactly the same way.
Moreover, where there is an actual suspicion of money laundering or terrorist financing, this could be
regarded as a higher risk scenario, and enhanced due diligence should be applied regardless of any
threshold or exemption.
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Distinguishing Risk-Based Supervision and Risk-Based Policies and Processes

D S e P B FE I e R R 22 /7

47. Risk-based policies and processes in life insurance companies and intermediaries should be
distinguished from risk-based supervision. As illustrated through the 2003 IAIS Core Principles and
Methodology there is a general recognition within supervisory practice of allocating resources taking into
account the risks posed by individual life insurance companies or intermediaries. The methodology

© 2009 FATF/OECD - 21



[ Risk-Based Approach — Guidance for the Insurance Sector - October 2009
REEREZ BR R A7ES/ — 2009 4£10 A

adopted by regulatory authorities to determine allocation of supervisory resources should cover the
business focus, the risk profile and the internal control environment, and should permit relevant
comparisons between life insurance companies or intermediaries. The methodology used for determining
the allocation of resources will need updating on an ongoing basis so as to reflect the nature, importance
and scope of the risks to which individual life insurance companies or intermediaries are exposed.
Consequently, this prioritisation would lead supervisors to demonstrate increased regulatory attention to
life insurance companies and intermediaries that engage in activities assessed to be of higher ML/TF risks.

47.
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48.

However, it should also be noted that the risk factors taken into account to prioritise the

supervisors’ work will depend not only on the intrinsic risk associated with the activity undertaken, but
also on the quality and effectiveness of the risk management systems put in place to address such risks.

48.
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49.

Since prudential regulators should have already assessed the quality of risk management controls

throughout life insurance companies and intermediaries, it is reasonable that their assessments of these
controls be used, at least in part, to inform ML/TF risk assessments (see also paragraph 1.26 above).

49.
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Summary box: A risk-based approach to countering money laundering and terrorist financing at
the national level: key elements for success

R HIE R TR SRR BR ATk ¢ RIS R R

Life insurance companies and intermediaries and regulators should have access to reliable and
actionable information about the threats.

Fha s wRGRRER A LU BB R S A HUSEEAHRE AT 5 ~ TR URETEIHT &S AR -

There must be emphasis on cooperative arrangements among the policy makers, law
enforcement, regulators, and the private sector.

BURHIEE ~ RERRR - BaERbRBRELALEART -

Authorities should publicly recognize that the risk-based approach will not eradicate all elements
of risk.

SRR e B B R B BB T A R R AR B P A R R bR R R — T H -

Authorities have a responsibility to establish an atmosphere in which life insurance companies
and intermediaries need not be afraid of regulatory sanctions where they have acted responsibly
and implemented adequate internal systems and controls.
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Regulators’ supervisory staff must be well-trained in the risk-based approach, both as applied by
supervisors and by life insurance companies and intermediaries.
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Requirements and supervisory oversight at the national level should be consistent among
similar industries.

I 2 e B AR E R B B AR R DL SR P — 2
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SECTION TWO:
GUIDANCE FOR PUBLIC AUTHORITIES

BE - AERFIESI

Chapter One: High-level principles for creating a risk-based approach

B BUREERAZ SERA

50. The creation of a risk-based approach to countering money laundering and the financing of
terrorism will allow competent authorities and life insurance companies and intermediaries to use their
resources most effectively. This chapter sets out five high-level principles that should be considered by
countries when designing a risk-based approach. They could be considered as setting out a broad
framework of good practice.
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51. The five principles set out in this chapter are intended to assist countries in their efforts to
improve their AML/CFT regimes. They are not intended to be prescriptive, and should be applied in a
manner that is well-considered and is appropriate to the particular circumstances of the country in
guestion.
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Principle One: Understanding and responding to the threats and vulnerabilities: a national risk
assessment

FRRIL © THEIL R A ST - B E SRS

52. Successful implementation of a risk-based approach to combating ML/TF depends on a sound
understanding of the threats and vulnerabilities. Where a country is seeking to introduce a risk-based
approach at a national level, this will be greatly aided if there is a national understanding of the risks
facing the country. This understanding can flow from a national risk assessment.
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53. National risk assessments should be tailored to the circumstances of each country. For a variety
of reasons, including the structure of competent authorities and the nature of the financial services sector,
each country's judgements about the risks will be unique, as will their decisions about how to implement a
national assessment in practice. A national assessment need not be a single formal document. It should be
considered as a process that is designed to achieve a specific outcome. The desired outcome is that
decisions about allocating responsibilities and resources at the national level are based on a comprehensive
and up-to-date understanding of the risks. Competent authorities, in consultation with the private sector,
should consider how best to achieve this while also taking into account any risk associated with providing
information on vulnerabilities in their financial systems to money launderers, terrorist financiers, and other
criminals.
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Principle Two: A legal/regulatory framework that supports the application of a risk-based approach

BRRY2 & SZFFER B R BRRRET Z T A

54. Countries should consider whether their legislative and regulatory frameworks are conducive to
the application of the risk-based approach. Where appropriate the obligations imposed on life insurance
companies and intermediaries should be informed by the outcomes of the national risk assessment.
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55. The risk-based approach does not mean the absence of a clear statement of what is required from
life insurance companies and intermediaries. However under a risk-based approach, life insurance
companies and intermediaries should have a degree of flexibility to implement policies and procedures
which respond appropriately to their own risk assessment. In effect, the standards implemented may be
tailored and/or amended by additional measures as appropriate to the risks of a particular insurance
company/business. The fact that policies and procedures, in accordance to the risk levels, may be applied
flexibly to different products, services, customers and locations does not mean that policies and
procedures need not be clearly defined.
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56. Basic minimum AML/CFT requirements can coexist with a risk-based approach. Indeed,
sensible minimum standards, coupled with scope for these to be enhanced when the risk justifies it, should
be at the core of risk-based AML/CFT requirements. These standards should, however, be focused on the
outcome (combating through deterrence, detection, and reporting of ML/TF), rather than applying legal
and regulatory requirements in a purely mechanistic manner to every customer.
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Principle Three: Design of a supervisory framework to support the application of the risk-based
approach

JRRI3 © a1 RS R B A B B

57. Where competent authorities have been assigned responsibility for overseeing life insurance
companies and intermediaries AML/CFT controls, countries may wish to consider whether such

authorities are given the necessary authority to implement a risk-based approach to supervision. Barriers

to this may include inappropriate reliance on detailed and prescriptive requirements in the regulator's rules.
These requirements may, in turn, stem from the laws under which the regulator gained its powers.
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58. Where appropriate, regulators should seek to adopt a risk-based approach to the supervision of
life insurance companies and intermediaries™ controls to combat ML/TF. This should be based on a
thorough and comprehensive understanding of the types of activity the life insurance companies and
intermediaries undertake and the ML/TF risks to which these are exposed. Regulators will probably need
to prioritise resources based on their overall assessment of where the risks are, and which companies are
most exposed to them.
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59. Regulators with responsibilities other than those related to AML/CFT will need to consider these
risks alongside other risk assessments arising from the regulator's wider duties.
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60. Such risk assessments should help the regulator choose where to apply resources in its
supervisory programme, with a view to using limited resources to achieve the greatest effect. A risk
assessment may also identify that the regulator does not have adequate resources to deal with the risks®. In
such circumstances the regulator may need to obtain additional resources or adopt other strategies to
manage or mitigate any unacceptable residual risks.
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61. The application of a risk-based approach to supervision requires that regulators’ staff be able to
make principle-based decisions in a similar fashion as would be expected from the staff of an insurance
company or intermediary that has adopted a risk-based approach. These decisions will cover the adequacy
of the insurance company or intermediary’s arrangements to combat ML/TF. As such, a regulator may
wish to consider how best to train its staff in the practical application of a risk-based approach to
supervision. Supervisory staff will need to be well-briefed as to the general principles of a risk-based
approach, its possible methods of application, and what a risk-based approach looks like when
successfully applied by a life insurance company or intermediary.
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®  See FATF Recommendation 30.
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Principle Four: Identifying the stakeholders and ensuring consistency
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62. Countries should consider who the main stakeholders are when adopting a risk-based approach
to combating ML/TF. These will differ between countries. Thought should be given as to the most
effective way to share responsibility between these parties, and how information may be shared to best
effect. For example, which body or bodies are best placed to provide guidance to the financial services
industry about how to implement an AML/CFT risk-based approach.
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63. A list of potential stakeholders may be considered to include the following:
63. A A REHYAE AR A A S N

e  Government — this may include legislature, executive, and judiciary.

o BUN - BIFEILZE - 178 - EAKEE -

e Law enforcement agencies - this might include the police, customs etc.
o TEEIRA - "REEEE - BH% -

e The financial intelligence unit (FIU), security services, other similar agencies etc.

o ERMEHTLL (FIU) ~ Zr s MIEL A IR IR -

e Regulators.

o ERHEIIKREA -

e The private sector — this might include financial services firms, professional services firms
(such as accountants and lawyers), professional organisations (such as insurance
professional organisations), etc.

o MEF - EVEE G ERIREAE « BERBAE (WEEHEISEHATERAT) - BEE
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e The public — arrangements designed to counter money laundering and terrorist financing are
ultimately designed to protect the law-abiding public. However these arrangements may
also act to place burdens on customers of financial services firms.

o KW - RIGHIESAIBERMEETIVZTE R RIRETARRIMEGT - (52 0 2
SLZ et T RE IS R RIS N B PR & IE -

e  Others — those who are in a position to contribute to the conceptual basis underpinning the
risk-based approach. Such stakeholders may include academia and the media.
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64. Clearly a government will be able to exert influence more effectively over some of these
stakeholders than others. However, a government will be in a position to assess how all stakeholders can
be encouraged to support efforts to combat ML/TF.
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65. A further element is the role that governments have in seeking to gain recognition of the
relevance of a risk-based approach from competent authorities. This may be assisted by relevant
authorities making clear and consistent statements about the risk-based approach on the following:
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e Life insurance companies and intermediaries can be expected to have flexibility to adjust
their internal systems and controls taking into consideration lower and high risks, so long as
such systems and controls are reasonable. However, there are also minimum legal and
regulatory requirements and elements that apply irrespective of the risk level, for example
suspicious transaction reporting and minimum standards of customer due diligence.
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e Acknowledging that a life insurance company or intermediary’s ability to detect and deter
ML/TF can sometimes be necessarily limited and that information on risk factors is not
always robust or freely available. There should therefore be reasonable policy and
supervisory expectations about what a life insurance company or intermediary with good
controls aimed at preventing ML/TF is able to achieve. A life insurance company or
intermediary may have acted in good faith to take reasonable and considered steps to
prevent ML/TF, and documented the rationale for its decisions, and yet still be abused by a
criminal.
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e Acknowledging that not all high risk situations will be identical and as a result will not
always require precisely the same type of enhanced due diligence.
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Principle Five: Information exchange between the public and private sector

JRRIS © 2\B5FTEER, B T I B AT

66. Effective information exchange between the public and private sector will form an integral part
of a country's strategy for combating ML/TF. In many cases, it will allow the private sector to provide
competent authorities with information they identify as a result of previously provided government
intelligence.

66. INEBFIRIRLER P IR A ST & AR — P 588 K F T B8 B R SRS Y — (I m] SRy AT
73 o RZIH g - RLAERFT AT DR HEAE SRR MR B Z AR AV BUR G #R M S AT &R -

67. Public authorities, whether law enforcement agencies, regulators or other bodies, have privileged
access to information that may assist life insurance companies or intermediaries to reach informed
judgments when pursuing a risk-based approach to counter money laundering and terrorist financing.
Likewise, life insurance companies and intermediaries are able to understand their clients' businesses
reasonably well. It is desirable that public and private bodies work collaboratively to identify what
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information is valuable to help combat money laundering and terrorist financing, and to develop means by
which this information might be shared in a timely and effective manner.
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68. To be productive, information exchange between the public and private sector should be
accompanied by appropriate exchanges among public authorities. FIUs, supervisors and law enforcement
agencies should be able to share information and feedback on results and identified vulnerabilities, so that
consistent and meaningful inputs can be provided to the private sector. All parties should of course,
consider what safeguards are needed to adequately protect sensitive information held by public bodies
from being disseminated too widely. The goal of the dialogue should be to provide all parties with the
maximum amount of information needed to create and maintain risk mitigation strategies and to place life
insurance companies and intermediaries in a position to make informed judgments.
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69. Relevant stakeholders should seek to maintain a dialogue so that it is well understood what
information has proved useful in combating money laundering and terrorist financing” For example the
types of information that might be usefully shared between the public and private sector would include, if
available:
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e  Assessments of country or geographic area risk.

o VAl EZ B A B e

e Typologies or assessments of how money launderers and terrorists have abused the financial
system, in particular in the life insurance sector.

e Feedback on suspicious transaction reports and other relevant reports.
o s N LAy T RS & (FRAE ST ) rRREEFIES -

e Targeted unclassified intelligence. In specific circumstances, and subject to appropriate
safeguards, it may also be appropriate for authorities to share targeted confidential
information with life insurance companies and intermediaries. Countries, persons or
organisations whose assets or transactions should be frozen.

o HRER G MIH At AHE Y [Elas o FROREEHY BRI ) - fEAHEAD

EHHVRFEEILT - HEE TR A & AR A 5] R Orba (A = B AR SR
FHAEE AR - BEBSC HIET REENIEIZ ~ (8 A S -

Examples of such dialogue are included in section one of these guidelines.

T AR E T R S R A —H A
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70. When choosing what information can be properly and profitably shared, public authorities may
wish to emphasize to the life insurance sector that information from public bodies should inform, but not
be a substitute for a life insurance company or intermediary’s own judgments. For example, countries may
decide to not create what are perceived to be definitive lists of low risk customer types. Instead public
authorities may prefer to share information on the basis that this will be one input into an insurance
company or intermediary’s decision making processes, along with any other relevant information that is
available to the life insurance company or intermediary.

70. FEBEFEUREL R AT AR 3~ BRSO AR e Y T FUETT 0 20 A TSR T RE & a3
b B FT5mE | 2k B ABIEIRTE B R She A S 8r b o N BTt HETr 22 ke 2 U
HHE - BN - ST G RE N R AR E AV RERRE P SEUSE - Mt > AHsH
o8] AT RE & PEEAEAE L AT REA A Z5 e . S SR (o RSB A EBE b oy S S S Ao et 7
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Chapter Two: Implementation of the Risk-Based Approach
S TR BRERR T

Assessment of Risk to Inform National Priorities:

71. A risk-based approach should be built on sound foundations: efforts must first be made to ensure
that the risks are well understood. As such, a risk-based approach should be based on an assessment of the
threats. This is true whenever a risk-based approach is applied, at any scale, whether by countries or
individual life insurance companies and intermediaries. A country’s approach should be informed by its
efforts to develop an understanding of the risks in that country. This can be considered as a “national risk
assessment”.

71. —ERREE ARV AL (R 0 EESS T ECR AN T T HIREAL - B
M o SR\ R T AL AL B S RS L o 15 Sm s B S A e S SR ORbg i A LU
RS TEE E ] — B R AR 7 A2t - S EUERE SRR T B A - RERE B HLR bR AR T 7R HY
PATHEBEERR - LA T BIZ bR TAS  -

72. A national risk assessment should be regarded as a description of fundamental background
information to assist supervisors, law enforcement authorities, and the FIU to ensure that decisions about
allocating responsibilities and resources at the national level are based on a practical, comprehensive and
up-to-date understanding of the risks.

2. B 5% e s A M Ry A B A A ey ST AL - 5 {E A BN B B ~ RE AR BRIl
TR LR IO Bl 5 R AR Y B (LB R A R A E B A R A B IS ~ 2 ~ Sy
T PR R HLLE o

73. A national risk assessment should be tailored to the circumstances of the individual country, both
in how it is executed, and its conclusions. Factors that may influence the ML/TF risk in a country could
include the following:

73. B 7 i\ b AL FE S EHE R 22 B 54T 78 - BRSO TR THVAE RS - nlRes & —E%
2= erEAN TN NN NI

e Political environment.

o JFUEIHIE -

e Legal environment.

o AEIRE -
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e  Acountry's economic structure.

o [FHRMVLIALLRE -

e  Cultural factors and the nature of civil society.

o SUEHREMUKARMEIEES -

e  Sources, location and concentration of criminal activity.

o JUFHEBINVES - HhBLEAELE -

e  Size of the insurance industry.

o {RIEZEAVHI -

e  Composition of the insurance industry.

o (rbBZEAVAHRL -

e  Ownership structure of life insurance companies and intermediaries.

o EhpAEfufrbRfh/r NAYFTARELSRE -

e  Corporate governance arrangements in life insurance companies and intermediaries and the
wider economy.

o EmAFEIFICRERT T ALK E BT VAR ARTBIE G B2 -

e The nature of payment systems and the prevalence of cash-based transactions.

o I ARSAVIEE BB ERESE FVEAT

e  Geographical spread of insurance industry's operations and customers.

o [REgSEEIERIZ FHYIIE3 AT -

e Types of products and services offered by the insurance industry.

o (bSOt E AR IEAY -

e  Types of customers serviced by the insurance industry.

o (rbESEARIEHYZ FIEAY -

e  Types of most frequently occurring predicate offences.

o EHHEAENAIEILIESA -

e  Amounts of illicit money generated domestically.

o FHNEANEIEEE -

e  Amounts of illicit money generated abroad and laundered domestically.

o HHNEANRIEDERBIE NS -

e Main channels or instruments used for ML/TF.

o HNESSIERWN T EEES T A -

e  Sectors of the legal economy affected.

o S ENETALIRE -

e Underground areas in the economy.

o XUREGAIHYHN NI -

74. Countries should also consider how an understanding of the ML/TF risks can be best achieved at

the national level. Which body or bodies will be responsible for contributing to this assessment? How
formal should an assessment be? Should the competent authority's view be made public? These are all
questions for the competent authority to consider.

74. 75 B SRR A AT A B o e 4 B B e 8 R\ B ) e (0 R = WA — (el A e SR LA 2 5
HHEBEHME I ER ? sHEER 2 aryIEZUE ? EE R E A BB AR ? REEIRRI VRS
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ERREERS -

75. The desired outcome is that decisions about allocating responsibilities and resources at the
national level are based on a comprehensive and up-to-date understanding of the risks. To achieve the
desired outcome, competent authorities should develop and implement measures to mitigate the identified
risks.

75. THHARVAS SRy RS o B by 2 B IR - eI g E (T ER A - K T
EEFIHEAEAVAE R - R TR E I B e (B P S8 R Ay S\ B < P

76. Developing and operating a risk-based approach involves forming judgements. It is important
that these judgements are well informed. It follows that, to be effective, the risk-based approach should be
information-based and include intelligence where appropriate. Effort should be made to ensure that risk
assessments are based on fresh and accurate information. Countries, in partnership with law enforcement
bodies, FIUs, and regulators, are well placed to bring their knowledge and expertise to bear in developing
a risk-based approach that is appropriate for their particular country. Their assessments will not be static:
they will change over time, depending on how circumstances develop and how the threats evolve. As such,
countries should facilitate the flow of information between different bodies, so that there are no
institutional impediments to information dissemination.

76. HlE R T R\ BB T AR BRI - B AR R BT 0 B R A TR -
PRIEL - J THECRA R » B BB 7 A NE DUE SR R BB - WOAE I THF A A B R - JESUTHECRAEIT LS
FYIEMEE RN EAEr TR bRRT AL - FIFAISRUETERE - SRbEHR - 0 DU B EEHRARY & (ERA (4 < BURT
RESATE 7 I EL RIS B Rl A DAL be R AR ~ Rr il L R U0 % - SIS G2 A9Re © GiE
PRI - B DA R 2 ALY T E - PRI - 2 B T (3 (IR RH T & s oAt - 40
BT A SR R i S B SRS % I RHBE -

77. Whatever form it takes, a national assessment of the risks, along with measures to mitigate those
risks, can inform how resources are applied to combat money laundering and terrorist financing, taking
into account other relevant country policy goals. It can also inform how these resources are most
effectively assigned to different public bodies, and how those bodies make use of their resources in an
effective manner.

7. NEZ—TEZ S TR PN e IR A (RS L b S it RE S b P e 58
TSR E R &R T U RV &R R AR R R R HARSIAF 8« SRSt R Al
T BE e A 00t 73 T 22 AN [ A 5 R TR LS i SRR A (] 7 35t e (28 P L Rt e PR (AR
G

78. As well as assisting competent authorities to decide how to allocate public funds to combat
money laundering and terrorist financing, a national risk assessment can also inform decision-makers
about the relationship between the supervisory/regulatory regime and the identified risks. An over-zealous
effort to counter the risks could be damaging and counter-productive, placing unreasonable burdens on
industry, and act against the interests of the public by limiting access to services for some segments of the
population. Alternatively, efforts may not be sufficient to provide protection to societies from the threats
posed by criminals and terrorists. A sound understanding of the risks at the national level could help
obviate these dangers.

78. B 7 A] DA B R SRR A E AR EC B e s AT TR E A Ry AP TE 251 - Bl E b
ST RE LB B VA I B P S5 ER A R\ 2 R AE R B (R PR (R TR B R AV AH R AT - DL
By AR B M RE S S IR AR, - SR AR SN SRR BT B AT RE R AR A A L
1y W SR FH AR A A RERR T 72 SR R A 2 © AH B » Bty 33 ) mlge s R LATEP g @20 IR A
AR TRV - AR S BN B R ST o I e B e F 15 L b -
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Regulatory Supervision — General Principles

PRI - —RREA

Defining the acceptable level of risk

JEZE I 12 R /S

79. The level of AML/CFT risk will generally be affected by both internal and external risk factors.
For example, risk levels may be increased by internal risk factors such as weak compliance resources,
inadequate risk controls and insufficient senior management involvement. External level risks may rise
due to factors such as the action of third parties and/or political and public factors.

79. Bt e s T B R\ b AR P i i <2 B P S/ N B R R T s 2 - 310 A S Y A s
eSS EEZER LL =R e P I A e A P B0 I\ PR 25 ] RE B B A FEE A - S AT S 4
FAY N T BE AL R 38 = DT BRI T BN R/ BB G B A BN ZR T HEER -

80. As described in Section One, all financial activity involves an element of risk. Competent
authorities should not prohibit life insurance companies and intermediaries from conducting business with
high risk customers as long as appropriate policies, procedures and processes to manage the attendant risks
are in place. Only in specific cases, for example when justified by the fight against terrorism, crime or the
implementation of international obligations, are designated individuals, legal entities, organisations or
countries categorically denied access to services.
80. WEE—H oy Fril - FrA RSB G 2P R - REETRREN EEE (- A SRRk (h 7
ANEsEfeE P AR - BERfEE0F A EEEERErERECR - R AEiE - BAERERE T
(- ARHPUSMESR - JUIRSEEEEREEEHER) - fREmEA ~ TEA - dHBEERA
IR AE 4R 5 FH ARSI RER -

81. However, this does not exclude the need to implement basic minimum requirements. For
instance FATF Recommendation 5 states that “Where the financial institution is unable to comply with
paragraphs (a) — (c) [“the CDD requirements”], it should not open the account, commence business
relations or perform the transaction; or should terminate the business relationship; and should consider
making a suspicious transaction report in relation to the customer.” So the level of risk should strike an
appropriate balance between the extremes of not accepting customers, and conducting business with
unacceptable or unmitigated risk.

81. ZAT » HEAEEEN A BRI T R R EA BRIV TR K » B0 = - DIk emtf e LIF4E
R S RN T BRMERERUAEIEE (@) - (o) H (FFFEEZK) I BINIERF - fEFEER
TREGT T 2 B T 1 E RS SE SRR AL IES [E ST 3% & P s se DUt s i E e s ) AL -
b S SREAT A 2 2 P AR A T 22 B AT o R e A A 2 v ) {1 Al ] B — ([ 0 8 19
iy -

82. Competent authorities expect life insurance companies and intermediaries to put in place
effective policies, programmes, procedures, controls and systems to mitigate the risk and acknowledge
that even with effective systems not every suspect transaction will necessarily be detected. They should
also ensure that those policies, programmes, procedures, controls and systems are applied effectively to
prevent life insurance companies and intermediaries from becoming conduits for illegal proceeds and
ensure that they keep records and make reports that are of use to national authorities in combating money
laundering and terrorist financing. Efficient policies and procedures will reduce the level of risks, but are
unlikely to eliminate them completely. Assessing ML/TF risks requires judgement and is not an exact
science. Monitoring aims at detecting unusual or suspicious transactions among an extremely large
number of legitimate transactions. Furthermore the demarcation of what is unusual may not always be
straightforward since what is “customary” may vary depending on the customers® business. This is why
developing an accurate customer profile is important in managing a risk-based system. Moreover,
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procedures and controls are frequently based on previous typologies cases, but criminals will adapt their
techniques.

82. FEE RIS A TR RER T ARIER SEHIECR ~ 515 ~ 1BF ~ BTG > B
PR AGEE A BIEE B ASA IR - TR RES (RS —IH A 5ER 5 » B/ EE RIS
BUR ~ 518~ 1BFp ~ E TR NIGIRSSERUER - DIER &b A slftrba i A I EE B E
N PR EAE U S BT T T 4 — A sk I B E T Y AR LB R M e - AR B
P RE R EEPRAEE - (HA ATRESE 2RPRENS - sPE st B R b TR 2R RE T - A 2R
H - B E B EEABR R SARK SRS FEEN = E SR SIS - AIEEA =5 A& A
IR ER TE > NAMEE T 83BN "TRENEFAVEENEMRE - EERMIEEE B e
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83. Additionally, not all high risk situations are identical, and therefore will not always require
precisely the same level of enhanced due diligence. As a result, supervisors will expect life insurance
companies and intermediaries to identify individual high risk categories and apply specific and appropriate
mitigation measures. For example, some categories could be:

83. A - AR BRI AR B LA R SR T e M E YR & S A -
PRIEL - BEEEAR A A 2k S SIRIOREE 7 A\ B ] e B 5 S0 R PR E FE BRI (RS i < 22
B s - WA REE

e Non-resident customers (to understand why they want to open an account in a different
country).

o JEEREFF (DLTMRMAMMEEESFRFEARE) -

e Politically Exposed Persons (to apply a specific policy); and
o IEEEZBUEMHERG AL (DUERFFENER) DI

e  Companies with bearer shares (to exert particular vigilance on the identification and
verification of the beneficial owner).

o PRAMESCAUATENIAE (Rl E RSO EEZ A ) o

84. Further information on the identification of specific risk categories is provided in Section Three,
“Guidance for the Private Sector”.

84. AR E MR — & > 55 RS =80y T RAERFIHES T -

Proportionate Supervisory Actions to support the Risk-Based Approach

IR R T AT S PP ETTE)

85. Supervisors should seek to identify weaknesses through an effective programme of both on-site
and off-site supervision, and through analysis of internal and other available information.

85. BB IE 25 A A S B S A e B o 128 AR 1 o A PN B BB ELAt o] P s £
tH g9k -

86. In the course of their examinations, supervisors should review an insurance company or
intermediary’s AML/CFT risk assessments, as well as its policies, procedures and control systems to arrive
at an overall assessment of the risk profile of the company and the adequacy of its mitigation measures.
Where available, assessments carried out by or for the company or intermediary may be a useful source of
information. The assessment should include sample transaction testing of customer accounts to validate
the assessment. The supervisor’s assessment of management’s ability and willingness to take necessary
corrective action is also a critical determining factor. Supervisors should use proportionate actions to
ensure proper and timely correction of deficiencies, taking into account that identified weaknesses can
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have wider consequences. Generally, systemic breakdowns or inadequate controls will result in the most
severe supervisory response.

86. AT AR - BERARA FE % R b S B S RE it o AR RIE S84 T B & 2 B A S LB
W P ARE R - A e G TS A SR E bR Bk S L PR R (KRS i 2 &M - A A ]
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87. Nevertheless, it may happen that the lack of detection of an isolated high risk transaction, or of
transactions of an isolated high risk customer, will in itself be significant, for instance where the amounts
are significant, or where the ML/TF typology is well known, or where such a scheme has remained
undetected for a long time. Such a case might indicate an accumulation of weak risk management
practices or regulatory breaches regarding the identification of high risks, transaction monitoring, staff
training and internal controls, and therefore, might alone justify supervisory action.

87. EEALE - 5T RES ARG ENE B = bR A 5 B2 [ s g E PR 5 ~ EAE RS
HEF DI HHE EEE e E TR I S 9T 0 MRS B R DR A L R B 15 -
WL EY TS AT BE R R b B BRSO AR R ) sl R AU e s = e ~ 7B ~ A BFIISREUR A
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88. Supervisors should be in a position to compare risk factors and procedures used by peer life
insurance companies and intermediaries. This will, among other objectives, assist the supervisors in better
understanding how life insurance companies and intermediaries are developing and implementing a
risk-based approach, as well as in identifying potential deficiencies. Similarly, supervisors can and should
use their knowledge of the risks associated with products, services, customers and geographic locations to
help them evaluate life insurance companies and intermediaries ML/TF risk assessment, with the
understanding, however, that they may possess information that has not been made available to life
insurance companies and intermediaries and, therefore, life insurance companies and intermediaries would
not have been able to take such information into account when developing and implementing a risk-based
approach. Supervisors (and other relevant stakeholders) are encouraged to use that knowledge to issue
guidelines to assist life insurance companies and intermediaries in managing their risks. Where life
insurance companies and intermediaries are permitted to determine the extent of the CDD measures on a
risk sensitive basis, this should be consistent with guidelines issued by the competent authorities®. An
assessment of the risk-based approach will, for instance, help identify cases where companies use
excessively narrow risk categories that do not capture all existing risks, or adopt criteria that lead to the
identification of a large number of higher risk relationships, but without providing for adequate additional
due diligence measures.

88. B ERRERAIE SOt - CLERE R S S SR ORba (- A B AT DU RV P - BR T
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8 FATF Recommendations 5 & 25, Methodology Essential Criteria 25.1 and 5.12.
© o PHEISR SR TEN TARARG S 5 91 25 > TR AR ORI 25.1 F15.12 -
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89. In the context of the risk-based approach, the primary focus for supervisors should be to
determine whether or not the insurance company or intermediary’s AML/CFT compliance and risk
management programme is adequate to: (a) meet the minimum regulatory requirements, and (b)
appropriately and effectively mitigate the risks. The supervisory goal is not to prohibit high risk activity,
but rather to be confident that life insurance companies and intermediaries have adequately and effectively
implemented appropriate risk mitigation strategies.

89. PR B A B 704N - BRERARRANY £ S E B EAE Y E PRl A B SRk it NHIBG IR $2
HTBERGESEENEREHEEE e © () FEREAEREDRIE (b) AulEEER - &
HIRYHE N SRR ZE b s S E) - 2 AEr B Ok A SIF0erb (o A5 8 E A R T RH R JE e
FE(RSRIS R EAE L

90. Under FATF Recommendation 29, supervisors should impose adequate sanctions for failure to
comply with statutory and regulatory requirements to combat ML/TF, and effective AML/CFT supervision
requires that the supervisor has available an appropriate range of supervisory tools for use when, in the
supervisor’s judgement, a company or an intermediary is not complying with laws, regulations or
supervisory decision. These tools include the ability to require a life insurance company or intermediary to
take prompt remedial action and to impose penalties®. In practice, the range of tools available should be
applied in accordance with the gravity of a situation.

920. FRAZG L 88 2R T8N TIFAHAREE 29 BEFR IR IERU AR ST 8 R TR TR
VAR R SOR Bt 8 5 1 R A BB H e 8 T B8 B R T AR R AR B M A MR R B R
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B EER Fh5 A TR (o DR R R TR M TRURAVRE ST © o B b o PERRIE A
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91. Fines and/or penalties may not be necessary in all regulatory actions to correct or remedy
AML/CFT deficiencies. However, supervisors must have the authority and willingness to apply fines
and/or penalties in cases where substantial deficiencies exist. More often than not, action should take the
form of a remedial program through the normal supervisory processes.

1. TERE (E SRR 8 T B & R AR R I IR AT A AR T B FR 2 B SR/ 5EE Al - B
7= » BEPRPERE N RE M e AT ELAS R AR IS ST N SO R AV FE AR - A VBB e
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92. A number of generic aspects of proportionate supervisory actions have been set out in the
International Association of Insurance Supervisors (1AIS) Core Principles and Methodology (October
2003). The key concepts drawn from these principles concerning the fight against money-laundering and
terrorist financing are outlined in Annex 1.

92. ERPE Orbm B B EER e (JAIS) LR AR 7745w (2003 48 10 H ) &85 2%
ARG FLLOEETEREREH - K8 E®FEA] - T PUER LU E VA RNV E SRS M8k
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9 See IAIS Core Principles and Methodology — ICP15 (October 2003)
A2 R AIS foL R AITFIEESE 77 A% — 1ICP15 (2003 4E 10 H ) -
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93. In considering the above factors it is clear that proportionate regulation will be supported by two
central features:

93. 8 AR - B2 Rt - &P ELBIRYHR E E A  (E O R

a) Regulatory Transparency
a) ERUERAE

94. In the implementation of proportionate actions, regulatory transparency will be of paramount
importance. Supervisors are aware that life insurance companies and intermediaries, while looking for
operational freedom to make their own risk judgements, will also seek guidance on regulatory obligations.
As such, the regulator with AML/CFT supervisory responsibilities should seek to be transparent in setting
out what it expects from regulated companies, and will need to consider appropriate mechanisms of
communicating these messages. For instance, this may be in the form of high-level requirements, based on
desired outcomes, rather than detailed process.

94. BTG PELBIRHEGES - B8 AR AR S B - BEERE R Ehn A SRRk fh
T AMEBR BT T HIE bRy E B it s AR5 iES | - WL R TiRksAT R ER
BEE AV EE TR AR B AT S e HL A ST E LS J 1A A Ll LR 75 25 e (e s Sh s S Y AR A A 1 = 911
HEHHI AT RELIBARFHVAEIR BB 8 W LLm @ REK M IFLAGHE R = 23 -

95. No matter what individual procedure is adopted, the guiding principle will be that life insurance
companies and intermediaries are aware of their legal responsibilities and regulatory expectations. In the
absence of this transparency there is the danger that supervisory actions may be perceived as either
disproportionate or unpredictable which may undermine even the most effective application of the
risk-based approach by life insurance companies and intermediaries.

95. NEBRAEAIEFF Ryfol - FaEFATKEE © S A mfRR b NOFRE AR E G
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b) Staff Training of Supervisors and Enforcement Staff

b) BN A BRI A EL

96. In the context of the risk-based approach, it is not possible to specify precisely what a life
insurance company or intermediary has to do, in all cases, to meet its regulatory obligations. Thus, a
prevailing consideration will be how best to ensure the consistent implementation of predictable and
proportionate supervisory actions. The effectiveness of supervisory training will therefore be important to
the successful delivery of proportionate supervisory actions.

96. EERAURRREE 7% o BN Al e r st st b A SR Orbg it /e AR BD T B iE] -
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97. Training should aim to allow supervisory staff to form sound comparative judgements about life
insurance companies and intermediaries AML/CFT systems and controls. It is important in conducting
assessments that supervisors have the ability to make judgements regarding management controls in light
of the risks assumed by companies and considering available and widely known industry practices.
Supervisors might also find it useful to undertake comparative assessments so as to form judgements as to
the relative strengths and weaknesses of different companies’ arrangements.

97. FIIRAY H B ELE R BRE A T S A SR ORbR (P /o NIRRT B IR
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98. The training for supervisors should include evaluation of senior management capacity to
implement adequate risk management measures, and the necessary procedures and controls. The training
should also include reference to specific guidance, where available. It should be noted that “the
supervisory process should include not only a review of policies and procedures, but also a review of
customer files and the sampling of some accounts”°. The supervisor has equally to assess whether or not
the processes are adequate, and if it “determines that the risk management processes are inadequate, it has
the power to require a life insurance company or intermediary to strengthen them”*!. Supervisors also
should be satisfied that sufficient resources are in place to ensure the implementation of effective risk
management.

98. BRI BRI SR E G S A o L P o O it a2 1 R B PR A e 2 B D DA S B R
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99. To fulfil these responsibilities, training should enable supervisory staff to adequately assess:
99. e e e T ISR R R A B E A

e  The quality of internal procedures, including ongoing employee training programmes and
internal audit, compliance and risk management functions.

o NEMEFPHVIRE - EUFRRFENE R THlloRat R MBI ~ G R E BT -

e  Whether or not the risk management policies and processes are appropriate in light of the
insurance company or intermediary’s risk profile, and are periodically adjusted in light of
changing risk profiles.

o [EIREHERIIEF & EAIN SR A S SRkt A SRR BRI AR E g &k
IR A8 b e R % 2

e The participation of senior management to confirm that they have undertaken adequate risk
management, and that the necessary procedures and controls are in place.

o SIFEHEBIENSHLNE TSR ERE - I HHE AR B -

Whilst by no means an exhaustive list, onsite examination topics may include the following:
HEZUF A A REY il - (BRHS e E A EE T

The application of a group-wide policy
7 P 20 P R (I R Y B R
Assessment of the risk associated with each business line

S B A FE SR A BRI JE

The extent that assessments have been formally documented and segmented by products, delivery channels,
types of customer and geographic location of customers

TR i~ SSEE ~ B P  DUR R P A AL B I E A S T & S s VAR

° Extent of CDD procedures including identification of new customers, customer profiling and collection of 'Know
Your Customer' information

o  EFEEEFIERE > SEPERES - BEEREILRE TR S Bl

10 See R.29 and Customer due diligence for banks, § 61.

O R 20 MIARTTE S B 61 1% -

1 JAIS Core Principles and Methodology, ICP10.
M IAIS R0 R RIS ks > ICP10 -
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° Additional due diligence is undertaken in relation to high risk customers and businesses, e.g. Politically
Exposed Persons

s EbRE FAIRE (A ISEEEBUAERS A L) SUTHIMIE FEAE -

Transaction monitoring procedures in place and how alerts are reviewed

FIERI R 55 BRR AR & w5 =0

Policies determining how and on what basis existing customer files may be updated

H e o] S A & P AE AR 7 AR AT BUR

Quality of internal systems and controls, including processes for identifying and reporting large cash and
suspicious transactions

WELHIREAREE wE - EiEE IR BUE RN B a5 7 FIRiE -

Policies on record keeping and ease of retrieving identification evidence or transaction records
HRACHE LR AUS B 77 5815 B 40 BRI REIR Z R

Scope, frequency and audience of AML/CFT training and evaluation of effectiveness

B84 T B2 A AR A R M B AL Y R ~ AR Bl 5

Appropriate sample testing

i8] Eiafiit =

Quality and sufficiency of reporting to senior management and the Board to determine adequacy and

effectiveness
. [R5 PR g DA S 0 5 2 i PN o I R 70 9 DI 2 MR 3

There is no set of 'right answers' to these topics. The key considerations are that (a) the
insurance company is meeting any minimum regulatory requirements (b) the insurance company
has identified its money laundering and terrorist financing risks, worked out how best to manage
those risks, and devoted adequate resources to the task; and (c) senior management is properly
accountable for AML/CFT controls.

HRELTEIRKE " EREE - EENVERRES () RRATR S EERREAERER  (b)
R AR ECARARNE DR - HEEEEEERINRETRLRABEENEIR DKk (c) BHE
EHEEETHFIER TR SRR EREEE -
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SECTION THREE:
GUIDANCE FOR LIFE INSURANCE COMPANIES AND INTERMEDIARIES ON
IMPLEMENTING A RISK-BASED ANTI-MONEY LAUNDERING PROGRAM

F= : SeATIRRER T TR bRERE S H st EE 5

Preamble

RIS

100. Implementing a risk-based approach establishes criteria against which a life insurance company
or intermediary’s customers, products, distribution channels and geographical locations can be assessed
with respect to the degree of risk they pose the company as a target of money laundering or as a vehicle
for terrorist financing.

100.  EEEpREGE T AE BN EIEHMEER A S E R AR~ B DU IR AL
B RN EIR R st BT S S (F A T A 7 1 2 IR R B2 2 e -

101. Life insurance companies provide insurance products to customers through a number of different
distribution channels, many of which involve intermediaries. Intermediaries play an important service role
in the introduction and placement of life insurance and other investment related insurance products with
insurance companies and such a role has implications for the risk-based approach to combating ML/TF
(See Annex 3). Within this framework, customers* occupation and source of funds, the frequency and type
of customer transactions, the geographic location of customers and intermediaries, the degree to which
intermediaries are regulated for AML/CFT, and governmental and international organizations sanctions
and guidance may be considered in determining the degree of risk, identifying mitigating controls, and
allocating resources to the highest risk customers, products, and countries.

101.  FEAEEBRSAFEEREEE P OREE W - B EEEARRRD A - fRigfHT
MNES M HEEAF ARG A SR Y A B A bz i i s B AR At A el
FRFHIesS S TR (bt ER 3) HeBRELHY ~ EBRAGE AR BB - [EAIEATHESR N HIE B
FRIE ~ Pk (e 77 =0 Bo B R4S B BRI 2 =~ BB R - 2 AVIBCEAIE S A
& PEAENERFER - & PR AL E - (RER IR A BRI s8A T B A R #nIiE
J& AR BUR I P AR SRR 5 [ F T LI e -

102. Money laundering is an activity in which the participants seek to conceal its criminal nature in
order to evade detection. In the absence of insider information known only to the criminals themselves, the
analysis of money laundering risks is based on professional experience formed from information derived
from cases that have become publicly known as well as vulnerabilities identified by life insurers that may
not be publicly known. As a result, client profiles based on false or misleading information given by
customers with criminal intentions may only be of limited or no practical use. The purpose of preventive
measures is to reduce and minimize the extent to which false or misleading information can be effectively
used to hide illicit activity.

102.  EEREIES2EE L T HREHERS R IR ERED) - fEih = R AUGEA ARG RIE
HINERER T » g2 LB CA A BRI AME R B SLS AT g AR A B RIS A = A B 25
HISTRETERCHIES B R (338 - Rt - AR A IUSE B BRI P it ~ SR BGRE & R L /& P &R ]
REfE HATRASER F5e 202 A H - TR AT H AV R sE R B R A & s AT # A H LA
s EIATEENAVRZSE -

103. Characteristics of terrorist financing present differently from money laundering and, therefore,

the associated risk may be difficult to assess without a more comprehensive set of indicators of the
methods and techniques used for terrorist financing (see paragraphs 37 to 41). However, a reasonably
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designed risk-based approach to money laundering, as well as an insurer’s anti-fraud activities, can assist
in providing a means by which potential terrorist financing risks can be assessed (at least partially).

103. EHBEHVRERESRAE - HiL - SR ERET AR A E e mavistE [~ alEEE
DIsHAGAHRA R (55528 37-41 TH) - B2 » $t¥EsmRAGEETEH - BUREE AL SR A H]
HIR RIS T3 a8 (/D8 ) SHEVEIERY &2 -

104. Although its vulnerability is not regarded by the 1AIS to be as high as for other sectors of the
financial industry the insurance sector is a possible target for money launderers and terrorist financing.*?
Life insurance companies and intermediaries should therefore work with regulators and law enforcement
to take adequate measures to mitigate and manage potential risks.

104, EEZAEGTREAHE IAIS SRR B RlcE BA B P IS - (B2 brba B Iy o] setm R ks A+
I EAE Y o NIt > S FIRIERR (P A B B FI R DR MR & 1F  SREUE E 5 » 1%
R AT g

105. Products offered by life insurance companies are primarily aimed at transferring the financial
risk of a certain event - such as premature death or outliving savings in retirement - from the insured to the
insurer. Customers buy life insurance contracts for which they remit stated payments and are guaranteed a
minimum payment as designated at death or some other specified time.

105. Fba EERHRHYE m F 2 BRI E BT R E R B iRk N 2R A - 41 Bl
BORRERSE T - B P E En32401% G S IR R s R PREEE 90 U I B E HAA R e I [ s S &
RSO -

106. A customer may be an individual, a legal person, or a legal arrangement, and there could also be
beneficial owners involved. The beneficiary of the contract may be the customer or it may be a third party
to the relationship between the insurer and the customer. Further issues may arise from factors such as (but
not limited to) the assignment of the legal right to the benefit of the contract, the provision of a “cooling
off” period and cross border elements to the relationship.

106.  E{EFFAEEREA ~ EABCEEREA - AREESFIEE RS A » 2T m AR
B PR GBI Rb AT PRI ZAMYEE =7 « HMATRELTARMEEERE (ERRY) R
PLATR G Y RO A ERER ~ Rt —(E " FR , BADURGZRR RIS IR -

107. Ultimately, effective prevention of money laundering and terrorist financing depends on close
cooperation among regulators, law enforcement, and life insurance companies, and a risk-based approach
establishes a joint framework that facilitates useful feedback and a partnership among these stakeholders.
For life insurance companies and intermediaries, this means a commitment to develop and implement
reasonable, risk-based policies, procedures and controls which address the risks of financial crime posed
by their products, customers, distribution channels and geographical locations and assist in the reporting of
suspicious activity and other relevant information to the competent authority. Regulators and law
enforcement should be willing and able to share information with the industry so that they may develop
programs that address the risks known to the government.

107, EEEEREAATANI SR NIE R B - REE TR DU SR A F] 2 2 B ResE )
ERME —ERbREE T AR S 5 (8 H S BRI s A AHRA U7 < IR 1L & TR RR Ay — (5
EIES - SR AERERERM /T ANS - SREREHRHEENE SR - ERRARECR - R
BT B - B PSR B 2 IR A R0 IR I o B 1m A AR R i T B

2 See, International Association of Insurance Supervisors, Guidance Paper on Anti-Money Laundering and

Combating the Financing of Terrorism, October 2004, p. 1
AR R E S 2004 £ 10 H ARSI E R E B 1 E -
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B L LA R AT G - B EEK R B DR e S RS, H RSB Sy el DU RE ST
B IR CASRIE Y i -

Chapter One: Risk Categories
F—F  EbIE

108. In order to implement a reasonable risk-based approach, life insurance companies and
intermediaries should identify appropriate criteria for categorizing risks and assessing risks in each
category. Identification of the ML/TF risks posed by customers, categories of customers, beneficial
owners, beneficiaries, products, distribution channels and geographies together with an assessment of the
level of the risk, will allow life insurance companies and intermediaries to determine and implement
appropriate policies, procedures and controls to mitigate these risks. While a risk assessment should
always be undertaken at the inception of a customer relationship, for some customers, a comprehensive
risk profile may only become evident over time. A life insurance company or intermediary may also have
to adjust its view of a particular customer, distribution channel, geography or product based upon
information received from a competent authority.

108. Ry T Ehii—EGHEERERIE - S SRR AER A B R E b 8 LY
iR & ERRIALE - FREF -~ ZTRER - BEZmA - e A ~ B S i E 4
(7] 2 B A e bR A B 35 b o B B Rl o 0 A\ HIE N B T A B ECR ~ FEFR A E 5= BA
P fRis s g - BEZANERZ K AR L% P RAAIF BLET e - (HES %P - mrvERE
BRI — BRI A S G R - Sl B e R i A R RE L FE AR HL B RE S R R &
B MR ER P e WU B EE mIVEE -

109. While there is no universal set of risk categories, the examples provided herein are the most
commonly identified risk categories. There is no one single methodology to apply to assessing the risk in
these categories, and the application of these risk categories is intended to provide a broad strategy for
managing the potential risks.

109.  HEZANGAE—EAREHY A - (B2 SR MR BT E 2 i RS S E AV E b - 57
SIS bR - WiE—8 T sEIwe s, /5% B2 0 ERELREERINAEER
TEAE VR E bR — B2 R

Country/Geographic Risk

EIR A ZE S
110. Country risk, in conjunction with other risk factors, provides useful information when assessing

ML and TF risks. Factors that may result in a determination that a country poses a higher risk include:
110. B E A AL bR AT O I BEAE R Al e s A S e 5 e (B B AV &R - ATREEEL
HITE FAH B 5 3R = i I N R A

e  Countries identified by FATF Statements as having weak AML/CFT regimes, and for which
financial institutions should give special attention to business relationships and transactions.

o (ERGHIESE R TEI LIFAR SR B TR el D e e84 T 2 A Rl H <Rl
TR ) B B A AR R 2E R RIS BRI -

e  Countries or geographic areas subject to sanctions, embargoes, or statements of concern
issued by international bodies such as the United Nations (“UN”), FATF, or governments. In

addition, in some circumstances, countries subject to sanctions or measures similar to those
issued by bodies such as the UN, but which may not be universally recognized, may be
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111.

given credence by a life insurance company or intermediary because of the standing of the
issuing body and the nature of the measures.

o PETZEIIRMERE (A1 BEEE] [UN] ~ B5HI5Ese Rl T TOFAHaReaS BB ) HiI%
FE B R V)R IR B R S B s 0« B - AIRHEE - R B HE 5 Y Al (SR B
MR - Fhe AR NS AT PME (ER R DI S5 40 UN b B (H o] AE
K2 E e FI IR -

e Countries or geographic areas identified by credible sources™ as lacking appropriate
AML/CFT laws, regulations and other measures.

o WHIFEACHRIE © BRZAHRAPAHIESEA TR RARE - BRI S B 3R st
16535, -

e  Countries or geographic areas identified by credible sources as providing funding or support
for terrorist activities or that have designated terrorist organisations operating within them.

o KUHISEACIREE A B B PR R GBI A 1 KE B R H AR A HL BT P Y B SR Bt
BRI -

e Countries or geographic areas identified by credible sources as having significant levels of
corruption, or other criminal activity.

o KHSEACEEEE A HBEH B ML TR R SR B R Bt B s i,

e  Countries or geographic areas where protection for customers’ privacy prevents the
effective implementation of AML/CFT requirements and/or facilitates the framework for
the establishment of shell-companies or the issuance of bearer shares.

o EFRNIERIIREFEGIEARE TR/ TR B ET (F T 225 N ]
BEF TS A SR R 5 Bt R I, -

e  Cross border elements such as the insurer, the customer and the beneficiary of the contract
being in separate jurisdictions.

o BSEIEEE - W fRlE A - BELIRELNZ 2 N B A FEEE -

Life insurance companies and intermediaries should take into account warnings issued by

competent authorities about risks applicable to countries or geographic areas, including the specificity as
to the particular risks posed.

111.

Sl 2 EIAIOREE {9 AR R S AR B S 1 208 P 25 R i B s Sl e 3 HH Y B S A

& - BRSSOV E R b 4T -

13

13

“Credible sources” refers to information that is produced by well-known bodies that generally are regarded as
reputable and that make such information publicly and widely available. In addition to the FATF and
FATF-style regional bodies, such sources may include, but are not limited to, supra-national or international
bodies such as the International Monetary Fund, the World Bank and the Egmont Group of Financial
Intelligence Units, as well as relevant national government bodies and non-governmental organisations.

TSR ) (hdE R R SR AR R EER o B AR T HREE T - bR
TS R T A ARG S R T TR AR R B AR O - TR AT RE B
({EAFRRY) e s AR R RS (40 - BIFRE A ~ R SRITAI SR SSRGS = 1 e
A1) DURARRRAY 2 BIBUFH I BRI EBURFAH AR -
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Customer Risk

FEF R

112 Determining the potential ML/TF risks posed by a customer or category of customers is critical
to the development of an overall risk framework. Based on its own criteria and consistent with applicable
law, an insurance company or intermediary should determine whether a particular customer or category of
customer poses a higher risk. Application of risk variables may mitigate or exacerbate the risk assessment.
Categories of customers whose activities may indicate a higher risk include:

112, HERA(EE P eI E P 23R &R R ba (B e R RE AT E — B4 ey
JRBERESR © RIS HA S AR H BB AR —2CT > fRba A SRRt AREFIE R E & P e
TERREN P e A 23R e o P e e S22 8 ] RE e (e IR e A S 3R » OGS Al REFOT
s bRy & F A

e  Customers conducting their business relationship or transactions in unusual circumstances,
such as:

o TEATEAEN MUEESUETISNER - A

— Significant and unexplained geographic distance between residence or business
location of the customer and the location where the product sale took place (or the
location of the insurer’s representative).

- RIS SR B A AR (B IRk AR L) FEEEE Y
AR A SRR -

—  Frequent and unexplained movement of accounts/policies/contracts/funds to different
insurance companies or other financial institutions.

- KA IRRMASEIR F IR FAE 5 B R ENI R A B E A S Rl

—  Frequent and unexplained movement of funds between financial institutions in various
geographic locations.

- EIARRAMA S RIMRA F R SRR e g E & -

e  Customers that are legal persons whose structure makes it difficult to identify the ultimate
beneficial owner or controlling interests.

o ERDURBHASMPERRSNEE Zm A SEHMNEENEF -

e  Customers who seek or accept very unfavourable account/policy/contract provisions or
riders.

o HEEFEEZA IR FBUERFLAHEE AR = -

.. . . 14
e  Customers who rely on “free look” provisions in unusual circumstances™ .

o TERBEMPET O CEBI, fRES -

1 A “free look” provision is a contractual provision, often mandatory under local law, which allows a policy

owner or annuitant of a life insurance or annuity contract to examine a contract for a certain number of days and
return it for a full refund.

Y TR ) RECERAINI B 0 SEIAEE AL —SERE o SR B R
[ AERF E Y R B A 24030 H o] DA 3R -
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e  Charities and other “not for profit” organisations which are not subj ect to monitoring or
supervision (especially those operating on a “cross-border” basis)™.

. ﬁgk"%‘jzﬁ“ﬁ SHERIEAM T JEREH ) HA% (R a2 " B ) (RIS

e "Gatekeepers" such as accountants, lawyers, or other professionals holding
accounts/policies/contracts at an insurance company, acting on behalf of their clients, and
where the insurance company places unreasonable reliance on the gatekeeper.

o "EEAN,(BEG:TAE - HEEEHAR A R A SIRFECRBEINEEA L)
REEENTEREN N E IR A A SHEMEEEEA -

e  Customers who are Politically Exposed Persons (PEPs).

o JHNEMEEEBUEHEALHIE S (PEP) -

e  Customers where the beneficial owner of the contract is not known (e.g. certain trusts).

o HUNNHHZmANANERS (4 FFEF) -

e  Customers who are introduced through non face-to-face channels.

o EHIFEHAEES [BHVES -

e  Customers who use unusual payment methods, such as cash, cash equivalents (when such a
usage of cash or cash equivalents is, in fact, unusual), or structured monetary instruments.

o (EHASFHEASA A RS  MeFEEY) (MERGECRSEFRAYHIEHEE
EiAEE) SRS EEREmAE S

e  Customers who seek early termination of a product (including during the "free look™ period),
especially at a cost to the customer, or where payment is made by, or the refund check is
directed to, an apparently unrelated third party.

o MHEEFIbEN (S "FRM, H) EF - FrlEo BT aiEs iRy
)EHKEEEI {E A B A BRIAY 55 = 07 BAR AR S S PG B A B 55 = U5 -

e  Customers who transfer the benefit of a product to an apparently unrelated third party.

o RIEMSERGIHBAERNE =2 -

e  Customers who show little concern for the investment performance of a product, but a great
deal of concern about the early termination features of the product.

o HREMIVIESSN KR LB R T AR T o R AR A LR = =

e  Customers who are reluctant to provide identifying information when purchasing a product,
or who provides minimal or seemingly fictitious information.

o [WHEEmM BRSSP ERECE R R SR DIEMAE F -

113. Similar issues, criteria or circumstances may be relevant to the ML/FT risk associated with the
beneficiary(ies) of the life insurance contract.

113.  HIRERIShR 2Ly 2 o NARERY LS8/ B b B DU RTRE ~ PRiFeIE 0 -

> See Special Recommendation V1.

P OBRR SRS -
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Product/Service/Transaction Risk

E Tl [R B X Z b
114, An overall risk assessment should also include determining the potential risks presented by

different products and services offered by an insurance company. Life insurance companies should be
mindful of the risk associated with certain products or services not specifically being offered by life
insurance companies, but that make use of the company’s services to deliver the product. The following
features may tend to increase the risk profile of a product:

114, ShedElE TR R bR e R HIET Orbe 2 5 5] 2 S SIS B 2R VB A B > Sl
FEHET S A =ER Ot B RRL A SRS LIS e an Z i E el s FE R » BA N ARFE T RE
BB E LY JE IR

e  Acceptance of payments or receipts from third parties.

o PR =JTHINEREULE -

e  Acceptance of very high value or unlimited value payments or large volumes of lower value
payments.

o FEiE B IR EEAI N ECR R RBEEATE -

e Acceptance of payments made in cash or endorsed money orders or cashier cheques.
o EZLIBEEETEERE - JITAE -

e Acceptance of frequent payments outside of a normal premium policy or payment schedule.

o PEAE—MRIRE RELET AR I MVSRE T K -

e Allowance of withdrawals at any time with limited charges or fees.

o ETHERHEFIE & HUHUA R T8 -

e  Acceptance to be used as collateral for a loan and/or written in a discretionary or other
increased risk trust.

o MREMEFEFIEMLE A AL EME I EE T -

e  Products that allow for high cash values.

o MFFEEREEEZE®-

e  Products that accept high amount lump sum payments, coupled with liquidity features.

o PRRHSEH KM > AR -

e  Products with “free look” provisions, in particular when they are relied upon in unusual
circumstances (e.g., no credible reason for reliance is present or a request is made to send
the refunded monies to an unrelated third party, a foreign financial institution, or to an entity
located in a high risk country).

o EHA "FERW ) RIAVELDL » FrRlRAEIE RN M EMEIRE (Pl JLFE
IEEHH - SCEERFREIFURF MR 22 =77 « SNEERIERS - SO E bR
o Z HAE ) -

e  Products that allow for assignment without the insurer being aware that the beneficiary of
the contract has been changed until such time as a claim is made.

o  EFECRIE A TR NEEME L - EE RIS A SR IRl 2 25 N E

i
[nTu g
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Variables That May Impact Risk
BJGE R ST TR

115. A life insurance company or intermediary’s risk-based approach methodology should take into
account risk variables specific to a particular customer or transaction. These variables, either singly or in
combination, may increase or decrease the perceived risk posed by a particular customer, product,
distribution channel, geographic location or transaction and may include:

115 SRS BIRABTE « I8 RSB T S S SR R, -
B SRS EER S BT REN R E R - A~ SHENE - WHLE - XS FTE KA
TRk B - LA

e Public information available on a customer.
o S —RE PR DIESHAILER ©

e Acombination of higher risk factors within the client relationship. For example, a customer
may be considered a higher risk customer if he or she seeks to purchase a medium/low risk
product, be paying by a high risk method and/or conducting transactions that are out of the
ordinary for the typical client within the category profile.

o TEHFFRGT > EEERRENVGES - fli—H% P2 E PR E w2
PASE BBy A MR B BB MIZ AR — e PR ERYAC S - S s
B SR o

e  Group term life insurance — the perceived risk in relationship may increase or decrease
depending on factors such as whether the corporate sponsor is a publicly listed company,
the number of employees, the value of the contributions, and the options for employee
contributions, cash withdrawals and options for continuation of the policy where
employment is terminated. National legislation can allow for reduced CDD in these
circumstances in a manner consistent with the FATF standards.

o [HiNSEk — FEEHEGER I  BUARAEEAES K EHAE - EEA
B EESEE - BIER B - BEEE - SLEMRIRE S TS 2 BEIHER
o REMEER A LEE TR T » DUESFRG LSS SR T8 CIFAH SRR 77
BT PSR

e The regularity or duration of the relationship. The long-standing nature of life insurance
typically presents less risk. However, public evidence of financial criminal activity on the
part of the customer may cause the insurance company to reconsider the risk posed by the
customer, particularly if the policy contains investment elements that can be accessed on
demand.

o EERAGAVRERIEER AN - Shany RIS E G ERETRK - (HE% P EE S
JOSEEEIRY AR E - AIRE iSRRI A T E I BE R P ATE A R - CHEEAR
BILE 0 W LR KEUSHYREE -

e  The use of intermediate corporate vehicles or other structures that have no apparent
commercial or other rationale or that unnecessarily increase the complexity of policy
ownership or otherwise result in a lack of transparency. The use of such vehicles or
structures, without an acceptable explanation, increases the risk.

o [ERBMEIF L EBCHAMEER - (HIH WP S AN > s B I OR B
FrA NEREMESRS > SiGp AR - EARTR O T2V > QIR TR
SR eI I -
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Controls for Higher Risk Situations

REE BN
116. Life insurance companies and intermediaries should implement appropriate policies, procedures

and controls to mitigate the potential money laundering and terrorist financing risks of those customers,
products and countries that they determine pose a higher risk. Risk mitigation measures and controls may
include:

116.  FRAEIHEORERP /T ATESRITE SRR - 5 - B DURES S Lo fth M B e 5 =
MY ~ FEon ~ BIR > HUBE RSBt b - e\ be R i B2 e m] RERUAE

e  Asystem to identify and monitor higher risk customers and transactions within business
lines across the company.
o TEENERFEBET  HLEEHSERE P EA SR -

e Increased levels of CDD or enhanced due diligence. The measures should be directed
toward strengthening the knowledge that the life insurance company or intermediary has
about the customer with whom they are doing business, that they understand the true source
of funds flowing through the product, and that they understand what usual and customary
behaviour will look like for the customers purchasing that product.

o IHIESHEAAVBHRAGTE T ED o SR BRI (LR L F] SRR
ANBPEARE FRIRIE - AR BRI E IR ESRENAOR - S IS i
BT Ry AT

e  Escalation for approval of the establishment of an account/policy/contract or relationship.

o REREIRFE ./ IrREELUEBRRA AT -

e Increased monitoring of transactions (frequency, thresholds, volumes, etc.).

o RERHEM UBFE- Pk BEF)

e Increased levels of ongoing controls and frequency of reviews of relationships.

o IR E B R -

117. The same measures and controls may often address more than one of the risk criteria identified,
and it is not necessarily expected that an insurance company establish separate controls, providing that
identified heightened risks are addressed.

117 [EIRRHFE M BRI nTAe il i A A — R R B R R b AR - SR Y = S
Sl > TRZEIRF ORI A S T R ZERI B -

Chapter Two: Application of a Risk-Based Approach
FE - DR RARE T AV ER

Customer Due Diligence/Know Your Customer

EFEE RS
118. Customer Due Diligence/Know Your Customer is intended to ensure that life insurance

companies or intermediaries ascertain the true identity of each customer, beneficial owner and beneficiary
of the policy and assess with an appropriate degree of confidence the types of business and transactions
the customer is likely to undertake. Consistent with applicable law, the life insurance company or
intermediary’s procedures should include procedures to:

118.  HFEE/IRRIRIE S BREHERSE A S SRR AEESEEF EEZm A
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PREZE NHVEE S5y > WLUEERIE LoKEE > RHlRE P RSB AR S - fRba A E]
EACRER (T ANAVRE P EE B LA — 20 WWEERELI MR

Identify and verify the identity of each customer before or during the course of establishing
a business relationship.

FERET G R (2 piscEfed - PSR S (E R PR S 7y

Identify the beneficial owner of the customer, and take reasonable measures to verify the
identity of the beneficial owner such that the life insurance company or intermediary is
satisfied that it knows who the beneficial owner is.

PrE PINEEZ A o BRI EHEE S B E 2w A2 57 0 trlg A Sl s8R
I N T Rl E B 2 s NG 7T

Identify and verify the identity of the beneficiary of the life insurance contract at or before
the time of payout or the time when the beneficiary intends to exercise vested rights under
the policy. Normally, and in the absence of indicators of higher risk, the anti-fraud checks
regarding the identity of the beneficiary at the time of payout would be adequate.
&R EY » 8Z2m ANFTEITHERE N RHGA @ 2 piel bR - Pl s =in e
K2 N o7 o —fROIER - AERRZ B s B E AT - (R RE I Z 2 A& T iSRG
SRt A mEs 1 o

Obtain appropriate additional information to understand the customer’s circumstances and

business, including the purpose and the expected nature of the relationship. Relevant

Customer Due Diligence information should be periodically updated as part of the risk

assessment process.

Hw?ﬁiﬁ TR 2R AR SRS ESES - B0 TS IE B RR (Y H AV BT TRy I
o % FEAEERIEZEMEN - /FHERFHMEREN—R -

/

119. FATF Recommendation 9 allows a life insurance company to rely on intermediaries such as
brokers or other third parties to perform some elements of the CDD process, provided that certain
measures are in place. These are™

119. bl el %JI{’EZHZ& 9 iR - nErERAFHECAA R EREAEL T - (158
ERBR I/ NEREREEACN) > S TE Y & P B A AR - S L s ©

Immediately obtain from the intermediary or other third party the necessary CDD
information.

WEHF FEEENERE R A SEHAME =T A -

Satisfy itself that copies of identification data and other relevant documentation relating to
CDD requirements will be made available upon request without delay.

e I HUS Sy s B R A B PR B A B 2 SRR AT 2 A AR R
-

Satisfy itself that the intermediary or other third party is regulated and supervised and has
measures in place to comply with all the CDD requirements and record keeping obligations.

e PR ABCHANSE =5 2 2UVE R E - HEAAHEERER A S FEEN e 8
SCPRORTFRIS IR -

16

Recommendation 9 does not apply to outsourcing or agency relationship (e.g. agents).

9 TEEES N E AR M SRR (5 (AORERA)
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e Rely only on those intermediaries or other third parties in countries which apply adequately
the FATF standards"’.

o (EATERBE I NEEMEE =5 it 2= PREUGHI e 52 i T8 T IFaHaRimtEny
FIE > A RIS A Y -

e Recognise that the ultimate responsibility for the customer identification and verification
remains with the insurance company. However, intermediaries should also be made
responsible for the validity of this information.

o WHMEIFF S PEREEEHIRSEEBNRERAE o B2 0 fRiEfh I AEZZE R
ELENIASMERE -

When these conditions are met, the insurance company can rely on the intermediary or third party to
perform the CDD requirements as well as the gathering of information on the purpose and the intended
nature of the business relationship.

EEERGELETRT > fRbE A E AT EUARECRER T /T ABEE =T » SUTHE PEEZOR > BAUERHRH A
Z HH BB AE A EER -

120. In practice, this reliance on third parties often occurs through introductions made by another
member of the same financial services group. It may also occur in business relationships between
insurance companies and insurance intermediaries.

120.  FHHL  ERREEE IR0 - B G S A R R R B AR B P o
AT RESR AL PRER A S BLORRR (T /- NHVZEB R R 2 -

121. Life insurance companies and intermediaries will determine the due diligence requirements
appropriate to each customer. These would normally include a standard level of due diligence, to be
applied to all customers.

121, FRAEHEREST AZHE AT FEENE FEENE - EEE g e E
F#EE  BHREERS -

122. According to national laws, the standard level of due diligence may be reduced in recognized
lower risk scenarios, such as:

122, REB—EUAHE  FEEEENEFEE - EREREEREE GRS T T LUK - 40

e  Customers which are publicly listed companies subject to regulatory disclosure
requirements.

o K RAELANHENA EHRAE -

e  Customers which are other financial institutions (domestic or foreign) subject to an
AML/CFT regime consistent with the FATF Recommendations.

o HFRHM (ARHSCEIN) SRt 208 r Bl SR T LIRS — 5L
HIRGHAEE FTREE TR

" In determining in which countries the intermediary that meets the conditions can be based, an insurance

company should consider information received from competent authorities and public information available in
mutual evaluation reports issued by the FATF, the IMF, the World Bank and by FATF style regional bodies.

Y RIS TRCEII A A ET AR R B » (RN S S R A R B e S R T B T
{E4HSE ~ IMF ~ tH5R ~ S ERISMEFG Rt SR & LAY SR FEIRF et b > SRR ABHEGER
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e Transactions involving de minimis amounts for particular types of transactions such as™:
o HIFFEREER S Y FE R KBNS

—  life insurance policies where the annual premium is no more than USD/€1000 or a
single premium of no more than USD/€2500;

- FORE R 1,000 S57C BOT > EERERE I 2,500 ST BOTZ SRR

— Insurance policies for pension schemes if there is no surrender clause and the policy
cannot be used as collateral;

- EERORMEEHA R Z Rk IRE

— Apension, superannuation or similar scheme that provides retirement benefits to
employees, where contributions are made by way of deduction from wages and the
scheme rules do not permit the assignment of a member’s interest under the scheme
(e.g. small insurance premiums).

- REETRKENZBKRE - &S - S0RDETE - HIRESDIHIEGETE 2 7=
1T - HaZatEA e TEGE B ZaTE M (WVNVERPRE ) -

123. The due diligence should be increased in respect of those customers, beneficial owners and
beneficiaries that are determined to be of higher risk. This should be the result of the life insurance
company or intermediary’s assessment of their business activity, ownership structure, anticipated or actual
volume or types of transactions, including those transactions involving higher risk countries or defined by
applicable law or regulation as posing higher risk, such as PEPs" and non face-to-face customers®. When
identifying the other factors that could cause a higher risk designation, it is inevitable to list one factor
after another, but this does mean that any one factor alone would necessarily trigger a higher risk
designation. Identification of multiple factors should result in a correspondingly higher level of enhanced
measures.

123, #HEERERENES - BEE2HA - ZmA > HEFFEEHEGEA - EHUAN RS
E]EORbER D T A RIS HE B RSN « Fr A fEsEs - THIHSEIR R S Bl - B & e i
H% > SR EAAE AR EE R E S EEBCAMER S AL P SRS R S )RS -
FEHERRELAD m] BE A2 RICHIET K B = R\ 5 =4 4 BRI - BEOR S —THRE—IRAYINER - (HIEEA R EAT]
—IARZE N IRE B R AT B B S b fE 24 B - I B IRRER - e & A ey 5 LT g 4k
ThiE o

8 See Interpretative Note to Recommendations 5 Paragraph 12, listing as examples of where simplified CDD or

reduced measures could be acceptable: life insurance where the annual premium is USD/EUR 1000 or a single
premium is no more than USD/EUR 2500; insurance policies for pensions if there is no surrender value and the
policy cannot be used as collateral; and employee pensions made by way of non-assignable salary deductions.

SR 5 IEEERS 12 BRI - B R e D & PR A R 1] DA B T ¢ ARG 1,000
EIT/BOUT » SUERIRE AN 2,500 £ BUTZ Fhe o BEROREE B A 2B RS RE - BA
TR A AE B IR IR -

¥ See FATF Recommendation 6

Y S HEEIES SR TE T4 6 JEEE -

2 gee FATF Recommendation 8
0 S HEBEESE S RITE T/FARSRES 8 T -
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Monitoring of Customers and Transactions

EHEE S
124, The degree and nature of monitoring by a life insurance company or intermediary will depend on

the size of the company, the AML/CFT risks that the company has, the monitoring method being utilised
(manual, automated or some combination), and the type of activity under scrutiny. In applying a risk-based
approach to monitoring, life insurance companies and intermediaries must recognize that not all
transactions, accounts/policies/contracts, or customers will be monitored in the same way. In highly
automated operations, appropriate risk-based AML/CFT practices may start with filtering out those
transactions and customers which need particular monitoring from the large number of transactions which
are processed by highly-automated methods. The purpose of the process should be to identify clients
whose activities appear to be unusual and which require further analysis to determine if there are grounds
for further concern. The degree of monitoring will be based on the perceived risks associated with the
customer, the products or services being used by the customer and the location of the customer and the
transactions. These monitoring methodologies may change over time based on specific experience with a
customer or after general experience by the insurance company as a whole. Monitoring methodologies and
processes also need to take into account the overall volume of higher risk situations, resources of the
insurance company and the information available for use by the insurance company.

124, FEhpAEERE S NETVEAR - B AR A S 32 A SIHIFGHIEsE
FTEERER - (EHERDTE (AT BEib - MESES) - IR RAEEEE - £5F L
PR PR EE F0ARS - She A F SRk A —EETERE - AEAER S IRE R &4
B WE AR T B - RS BBV EE S - A s TR E RN E S AT RE
= E LR RER S R FRER R R E P EA S, - IR HEY » EaZa
THBTELKRAFE - FEE—D O UHAETE GEEOE P RIEEEREF - BONHVRRE - AR
EEZ 2 5~ 2 P R B ~ 25 BLSE 5 P A st AH BRI LA EURR - 25 SBREHIT A Pl AR S AR
B SR E 4K B - BRI F R AR Y — AR AS B - BEE ISR A FTE(L - BORDRBUR IR RS
R ER s E IR ~ PR A EEIR ~ SRl 5 n & RIS E -

125. The principal aim of monitoring in a risk-based system is to respond to enterprise-wide issues
based on each life insurance company or intermediary’s analysis of its major risks. Regulatory authorities
should, therefore, be mindful of and give due weight to the determinations made by life insurance
companies and intermediaries, provided that these determinations are consistent with any legislative or
regulatory requirements, and are reasonable and adequately documented.

125.  ERAEREEDN - HFEEEIVRRB S SR A SR A EEE o He AT
s A POl e - R » REE R A FEORbR P A2 HIETELE AR E—8 &3 WWHEE X
{F4CsE - BETRARRA S LLE T DU B E A -

126. Subject to national legislation, monitoring under a risk-based approach should allow a life
insurance company or intermediary to create monetary or other thresholds to identify transactions based

on size or type which will be reviewed. Defined situations or thresholds used for this purpose should be
reviewed on a periodic basis to determine adequacy for the risk levels established. Changes to systems and
processes should be based on the analysis of the effectiveness and efficiency of prior results, new
information that would warrant such changes, and the ability of the insurance company to effect such a
change. The results of the monitoring should always be documented.

126.  ZEZUERHNUE - DU HAREEDN - ERFFSERA TSR/ A - B G B
P - P IR B 2 - BUE HEY - EER DN IEEEINES - AR SEGE
FEEATHYE PR /KAE © Zeie e 8 > JEMRIR e piaEsR - TR bRV &R ~ R AT
SEEHERCIW AR ~ BT R o BRSSO RS -
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Suspicious Transaction Reporting, including attempted transactions or activities

HSEX BB * BIEARE K G258

127. The reporting of suspicious transactions or activity is critical to a country’s ability to utilize
financial information to combat money laundering, terrorist financing and other financial crimes.
Countries” reporting regimes are laid down in national law or regulation, requiring companies to file
reports when the threshold of suspicion is reached.

127, EEAISER HEGEE) > BN —EIEHSREE o R TR ER A S RILTRAAE
FMEA ATk - LR E AT - FE E’\l%/i{%ﬁﬁqj HTE /N E B B 2 v el TR DA
#H o

128. Where a legal or regulatory requirement mandates the reporting of suspicious activity once a
suspicion has been formed, a report must be made and, therefore, a risk-based approach for the reporting
of suspicious activity under these circumstances is not applicable.

128.  EVAEEBCEMMUE - MR AR R R flm s I s n ) - HARBERE e - NILER£
B FHAE L IR T 8 i ] B e e B 50

129. A risk-based approach is, however, appropriate for the purpose of identifying suspicious activity,
for example, by directing additional resources at those areas a life insurance company or intermediary has
identified as higher risk. This process is described in the preceding section. As part of a risk-based
approach, an insurance company or intermediary should utilize information provided by competent
authorities to inform its approach for identifying suspicious activity. A life insurance company or
intermediary should also assess on a periodic basis the adequacy of its system for identifying and reporting
suspicious transactions.

129. (HEEPEERETE - BN TSEEEE R EER - B - S ERE RS A
S E R AR R S HYSHIE o HERARAE R A L ASER B - 5 K DUE R Ry 5L )7 =AY
—ER » (Rb A BRI T A ER I RE R AR R ARy AR i%ﬂﬁi%ﬁ@i%&?%%ﬁbEﬁﬁi/& Hhz
N FEEGREg > NI EE FARHAG Pk B R i 5850 5 2 Za 8t 2 1

130. The reason for reporting the suspicious transactions should be documented, either systematically
or manually (or a combination). This process should create a comprehensive audit trail and maintained
according to applicable recordkeeping requirements.

130. iR AISER ZHVELHE T LUEME - BERE BB AREA L (WEGES) - it—RieEz
AR EHIRSIZERE - WRR B 2 sk A HUE T A4 -

Training and Awareness

l-'l/ / # tl/b\)/a]

131. Recommendation 15 requires that life insurance companies and intermediaries develop
programmes against money laundering and terrorist financing. These programmes should include the
provision of AML/CFT training to their employees which is appropriate and proportional. The
commitment of each insurance company or intermediary to having successful controls relies on both
training and awareness. This requires an enterprise-wide effort to provide all relevant employees with a
minimum level of general information on AML/CFT laws, regulations and internal policies. Ongoing
training may take place at a time and in a manner deemed appropriate in keeping with the insurance
company or intermediary’s overall risk mitigation strategy, and the methodologies may evolve based on
specific training experiences or after general experiences of the insurance company as a whole.

131 55 15 fREEIUE (Rl A Sl E ORIg P/ NS B PUA S E R R - ISt EEE
?ﬁﬁ@éﬁ/\?tmﬂ i B THEBERG HI e84 T B B2k 4 - 25 Orbar A w] BpRbg i 1 A e P2 iy
by FEIRFEURRFISRERIA - EER A E] BN B HRE A R B i (/KR 658/
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132. Applying a risk-based approach to the various methods available for training, however, gives
each life insurance company or intermediary additional flexibility regarding the frequency, delivery
mechanisms and focus of such training. A life insurance company or intermediary should review its own
workforce and agents and available resources and implement training programs that provide appropriate
AML/CFT information that is:

132,  (HERAAESENRTHNIEL > BRAERERERRU - SRR A E5 5 0mba i AEH
R AR ~ PR GRE R A 5 - Bl A S s iRk s AR B B AT - REA
A& - TR B E R TR B A SRt Ea T

e Tailored to the appropriate staff responsibility (e.g., customer contact or operations).
o GHEEEBTHE (WEFBKEEE) B53TF -

e At the appropriate level of detail (e.g., front-line personnel, complicated products or
customer-managed products).

o HEEHVKEAVME (WRTGRAR ~ EEELEE P EEED) -

e Ata frequency related to the risk level of the business line involved.

o JRRBLIEGHES K AVE R /KEAR -

133. AML/CFT training should take into account those internal AML/CFT procedures which require
that high risk situations are forwarded to and handled by an AML/CFT specialist within the organisation.
133, DGR T B A SR S R E AR E = B TR D A AG AH B A P e SR A TR LS
RN BRI T B E AR

Chapter Three: Internal Controls

F=F  ERER]

134. In order for life insurance companies and intermediaries to implement an effective risk-based
approach to money laundering and terrorist financing, the risk-based process must be imbedded within the
internal controls of the company or intermediary. Senior management is ultimately responsible for
ensuring that a life insurance company or intermediary maintains an effective internal control structure,
including suspicious activity monitoring and reporting. Strong senior management leadership and
engagement in AML/CFT is an important aspect of the application of the risk-based approach. Senior
management must create a culture of risk management and compliance, ensuring that staff adheres to the
policies, procedures and controls of the life insurance company or intermediary, which are designed to
limit and control risks.

134, LTS AFERCRERP I AR B E T T AR B AR A o E R BRI
AR OB A bRk ARYPRIERFZERT T - B g S pras e A STErba o N 4ERF A
HIPERERISERS - B TR EBRONELRE - AFRAER - mANEREH EIEHIERATEE
FLNSEERE TS > BN R R T A R R G o B g W T\ i P
TEESAL - R B AN SR A SRR 7 A IR GBS B IBOR - 12 - %28 -

135. In addition to other compliance internal controls, the nature and extent of AML/CFT controls
will depend upon a number of factors, including:

135. PR HAEEE A P ER e - Bde s T B R E R M B E AR B IEN R B4
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136.
136.

The nature, scale and complexity of a life insurance company and the business of its
relevant subsidiaries or intermediary’s business.

Fhw = e HARRE T A FI BRI o A M - M RN

The diversity of a life insurance company or intermediary’s operations, including
geographical diversity.
Fha A wIE IR N EBIN L TR - EREE S TTE -

The life insurance company or intermediary’s overall customer, product and activity profile.
e A Eiirba i NBRRE ) - i  JEEHRMR -

The distribution channels used.
FEHNKHEHE -

The volume and size of the transactions.
oy EHIRE G -

The degree of risk assessed within each area of the life insurance company or
intermediary’s operation.

FEORER N TS ORER T 7 N2 S ik Rl B R TR -

The extent to which the life insurance company is dealing directly with the customer or is
dealing through intermediaries, third parties, correspondents, or non face to face access.

e FEREEE PR > SGEBRRITTA - F=07  BE o S IR I E
HpREE FHEE -

The framework of internal controls should:

PIERTZERIZRARE -

Designate an individual or individuals at management level responsible for managing
AML/CFT risk management and compliance, who:

fa e B R E A G = EEIGHI AT E RV HEEE - Z AR

— Is/are independent of the activities being monitored;

- BIIRZEGUSEIZIN

—  Generates the information needed by the Board of directors to obtain an overview of
the life insurance company or intermediary with respect to risk management and
compliance.

- BUESRGIESFIEERA EIEORE A ST E e E B E R L S A

— Hastimely and unrestricted access to customer identification documents, all books,
registers, accounts, other accounting records, vouchers and other relevant information.

- BRI HAZIREMEGE P 503X FrAiRE ~ B0~ IR - B &stacss -
IR E A AHRA &R -

Provide increased focus on a life insurance company or intermediary’s operations (products,
services, customers and geographic locations) that are assessed to be higher risk, including
those that have proven to be more vulnerable to abuse based on the past, professional,
experience of the life insurance company or intermediary (e.g., matters that have frequently
resulted in suspicious transaction reports), as well as advice and information from its
industry associations or regulators and law enforcement.

HER AT BRI A AR E s EE (Fmn - Ik ~ &P i g )

© 2009 FATF/OECD - 55



[ Risk-Based Approach — Guidance for the Insurance Sector - October 2009
REEREZ BR R A7ES/ — 2009 4£10 A

REEZTRT) > GEPEREBRCH - B3k - FRAEERERM T A& - DUk
(eSS g L E R - FERBIS RIS S & - S EE S TR (B
WAL H HE A e A B ) -

e Provide for regular review of the risk assessment and management processes, taking into
account the environment within which the insurance company or intermediary operates and
the activity in its market place.

o EHIFERERHEEEEIRE - WS R IR A BRI ABTEERERET - R
g o

e  Provide for an AML/CFT compliance and risk management function and review
programme.

o IRfLILHIZEERAT B AR R b E IR B A T

e  Ensure that adequate controls are in place before new products are offered or when existing
product offerings are modified in such a way as to pose an increased ML/TF risk.

o TEARHTAEL LA - S SR S AR e B T CAE S

e Inform senior management of emerging ML/TF risks and compliance initiatives, identified
compliance deficiencies, corrective action taken, and suspicious activity reports filed.

o EANIEFEENFIRAEH G R EEIE I > iR R 2R - PRI
IEFEBE - AR BT nIseEE) -

e  Provide for programme continuity despite changes in management or employee
composition or structure.

o EETHIENEE TR SRS E S LI T RE S A -

e Focus on meeting all regulatory record keeping and reporting requirements,
recommendations for AML/CFT compliance and provide for timely updates in response to
changes in regulations.

o EPREFIFTAARAHE FEIBmHAE  MIEDTHRIERA TR E RS - WA
AL RRF SZIE - SRR -

e Implement risk-based customer due diligence policies, procedures and controls.
o HTEREREFEEER - e - 18 -

e Provide for adequate controls for higher risk customers, transactions and products, as
necessary, such as transaction limits or management approvals.

o MEEFHNEEERIES ~ &5« EmiefUEENIEE - FIIRF S 8E HE %
fE o

e Enable the timely identification of reportable transactions and ensure accurate filing of
required reports.

o (i MIRFHERIERIFRAYIC S - R MEORIES 0B 5 HE T IERREER AR

e Provide for adequate supervision of employees that complete reports, grant exemptions,
monitor for suspicious activity, or engage in any other activity that forms part of the
company’s AML/CFT programme.

o HINSERERE ~ SaTERR ~ BN IEEEES - [ E MR AR ATEE G E
—EoEE AL PLUBERVERE -
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e Incorporate AML/CFT compliance into job descriptions and performance evaluations of
appropriate personnel.

o RIBLHISEERATRE VAR BBV S SE LIFSR LR ARR A BEEHEN -

e  Provide for appropriate training to be given to all relevant staff.

o RftATAERAREEAVIIGR -

e  For groups, to the extent possible, there should be a common control framework.

o BI¥SR/NGH > HEERE - JRER —EEAHNEEER

137. Senior management will need to have a means of independently validating the development and
operation of the risk assessment and management processes and related internal controls, and obtaining
appropriate comfort that the adopted risk-based methodology reflects the risk profile of the life insurance
company or intermediary. This independent testing and reporting should be conducted by, for example, the
internal audit department, external auditors, specialist consultants or other qualified parties who are not
involved in the implementation or operation of the insurance company’s AML/CFT compliance
programme. The testing should be risk-based (focusing attention on the methodology of determining
higher-risk customers, products and services); should evaluate the adequacy of the life insurance company
or intermediary’s overall AML/CFT programme; the quality of risk management for the life insurance
company or intermediary’s operations, departments and subsidiaries; and include periodic risk-based
assessments of high-priority matters and cyclical, comprehensive assessments of procedures and testing.
137, EREHGVVEAEI S E R EEERAE - MR E S R ELERRY A - B FTER
FRE B R A 7 A R NE Y 55 b 2 ST seprba o A B RS BN E e 2200 - i1 - eE— A1 e
et o MEZ N ERFERZERFT ~ FMNELRERZED ~ PR st &R N LT > PR R frb A EIG
FEERA T B E R B EE T BV TEGE R » LLHIEURE DU e R B B 1B i HEn 5 = s 25 =
FEom ~ IRISIVITE L) FERHL SR A SIs iRz NEERRR s TR E ST E L E e - S
NFEIEGRIER NS - BT - FAFINEREESE NS SRS E E RS - DUk
R P RDAIE Y B ER MR S e A -

Whilst by no means an exhaustive list, onsite examination topics may include the following:
HEZRF A e - (B SG e E A e E T

The application of a group-wide policy

JiEE ) 208 P R {1 B2 B Y BOR

Assessment of the risk associated with each business line

VA B2 SR SE A R

The extent that assessments have been formally documented and segmented by products, delivery channels, types of
customer and geographic location of customers

MR i~ SSEE ~ B P DUR R P Yt B I E AT S T & o S YR A
Extent of CDD procedures including identification of new customers, customer profiling and collection of 'Know Your
Customer" information

FEEARFIEE - QEPERNE R - EREEILLURE TIEE R, &ilE -

Additional due diligence is undertaken in relation to high risk customers and businesses, e.g. Politically Exposed Persons
s EElRE PR (A IBEEEBUERB A L) ST FEA -

Transaction monitoring procedures in place and how alerts are reviewed

FIENI R 55 BR AR &m0

Policies determining how and on what basis existing customer files may be updated

H g v B A & AR T U RIBRTBUR

Quality of internal systems and controls, including processes for identifying and reporting large cash and suspicious
transactions

BRI ARS8 - ARG T BRSNS G B AT 5 5 AR -
Policies on record keeping and ease of retrieving identification evidence or transaction records
HRAG LR RS 5 77 5818 B 40 R HIREIR 2 BUR

Scope, frequency and audience of AML/CFT training and evaluation of effectiveness
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Appropriate sample testing

FHBRFREE R

Quality and sufficiency of reporting to senior management and the Board to determine adequacy and effectiveness

A A E RS g DA SR e e s B A 7 7 M LUK 8 & MR A S

There is no set of 'right answers' to these topics. The key considerations are that (a) the
insurance company is meeting any minimum regulatory requirements (b) the insurance company
has identified its money laundering and terrorist financing risks, worked out how best to manage
those risks, and devoted adequate resources to the task; and (c¢) senior management is properly
accountable for AML/CFT controls.

HRELFEIRFE " EREE - EENVERRAREE (2) RBRATSREHESERREAERER  (b)
RRERAFREESTASIERER - e SRR ET AR ABENER DKk (c) B
BB THPRIE S TRERRERIERE -
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ANNEX 1:
IAIS INSURANCE CORE PRINCIPLE ON AML/CFT (OCTOBER 2003):

fiig— -
FRRREE T e (AIS) SHATTSIEE TR AR IR U (20034 10 B)

ICP 28 Anti-money laundering, combating the financing of terrorism (AML/CFT)

ICP28 B8 TR’ EZ: (AML/CFT)

The supervisory authority requires insurers and intermediaries, at a minimum those insurers and
intermediaries offering life insurance products or other investment related insurance, to take effective
measures to deter, detect and report money laundering and the financing of terrorism consistent with the
Recommendations of the Financial Action Task Force on Money Laundering (FATF).

B E R IEE R b A =B Orb i A S IRl A T BORER (/i A fe Bt 2 Fha i in el H At %
BRI < SR EIRIE - BREUE PR SRl TEh LIRS (FATF) 25 2 A 35E Tt - LARHIE ~
EOR] ~ IR -

Explanatory note

SRR

28.1. In most IAIS member jurisdictions, money laundering and financing of terrorism are criminal acts
under the law. Money laundering is the processing of criminal proceeds to disguise their illegal origin. The
financing of terrorism involves the direct or indirect provision of funds, whether lawfully or unlawfully
obtained, for terrorist acts or to terrorist organisations.

28.1 FERER 7 IAIS R BEEE N » JRESEERMOE /ILIRIT R - PERRRREIUIERTS - DUEREH
IEEAE - BRVH R BRI E S U T B s i T4EEEE A - Rt EE R0 EA
s -

28.2. Insurers and intermediaries, in particular those insurers and intermediaries offering life insurance or
other investment related insurance could be involved, knowingly or unknowingly, in money laundering
and financing of terrorism. This exposes them to legal, operational and reputational risks. Supervisory
authorities, in conjunction with law enforcement authorities and in co-operation with other supervisors,
must adequately supervise insurers and intermediaries for AML/CFT purposes to prevent and counter such
activities.

28.2 (R A E SRR /A > T E IR A E e H A R B MR Prbs b A BB OREg A A - ATRE
FEFIBEAFIEAGRIL T - RS ER - EER M MIREAEN - 25E - BEERT - B
PRRE (& EIRESIARE - I B R At FEBEAIETE - B E MR E s TR &R EHE » SRR A
BRI A o DU B G S -
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Essential criteria

a. The measures required under the AML/CFT legislation and the activities of the supervisors should meet
the criteria under those FATF Recommendations applicable to the insurance sector®.

a. TRABPAHI SR TR B RVARFTRE 2 > DUR TE ALY TES) - WVEE T EATMARE = 1
Byt s8 el 7B LI raH S o e -

b. The supervisory authority has adequate powers of supervision, enforcement and sanction in order to
monitor and ensure compliance with AML/CFT requirements. Furthermore, the supervisory authority has
the authority to take the necessary supervisory measures to prevent criminals or their associates from
holding or being the beneficial owner of a significant or controlling interest or holding a management
function in an insurer or an intermediary.

b. EFFEfERHAECHYETERET) - PUERE - HIFNE - DIBDAMIRECREIED RIS TR ERHE - It
Fh - SRR A RE D PREL R E R - B SRS ERB A Tl A SIEirbg A EREGE
B R B E 2 A BIEZ A FETEE -

c. The supervisory authority has appropriate authority to co-operate effectively with the domestic
Financial Intelligence Unit (FIU) and domestic enforcement authorities, as well as with other supervisors
both domestic and foreign, for AML/CFT purposes.

c. BREEMERHAEER T > AR ER R T L (FIV) BUARHRESIRER - Ba HAEASMEDS
HOEER A TR H Ay Z B AR S 1

d. The supervisory authority devotes adequate resources - financial, human and technical — to AML/CFT
supervisory activities.

d. BREEEREEEDHIsEsR A TR E G EEEN L RAEE 2~ ATT -~ Bile & -

e. The supervisory authority requires insurers and intermediaries, at a minimum those insurers and
intermediaries offering life insurance products or other investment related insurance, to comply with
AML/CFT requirements, which are consistent with the FATF Recommendations applicable to the
insurance sector, including:

e. BREERRBEAIUE Prbm o = BLORER (- N PRt 2 S5 b s A R B A B i < A (PR » BRI
PR R T IR (FATF) EZ AREHE > LAHLE ~ 000 ~ e s sl E L

e performing the necessary customer due diligence (CDD) on customers, beneficial owners
and beneficiaries;

o HWEF FEZRA 2mAMTLEZZFEHESE (CDD):

e taking enhanced measures with respect to higher risk customers;

o HERIEIEFIRAMLIEN

e maintaining full business and transaction records, including CDD data, for at least 5 years;
o UEESEEINERHIT BAH  BEEREEERE/ VA

2l See FATF Recommendations 4-6, 8-11, 13-15,17,21-23, 25, 29-32 and 40 as well as Special Recommendations
IV, V and the AML /CFT Methodology for a description of the complete set of AML/CFT measures that are
required.

2 RS SR TE T R4S 4-6 T8 ~ 8-11 T8 ~ 13-15 18 ~ 17 18 ~ 21-23 1F ~ 25 1§ ~ 29-32 TF ~
40 7H » DARCFRP R 4 ~ 5 DARDGHRIASATEEZTTE » DIRMERLE 7 Se B H e 884 T & S it -
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monitoring for complex, unusual large transactions, or unusual patterns of transactions, that
have no apparent or visible economic or lawful purpose;

ELNAEIHE OB S B H Y 2485 ~ REREAR S SR E ARG

reporting suspicious transactions to the FIU;

e <z T e P L i R P RS 5

developing internal programmes (including training), procedures, controls and audit
functions to combat money laundering and terrorist financing;

SmAEETE (Sl 2y~ %8 - BRI - DIETURREER

ensuring that their foreign branches and subsidiaries observe appropriate AML/CFT
measures consistent with the home jurisdiction requirements.

T PREES N A EI BT SR i E IR s A T BRI - B S P AR EA
S o
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ANNEX 2:
SOURCES OF FURTHER INFORMATION

fifr— : S EEIR

Various sources of information exist that may help both countries and financial institutions in their
development of a risk-based approach. Although not an exhaustive list, this section highlights a number of
useful web-links that countries and financial institutions may wish to draw upon. They provide additional
sources of information, and further assistance might also be obtained from other information sources such
as AML/CFT assessments.

HAVERAOR - 5] 5 BB o B Rt e FUR R BB 70X - BEPA R Enfi A H 0 (HiE =
FIH T 26(EA FRVAEhE - Bl P e R rT e I8 E R - iSfedt TR MVERE - B EAM &R
AN - BB ES A T ERE S » FIRE R HUSE % ) -

A. Financial Action Task Force Documents

A. Bkl eRifTEN TIrdH& (FATF) XX

The Financial Action Task Force (FATF) is an inter-governmental body whose purpose is the development
and promotion of national and international policies to combat money laundering and terrorist financing.
Key resources include the 40 Recommendations on Money Laundering and 9 Special Recommendations
on Terrorist Financing, the Methodology for Assessing Compliance with the FATF Recommendations, the
Handbook for Countries and Assessors, methods and trends (typologies) reports and mutual evaluation
reports.

il es R TEI LIF4HAR (FATF) BESEIAHSS - 5 1EHE BLHEEhE AN K BRPRRG e R TR E R
BUR - EEIVEREEN-FHEVRE SRS - TR T REY SR s - ke SR TE
TR G o i kem ~ SIS T ~ JVABLEEES (REER) s R Pl -

www.fatf-gafi.org

B. International Bodies/Organisations

B. EIFR«ES EifE

IAIS
IAIS

International Association of Insurance Supervisors represents some 180 insurance regulators and
supervisors of more than 130 countries. Its objectives are to cooperate and contribute to improved
supervision of the insurance industry on a domestic and international level in order to maintain efficient,
fair, safe and stable insurance markets for the benefit and protection of policyholders; to promote the
development of well-regarded insurance markets; and to contribute to global financial stability. IAIS has
published principles (e.g. Insurance Core Principles and Methodology), standards (e.g. Supervisory
standard on fit and proper requirements and assessment for insurers) and guidance papers (e.g. Guidance
paper on AML/CFT; Guidance paper on combating the misuse of insurers; Guidance paper on preventing,
detecting and remedying fraud in insurance).

[ P4 O b s H i e U 2 130 [ - 7 180 (PRl BR AR - HHAV ARG » BUINIERIRE
BIRSMKAE Z BEr > S5~ A~ e~ TRERIPRbE TG LA R PR iR P e © (e HESR
HI PRI TS5 BTN EERERIRE - 1AIS AAAFERT (R OERIELTTE ) - 28 (AP
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ON R E B 2 B EEAE ) BUES S (ARG TSR HE S DU - HEUR I R
ONELZAES 3 FET ~ )~ kR E R FE S 5L -

www.iaisweb.org/

Transparency International

BT,

Transparency International, the global civil society organisation leading the fight against corruption,

brings people together in a powerful worldwide coalition to end the devastating impact of corruption on
men, women and children around the world. TI’s mission is to create change towards a world free of
corruption.

BRE A IR A — (S Bk AT S04 RS - AT DA NIRIRATE » 4k
SIRERIE - ok - SRR SRR - HESRANS | SEnnEERE R -

Www.transparency.org/

C. Legislation/Guidance on the Risk-Based Approach
C. DR REBE T\ 210k /155

Australia

The Anti-Money Laundering and Counter-Terrorism Financing Act 2006 (administered by the Australian
Government Attorney-General's Department):

2006 FrE B TERERVE (HBEMNBUG R E 4RI T)
www.comlaw.gov.au/comlaw/management.nsf/lookupindexpagesbyid/IP2006272907?0penDocument

The Anti-Money Laundering and Counter-Terrorism Financing Rules (administered by the Australian
Transaction Reports and Analysis Centre):
SRR B TS EE (HBNAC S B B A R LT )

www.austrac.gov.au/aml ctf rules.html

Belgium

EEFRF

Belgium circular of the Banking, Finance and Insurance Commission on the obligations of Customer Due
Diligence and Preventing the use of the financial systems for money laundering and the financing of
terrorism:

EEARTT ~ fl ~ fRIGZ B G HWE FEE - B oREe 20E TR E R 2wy
www.cbfa.be/eng/bo/circ/pdf/ppb_2004 8 d 250.pdf

Belgium regulation of the Banking, Finance and Insurance Commission Preventing money laundering and
the financing of terrorism:

Db ss B R  EEAIFERTT ~ el ~ PRI Z B &AM
www.cbfa.be/eng/vt/vz/circ/pdf/requlations_27-07-2004.pdf
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Canada

HEX

Canada, Office of the Superintendent of Financial Institutions — Guidelines on Deterring and Detecting
Money Laundering and Terrorist Financing: Sound Business and Financial Practices
NIZER BRI AEE — P (BRI S ELE RT 8t - TREIRG RIS R E S
www.0sfi-bsif.gc.ca/app/DocRepository/1/eng/guidelines/sound/guidelines/B8 _e.pdf

Financial Transaction and Reports Analysis Centre of Canada (FINTRAC) guidelines:
IER e Z 8250 (FINTRAC) J7gt -
http://www.fintraccanafe.gc.ca/publications/quide/Guide4/4-eng.asp#66

Italy
FAF

Parts One and Two of the Bank of Italy’s Guidance on Suspicious Activity Reports for all financial
intermediaries operating in Italy.
FAFFATHITAENRAFIRENEE 2 SRt Orba /s AT seS8EEs et
www.bancaditalia.it/vigilanza tutela/vig ban/norma/provv;internal&action=lastLevel.action&Parameter
=vigilanza_tutela

Japan

=

Japanese Financial Services Agency — legislation and guidance
ERLEE — A BT
www.fsa.go.jp/en/refer/legislation/index.html

Jersey

BT

Financial Services Commission — Guidance note on anti money laundering:
Stz Sopa = bl Vil brivec FAE 2 PR = === |

www.jerseyfsc.org/the commission/anti-money laundering/quidance notes/index.asp

South Africa
BIE

FIU — General Guidance Note Concerning the Identification of Clients

EeRESRT O —BNPRERE P2 —RIT s E RS
http://www.fic.gov.za/DownloadContent/RESOURCES/GUIDELINES/16.Guidance%20concerning%20ide
ntification%200f%20clients.pdf
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United Kingdom, Joint Money Laundering Steering Group (JMLSG) Guidance
B BEEE# R ) (IMLSG) 755/

UK Industry guidance on anti-money laundering and counter terrorist financing covering good practice
application of the law, regulatory requirements and anti-money laundering controls, considered an integral
element of the UK AML risk-based approach framework.

e hatillwz JeEdR -T-vi

www.jmlsg.org.uk

United States
e

In March 20, 2008, the Financial Crimes Enforcement Network (FinCEN) updated guidance, entitled
Frequently Asked Questions Anti-Money Laundering Program and Suspicious Activity Reporting
Requirements for Insurance Companies; the guidance was originally issued on October 31, 2005.

2008 3 H 20 H - FJLIEEELERS (FInCEN) 53 55 > DABGHI et S B nl se a8l M
R ERUE Rl > EORBR A FIER 5 52455 [ EAmL 2005 42 10 H 31 H

www.fincen.gov/statutes regs/guidance/html/fin-2008-g004.html

On May 31, 2006, FinCEN published frequently asked questions for insurance companies which was not
incorporated into the March 20, 2008 publication and, for which insurance companies may continue to
rely as guidance.

2006 £ 5 A 31 H - FinCEN A4 1 1% 2008 £ 3 H 20 H fA R4 AR ORbR A 1 R > ik
b EI A eS|

www.fincen.gov/statutes regs/guidance/html/insurance companies fag.html

General Insurance industry-specific information is also available via FInCEN's homepage; the website
references all Insurance industry guidance and additional Insurance industry educational materials.

—ReprbEERT e ARt ] LUEXE FINCEN EHEUS © syt A frbs 255 [ DU HA R S
B#EM -

www.fincen.gov/financial institutions/insurance

FFIEC Bank Secrecy Act Anti-Money Laundering Examination Manual
FRIEC S$RATOREEN IR E T

www.ffiec.gov/pdf/bsa aml examination manual2006.pdf

D. Information sharing/outreach arrangements between the public and private sector

D. ARMEHFIZERIE b5k

Section 314 of the USA PATRIOT Act of 2001: Regulations implemented pursuant to section 314
established procedures for information sharing to deter money laundering and terrorist activity. These
regulations increase information sharing in two respects: i) establishes a mechanism by which federal law
enforcement agencies can solicit from financial institutions information related to suspected terrorist
activity or money laundering; and, ii) encourages financial institutions to share information among
themselves in order to identify and report activities that may involve terrorism or money laundering.

2001 FFSEEE B #IAZE S 314 6 - fRHE 314 B THYEM > Reli 1L sEsR B i () T SEIHY & 5
AL TERE o IEERUEER G EEIN T &R 1) LI E R AT LU (R B Rbidie
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s - SA RSBSOS A R 2 EENAIH] © 2) siibRibRRE L = 5EH » DAEE R
RIREM RO M £ B SR E -

www.fincen.qov/po1044.htm

The United States Bank Secrecy Act Advisory Group: Established by the U.S. Congress in 1992, the
Advisory Group is chaired by the Director of FInNCEN (the US FIU) and serves as the principal forum in
which issues related to the administration of the Bank Secrecy Act (BSA) are discussed amongst industry,
regulators and law enforcement agencies. The Advisory Group provides advice to the Secretary of the
Treasury on ways to enhance the utility of BSA data to law enforcement agencies while minimizing the
impact of compliance obligations on affected financial institutions.

FEEERTOREARARME ¢ 1992 FHFERBE SR > %A B EEH FinCEN (EE & mbiEH 0D
HRERTELT - MRS - REHEKRR - MEETRRAMET IR BLRITIRENE (BSA) BHARIEIH Y T 55
W o sz E R L RE SRR Y BSA EEREEA - DGR 250 B RS AT <2 S S G E B2l 5
K> WM BER R A -

http://uscode.house.gov/download/pls/31C53.txt

Private Sector Dialogue Programmes: The U.S. has initiated AML/CFT dialogues linking U.S. regulators
and financial institutions with their counterparts from the Middle East/North Africa (MENA) and Latin
America. This series of outreach events aims to raise awareness of domestic and regional money
laundering and terrorist financing risks, international AML/CFT standards and regional developments, and
U.S. government policies and private sector measures to combat terrorist financing and money laundering:
ERT¥EER T - SRR G HEE A T R A - A S B P AR R B S R R - A AR
AE3E (MENA) ~ AISER[EIE - —ZGIAVEMEE) - 5 EHR RN B N e s B 2 e ~
PRBRI e A T I A VR ~ &I - ERIBUNBUR B R TR & B S R IHA R, -
www.treas.gov/press/releases/js4346.htm

www.usmenapsd.org/index2.html

E. Other Sources of Information to help assist national and financial institution risk assessment of
countries and cross border activities

E. HAEBINEREGE T - BHREFAESEEE R A& AR

In determining the levels of risks associated with particular country or cross border activity financial
institutions and governments may draw on a range of publicly available information sources, these may
include reports that detail observance of international standards and codes, specific risk ratings associated
with illicit activity, corruption surveys and levels of international cooperation. Although not an exhaustive
list the following are commonly utilised:

TR 2 B X s R m Bl A BRI e /K - Ers TRl BB rI R & 5 [ S ) AR B Y & R
A » 15 ] e SR B AR BT Al s ~ BN REBIA RIS S - BT E - BRE
EPEREE - URHE (MIEEE) V&R -

e IMF and World Bank Reports on observance of international standards and codes (Financial
Sector Assessment Programme)

o IMF ER{HSERITHIRIFEAAREBUAI (SRR VEETE ) BiamE

—  World Bank reports: www1.worldbank.org/finance/html/cntrynew?2.html
-  HFERTERE - http://wwwl.worldbank.org/finance/html/cntrynew?2.html

— International Monetary Fund: www.imf.org/external/np/rosc/rosc.asp?sort=topic#RR
- EHERE#E4S  http://www.imf.org/external/np/rosc/rosc.asp?sort=topic#RR
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Offshore Financial Centres (OFCs) IMF staff assessments
www.imf.org/external/np/ofca/ofca.asp.

HeFEemifue (OFC) IMF B TS
www.imf.org/external/np/ofca/ofca.asp

Mutual evaluation reports issued by FATF Style Regional Bodies:
Pl e s8R TB) T IFSH A H B etk M aH AR S5 1T HOAH Bl e -

1.
1.

N

Asia/Pacific Group on Money Laundering (APG)
TR (APG)

www.apagml.org/documents/default.aspx?DocumentCateqorylD=8

Caribbean Financial Action Task Force (CFATF)
IIEEE BRI e R TE TIF4H&, (CFATF)

www.cfatf.org/profiles/profiles.asp

The Committee of Experts on the Evaluation of Anti-Money Laundering Measures

(MONEYVAL)

BOMR G P67 I TR E ST E R Z B & (MONEYVAL)

www.coe.int/t/e/legal affairs/legal _cooperation/combating _economic_crime/5_money
laundering/Evaluations/Reports summaries3.asp#TopOfPage

Eurasian Group (EAG)
B PdIoEsE I TR ERHAR (EAG)

www.eurasiangroup.org/index-7.htm

GAFISUD
AR HI SRR TE) TIE4H Sk

www.gafisud.org/miembros.htm

Middle East and North Africa FATF (MENAFATF)
AR R ARG HISE $8 Rt T T L F4H4R(MENAFATF)

www.menafatf.org/TopicList.asp?cType=train

Eastern and Southern Africa Money Laundering Group (ESAAMLG)
WA IERTHIE s 4H 4% (ESAAMLG)

www.esaamlg.org/

Intergovernmental Action Group against Money Laundering in Africa (GIABA)
FEMBUFTEII R TEIAHAR(GIABA)
www.giaba.org/

OECD Sub Group of Country Risk Classification (a list of country of risk classifications
published after each meeting)

OECD B ik 78 7> RIS 1 (B & 1% A ERREI R B 4/ 512% )
www.oecd.org/document/49/0,2340,en_2649 34171 1901105 1 1 1 1,00.html

International Narcotics Control Strategy Report (published annually by the US State
Department)

S e HIRISERE (ZEEBEEEAN)

www.state.gov/p/inl/rls/nrcrpt/
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e  Egmont Group membership - Coalition of FIU's that participate in regular information
exchange and the sharing of good practice, acceptance as a member of the Egmont Group is
based a formal procedure that countries must go through in order to be acknowledged as
meeting the Egmont definition of an FIU.

o SRR BRI S H T ORI IRAHE - SR E SRR T ZEEE - &
B AR R S SR BRI & - WA ROERAEFY » WA AT Ry SRR S E A RS
e o

www.egmontgroup.org/

e Signatory to the United Nations Convention against Transnational Organized Crime
o NiEEIFTRESEAHMBILTEALIZLIE
www.unodc.org/unodc/crime_cicp_signatures_convention.html

e The Office of Foreign Assets Control ("OFAC") of the US Department of the Treasury
economic and trade, Sanctions Programmes

o  EEWEEEINEEERIRAZE (OFAC) » KREE 5, » HIFGTEH
www.ustreas.qgov/offices/enforcement/ofac/programs/index.shtml

e  Consolidated list of persons, groups and entities subject to EU Financial Sanctions
o EXEEEIHIEEA - sHERERE —ER
http://ec.europa.eu/comm/external relations/cfsp/sanctions/list/consol-list.htm

e  UN Security Council Sanctions Committee - Country Status:
o MieEZEHEGHHZEE-FHZIHN
WWW.Un.org/sc/committees/
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ANNEX 3:
CONTRACTUAL RELATIONSHIPS BETWEEN INTERMEDIARIES AND LIFE
INSURANCE COMPANIES

fifsk= : frbgfhr AR A TR SR %

1. It is recognized that intermediaries play an important service role in the introduction and
placement of life insurance and other investment related insurance products with insurance companies and
that as such this role has implications for the Risk-Based Approach to Combating Money Laundering and
Terrorist Financing. The FATF in this guidance does not address the differing terminology and
interpretations that exist in FATF member countries in relation to the description of an agent or
intermediary. The descriptions in this guidance on intermediaries, which term includes agents, are general
in nature and designed to give a high level understanding of the differing roles played by each as a
distribution channel.

1. — AR Fy » PREE (T AAEORbR A B HE R S e B R B AR R PR Gnls - #73 B EESEHY
ARFs At -t E R R BB AR e R T B R EOE - FEREFE S [ Bt se Ml
TTEN LARHBN A Z B AR PG HE S SR TEN L IFAR SRR B R » B AERIR i AGSR
BHEflosE LR 2 5 o AFET A OB ARVEREA - s TAREEA - B B2y - HE1E
BN BEEEESEE b - FriEay E A ea s AR -

2. Furthermore, most insurance intermediation regulation around the world no longer refers to a
distinction between agents and brokers, but adopts an activity-based approach. It relies on disclosure at a
contract level so that the consumer, on a contract by contract basis, is aware of the capacity in which the
intermediary is acting.

2. BEAN - EERARE T Orbg > AR FHREMCEL A B148 40 N RIRYZ2R1 - 2R LUSEh &
FEREAVELA < BRI E SR EE - SNBSS AU - BRARORRS o/t AT THYREAE -

3. When considering contractual relationships between intermediaries and insurers, a wide variety
of situations can exist across the world and on a contract by contract basis. In generic terms, as an
illustration, the following contractual relationships can be distinguished (descriptive):

3. TE5 R FPrbg {7 A\ B prbs A SIS LR (RIT » REREHIEN AR - S8R G AAE
[E] o By TEREH - —fRIME - LUNIELIRIMAR AT AARTER] (BRBAME) -

a) The role of an “agent” of a life insurance company is to sell and administer exclusively the
insurance investment product of that life insurance company and as such the “agent” can be
an employee of the life insurance company. However, an “agent” can also be an individual,
sole trader or corporate entity that acts under a contractual arrangement exclusively for the
life insurance company for the selling, placement and administration of its insurance
investment products.

a) Fhyos THREA ) EtRExiEERRES  SRAFEEE TREA L TRE
RIBAFEINET - H2 "EA ) WA DUZELA ~ (S8 AR EER - EE4T
W Ryshe N w2 IR I & A b

b) It is not uncommon for an individual, sole trader or corporate entity to act for more than one
life insurance company under a contractual arrangement with the insurer for the selling,
placement and administration of a specified insurance investment product.

b) {EA - {EREREA ~ AFERRAEGNZHET > B3 BRI A SR R ey
ARDEAEAZER,
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4.

4.

Generally, these “multi-agency” arrangements are on a product exclusive basis. The agent
cannot normally sell the same type of product of more than one insurer.

—MRIME » E T ZEAEA ) R R E SRR o A EE R S
i — oY DR N ] 5H B IR A A

Another type of intermediary that is involved in the introduction and placement of life
insurance and other investment related insurance is known within the life insurance industry
as an independent intermediary, often called a broker or an independent financial advisor.

CER i L EEt i W R RNk e giE | el e N R U NIRE S S A7 AV
bfb o A > AT R ORERACAC NSO BSRART -

The independent intermediary can be an individual sole trader or corporate entity who is
generally regulated within its country of operation to carry out the activity of investment
business intermediation in relation to life insurance and on other investment related
insurance products. The independent intermediary in conducting its activity will do so in
accordance with the rules and requirements laid down by the supervisory body responsible
for licensing such independent intermediary. What distinguishes the independent
intermediary from the agent and multi-agent is in most cases the absence of a contractual
relationship with one insurer or multiple insurers to place business on an exclusive basis.
BRI NAIDUZEA ~ —32 5 B s SEEES » 8 G 2@ R N ZEH
& 7 RE BT RS Bt R B Or b 2 Y SE 5 ) - BT L OB (b o AR TR B -
RS A TR ST ORI it AN BB AR N HYARLE LK © &8I0
b fth e AR ANBL L EARELA » REHIRRT » —R OB A T8 R IRk A SR
%ol B8 BRIEITIER -

It is important to note that the above categories can have a different legal definition in different
jurisdictions and the above is only a generic description.

EERE > BHUBRIRR A EREE - AAEESR - DLEH R EERE -
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ANNEX 4:
MEMBERSHIP OF THE ELECTRONIC ADVISORY GROUP

pifgkrd BT/ NER R B RS

FATF Members & Observers
PrfleseSRfTEI LIEAAS R B RS

Argentina, Belgium, Canada, France, Portugal, South Africa, Spain, Switzerland, UK, US,
GIABA, IAIS, MENAFATF, MONEYVAL, OGBS, UN, World Bank

PelfRAE ~ LAY ~ DK~ AR ~ #%F ~ BagF ~ PHBES ~ Bt ~ DB~ 35 - GIABA -
IAIS + MENAFATF + MONEYVAL + OGBS ~ B & ~ tHERER1T

Insurance industry

TR
Canada The Canadian Life and Health Insurance Association
N nERESEEEm =
Independent Financial Brokers
VS A WUN
Zurich Financial Services Group
g RIS S E
Finland IF
5T
Germany Allianz Group
= e
Gesamtverband der Deutschen Versicherungswirtschaft e.V
1B R
Japan Life Insurance Association of Japan
HA H AR e
Switzerland Swiss Insurance Association
Hi 1 - ORbs e
UK Association of British Insurers
L[] HE R R e

Lloyds
IR TR B
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uUsS Aegon
B ORI EE

American Council of Life Insurers (ACLI)
EE A FEirbatEg (ACLI)

Assurant

AXA Financial
B 7 < il

Hartford Financial Services Group
MR Rk % SR

Howrey LLP
AN E B AT RS T

LIMRA International

Lincoln Financial Group

Midland National Life Insurance Company
Nationwide Mutual Insurance Company.

Pacific Life Insurance Company

TFENE R AE]

Prudential Financial, Inc.
(Ot AN

Sun Life Assurance Company
GG A

Willis Group
BEREHE

Winne, Banta, Hetherington, Basralian & Kahn, P.C.

CEA - European insurance and reinsurance federation
CEA-BUMPrbe S ORI

National Association of Insurance and Financial Advisors
2B R Bl < FRE R ey
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GLOSSARY OF TERMINOLOGY
flrsER

Agent
OB

For the purpose of this guidance, agent refers to where the agent is acting under a contractual arrangement
with the insurer to carry out its CDD functions i.e. the agent is regarded as synonymous with the insurer

LIRS [ By REAREEERR AT Z&0W - $iTHFEEDRERE - Haaii - EA
(i NNIEIE R

Beneficial Owner

EEZ2A

The natural person(s) who ultimately owns or controls a customer and/or the person on whose behalf a
transaction is being conducted. It also incorporates those persons who exercise ultimate effective control
over a legal person or arrangement

A SRR P Z B AN SRR G REZ BAN « IR a7 A H A N i
PN

Beneficiary
Za A

For the purpose of this guidance, the beneficiary is the person that benefits from the contract. See FATF
Methodology, Criteria 5.14.

BILIES [ B > S 2B a2 N2 R emiTE LIFESTE - 4514 -

Competent authorities

R

Competent authorities refers to all administrative and law enforcement authorities concerned with
combating money laundering and terrorist financing, including the FIU and supervisors.

FEE A A T AR e s T R B A RERI P A 1T E B R - S Rt i T L BB R A -

Core Principles

B RRY

The Core Principles for Effective Banking Supervision issued by the Basel Committee on Banking
Supervision, the Objectives and Principles for Securities Regulation issued by the International
Organisation of Securities Commissions, and the Insurance Core Principles issued by the International
Association of Insurance Supervisors.

HEZEMRTEEZ B G8m 2 AR TR B O ER] - BFESS 77 E H AR 3 T S8 oA 2
HAVELF AN ~ BRPSprbam BRER B A0 43810 2 Orba Az LR AL -
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Designated Non-Financial Businesses and Professions

HBEZ I ERTAL

a. Casinos (which also includes internet casinos).

a. &Y (EIE4EEsiES ) -

b. Real estate agents.

b. AEjELLA -

c. Dealers in precious metals.

c. HEEE-

d. Dealers in precious stones.

d EHAE-

e. Lawyers, notaries, other independent legal professionals and accountants — this refers to
sole practitioners, partners or employed professionals within professional firms. It is not
meant to refer to ,,internal® professionals that are employees of other types of businesses,
nor to professionals working for government agencies, who may already be subject to
measures that would combat money laundering.

e. {HEN - AFA - HAEILEARESE N B G TEi- AR CER - A 0 BiZe
NESENFINESEAR - EWFERR - T AE, BHEA L REMEEES 2 EE - /1
IR R BURFHRRA TIE 2 BRI » B EH T2 EF RIS Tt AR &G -

f.  Trust and Company Service Providers refers to all persons or businesses that are not
covered elsewhere under these Recommendations, and which as a business, provide any of
the following services to third parties:

f. (SR AR EE (GIETIHI 8 M T B CIRAH S e H R S T A H

E AT 5 RN E] - FERRBELL MERIR B4 =7

— acting as a formation agent of legal persons;

- EEENZHERAEA

— acting as (or arranging for another person to act as) a director or secretary of a
company, a partner of a partnership, or a similar position in relation to other legal
persons;

- BE (BEEEMAIEE) AEZERBRNE - aBHGIaB A SEEEMA
NERZIFUREAL

—  providing a registered office; business address or accommaodation, correspondence or
administrative address for a company, a partnership or any other legal person or
arrangement;

- [EAE -~ EBEG o SHMUA NS TR IREGE A E SRR AL s S -
(EEGERlipiupiIng

— acting as (or arranging for another person to act as) a trustee of an express trust; acting
as (or arranging for another person to act as) a nominee shareholder for another person.

- EE (R AIEE) BEERZZREA  BE (LM AEE) BE
L NIRRT -
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Designated Threshold
THEFTE

The amount set out in the Interpretative Notes to the FATF Recommendations.

FERGRIZEEE CRITEN LIEHERER T - BRI 2 20 -

Distribution channels

i

For the purpose of this Guidance, distribution channels are the means through which insurance products
and services are provided to a customer. A “distribution” or “producer” is a term applied across all
distribution channels and are inclusive of the various terms used to describe those who sell the products
offered by insurers.

SRS [ A » g R Orbg e an B R s 2 PR Ay 7= - T 0l ) B T AREE L RIRAIRATA
ESHIHEE - AR TR S e gh B Rl A SRR LA n 2 FHEE -

FATF Recommendations

Bo# el TR L FiI =

Refers to the FATF Forty Recommendations and the FATF Nine Special Recommendations on Terrorist
Financing.

(RIERS TS s R TEN TOR4HAR 40 JHDTHIZEEE e S VI e s8 el TN T IF4HER O TEFT R &L
MG RN  BE -

Financial Institutions

SEAHRE

Any person or entity who conducts as a business one or more of the following activities or operations for
or on behalf of a customer:

A LEE RS > AREFREE IR ERBC TSI ERERE

1. Acceptance of deposits and other repayable funds from the public.[5]

1. BREEZFEEM A EA &S - [5]

2. Lending.[6]

2. K - [6]

3. Financial leasing.[7]

3. REEAVHE - [7]

4.  The transfer of money or value.[8]

4. HEREEREEE - [8]

5. Issuing and managing means of payment (e.g. credit and debit cards, cheques,
traveller's cheques, money orders and bankers' drafts, electronic money).

5 BTEEFMERFE (AEMFR - S0IRFK ~ 358 ~ RT3 - BB - AR

W) % -
6. Financial guarantees and commitments.

6. B IREGEIEGE

© 2009 FATF/OECD - 75



[ Risk-Based Approach — Guidance for the Insurance Sector - October 2009
REEREZ BR R A7ES/ — 2009 4£10 A

7. Trading in:
7. ZXBHLUTNHEHE -
e money market instruments (cheques, bills, CDs, derivatives etc.);
o Gl TH (35 ¥55 ~ EfF ~ TAEMELE )
e foreign exchange;
o N
e exchange, interest rate and index instruments;
o Xt~ FIZBUFHTH ;
e transferable securities;
o HIEEEGTR |
e commodity futures trading.
o MBS
8. Participation in securities issues and the provision of financial services related to
such issues.

S PG 33 T B (LB S 3 TR R 2 RS -
. Individual and collective portfolio management.
9. (ERIEEMREHGER -
10. Safekeeping and administration of cash or liquid securities on behalf of other
persons.

10. ARFAM A rEBLE I S B0 IEEE 5 -
11. Otherwise investing, administering or managing funds or money on behalf of
other persons.

11 AR NETHARE - EH ST -

12. Underwriting and placement of life insurance and other investment related
insurance.[9]

12. fzpr o BfR s B A B MR RS - [9]
13. Money and currency changing
13. EBUEE I

When a financial activity is carried out by a person or entity on an occasional or very limited
basis (having regard to quantitative and absolute criteria) such that there is little risk of money
laundering activity occurring, a country may decide that the application of anti-money
laundering measures is not necessary, either fully or partially.

G RUEEN R A BEEG - FEIRE B RV (DIE(LEIEERAE ) BT BT
A RIS EENH I b > B o n] R E - s e Bl aEl oy B BRI IR SRR ML

In strictly limited and justified circumstances, and based on a proven low risk of money
laundering, a country may decide not to apply some or all of the Forty Recommendations to
some of the financial activities stated above.

TS IR ~ A ATEHE SRS EAGE B R EOE SRR T - BIR AT E ST LAt
SERRE BN PR B el 7 BV T-RRE

Footnotes:
S
[5] This also captures private banking.

[5] JREERLASRT -
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[6] This includes inter alia: consumer credit; mortgage credit; factoring, with or without recourse;
and finance of commercial transactions (including forfaiting).

[6] Ko riss - HEEEE - FEEH -~ EBUIRIER - fn A mEl - DIKFEERS
s (HfEEE) -

[7] This does not extend to financial leasing arrangements in relation to consumer products.

[7] A7H B A e 2 BUSE M E hn A R R &2k

[8] This applies to financial activity in both the formal or informal sector e.g. alternative
remittance activity. See the Interpretative Note to Special Recommendation VI. It does not apply
to any natural or legal person that provides financial institutions solely with message or other
support systems for transmitting funds. See the Interpretative Note to Special Recommendation
VII.

[8] ‘BN IEREIREAE R ERUSE) - FIROSHERUEE) - 2 RARIES AU
TR o IEN AT E A e R RS SRR SR AV E AR BOE N © 25,
FERl R AR R -

[9] This applies both to insurance undertakings and to insurance intermediaries (agents and
brokers).

[9] SRR EAEEREAOREE T A (PR AEE B RRELE N -

Legal Arrangements

ATE

Legal arrangements refers to express trusts or other similar legal arrangements. Examples of other similar
arrangements (for AML/CFT purposes) include fiducie, treuhand and fideicomiso.

AR TR R (E SR MR CUA E R - HAUS DI Hk (RRGR s TR B2 HEY) ®fh(E
it~ 5UE  ERtEE -

Legal Persons

eyt

Bodies corporate, foundations, anstalt, partnerships, or associations, or any similar bodies that can
establish a permanent customer relationship with a financial institution or otherwise own property.

PRRE ~ B~ R - OSBRI G  g  SEMRTRIE R R s B A I E Ik AR P R R 2 A
A

Politically Exposed Persons (PEPS)
ETEZEROEHBHAL (PEP)

Individuals who are or have been entrusted with prominent public functions in a foreign country, for
example Heads of State or of government, senior politicians, senior government, judicial or military
officials, senior executives of state owned corporations, important political party officials. Business
relationships with family members or close associates of PEPs involve reputational risks similar to those
with PEPs themselves. The definition is not intended to cover middle ranking or more junior individuals in
the foregoing categories.

H ATECE S AL B Mt Ze DA T A RIS 2 (A BN R BN & & ERBUER  BERBIFE A
EAEBNEE - MEMRERTE - EEEEEG TE - BRENSMIVEFR AR EE RIS
PR N L IRvE VIR - & R B E RO MR A A R DR R - e A HEILIR
R ek 25 i AR P Y R P B B R A -
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Shell Bank
LRI T

Bank incorporated in a jurisdiction/country in which it has no physical presence and which is unaffiliated
with a regulated financial group.

FERRAT  BEE BRI RS SR - HNI2 B S M B A AR HISRIT -

Supervisors/Regulators

B2

The designated competent authorities who have responsibility for ensuring compliance by financial
institutions with requirements to combat money laundering and terrorist financing.

SRR RV REE DR s B T R R e TE E L E TR -

78 -© 2009 FATF/OECD



