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EXECUTIVE SUMMARY
NERE

1. The securities industry plays a key role in the global economy. Participants range from
multinational financial conglomerates that employ tens of thousands of people to single-person offices
offering stock brokerage or financial advisory services.

1 i%%féﬁ%ﬁ%ﬁ?%%m%@’ﬁﬁ% FFERS H _E B AWPS RS - DURBRHE
SRR AT B S S B RS Y (I8 A A=

2. New products and services are developed constantly, in reaction to investor demand, market
conditions, and advances in technology. Product offerings are vast, and many are complex, with some
devised for sale to the general public and others tailored to the needs of a single purchaser. Many
transactions are effected electronically and across international borders.

2. RRIERE NTK ~ TS5 E AR - TG e NEnR S8 2 iR - EmNE
Tz - HARZEIEHAERE - B2 R &S — RO AaeEt - AR E BB —E TRV KIM
BHET - FE LGB T TSR T -

3. Some of the features that have long characterised the industry, including its speed in executing
transactions, its global reach, and its adaptability, can make it attractive to those who would abuse it for
illicit purposes, including money laundering and terrorist financing. Moreover, the securities sector is
perhaps unique among industries in that it can be used both to launder illicit funds obtained elsewhere, and
to generate illicit funds within the industry itself through fraudulent activities. Transactions and techniques
associated with money laundering and the specific predicate securities offences are often difficult to
distinguish, which is why specific indicators and case studies for insider trading, market manipulation and
securities fraud are relevant and included in this study.

3. REFZERALIZKIE AR E » EFERTR SR - 2B EHE DU UM
HMRE WS [EE RIRE M LOE ARy 2 85 - BFEZRSEER T - AL - SR ERRA F‘
SEPERARY B - R E A AR AR RS VIR EE ® - DA EZE NS B R S EGE
EE R o BURSE R ER SRR RN BB - @ EELL B - 1S R AT R R E 4R AC
DHNFEREZRAE DLR PR TR R 5L ~ A FEHI R A -

4. The case studies presented in this report illustrate the risks associated with the various types of
intermediaries, products, payment methods and clients involved in the securities industry. Unlike other
sectors, the risks lie mainly not in respect of the placement stage of money laundering, but rather in the
layering and integration stages. Typical securities-related laundering schemes often involve a series of
transactions that do not match the investor’s profile and do not appear designed to provide a return on
investment.

4. KR EFFIZEBITE - SR80 T S BG5S 2 St e « i ~ SN J57RBIE P A R
HIRBe o BLAMLEESEAFIRTSE » S8 RS E2AEARA R E G E (Placement)  Tf277 &1L
(Layering) LUR#EE (Integration) FEES - &S HHEAZEEETEE - M E G —E RERE BT

AHHERCHIAC S > HEZRTLIR Rt (e B B 41T
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5. Some areas of vulnerability (for example, rogue employees) are not peculiar to the securities
industry, and thus this study is of relevance to the wider financial services sector. In particular, some
money laundering schemes involve products and transaction types that exist in the banking and insurance
sectors as well.

5. et CBROIER - A RIVET) WIESZHFEER - RNILAGH I B> 1 & ml ks E 5
FHRE o Ehorskssataf LR IRI T BRI SE A A B S A -

6. Suspicious transaction reporting in the sector remains relatively low, which can be explained by
a number of possible factors, including a lack of awareness and insufficient securities-specific indicators
and case studies; issues that this report attempts to address. Consultations with the private sector
conducted for this project outlined the need for enhanced securities-specific guidance by international
organisations and national authorities.

6. REEZENEE S BCE RS Z) B L AR R A 3 2 AT RE R IR A aﬁﬁﬁiﬁéﬁﬁf
w6 I BB IR B R BRI 2 5 Lﬁb%‘BEZIKSE& E R AR - A RAE P AT THY E.Fﬂ_
RO EPE A S  B F E R R O RS St R -

7. The reported incidents of money laundering in the securities industry far outweigh those relating
to terrorist financing. However, the sector remains vulnerable to both money laundering and terrorist
financing.

7. R AU R FAVEE > BRI ECAVEE o 2RI - SRR R A SRR

b
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CHAPTER 1:
INTRODUCTION
FLIE: N
1.1 Introduction
11 HIE
1. The securities industry, along with banking and insurance, is one of the core industries through

which persons and entities can access the financial system. This access provides opportunities for
criminals to misuse the financial system to engage in money laundering (ML) and terrorist financing (TF).

L Ao~ SRTTHORERSE - EE NEERS B AR —E R VERE - EESHEEM AN
HUSRE - FEIFIUA SR SR e s sE (ML) B (TF) AYy/EE) -

2. Whilst the securities industry has been the subject of international and domestic efforts relating
to anti-money laundering (AML) and combating the financing of terrorism (CFT) for several years,
ML/TF vulnerabilities specific to this industry have not been subject to global typology research.

2. HE ARG 2 AR 2 Rl Ry BRI PR A PG TR 8% ( AML) BUTEER (CFT) HYHEE > A
FESERIILEE ER GRS - AlERWA 2 RE AT R Rl

1.2 Need for the Typology
1.2 BRI TEAIASAVEH

3. The securities industry evolves rapidly and is global in nature. It provides opportunities to
quickly carry out transactions across borders with a relative degree of anonymity. It is thus imperative to
highlight and share current information about potential vulnerabilities.

3. serrREE R - HE AR - A ANAREEMHEREEXR BT - RESTES
BI5C 5 » I BN 7 ST SOBAE 59 R HRARY &R -

4. The report previously published by the FATF in 2003" on the securities industry provided a
relatively limited overview of ML/TF vulnerabilities due to the limited availability of securities typologies.
In addition, MONEYVAL and the Asia/Pacific Group (APG) on money laundering, both FATF-Style
Regional Bodies (FSRBs), have carried out work in this area. MONEY VAL published a securities
typology report in 2008 and the APG incorporated a section on securities into its 2009 yearly typologies
report. Both reports are limited in scope to those FSRBs’ regional jurisdictions.

4. FATF SR 2003 451 SRR ARV & > $2 1L T 2088 B GIEAH EA TRV -
FEAREE AT B RIATRFTEL - K51 MONEY VAL Bl KRG 584H4% (Asia/Pacific Group -
fiitl APG) (& s FATF P2 EIk&H S, - flifE FSRB ) AN ST L S 1 AH B T./F - MONEY VAL
£ 2008 F-25 i 7 —{nae s A e 2 - 1 APG RIITE 2009 F4 RO e e s Ty ASE 55 5
A5 W e e Y R B A R A E e,

1 FATF (2003).
Y PASIESE SR TEI LFAHAR (2003 4F) -
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5. The FATF decided to conduct a global study in June 2008 in order to better understand the
ML/TF vulnerabilities in the securities industry. It is anticipated that this study will be of benefit to the
industry, law enforcement and regulators.

5. FATF {£ 2008 4 6 HIREHEST—TREPRMER T - DU NI ARG 75K se 8 99%h - T
HABLO SR o] fyaG o7 3 ~ BUATRISEL T B PRRATT 2R 455 -

6. The need for this latest typology report is also driven by the comparatively low levels of
suspicious transaction reporting in the securities industry relative to other industries, such as banking. The
reason for lower levels of reporting is not entirely clear, but some possible explanations are explored later
in the report.

6. AT SE E R B FR K - AR B TR SR AR HAt 2 S (MO BR1T58) AR (R Y 5
PUESEEERA e - BEIEIRELRNFER - HAT@EAR 2 2E % - MRS R ER =R
# o AT REJRIA -

7. The variation in the securities industry particular to different jurisdictions also contributes to the
need for a global typology that addresses these variations. For example, jurisdictions differ in the types of
products that they define as securities, as reflected in the numerous types of securities products mentioned
in the current FATF Glossary definition linked to the activities of “financial institutions.”

7. RO IFENAE R NHA FEMIEATEEATAER - R TR s S SR S BRI A
WHRAERZ — o BHERER - S E R Redr i E s A P52  JERE FATF ¥ T &Rl
g JEBIPTE FRAYRHRE 45E W E S RS 2 ik P DA R HIK -

8. Moreover, while securities intermediaries in many jurisdictions do not accept cash for securities
transactions, which is traditionally used in the placement stage of ML and where potential ML/TF
activities may be easier to detect and report, some do. Finally, depending on the jurisdiction, trading in
securities is often not limited to securities broker-dealers, but can also involve the banking and insurance
industries.

8. AN - FFE AR S P R R A N B DI B TR ) (B4 LR B G A E
FRRIVR PSR - AR (RIS H i S B 3 TR BB E BT e 88 & VES) - T BB IR A i
B - fi% - RSHERIE » BEEHLHIIHERN 74840288 - @R E bR T8
IRbRZE -

9. The following countries and international organisations joined the project team and contributed
to the study: Australia, Belgium, Brazil, Canada (as project co-leader), France, Japan, Luxembourg, the
Netherlands, Spain, Switzerland, the United Kingdom (U.K.) (as project co-leader), the United States
(U.S.) (as project co-leader), the Asian Development Bank, the Offshore Group of Banking Supervisors
(“OGBS”), the International Organisation of Securities Commissions (“IOSCO”) and the World Bank. In
total, over 40 countries and international organisations participated in the study.

9. AR BB PRAHARNIA T H LR » MR TR TERL 2 BN - ERRIEE ~ B 0
SR (HLEFFHEEE ) AR - A - EARLE - 75~ YL - Bads ~ S5 (UK (LEHRESEE) -
£ (US.) (LEFEFREE) - quba kT - s emEc %R/ \4H (Offshore Group of Banking
Supervisors - f5fE " OGBS ) - FH[Z:67 S HEi%f#E4H 4% (International Organisation of Securities
Commissions - fijf "10SCO ;) LA HEFRERTT - AWFFEGatIAHE 40 (R B EEH S 0L -
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1.3 Scope
13 #HE
10. The objectives of this typology report are to:

10. SIS H AR -

e Raise overall awareness of the ML/TF risk in the securities industry for industry
participants, regulators and law enforcement;

o RS - LEMEBHUAIREREE SRR R E B B G EE A

e Identify specific ML/TF risks based on product type, intermediary, market type and
payment/distribution channel;

o (RIBEMAES - RS - ARSI RIS 2 R IE - SRR E RS &
e

e  Provide a comprehensive set of suspicious indicators and case studies that are applicable to
the securities industry; and

o IRBUEMNEIREZ SER A RHETREESINITE © &

e Identify any current and emerging issues which would benefit from further consideration by
the FATF.

o IRATA N FATF #E— DRI A2 4 2 & RTELHT i EE -

11. This project examines ML/TF vulnerabilities in the securities industry based on typical products,
markets, payment methods and intermediaries associated with the industry. Where practicable, the report
seeks to identify the particular vulnerabilities, whether at the placement, layering or integration phase,
associated with a particular product, market, payment method or intermediary. Where possible,
particularly in the case studies, the report identifies the source of funds used in money laundering and any
predicate offence used to generate the funds.

11. KEEREE R ESER - 15 - IATEM R A - figiss ERG5%E -
AT - AR E AN B EE M ~ 5 - XN IASR RS A R E s - ERERE
LB ETEEL o NEENRT » LHEEENIA - RS RIFTH R BRI » DU EEL
ANER R Z EFTRTEIUSE -

12. Importantly, this report highlights several situations that are of particular relevance or are unique
to the securities industry.

12. SRRV AR R R SR A R B A P R R Y 28 R

13. For example, while money laundering generally encompasses the introduction of illicit assets
into the financial system, securities can also be a vehicle for generating illicit assets within the financial
system itself. The FATF glossary includes among the “designated categories of offences”, three offences
that are predicate offences to money laundering: insider trading, market manipulation, and fraud. Insider
trading and market manipulation are particular to the securities industry, as is securities-related fraud.’
Because these illicit activities are particular to the securities industry, they are addressed in this report in
the hope that ML/TF can be reduced when these activities are themselves detected and prevented.

Whilst insider trading and market manipulation can also occur in the commodities industry, in at least some
jurisdictions commodities trading is included under the securities regulatory regime.

P ERRACRIE S S A A N S BT - B A S R SRR AL B AR S AR

10 - © 2009 FATF/OECD
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13. SRPIAER > HERESR BT AR A B E R AGRARG © S8NE RAE R AN A2
IREEEMNTR - FATF SasR G TR UaRsay | o =B lRg : Naxs -
SRR RER - AR S BT HRMUR R A TR - R ER 2 R o ° NI FIEA
BN H SR SEAARE > A T LA AT - eSS SR BT I R B (R
o -

14. Also, the relatively detailed customer information many securities intermediaries collect as part
of other regulatory obligations, such as suitability or know-your-customer (KYC), may allow for particular
insights into potential ML/TF activities.

14. 59 FFE R R G R THEMAE RGN - RN AR & - B
HEE IR EHEE (KYC) » W E AL AW ZE B 88 & RS -

15. Although the focus of this report is on the unwilling use of the securities industry in ML schemes,
typologies have demonstrated that, at times, securities industry professionals can also be complicit in
perpetuating ML schemes and securities-specific predicate offences. Accordingly, this report will address
both phenomena.

15. A S B B R R RS 2R SR B Ot R TR AT - JRAIEH SR AE R » SRR EEA
BN g R TRt - DU AERA AT B IUIE - AL - A i [RIRSE S o 2 W
%o

16. Finally, although the report’s primary focus is on issues particular to the securities industry, it is
worth noting that a number of the vulnerabilities and suspicious indicators identified in this report overlap
with those that occur in other financial services sectors, such as banking. Moreover, whilst the report is
intended to be a comparative survey, it is not an exhaustive overview of all aspects of this wide-ranging
industry.

16. i BEAHEN T HEEEFFEES S ENME L BEEEENE > AHREAFIHIIE
SIREEL A EEIEAE - FEEM BRI IR AR (BERITE) a4 - IAh » MR THEHE R ELER
P - ARG RS B R FT A T A -

1.4 Methodology
14 WIFEEE

17. This report is based on four main sources. The first is a review of literature and related guidance
that has been produced or undertaken by international groups, domestic regulators, trade associations,
self-regulatory organisations (SROs)® and academia. The second is a compilation and analysis of the
responses to a questionnaire that the project co-leaders distributed to FATF members and observers in
November 2008. The third and fourth are the results of a typology workshop and consultations with the
private sector, respectively.

17. A Bk VU F BB RO » 55— IR ARt SRR BIPRAH AR ~ B B TR ~ FIZE A
HEEEES (SRO) ° DURSMiTHREIHRATER » S5 TRt I ZILE & AR 2008 4F 11 A 8%

¥ AnSRO is a non-governmental organisation that has the power to issue and enforce industry regulations and

standards.

P EHRERS R AR BT A AR B Y R BT -

© 2009 FATF/OECD - 11



[ Money laundering and terrorist financing in the securities sector — October 2009

SRR EREL - 2009 ££10 A

4 FATF & B EEB 2 B RIRTG A T E R 55 =Bl SE DU R A bt € A Gt R R B8 1 R T

FIEsaaE R -

18. The questionnaire results were obtained in December 2008 and January 2009 from 38
jurisdictions in the Americas, Asia, Australia, Europe, the Middle East, and two international organisations,
giving a total of 40 respondents.® The responding jurisdictions varied in the size and organisation of their
securities markets. These variations were taken into account to the extent practicable.

18. EIG&ERIEAE 2008 4 12 F DUK 2009 4 11 HEHESEM ~ nriil ~ BN ~ BIOMNEL & Y
38 {EHhIE ~ DR i E B R A ARk > 484 40 (p[ol7E - * [IFERYSHIE » HeB s mimiaiises
BEHEAE - CEEBATHEN » KFEERWASE -

19. In November 2008, at about the same time that the questionnaire was distributed, a workshop on
money laundering and the securities industry was held in Monaco as part of the 2008 FATF/MONEY VAL
Typologies meeting. This workshop was very well supported by members of the FATF, MONEYVAL, and
representatives of several international organisations. The following participants examined the issue in
depth during a break out session: Australia, Belgium, Brazil, Canada, the European Commission, Finland,
France, Germany, Luxembourg, the Netherlands, Norway, Russia, Switzerland, the U.K., the Ukraine, the
U.S., the APG Secretariat, IOSCO, the MONEY VAL Secretariat and the Organisation for Economic
Co-operation and Development (“OECD”).

19. 2008 7 11 A - {E[EG# A E —FfE - fEBEYTErER1THY 2008 & FATF MONEY VAL
BAIWRE R - AR TSR B R - ST RS FATF & 2B - MONEYVAL
DUR B E B PR AR SR RAT AR TSI SCFF - THIS BRI ER ASTam st - M - EbAg - BBr -
MIZER ~ BREREREE ~ 550 ~ VAR - TEE - EAREE - 155 - PIPEK - (RERHT - Bt - SEE - SR
FE - APG fiEE ~ 10SCO ~ MONEYVAL fihE iz DL SR & s f4H4% (" OECD ) -

20. This study is also based on consultations with non-governmental persons, including the
Investment Industry Regulatory Organization of Canada (“IIROC”), representatives of the private sector in
the U.K. and U.S., and the Financial Industry Regulatory Authority, Inc. (“FINRA”), a U.S. SRO, and
representatives of the private sector in some core group countries.

20. AWt sEs I EBUN AL AV E R - EFREIIEREEEE S (" nvestment Industry
Regulatory Organization of Canada - f&§f# 1IROC ) ~ LR BRI FA A A F{F ALK Financial
Industry Regulatory Authority, Inc. (" FINRA ) » EE B EER - DU 0 EER S -

21. The project team would like to acknowledge the thoughtful work of all participants, including
the FATF Secretariat. Their input has been greatly appreciated.

21. HEERAEIL RGP A2 BT 028 > G1E FATE &R - JRH B MIRRe) -

The questionnaire and a list of the countries and jurisdictions that responded to it are attached as Annex D.

M S [a]fE G 2 BIR B 5 B > ARbfhLifek D -
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CHAPTER 2:
LITERATURE AND ACTIVITIES REVIEW

F2E  SURMBETEEIISE

2.1 Overview
21 Rk
22, Information on ML/TF typologies, trends and techniques in the securities industry can be found

in various sources. As previously mentioned, both the FATF and some FSRBs have conducted typologies
in the past. In addition, financial intelligence units (FIUs), law enforcement and other agencies publish
suspicious transaction indicators, trends and sanitised ML/TF cases. Significant materials have also been
produced by international groups, domestic regulators, trade associations, SROs, and academics. A review
of this material is provided below.

22. JesE BRI « DURGESF SRS S BRI, - AER TS ERACIRED i LARE] © A0AiTFT
il > FATF B3y FSRB {24 A5 CAGEI AL - HE5h - emliEaT 0 (FIU) ~ AR RE LA
BN a7 A SER SR - BB ERREEN RS ERES] - BIEAHS - B B - [H
EANG - HEERRIU M ERALNE S T REBATER - ILFEEREITFTERAT -

2.2 Previous Typologies Exercises

22 HWEFRWIR

2002-03 FATF Typologies Report
2002-03 £E£/F FATF AR 3s

23. In February 2003, the FATF published a general report on ML typologies (FATF Typology).®
That report contained four chapters, including one devoted to ML through the securities industry. Other
chapters of the 2002-03 FATF typology addressed terrorist financing, the gold and diamond markets, and
other ML/TF trends.

23. 2003 47 2 H - FATF i T — eS8 AL FEE 5 (FATF Typology ) « ° &% #5384
VU > EIfE—EE3E 77 R E SR & - 2002-03 £ & FATF U e s ot 2 2t am 1 & B 77
s BN « UM E RS -

24. The securities chapter in the FATF Typology made the following overall observations:
24, FATF Typology MYEE5EHE > fE [7I|FEReHE2 «

e The ability of the FATF to examine ML vulnerabilities in the securities industry was
hampered by the lack of information regarding how, or indeed whether, the securities
industry was being used for ML;

o [Nk = RN TFEAMA S AU SR s BNV ERN - FATF fabind st (E Rt
FETREHVRE 2 F591L

5 FATF (2003).
* PHEIERSRITTEI L IFAH 4R (2003 4F) -
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e ML in the securities industry occurs primarily at the Iayering and integration stages; and

o REIFIEHVILSEITR 0 EEFAAE (BB STRES |

e  The securities industry provides the money launderer with a double advantage — the ability
to launder illicit assets generated from outside the securities industry and the ability to use
these external illicit assets to generate additional illicit assets within the securities industry,
for example through market manipulation and securities fraud.

o ESERGRREIRM TEEES - EOEsEIMOEZ IEEEENE jj PARAE
a2 N L FINE IR A& E ’EUL%’E?HF/ZE%% HIRE ST » BRIARER - i TR
\Eﬁﬁ;ﬁﬁho

25. The FATF Typology also provided eight examples of the different stages through which the
securities industry can be used for ML/TF, and illustrated the illicit activities that can generate illicit assets
from within the industry.

25. FATF Typology 7iiefit 177k &y 1 il FEE 7= 581 (A [FIPE RO - R IS5
WA AGIREEENIEESE) -

26. The FATF Typology, however, did not provide a comprehensive set of suspicious indicators that
compliance professionals in the securities industry could use when evaluating the particular risks that a
client or series of transactions could pose. This may have been the result of the lack of information about
how or whether the securities industry was actually being used for ML/TF purposes.

26. ZAIM - FATF Typology St Afe fagzr 85k A & m] FAGHE & P el — B S50 5 Al RE(TAE 2
TE MR SEEE FISEEAE o ATRE RN RBh Z 855K A0 ~ BUS R B RS ERVHBHY AN

2008 MONEYVAL Typologies Report (MONEYVAL Typology)°
2008 4E/& MONEYVAL #FAFZ#74 (MONEYVAL Typology ) °

217. The MONEYVAL securities typology report focuses on countries predominantly in Eastern
Europe that, in some cases, have a developing securities industry.

27. MONEYVAL 5855I Te ey - RFEE R RERE S - HERFIL T - BHFEs8 = 1IE E
FEPHIER -

28. The MONEYVAL typology identified the following areas as presenting the greatest ML
vulnerabilities in the securities industry:

28. MONEYVAL typology It T FHIEEZRSE T FAER AR e 8 S9HREH I, -

e Wholesale markets;

o EEMNYS:

e  Unregulated funds;
REZEERE

e Wealth management;

° ﬁ ,—‘—»/-I—EE

®  MONEYVAL (2008)
®  MONEYVAL (2008 4F) -
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e Investment funds;

o fEILHETR DK

e Bills of exchange.

o [EX-
29. MONEY VAL acknowledged that, in rare instances, cash can be placed through the securities

industry. Significantly, MONEY VAL devoted a section of its report to market manipulation and insider
trading, providing a number of case studies to illustrate these illicit activities.

29. MONEYVAL g » feEfi/ VEUFN N - BB M7 R m E - MONEYVAL ff Hig &
MIRE ZimiEatim 1 SRt e Rl 5 - DEF S BI 7esi I E IR A &) -

30. The MONEY VAL typology presented a number of sanitised case studies as well as schematics to
illustrate the flow of funds and the relationships between persons and entities. The MONEY VAL report
also addressed suspicious indicators at the account opening stage, the execution and settlement of
transactions, and the use of fictitious companies.

30. MONEYVAL typology %1t} T —£EFREERIZE G LU EZR - DIERBHE R B LU AE
A N S ELEHG ~ IREA{R - MONEYVAL el 1B P IEES ~ ST B BIRCE] ~ DA R e
A EIHY AT -

31. The MONEYVAL typology also described how information is shared amongst and between
financial regulators, FIUs and law enforcement. In particular, MONEY VAL identified information sharing
as an important issue given that certain securities transactions are effected in different sectors and may be
subject to different regulatory oversight. The report provided guidance on analysis and investigation
techniques as well as information on how the FIUs of specific countries perform their analysis and how
cases are investigated by law enforcement.

31. MONEYVAL typology 704l | <l /B R ~ RLiE O BsvA s 2 ML = EEY
J77% © MONEYVAL JCHERHA T & EMEZM: - FEGREF S E N EEEZ M#ET - M
HATRE R Z AE FEMBINEE - Attt 7 o BEE R iER - DU e R AT &Rt
e AMATET T M VR 5% DA AR A A rT S & ZR Ry AR &R -

APG Typology Workshop and 2009 Report’
APG JEZIFTZEHTST 8 R 2009 4E/F#HE

32. In October 2008, the APG held a typologies workshop during which several member countries
provided presentations. A portion of the workshop featured the securities industry and was attended by
several securities regulators. The cases and suspicious indicators included in those presentations focused
more on predicate offences to money laundering, such as securities fraud, than on money laundering itself.
This may be because fewer APG countries require the securities industry to report suspicious transactions.
Where such requirements exist, securities related suspicious transaction reporting (STR) reporting levels
are low, potentially impeding the ability of these jurisdictions to investigate money laundering. In any
event, the overall experience of some APG countries is that the securities industry is a method of
generating illicit assets instead of a conduit for laundering illicit assets generated outside of the industry.
32. 2008 - 10 H » APG il 7 — 5 seiiat & - AEUE S BEITE Gk TG - i
STEA M et imee 2R R - I EARER S T E TR 20 o 32 T RGP iGNy 2L G n] 5E

T APG (2009)
T APG (2009 )
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PR > HEAEILSARREYRTEIUSE (BREZFEE0) LRISRTT AR » Bl sEE N Ri/) APG
BEL P& %%L%ﬁ%ﬂ%ﬁ%fgi%‘iﬁﬁc% RIS A MHERBAEFAE > S8 HBRHYEE U AR 5
ik (STR) AR LR AR - VB ERZ S T IS LS S AR SRARE ST - Eaman(a] - #05y APG l
HIEERG AL BT ‘”‘%%Eﬁﬁiﬂhi%}zﬁ’] &% - MIERERERBFRINEEEENE

33. Instances where ML was detected and reported were mostly at the placement stage because
many APG countries still utilise cash as a payment method for securities transactions. For example, some
APG country ML case studies focused on the laundering of proceeds of corruption through investments in
the capital markets. As with the other typologies mentioned, the APG typology report did not present case
studies where the securities industry was used for terrorist financing.

33. %%Eéﬂ%}iéﬁﬁéﬁ?_ﬁﬁﬁ;ﬂﬂ RERTT 3 EAE R BIEES: - INRAFTZ APG BIZR5ZAE
W lF R s KA T75 - B0 > #5r APG BRSBTS - EEAABBIEEAT
%/EEE/%B;EIEW?L FEF R R Y HAERITSE - APG SRR # 5 HIPR T2 B AIRESF SR 4
P& AV ZE BT

34. As reported by APG member countries, the following were the most common suspicious
indicators and methods related to money laundering and predicate offences involving the securities
industry:

34. i85 APG & BEEEER] - TYIZBLEE 3% s BT B USEA AR B R ] SEfa il
ik

° Changing share ownership in order to transfer wealth across borders;

o BHRMMFTAE  DISEBENE

e Redeeming a long-term investment within a short period;

o JEHINMEERIHLE

e  Opening multiple accounts or nominee accounts;

o FIRZEIRFHATAIRE

e  Using brokerage accounts as long term depository accounts for funds;

o (HHKLIRFFERESHIRIIETIRSE

e  Effecting transactions involving nominees or third parties;

o EMHFABE =TT

e Engaging in market manipulation, e.g. “pump & dump” schemes; and

o [EHETGHRGH TR - B ("THHEEEE (pump & dump); 53K ¢ PR

e Engaging in boiler room operations.

o [(tEHEEANERE (boiler room operation ) °

35. There appeared to be a consensus that APG countries need to better understand the ML/TF risks
and vulnerabilities of the securities industry. It was noted that although APG mutual evaluation reports
have some useful information on the sector, they do not address securities related ML/TF risks in a
significant manner.

35. APG R EEIRE A ﬁ’WEL *ﬁ?@ﬂ:aﬂﬁﬁz/ ‘é‘ SUE bR DA 5855 SR gt - AP E R -
HEPR APG AH A s e fR (It 7RSSR SR HEL A R EER » A B SRR S I BLEEo FHRR Y e 58
g vl
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2.3 International Activities and Materials

23 BEREEHEBN

International Guidance and Best Practices

EIERT5 R E B

36. A number of guidance documents issued by international organisations and/or domestic
authorities provide useful information on ML/TF vulnerabilities in the securities industry.® International
organisations, such as I0SCO, the Basel Committee on Banking Supervision and the International
Association of Insurance Supervisors have produced documents that set out standards and best practices
that national regulators and supervisors as well as banks, securities firms and insurance companies should
follow.

36. BUFRAHAS K B BN R s B fa e S - $RME TR AR Es B LGS
BRI - ° B4 - B4 10SCO ~ HEEFIRTEIEZ 8¢ (Basel Committee on Banking

Supervision ) ~ DL [H & REEEEFE E e (International Association of Insurance Supervisors ) » EL4845
BT HERESC - FEL B T B TR RA R TR - DURERTT - B8 S T DU Pl > B FERZ B SFHUAR AR

B T

37. Vulnerabilities identified by these organisations requiring enhanced due diligence or a particular
focus on supervision are listed below:

37. BULAHETE - FIRE AR EHIRE T

e Transactions involving accounts in multiple jurisdictions;

o FENH[EMENRTHILS

e  Securities accounts introduced from one intermediary to another without adequate customer
due diligence/know your customer (CDD/KY C) investigations or from high risk
jurisdictions;

o RS AR P HE R AR R S PR IR AR Y% (CDD,/KYC)
A BOKE SRR AR

e  The use of front persons or entities (e.g. corporations, trusts);

o IRAHFPAEFEAZER (B AF - (Et)

e  Entities with complex corporate structures;
o HUEGEMEAMENER

e Politically-exposed persons (PEPS);
o IEEEIEEUAMERIE AL (PEP);

e Dealings with financial institutions and intermediaries or customers operating in
jurisdictions with ineffective AML/CFT systems;

o BUFMAMIIHIIEEE FTEE BT A s = S < AR B o R BB R 1
A5

8 These documents are listed in the references and bibliography section.

P SEIIE S R e -

© 2009 FATF/OECD - 17



[ Money laundering and terrorist financing in the securities sector — October 2009

SRR EREL - 2009 ££10 A

e  Unregistered or unregulated investment vehicles;
o REBEHRZEHENRETLR

e  Cross-border omnibus and correspondent accounts; and

o BEIGGIRFHEANIRE & K

e  Fictitious trading schemes.

o [ERERGEtEH -

38. Additional areas that are identified as low risk (and where reduced due diligence can, in some
jurisdictions, be acceptable) also provide useful information on ML/TF vulnerabilities. These are generally
products or accounts with restrictions, such as where:

38. HA R i SR\ B (Y SR (LR 0o s m] 22 o e s Ay <siisk ) - g it 1Bt
58 B GTRCA RN AR - E il R AR E SR - 4

e  Cash withdrawals are not permitted;
o NAETFHREHE S
e Redemption or withdrawal proceeds are not permitted to be paid to a third party; or

o [THE[ESEHATR  AESUTHEE =TT K

e Itis not possible to change the characteristics of products or accounts at a future date to
enable payments to be received from, or made to, third parties.

o AN AKE T ELLEIRFHIENE - URESE =J5UHGIHR ~ S (T4 =07 -

2.4 Domestic Material

24 BINEH

Published Law Enforcement Cases

ERTZHEF
39. Some jurisdictions publish sanitised ML or other financial crime cases. Generally, these cases

are published as part of an FIU’s annual report, or as specific-topic trends or as typologies reports, and
provide insights into ML or TF trends and methods, including statistics and other information. Such
information is extracted from STRs and other reports, as well as investigations and other enforcement
actions. These sources provide essential guidance to financial institutions and can be used by regulators
and other government agencies to help develop their supervisory programmes, as well as in the assessment
of AML/CFT system effectiveness.

39. R hlE AT T ERREE RS M SRIUTE RG] - —fiz > B G A ATE SR
TR O R e ~ B MR R E LRSS eI e s - MRt 1B R s sE S By
EHTRANTE > EIEG T BB B A G - SLFEEREMEAUE STR ~ Eofhd s DURGH & BLEL A
1T8h - MFATR Ry EE Ot T AT - H BRI BB IR r AR TH S Bt &
DUREHSPGdIPESE  FT B E R AR -
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40. Although the Egmont Group also posts sanitised cases on its website, they contain relatively few
references to securities.’

40. AR (Egmont Group ) & fE HAUE AR RER(EE AV - A EEEE R
FRBIRIE B - °

Regulatory Guidance and Reports

BRI F R

41. Domestic regulators, FIUs and/or SROs produce guidance to assist their financial institutions
and intermediaries in meeting their AML/CFT obligations. Some countries provide industry-specific
guidance, including the securities industry, while other jurisdictions provide guidance that is applicable to
financial institutions more generally. Guidance in respect of customer due diligence and risk assessment is
intended to provide an indication of the types of transactions, customers and delivery channels that present
higher ML/TF risks.

41. BN EETRRR ~ RbiEH O R BE EERE G IR TER 0 DB iR s o
BT s FTRER T - BBl RS ERITEm (BREEEFE) - At AFE (5
Rt EHITER - & PE AR RS TE Ry Y - R U ERE i ERE R 2 5 ~
F BT IE TR FEEE -

42. This regulatory guidance can involve, for example, a discussion of enhanced due diligence
measures that are often recommended for specific types of products/customers, such as:

42. BEEEEEIE R rTRE IS (REIIGER) - Bt RPE R & Pl R T 20
SRR AT - B

e  Offshore trusts;
o IEIMEE

e Non-profit or charitable organisations;

o JEEFERGEGEEHA

e Significant cross-border activity;

o ERISEIEE

e Internet/on-line accounts; and

o EMRMERS R EMRFE S K

e  Omnibus and private banking accounts.

o FOMRFHFLAIRITIRFE -

43. Other guidance appears in the form of published suspicious transaction indicators. These
indicators are often developed and published by FIUs and can be industry-specific or apply generally to all
financial institutions and designated non-financial businesses and professions (DNFBPs). Some FlUs
present the indicators in the context of specific cases that they have built and analysed. Each indicator
individually is not an automatic trigger for reporting, but rather serves as a tool for determining whether a
suspicious transaction report (STR) should be filed. A comprehensive list of such indicators has been

The Egmont Group, www.egmontgroup.org/library_sanitized _cases.html
Ths R EE » www.egmontgroup.org/library sanitized _cases.html

© 2009 FATF/OECD - 19


http://www.egmontgroup.org/library_sanitized_cases.html
http://www.egmontgroup.org/library_sanitized_cases.html

[ Money laundering and terrorist financing in the securities sector — October 2009

SRR EREL - 2009 ££10 A

compiled using responses to the project questionnaire, published sources, and consultation with the private
sector, and is available in Annex B.

43. HAFE R R LS rI SE ARV Rt - I EAE R 2 e g LAl T
ffi > HATREMEEA R EESRE ~ SO B FTA SRS LU e E 2 R\ & (DNFBP) -
Ry b E R O & LR [ BT Z R E R PIER ISR - SIIRE A & B BfEad s 275
e NE R HIE S A e e e s e E s Sy (STR) HYTLH - IEEEIEHYE BB R - A
HEMEGNEERER - CEVERE LRGSR TS - 22 HT$% B -

Articles and Papers

X EH G5 3
44, Specialised periodicals in the area of law, crime or finance publish research or analytical papers

on topics related to money laundering written by regulators, law enforcement representatives, academics
and members of the private sector. Even among such sources, little is found concerning securities. A few
papers discuss the vulnerabilities of the securities industry, in particular at the layering stage, and provide
indicators, cases, and discuss implications for regulators and broker-dealers.*°

44, AR JEIREGE R IR SEHT - ST BELESEARINY TR iSRS - B2
H EERRE - BUATIRGER © STTRIRELRLEN P IR B Pt - BIERERAOR - iR IR EES 75
HRATER - RA KT T iRt - THEE LIS E: - W HIRALHEAE - EfEiH £
MBI - B P B B o -

2.5 Main Gaps in Existing Material
25  BIAERRTFEER

45, In comparison to several other sectors and financial products, there is significantly less
documentation on the ML risks and vulnerabilities related to the securities industry. In many jurisdictions,
the literature on TF is less still.

45. TS P B LA 28 SR B e iy - BRI\ R s o SR IR A RAY SRR D - fE5T
il - BB VAR SURMIRIAMR D

46. By contrast, there is much more abundant information on predicate crimes committed using
securities, such as market manipulation and insider trading, in particular with respect to investigations,
prosecutions and convictions. The possible connections between predicate offences and money laundering
in the securities industry will be examined in this report.

46. MEARESR > BUHERRE AT TAYATEIUIRA RNV ERN > AIBIAS BT - SR
WEAL ) » THZ B - iETBUE TR RN E R o AR Riaianl B0 TRBEE R R e s m] AERA
7 o

47, As noted above, a number of sanitised cases involving securities have been published, some of
which provide detailed information on persons and entities involved and on the flows of funds. However,
published cases rarely include information on the suspicious indicators or circumstances that led, or
should have led, to the filing of an STR. In some cases, this limited information may be the result of the

10 Alist of articles and papers is provided in the references and bibliography section.

Y MR E SR S B E  5E RSE RRE e
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disclosure restrictions applicable to the STR filing itself. Also absent is information on any enforcement
actions, e.g. prosecution or seizures, in respect of the specific case.

47. BRI - FHRAERAL CAS AT 1T 25 5 B APREER RS - HrpEi iR (E A BLE
AEHVEEAEGER - Lxﬁzgéﬁéb TEIL o 28I » BRIV ZE B DB B ] SRR BE R ~ BRI REEEL
JEH R STR ARARVERN - IREVIEN T - IWHEAIREHATRERA K STR Bl A S E B2 IR
B o SSMERAZ BURATHUETTEIA RINVER - EA ¢ R e RV I -
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3.1
3.1

48.

48.

CHAPTER 3:
ML/TFVULNERABILITIES IN THE SECURITIES INDUSTRY

B 3E L IR RN

Introduction

RIS

The FATF Glossary defines a “financial institution” as including a person or entity that, among
other things, conducts as a business the following activities:

FATF 2l " emiidiE ) B85 (LH) S TYIEB) RsErs 2 A SER

The transfer of value or money;
HEEEEEEE

Trading in:
SRR

(a) money market instruments such as cheques, bills, certificates of deposits (CDs),
derivatives, etc.;

() BEWMHTHE EOsEE - iR - 78 (CD) -~ PTEMmERNE

(b) foreign exchange;

(b) HNEESLH

(c) exchange, interest rate and index instruments;
(0) VER - FIREEHR

(d) transferable securities;
(d) mEEEERs

Participation in securities issues and the provision of financial services related to such
issues;

SBEG IR T DR LB T 21T A Bl 2 SRR
Individual and collective portfolio management;
&AL S TEH & EH

The safekeeping and administration of cash or liquid securities on behalf of other persons;

M AIRE BUE IR S o EN M5

Otherwise investing, administering or managing funds or money on behalf of other persons;
and

REMALLEMTAEE - EEEHEEEEE &

Underwriting and placement of life insurance or other investment related insurance.
LA % RELE R A A R B R R
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49. While the activities of securities industry participants do not constitute a distinct activity
category under the 40+9 Recommendations™, the activities described in the questionnaire responses fall
squarely within the FATF’s definition of a financial institution. However, and perhaps not surprisingly, the
full scope of securities industry activity is broader still. As such, a more detailed overview of the industry
is needed in order to fully appreciate its ML/TF vulnerabilities. As the complexity of products and the
diversity of the actors in the securities industry continue to expand, it is suggested that the FATF keep
under consideration the extent to which the definition of “financial institution” still covers persons
engaged in activities associated with the securities industry.

49. BEZRGE e 2 B I GBI A SRR 40+9 RS (40+9 Recommendations ) F&ifiiy G @S -

Y G E A AT S AT A FATE A SRl E ST - A1 > AR A S NESIE © 3B5ETE
FEIEIEEEZ - It - MVASI RS T EEEANVEREE o A e o R L8R ARS8, -
BEE 8 7 i R S B S B AR M RA R TIPS FATF FraEi " S Riidhs e s&iE

PN NE e e RS IOPN =T

50. The content of this chapter is principally based on the 40 responses to the questionnaire, which
asked participant jurisdictions to use the definition of “financial institution” in the FATF Glossary as a
point of reference for identifying:

50. AENE T FRIZ RG] 40 (3B ERIFT UK - 6 2R 2 B B A FATF G322k &
RITERE ) ER - (ERYER T IIHEASHAAE

e  Products that are classified as “securities” within a jurisdiction;

o ZMEERIS RS LA

e The type of market access and payment methods involved e.g. securities exchanges,
over-the-counter markets, use of cash or cheques for payment;

o EATHIGHLI(IUTANER > BN 1 SRS - ME N ~ BRI SRS

e The type of intermediaries involved in the offer, sale, recommendation, or distribution of
securities e.g. broker-dealers, financial advisers, banks, insurance companies; and

o SHLER(E - SHE - HEESREINRE R Z T RIS B ¢ (C-KEERR TSR
IRIT > PREEAE] S R

e The vulnerabilities associated with each, as well as some relevant case studies.

o BRI R E RGNS B 2 998, -

Organisation of Material

B

51. This chapter is organised into eight topical sections: (1) products classified as securities
according to questionnaire responses; (2) markets and other means of access; (3) payment methods; (4)
securities intermediaries; (5) client and account types; (6) determination of value; (7) rogue employees;

1 The FATF 40 and 9 Special Recommendations have been recognised by the International Monetary Fund and

the World Bank as the international standards for combating money laundering and the financing of terrorism.
They are available at
www.fatf-gafi.org/document/28/0,3343,en_32250379 32236930 33658140 1 1 1 1,00.html.

U I M TEY TIF4H A% 40+9 FRRIEEREE (FATF 40 and 9 Special Recommendations ) » EX 4% 15 Bk
B DU A SR T8 vl R f TR R SR BB A B ISR - R BN A S 2 T 3I48HE
www.fatf-gafi.org/document/28/0,3343,en_32250379 32236930 33658140 1 1 1 1,00.html -
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and (8) terrorist financing. Each section provides an overview of the topic area, followed by a discussion
of its particular ML/TF vulnerability. When available, these sections also present case studies.

51. AREES Ry K EEEE © (1) WIEMGREEE G 2 Emn - (2) TG ATk |
(3) {757k (4) FZFh il (5) FRBURFMDE - (6) EEAE: () ARZAT LK (8)
BR - BTSRRI S T - R R e B EL N ER > IR EENRER
ZERIHTE -

3.2 Securities Products as Described in Questionnaire Responses
3.2 MG EIEATI B 2R Em o
52. The FATF Glossary does not define the term “security.” Because of jurisdictional differences in

defining the term, this report will not attempt to provide a universal definition. However, this report does
provide an overview of the products that were identified as securities by the jurisdictions that responded to
the questionnaire.

52. FATF S RIRER 585 —5 - RRSMEHESNERAAE ARG Hrg
slEFE At —(E—E R - i - AR SR G EER 0 RS 2 iR RS A o -

53. The questionnaire asked that respondents categorise securities products under the following three
broad categories: (1) Transferable Securities; (2) Units in Collective Investment Schemes; and (3)
Derivatives.*?

53. MEEZOREIEE R MY = REFR R ER (1) TS (2) FaREs
BE DR (3) LrEMRE Y -

Transferable Securities

Gl s

54. The questionnaire listed: (1) equities; (2) bonds and similar debt instruments; (3) certificates of
deposit; and (4) bills of exchange as transferable securities. Jurisdictions were asked to include in their
guestionnaire responses any other products that were considered transferable securities in their
jurisdictions or indicate which, if any, of the broad categories were not.

54. BEIIRT + (1) B Q) FEFRUEF LR - Q) FkE K (4) EREAEREGE T -
[ E R R LE (01737 P& HE e Ry G 73 2 A LAt o - BB HE AN B8 R GRS TR R
B CERARIEL) -

55. Most jurisdictions indicated that the products listed in the questionnaire as transferable securities
were designated as such under their laws. However, jurisdictions also identified additional products to
those identified in the questionnaire that were considered transferable securities, such as:

55. RES T HUGE AN - FIGRTY 6 rl s o 2 i i HOAR e E RS H T - A
M > BREEATYIEMMSN » Sl A T HAR Ry s oy LM o > B

e Bank bills and guarantees;

o IRITERIERBLEM

2 Aglossary is provided in Annex A that defines selected terms used in this report.

Y R R e 2 E S o SR A SR -
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e Bonds that are convertible to other shares;

o R Ry AR 2 (555

e Bonds with a share warrant;

L4 =L nzuﬁi*%SQZ{E% ;

e  Certificates of participation;
° %ﬁ'ﬂ*?*q;ﬁ

e Commercial notes;

o PHEAE:

e Debentures;
o f[HFF:

e  Mortgage bonds, securities and certificates;

o HEFEIREZ - EEFELERE

e Notes issued in a series that obligates a corporation to pay a certain sum at a certain date;
and

o HIERT - HAFFBEENRE I (MR E eI s

e Share warrants.?
S 13
o URSRESS o

56. It should be noted that, while most jurisdictions treat certificates of deposit as securities, seven

did not. In addition, only twelve jurisdictions treat bills of exchange as securities. The fact that they are not

defined as a “security” does not in itself mean that there is any gap in the regulatory or supervisory system

of the jurisdiction concerned, but highlights the complexity of the terminology used to define these

products, and that different authorities (for example a banking supervisor) might be responsible for

AM L/CFT supervision of these products.

56. JELBRYE  MENAHE T AR G i o MR CE RS R fy < L)
HE+Z ilﬂt@%fmﬁ%“% MR AEAARBESR Ry 5855 ) - ARG A s

/%Z}Eﬁ iﬂiﬁ%i‘e I8 7 R E F I S Y e e 1 - B S b e ss, 18

‘i » AJRE N [E EE TR (ROIPRER - eRiEEEE ) AR -

Units in Collective Investment Schemes (CISs)

EoREEE (CIS)

57. The questionnaire listed: (1) unit trusts; (2) investment trusts; (3) mutual funds; (4) open-ended
investment companies (OEICs); (5) open-ended collective investment schemes (SICAV/Fs); and (6)
closed-end companies as units in collective investment schemes (UCIS).

57. BEYIRT - (1) (Gt 0 (2) F&EEL: 3) HEH S (4) FREREAH (OEIC)
() FAAEERERTE (SICAVIF) : kK (6) BHEaREERA A LAE (UCIS) -

3 While jurisdictions identified other instruments as transferable securities, the products listed here are intended

simply to illustrate the wide scope of the instruments that were included in the questionnaire responses.
B RS Y T 5 TR S A TR ARSI Ry PR [E A Y TR R
B
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58. Although jurisdictions included some variants, many of these differences may be attributable to
regional language differences.

58. BRSO IR Sy A AT R ) > 5 2 B TR R R I MR o 2 BTy -

Derivatives

PIEE Ern

59. The questionnaire listed: (1) options; (2) futures; (3) swaps; (4) forward rate agreements; and (5)
commodity derivatives contracts; and (6) foreign exchange contracts as derivatives.

59. MEYIRT (1) B (2) & S Q) ik (4) BEHIFRELY (5) RSEmamiTAENE
3L 5 DL (6) TR R UTAMERS fn 2 HMESLLY

60. As with transferable securities and CISs, most jurisdictions consider these instruments to be
securities, with some variations.*

?50. EJ ARG CIS - RER T HIEREREE Rt TR R sz - A D & It -

61. In most jurisdictions where instruments are not treated as securities by law, they are generally
treated as “financial instruments” or “derivatives.” In some jurisdictions where particular products were
not considered to be securities, it was not necessarily clear what alternative regulatory regime (if any)
applied to those products. This gives rise to concerns that ML/TF risks relating to those products might not
be fully identified. In any event, the complexity of and ability to customise derivatives products makes it
difficult to assess the full scope of products in the marketplace.

61. TEEFRARAERE T E A sy KB rithl& - B R S m i " e TH , 5 T1014E
PERG L o TEARRHRE FEfn i Ryas e BV B & - NS A MUARESE CEAENEE) BH%E
Fmn o AINCAERE - Rt - B2 FEm AR S B E R - AIRE S A MAWT 7 IR AV5ERE -
fsmERIEI T » OTAEVERS VR Bl BULRE ] - BB NEEDUSE IR TG e i -

Y For example, a number of jurisdictions do not treat unit trusts as securities. In addition, OEICs, SICAV/Fs, and

closed-end companies are treated as securities in 18 (mainly European) jurisdictions, but do not exist in a small
number of jurisdictions.

YBBIAER SR I EESER R RS o [N A 18 (8 (ETAEBON) iR OEIC - SICAV/F
DUR B A EIR Foi& s - A/ DE oy s Al

Five jurisdictions do not define options as securities; six jurisdictions do not define futures as securities; seven
jurisdictions do not define swaps as securities and one jurisdiction indicated that swaps do not exist in its
jurisdiction; ten jurisdictions do not define forward rate agreements as securities, and three jurisdictions
indicated that forward rate agreements do not exist in their jurisdictions; ten jurisdictions do not define
commodity derivatives contracts as securities and three jurisdictions indicated that commodity derivatives
contracts do not exist in their jurisdictions.

P TR A SR 2 R S (E N A B 3 R S MR RS IR B R
H— {45 S P9 NG SR o 5 T E SIS R B IR R S E R e - H =& iE M E
il NG SRR A R S QUL & RS B L T A MR BV E 3 R o - H=(Esthl&fE
SHC T A K S P T AR M P K o e

15
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Other
Eft

62. The questionnaire also asked jurisdictions to list any other products that would be classified as
securities but that were not captured in the categories listed in the questionnaire. Jurisdictions identified:

62. G L EOR S 51| HH R Rt o5 ~ (AL GRS U5 e B 2 (T HoAth A o - 53l
FIH T -

e Annuities;

o F&

e  Credit-default swaps;
o (SHELH

e  Equity-indexed annuities;

o MREHEEFSE

e  Profit sharing agreements/certificates;

o FIEDEER S

e  Subscription rights; and

o HIEHEA ¢ LUK

e Variable life insurance and variable annuities.

o BFTIRHIEE TS

63. Foreign exchange (Forex) trading is an example of an activity that is technically covered by the
FATF definition, but is not always consistently treated as an activity undertaken in the securities sector.
Limited suspicious indicators and typology information were available for this activity. This is an area that
may benefit from further study.'®

63. MEAR (Forex) XX B & ey LAFe FATF B ~ (HEB A —EWGR Rae A H S BT
BiF- o tEEh < Al SEfE AU SE B R A TR lIttTﬁt AT -

16 Ten jurisdictions do not define foreign exchange contracts as securities and four jurisdictions indicated that

foreign exchange contracts do not exist in their jurisdictions.

R PR 3 Rt s o SV DU L R P S P SRS A
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3.2.1  Wulnerabilities Associated with Particular Types of Securities Products

321 BN EREERESFELARHITHR o

64. As illustrated by the responses to the questionnaire, different jurisdictions classify a wide range
of products as securities. In this respect, any of the products listed above can be utilised in the layering and
integration stages of money laundering once illicit assets are placed in the financial system. As noted
above, however, the securities industry is relatively inhospitable to the placement of illicit assets into the
financial system Nevertheless, as discussed below, certain securities products do pose identifiable ML/TF
vulnerabilities even at the placement stage.

64. WIEIRS & OBt » R [EE SRR E E i Res 27 - WL — BIREEEE A SR 2
FZ1% > EHUEA A L ED AR SR oy e LB R S PR ER I DUE ] - 281 - 4[] LAt - 5527388 IR
EBEER AR ASIRREEE T R 20R - BERILL - R TN AR SRt Al RE - RS 5 E i
WMEE AL AR S, B2 G9%RE - BIE BAE R EFS Rt —F% -

Physical Securities (Including Bearer Securities and Bills of Exchange)

HREEY (QiE R S e -

65. Although many jurisdictions have dematerialised securities, the questionnaire responses
indicated that physical and bearer securities are still available in some jurisdictions. Bearer securities
consist of both physical equity and debt securities that, unlike registered securities, do not necessarily
require that the owner be registered with an issuer or a transfer agent. The transfer of bearer securities can
be as simple as handing the security over to a new owner. It is important to note that the transfer of
ownership can, in some jurisdictions, be almost as easily accomplished through electronic means that
inhibit tracking any change of ownership.' In addition, some bearer bonds are almost equivalent to cash
because they can be easily redeemed at financial institutions.

65. HEAFT B A RERRS 5 - BEREET - A& R E S Bl es 5 -
SR IS ER R R ERE S - B (BRI A5 AN E) NIREKFTA A m# T NS
ANBED - BRI A4S R 0IEE - A USRS 4G A A — R - JER B —REE - 1280
SrihE R A R E R 47 AT DU M LT T 5 sV T A g A (T AT S CskF e It
Gh o FER] DU e RS RSECRRAE BN T Mol A EF S FER NS -

66. The anonymity and easy transferability of bearer securities presents a significant ML/TF
vulnerability at all three stages of money laundering. lllicit assets can be placed in the securities industry
through the purchase of bearer securities. Once a bearer security has been issued, money launderers or
terrorist financiers can hold these securities or transfer them to an intended recipient without necessarily
having to use facilities that would record a transaction, conduct CDD or impose KYC obligations.
Recipients of bearer securities can deposit them into brokerage accounts in order to purchase other assets,
or liquidate them and withdraw or wire transfer their proceeds out of the jurisdiction, thus layering and
integrating the illicit assets. Bearer securities can also be used to conceal the identities of the beneficial
owners of shell companies, as discussed below.

66. IREC ARSI EE 4 AR B SR ME - TR 88y 2 B = (EPE B AP R R 88 &)
M > T-59%G - IREEE A A E RIS N TR AT IFE - INBITIEC SR - RsT
Fo NSty T &R E TR A I FE r s Eaa s tE T o2 a0T - AR EBRR GRS - TE
FREEEE KYC FRBHIERE - fEscasr ez 7 i Hir AR - UBE HAEZE - 58

7 Marco Arnone & Pier Padoan (2008).
17 Marco Arnone £ Pier Padoan (2008 4E) -
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BTEHE ~ SO TS Lzt - N RTRE AR E s bR A & - 0827 rT i A 2K
REZEHRAFEEEZm NS0T s Tk -

67. In some jurisdictions, bills of exchange are treated as securities. A bill of exchange (e.g. cheque,
bank draft) is a written unconditional order by a drawer to a drawee to pay money on demand or at a fixed
or determinable future time to a payee (the specified person or to the bearer). Bills of exchange can be
payable on sight or at a future date and can be transferred by making an endorsement or signature. The
risk posed by a bill of exchange is similar to that of a bearer security: ease of transfer and redemption.
Although jurisdictions did not provide specific suspicious indicators for bills of exchange, those for bearer
securities may be applicable.

67. R AR T A R - BESE (B0« 358~ SRITIESE) SR AR I EmIE R
(RN > PAPRIRI ~ BB E SR A AT HEE HY RS RS2 (T B UG. (FEE ABFFRE A -
bS] LSRRI ~ s AR HIHSZ A HTLﬁjbij&Q%Zﬁﬁiﬁﬁ Ewﬁﬁﬂiﬁﬁéﬁﬁﬁ%‘”‘%
AL - A S 0] o BEZRS MR TR (M 2 Ry 7 ml R E TR - A LA TR
fate -

Suspicious Indicators for Physical Securities'® (including Bearer Securities and Bills of Exchange)

Ern > mEESEE Y (AR S R

68. The following are suspicious indicators that are applicable to physical securities, including bills
of exchange:

68. THIREHERS: (EREER) Zr5EHERE

e  The customer deposits a large number of bearer securities at the securities firm and quickly
redeems the securities or sells them in the open marketplace;

o FHERAERHEICHEEFFEARZAE W HAMR HEAEEREFEAE AT SHE

e  The customer requests cashing of bearer securities without first depositing them into an
account;

o FAFIOREIICAEET - ARSI FEAIRE

e The customer frequently deposits bearer securities or bills of exchange into an account;

o FHEHE R LR EEEFEARE

e The bearer securities or bills of exchange, if titled, are titled differently than the name on the
account;

o VI HBIER 2N (CHict)  BIRFAHALRE

e The customer’s explanation regarding the method of acquiring the bearer securities or bill
of exchange does not make sense or changes;

o FATHHUS LG F BT A HYRR I - A G BRI

e The customer frequently deposits bearer securities in amounts just below a jurisdiction’s
threshold reporting requirement;

o HFACEF ABE IR & i R e IR A S e

18 Physical securities are also implicated in market manipulation, as discussed in Chapter 4.

Y EERSSIN AR S TR - 2 4 TR -
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e Payments for bills of exchange made by way of third party cheques are payable to, or
endorsed over to, the customer; and

o FRBEFE=ITLESITZERERUR - T SERGEE

e The physical security does not bear a restrictive legend, even though the history of the
security and/or the volume of shares being traded suggest that it should have such a legend.

o HIERIR G575 2 A0k I S SR B MR H e AR RS - BRssE SR
HIFRIRAE RS -

Insurance Products

PRIREE e

69. In some jurisdictions, insurance contracts that contain an investment component are considered
to be securities, and thus are sold through a securities intermediary. For example, a variable annuity is a
contract issued by an insurance company under which an investor provides the insurer with a lump-sum
premium payment or series of periodic payments. In return, the insurer agrees to make periodic payments
to the investor beginning immediately or at some future date. The investor is usually permitted to invest
the purchase payments in a range of investment options, such as mutual funds or unit investment trusts.
The value of the variable annuity will vary, depending on the performance of the investment options that
have been chosen.

69. B0y b G R E P B BRI R B4R Ryt o IR L FR 18 138 75 i L B - RIS
BHFEEHRRATHE LY EAF LR A 5 — R E RS - S E S ok
2 o prba A w5 AIAEE FEE T RIS B R E AR H BREE I RGN - 8 Nl ml R SRR R
EIEHEIE R - BN EESEAAE ST - BTV EE @ RHRATEFHEETH H SR

70. In addition, variable annuity contracts typically have a “free look™ or “cooling off” period of ten
or more days during which the investor may terminate the contract without paying any penalties and
receive a refund for the amount of the contract. The amount of the refund may equal either the account
value when the contract is terminated or the amount of purchase payments, depending on the terms of the
contract and applicable legal requirements.

70. BEAh > S S HL M E TR A RE- R LB 255 (free look ) 5" /%75 (cooling off ) |
B 1B NSAEZ AR AN R BZL AR [BIRLL 3R - A RE S MR ETRK o (RSB Rk B iE A
FUE Z AN[E] » IR B AT RE F R 344 I 2 IR P EE - BCEERIEEROH -

71. This “free look™ period gives rise to a particular risk: a money launderer can purchase a variable
annuity and then seek a refund during the free look period. The cheque received from the insurance
company may not draw suspicion when deposited at a bank.*

71. 5 TR WK R E R ¢ SRR T R A FTREE S B SN E RN E KRR - B
ERER A EIREELY 22 - EFEASRYT > BhETRE ARG [RE ke -

72. From a supervisory or regulatory perspective, there is potential duplication, but also a potential
gap, if countries have two separate supervisory authorities looking at the insurance and securities

9 The placement stage risks of cheques and money orders are discussed more fully below in Section 3.4 on

payment methods.
a SREAPESE 7 R BV B b - SRAHER BT T AR 3.4 RS2 U704 -
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industries. Although this is outside the scope of the current study, this is an area which might benefit from
further investigation.

72. B H B E B R A AR - 5 B LA T B B R o) ) & B B R b e
FESE > TR L B B 4R B B B 7 - ENAE (A A DT TR BRI » AV B — 2P i A

Suspicious Indicators for Insurance Company Products

ERbe 2 B i FTSEFS R

73. The following have been identified as suspicious indicators involving insurance company
products:

73 R BB A RS FRHER -

e The customer cancels an insurance contract and directs that the funds be sent to a third
party;
o EHAEMRERIRIEFELY > WESKKRIRI 455 =77

e  The customer deposits an insurance annuity check from a cancelled policy and immediately
requests a withdrawal or transfer of the funds;

o EHEFACENZIRIE GEIRIIREE 58 > WIZAIERIEHEGETE SR

e The customer cancels an annuity product within the “free look” period;?

o JHEL "ER , HINIRESESSL P

e The customer opens and closes accounts with an insurance company only to open a new
account shortly thereafter with the same insurance company, but with new ownership
information;

o EAF IR A FH RS BHRARE - A2 1% XOLHILIEM AL A E—R R A
E] FHEERHSOHTIRF

e  The customer purchases an insurance product with no concern for investment objective or
performance;

o EEMERRES  BVER L s

e  The customer purchases an insurance product with unknown or unverifiable sources of
funds, such as cash, sequentially numbered money orders, traveller’s cheques, and/or
cashier’s cheques;

o RHEDIARHEUEI AR 2 & S E (R i

TR BERITAREE

e The customer is particularly interested in the product’s early surrender and in the amount
that he will then have at his disposal;

o RHEHEMAVIEAIELY - DU NI AT R E 2 B S5l EEE B

BRI RST C MESE ~ RTT

2 Although this will often be a legitimate transaction, it could also signal a method of laundering funds if

accompanied by other suspicious indicators, such as purchasing the annuity with several sequentially numbered
money orders, traveller’s cheques, or cashier’s cheques and/or the customer’s having a history of cancelling
annuity products during the “free look” period.

2 EEMTREYGESEARS  FEEGHEMATREE i RERFEAESNTE - BRI
RSRHIES ~ RITICEBERT AR E 8 « &/ SEEBEE Y HE " FR ) HRERE SR ML
SCEk
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e  The customer purchases an insurance contract using a single large premium payment,
particularly with an unusual payment method, such as cash or cash equivalent;

o FIRMHFHE-—REREEHEEREHY > THERAETE SN ITE  EMRSEE
4

e  The customer purchases a single premium policy using cash, money orders, traveller’s
cheques, or cashier’s cheques for an amount that is clearly out of proportion to the
customer’s income;

o RAFEAMEE - R - IRITSCESGRIT AT E HERin T R » HHE R AR
HEZWANHE

e  The customer enters into a contract for a considerable sum subject to payment of the
premiums from abroad, particularly from an offshore financial centre;

o EATE —AEACRIRELLY o MEORIRE TR BRSNS - TCHE AR B bR

e The customer substitutes, during the life of the contract, the initial beneficiary for a person
without any apparent link to the policyholder;

o FEAFNFLIARCHIRA > DIBAORELRF A ARG (2 LM ARG 228

e The customer cancels the contract without concern for the considerable tax or other
cancellation charges that he or she has to pay as a result; and

o RAFMARRBLLY - HATEFIRILER (T AR S s M AR T E © K

e The customer secures a policy loan against the cash value soon after the policy is issued and
repays the loan with cash or various monetary instruments.

o EAFIEIRERILZIZ - DIORER SMRIEEFFMEER WL GRS EER TR
{EEER -

Low Priced Securities and Private Issuers

1EABZG T2 G R TTA
74. Low priced securities, also known as penny stocks, refer to low-value equity interests in

companies that are publicly traded or are about to become so. The issuers of these shares generally have
legitimate business operations and revenue streams. However, some publicly traded penny stocks are
really shell companies that may be used for a reverse merger. In any event, shares in these issuers will
often be represented with physical securities that can be deposited with a securities intermediary. These
shares are not likely to be traded on traditional exchanges, but rather in over-the-counter (“OTC”’) markets
or on bulletin boards, which are discussed below. Penny stocks typically have very low trading volume but,
unlike bearer securities, ownership of these shares will often be registered with the issuer and/or a transfer
agent.

74. KBRS > AHRRERLEE (penny stocks : il ) » (R ABEAC S BBIRE AR 5 2 A EIHY
{RERAER 2 - BER 2 ST BEHA AN EEE B AR - 280 > S A2
KER S - FE LIRS R OFF I ZE R A F] - fsma (] - IR B G LUERS S 5 2P
FIAERE 27 T iR - IESERE N R AT RE G E AL ST TS - 2 EME (T OTC ) M5
R IR AR S REEE R o NERENTSEBEEIFEE MBI LG
[FEHE @ R < FrA R R8T AR Sl AT -

75. The ML/TF vulnerabilities posed by these securities are two-fold. First, these types of securities
are often used to generate illicit assets through market manipulation, insider trading, and fraud. Illicit

actors can either use existing shares that are already publicly traded, or start a shell company for the
express purpose of engaging in those illicit activities. In addition, criminal organisations have also been
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known to use illicit assets generated outside the securities industry to engage in market manipulation and
fraud. This first vulnerability is discussed more fully in Chapter 4.

75. ISR R AT A 88 B GIEEA AL - F—  MEBARE R EE W AR E BT
e ~ WX B LIRS A ARIEIRNERE - IEAT R ATTERE AR S Z AR ~ BibiE
FIREEEN 2 B HAVBHRR ZE R A E] » IAN  JUTRAE S E M IR G E A S8R ME I R A &
(EE TR T EER T Ry o 55— (HIIBLRHESS 4 Bl D RRAER -

76. Second, these securities can be acquired by investing illicit assets into a company that is about to
become public. Once the company goes public, the money launderer can sell his or her stake, thereby
giving funds the appearance of having been derived from a legitimate securities transaction. Moreover,
criminal organisations can also initially invest in a private company that they can then use as a front
company for comingling illicit and legitimate assets. They can then take this company public through an
offering in the public securities markets, thus creating what appear to be legitimate offering revenues.
Alternatively, criminal organisations can acquire a publicly traded company and use it to launder illicit
assets.

76. £ WEBHAEBRIEEEER AR ARRE T Z AT ITERTS - fEA TN T
2% Pesd T R NI A AV DY - B E P EEARERE N EENE SRS « 1Ah
USRS T LUK EIEAR AT WM R GIREEEI S A B ENRIRAE] - BEERIT]E
BB ZF T ATV T BIEBERRGENETUA - USRS FTE AR AE] - H
KIEHIEEEE °

Suspicious Indicators and Case Studies for Low Priced Securities and Private Issuers

BRI L R TTA Z AT SEIS PR DI

77. The suspicious indicators associated with low priced securities and private issuers are, for the
most part, identical to those that are discussed in the market manipulation section of Chapter 4.

7. BURAERE T MR ARRS T VAR Z FISEfEIE - KER B 4 BTG RMeal o Ac A ] -

Case Study 1: Laundering by acquisition of publicly traded shell company
EHRAZE 1 EBRRAFHRTHER AT HE

Offence: Money laundering

JTEITH - iz 4

Securities Related Predicate Offence (if any): N/A

S FTETITE (EFH ) - A

Jurisdiction: Israel

I - DLz

Subject: Individual

A {[EPN

Instruments, methods and techniques: Front companies, publicly-traded shares of a shell company
LR~ TEBRTT - REHAT ~ ERATE 2 AR SR
Indicators: e Use of a public shell company (traded on the stock exchange);

b AN TR AE (RREHFGRS)

Use of a front company/straw man to perform the acquisition;

AR R A =] g T U

Transferring funds through several accounts;

FERBER SR E S

Use of a money services business (MSB) to transfer funds;
iR EE (MSB) MEEE

e Withdrawing the funds shortly after the acquisition by means of loans; and
o {EUUEE - EBEFTAHIEE S - &

e Transferring funds to the same MSB.
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o &L EMFE MSB -

Suspicious transaction/activity report information

HIEER 5/ TEEIEREE

The FIU received an STR from a bank regarding D, a man in his twenties with a student account. The STR stated that
D bought a controlling interest in public shell company X and then proceeded to open a bank account in the name of

that company. A few days later, the account received a deposit of approximately US$2.5 million.

eRbER L (FIU) WEBRTATE 4 - 81 D ARINSEIESECERA 5 (STR) - D &—% 20 &I A -
B—EZEIRS - 1R STR &kl - D BEAAFEITERAT X HHEGIRER - B IZ A TN EHR T —ERTiR
e R 1% BRIRFUNE] T —SRET 250 EETTHIERK ¢

Case description

FEp

In addition to company X, D was also the sole owner of a private company, Y. D used company Y to purchase a
controlling interest in company X through the OTC market. Part of the US$2.5 million that was credited to company X
was derived from a company Y account. Company Y received large deposits from several private accounts managed
by criminal entities involved in drug trafficking. In one case the funds were transferred from the person known to be
involved in criminal activity through an MSB account to the account of company X to further distance the source of the
funds. The new controlling owners appointed new directors, including family members.

B X AFSL - DR —RRAAT Y (VEEE T - DERA Y AF - il OTC AiHUS X A FIAYZEHIHE - A X AF]
(Y 250 EFETTHER - A kE Y AFIMRE o Y ATURE] T B aE LR EL TR E RS A E B 2 (5 R
P AR R o AEHEF—EFEGF - HEERHEAEEILIEEEII A EE—(E MSB IR FEIRE] X AFRE - DUE
— IR AR o FTAVIERIRERT A AfRIR T2 S - BEERERE -

Shortly after the US$2.5 million was transferred to the account of company X, it was transferred back to the MSB
account. Some of the money was transferred as a loan to company W, which was associated with the same criminal
organisation that originally transferred funds to Company Y.

£ 250 EETTHEIRE] X AFRSE - &S A E MSB RS - B/t IR T2 HEE W A » g &R
HIRE S Y A FRIE—IUIRAESA Fra -

D and his family were well-known to the FIU for having acquired public shell companies in the past for money
laundering purposes, including committing other predicate offences. They were also suspected of fraudulently
influencing the movement of the stock share prices of companies owned by them, performing circular transfers of
funds, and fraudulently removing funds from the companies.

igeR R OER - D B AR L — B R H IV MUCEAB#1T253 A E) - i B AU N HAr AT EIUIE -
i P e e AR ERRAY 5 20 - sE B TR A SRR EEE) « (R E SIEREIR DU DR = A &% -

Options
BEEE

78. An option is a contract where one party (option seller) agrees to either buy a specified number of
securities from, or sell a specified number of securities to, another party (option buyer) at a specified price
per share (strike price). The option seller receives an upfront payment (premium) in exchange for
assuming the obligations under the option. A put option gives the option buyer the right to sell the
securities to the option writer at the specified price. A call option gives the option buyer the right to buy
the securities from the option writer at the strike price. Typically, the option buyer has the right, but not the
obligation, to exercise the option contract. Options can be traded on exchanges or OTC. They can be
physically-settled (i.e. settled by delivering the securities) or cash-settled (i.e. settled by making a cash
payment equal to the difference between the strike price and the market price of the security times the
number of securities specified in the contract).

78. BT CEEEERT)) FEMUEFRER (BYER) m55—J7 (EE#EETT)
MERSEBE S FHIEY (FRLZIREIL) - BEEREE T & EITRM R (FERE: ) » SCHUKIE RN
5 - EEEEENE SRS E ARG EER T ERESGEEEE )T - EREEENE SRR
B AR REM R E TR - BEREI T EEER AR - (BERG TEIEERE
BIL) o B NIRRT BT E ST S - fRLLERSACE] (JRBI - DI EE R T =05 E)
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SRR E] (JRRI - DSZ AR EsE Ay =S H] > Hp BRI R R AR ELRG o ti 5 B S 2280 - O
EERAE 2R -

79. An OTC option presents a ML/TF vulnerability if one party agrees to enter into an options
contract on terms worse than those available in a rational market to guarantee that the counterparty
receives a net payment. In this respect, an OTC option can be used as a method of transferring funds.

79. E— T R IR I ME TS A A (RO TR R BL4Y - DABEORAC B AR 7 AT U 8K
T AMEE (OTC) BHERERFARSE ERLG9H - BUL T - IEE A SAVEHERE n(F A& &
HIJTIE -

80. For example, assume Party A has funds in a brokerage account that he wants to transfer to Party
B. Assume there is a security with a market price of $7 per share. Instead of transferring the funds via a
wire transfer or cheque, Party A may sell for a nominal premium to Party B, a cash-settled put option on
the security with a strike price of $15 per share for 10,000 shares. Party B exercises the option
immediately, and because the option is cash settled, Party A pays Party B the difference between the strike
price and the market price of the security, or $80,000. In addition, funds transfers using options may be
accomplished without exercising an option, such as by charging a high premium for a worthless contract
(e.g. a call option with a strike price hundreds of times higher than the market price), by exercising an
out-of-the money option, or through other options contract variations.
80. BHIARER - B A TTHYKLOIR P A — B RS B U7 SEEEs IHSER &
L 7 3570 - A R TR RE S ST TR & 1T T BSR4 44 RIS B 10,000 RS
7 B X G EEERELS B 7 - TRELIER R 15 57T - B JFIrRIT(E T EEEHE - HIAN e
FERR R ERY T2 - A D730 B TR EEVERS S5 7 M5 (& E 3R RCH - JREl 80,000 2=
T o MBS EIMEHEREETIVE S > MIREAEART T E BN B T B HRE E Y24
(B0 BYER SN TSEREE S EREERE) [N - BEfTEE
(out-of-the-money ) EEJERE - sl im HAM RS S BT T -

3.3 Markets and other Means of Access
3.3 TG EE A A TT0A
81. With the demise of the traditional trading floor located in a bricks-and-mortar securities

exchange, many securities transactions are now effected electronically. In addition, some securities
transactions are not conducted through an exchange at all. The following section examines the markets
and mechanisms through which securities are sold and purchased.

81. TER G BRI ESR L TR E 2 1% 5 558 23X By BT AN & AR Y T =0 T - JbST
e X G RIE B ARE B G AT LT - MY EEE Raesr E B Y T

Traditional Exchanges

B ST

82. The term securities exchange typically refers to centrally organised entities that operate as
trading markets for publicly held securities. Exchanges generally have listing standards, such as minimum
operating histories and revenue streams. While some exchanges only trade equity securities, other
exchanges specialise in particular products, such as debt, options, and other types of derivative
instruments. In addition, exchanges may require that intermediaries, such as broker-dealers, become
exchange members and adhere to certain financial and operational standards.

82. s F R B EEARIRE R S AT R E TP B E RS - X P E A b
KR - U/ D E il BARE DURCE ORI » BEPRER 73 38 S FTE A B IERS 75 - EAth 22 B FI SR T E
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P A5y BEE R ~ B DU AT R MR TR - IS G PR RE S EOR T A
(BN EEIHRE ) IR S ATE B > W SFRIE SRlE 2 e -

Over-the-Counter (OTC) Markets
& (OTC) it

83. Many equity securities are traded in the OTC market and not on exchanges. The OTC market
generally refers to all trading of securities otherwise than on an exchange, including various arrangements
by which securities intermediaries arrange trades amongst themselves. Some OTC markets are organised
and have automated quotation systems. Penny stocks, as discussed above and in Chapter 4, are also traded
on the OTC markets, with their prices sometimes quoted on electronic bulletin boards.

83. FF Z s A e 12 OTC MG T2 5 » IER F T - OTC Mg m E (R IG5 51 X 5
RIESE BT HELT » TTBAT RS 25 o 2 [ AR se B & Zetk - By OTC g2 A 4HERY
M HEEFEHIMEMERS - W ELIRIRES 4 FRE - (RERELESE OTC iG#Ts » HE
ERAN GBS ERE -

84. Unlike traditional exchanges, organised OTC markets generally do not establish listing
requirements and may not regulate issuers or trades, or have members. In some jurisdictions, however,
there may be a regulator for the OTC markets as a whole. Securities traded on OTC markets may be more
speculative than the securities listed on more traditional exchanges.

84. BUEG A G AR EIRYE » A4HAY OTC Mg s E IR E EiiE » B alse N Eiisnss
TTAEAL G, » TRAJRE NGRS B4H4 - 281 - Eh/rithle th & s 5EEG OTC HiBRaL £ B4R -
£ OTC MG B Z - AIRELLEAA AT iz 5825 E Bt -

Alternative Trading Platforms (ATPs), Electronic Communications Networks (ECNs) and
Internet-Based Trading Accounts

SR FE (RTP) « BT 1E:A98E (ECN) LI RGEFAE GRS

85. While trading on exchanges and OTC markets typically requires the use of a securities
intermediary, new technologies permit institutional investors and some retail investors to engage in
securities transactions with limited involvement of an intermediary.?* Alternative trading platforms and
electronic communications networks can operate in a way that, in some instances, may permit investors to
trade with relative or complete anonymity.

85. FEESZ G OTC M1 %) » B FRIE MRS TP iehs - TR AR A A
By — BN PR R R AE TR P TR - ¥ ST - BEL S
LUK B RS ] s FiE AT B EGE R E A ATATIE NHETACS) -

86. Broker-dealers and others institutions licensed to effect securities transactions offer their clients
the ability to transfer securities held electronically (e.g. from broker to broker, or from one customer to the
account of another, such as a spouse). Some jurisdictions have indicated that this service can be abused
and poses a ML vulnerability. This vulnerability results from the relative ease of the instrument’s transfer,
the lack of transparency associated with some transfers, the ability to effect cross-border transfers, and
even unjustifiable reliance on the CDD/KY C investigations done by others.

2L ATPs and ECNs, however, are traditionally registered as securities intermediaries.

2L SRifi - ATP B ECN FE{H4R 2550 B s o5 TP/ S -
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86. AT -AE TR P DU HA I AR R85 S AR Ty L PRt LU T 5 S\ SR HI R
B (B - ORI - B —(EE EI— R PIIRE - BAicHE) - BoithEsos
BERRTS rTRE & O - WA BEAFAE R 990G - BEI9RIZK H btaml T BAVREH SR B - S5k
ZBEWE ~ HTESEBEET - 2R SHAEHEAM AT FREE KYC JHi -

87. A particularly attractive feature (in some jurisdictions) to persons who wish to abuse this service
for ML purposes is its lack of transparency. In some instances, a transfer can be effected without the
individual having an account with the financial institution, for example through a breach in the financial
institution’s data security, or through the transfer of an instrument similar to a bearer security. Payment for
the transferred securities can also be made in cash. As such, account statements may not reflect the fact
that a share transfer has taken place. In some cases investigated, transfers of securities were confirmed to
the customer by separate statements that were not consecutively numbered. Moreover, such statements
were not included as part of the year-end bank reconciliation effort.

87. BRI LR A TR A KSR BB S [IHVRE CERE ) 2= EW
& o IRER o B RS EE TR (E ARRA SRUERIR P HUE R T LT - BBOIKER - BB s R
BERZ2ARE - BGEESERImREC a8 50y LR - B SAYEHE MDA E ST - NI
b = IR EE AT BE R S IR S AR R ER IR T - fERTRERE D R0 T - SR AR
B GRITIBIL AR B A SR - [EAD o 2 EHIIR B R A SR TV IR B -

Case study 2: Securities transfers

EPIAF 2 : B

Offence: Tax evasion
JIFET T4 - I
Securities Related Predicate Offence (if any): N/A
A FTEIITE (EH D - A
Jurisdiction: The Netherlands
i - fHT
Subject: Individuals and service providers
A & B AR F5 P (e
Instruments, methods and techniques: Transfer of securities held electronically
LA~ TR MELE TR ZE S
Indicators: e Misuse of service provided by financial institutions;
FEEE - o BiFHeRERERTIR L IR
e Ante-dating of documents;
o {HEHIAEHE
e Transactions without an apparent economical rationale; and
o MEHEAOREHMT AL K
e Use of false documentation.
o HFREMERSLM: -

Case description

E B

The Tax Administration and the Fiscal Intelligence and Investigation Service has discovered methodologies involving
the allocation of securities as a means to effect tax fraud. These activities involved the use of false documents, in
violation of tax and criminal laws. To date, 14 cases have been detected, involving six different financial institutions.
Seven cases have been investigated in greater depth. The key role played by the facilitating financial institutions in
these cases was examined by the Dutch Central Bank and The Netherlands Authority for the Financial Markets.
PR DR RS s B R 755 ( Tax Administration and the Fiscal Intelligence and Investigation Service ) » E.4%
BE T ASBCES A E RS SRR J705 o IEEEENEMS T LUB RAUEBNER 70 AR BCUE - BEHA AR &
KT 14 [HFEG] > 2 EARE SRR - Hh CEEGCETR AN - ST SR S E
(Netherlands Authority for the Financial Market )» $+¥ 1 S5 Z2 (1] b {77 BT 769 < R R R s Y BRSE A BT T sk &

The cases investigated have in common the misuse of a normal and legitimate service provided by banks,
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broker-dealers and other institutions licensed to trade in securities: the ability to transfer securities held electronically.
Fraf Y = BT — 3L ERL - JRRDE SR T - 4R4C-4CHR DU TR R X I H A RS (A RE IR ELIE T
TiFFFEZE TR ) AR iR IE R B A AR -

The misuse in the Dutch cases was triggered by a difference in the way capital gains and losses were treated for the
income and corporate tax purposes. In short, capital losses are not deductable for income tax purposes, but are
included in the tax base for corporate tax.

T IR R R GRS ELA S TSI ARG BRI R AR FEIFTEL - S22 IRH RS
MR SHIBREAIESL - ([EATAT AR SEFTSIREIN R T -

In these cases, individuals transferred securities between their personal portfolio and a corporate securities portfolio
over which they had control. Depending on what was necessary in the specific case, securities were transferred in
either direction. In the case of a loss that occurred in the personal portfolio, the relevant securities were transferred to
the corporate stock portfolio and vice versa.

PRIEFE RGP - (8 AEHE A EHE U H BRI 2 RS G 75 o (RIBHB RO Z AEFK - 585
AIREETE R B Z BT — 7 g - HE A EHE R EEL - ISR E S MBS HE - A -

The attractive feature of the misuse of the securities-transfer service is its lack of transparency. In a transfer there is
no mandatory current account relationship. As is the case with regular sale and purchase instructions, payment for
securities transferred can be arranged by other means, such as cash payments. As a consequence, bank statements
do not have to show that a share transfer has taken place. In the different cases that were investigated, transfers of
securities were communicated to the client by separate statements that were not consecutively numbered and that did
not have any connection with the year-end bank reconciliation.

T FHES S R R 0 — (8 ELR 5 | D HRe G - (A BRZ BB - IREAS NG ARK E B SRITRIRO SRS - BB —REE
faor - FIFR RIS 2 R0H » AT EAM AN PALHE - EDIRE T - HIL - SRITHIREAR RRUR Y K B
o IS —EPrEERIZE R - 855 2 R R BRI H L IR BB SR BB R TR B MG 0]
Bif%

What was surprising in the cases investigated was:
FERTEHE ZE B S NSRS |

1. The number of cases detected;

1. FEsEiny =G

2. The similarity of modus operandi;

2. JUSEFERIMEENE 5

3. The relative ease in which employees of financial institutions were persuaded to co-operate in the scheme;

3. RS THHEE S WEURIAIEE

4. The fact that the cases took place at different players in the financial sector;

4. FEBISEAIEBREENAE 28T

5. The involvement of accountants and tax advisors;

5. GaTEmEAT BRI Ry

6. The lack of AML/TF monitoring for this specific kind of transactions; and

6. IRPERET G = PHIess B e K

7. The possible AML/TF risks related to share transfers were perhaps not sufficiently familiar to supervisory
bodies.

7. EEERRRREH B (A RN FTRED HIERE BV E R - AT AR RE -

Enforcement actions
HUATEN

All cases investigated resulted in administrative or criminal sanctions. Some financial institutions also were required
by financial regulators to amend their internal procedures.

SHERIFTAZEG] > EEEATEEIEANSIE - SR E R ZORE 7 SRR S SO N SR
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88. Although case study 2 involved tax fraud, the transfer of securities can also play a role in insider
trading. It is also a vulnerability in the context of money laundering, due to the relative ease of transfer,
lack of transparency, lack of indicators and the international dimension.

88. HEPRZEBINTFE 2 2208 TR ESR - SRR N R Z) iyl T A At - fEEsemA
[EARE » Bt —Eg58: - NAESEIHER S - $hZ B - S IR A EE T S) -

89. It would be possible for criminals to approach individuals and offer them cash for their securities
portfolio. Subsequently these individuals could transfer their securities from their securities portfolio to
the securities portfolio of the criminal. This would give criminals access to the financial system while
circumventing existing AML/CTF measures.

89. FRIUTTRE G AT (ERIIEE N » DI S E B &G - 218 IEEAGRESS
77 B S EH B E 2 IR UV R EA S - NIEIRIURE S A SRR M T ARG
#8 BRI -

3.3.1  Wulnerabilities Associated With Particular Types of Market Access
331 HUfE ARy e TS Ry soRk

90. Although the survey results did not identify actual abuses involving internet trading platform
services, several areas of vulnerability were noted. For example, with the continued development of
technology, the number of firms providing internet trading platform services has increased. Such firms
offer trading in financial contracts (so-called contracts for difference or CFD) on their trading platform
linked to different kinds of underlying reference points: mostly Forex but also market indexes, and
commodities (such as oil and precious metals), as well as on shares of companies. The investors are
typically required to pay a margin deposit into the bank account of the firm.

9. e AR A4S SRR B PR AR RS A 5 P B IR B 201 - Al 2 B E T 2% E 558G -
BOIKES > FEETHARHERSE - RIS P EIRBII A FEEE DA - HFEATTERR S FE
b RGN FERERRN 2 F B S RELATL D) (8 Ry 7223248 CFD ) © RER7y Ky Forex » i
AT EE - Koemm (BUEHEESE) - URAFERG - ENBE T L REE » WfF
ANZ A ERIRATIR S -

91. Such website trading platforms are often designed for day trading, and can have substantial
transaction volumes. As such, the trading platform could turn into a “black box” for the financial
institution (often a bank) with which the trading platform firm holds its accounts, making it very difficult
for the financial institution to understand transactions occurring in the account.

91. IR B Pl E AR T HRER St - BXSEREIEERA - HIL > K5
5 A RE G R B R R Gl RIRIT) 1Y T a7 (black box) ;@ XS FEAEFRFAEIRS >
PRI L (5 <Rl R I B S DU BRIR P TS 5 2 N -

92. Moreover, obtaining a licence for a trading platform has become increasingly inexpensive. By
providing a trading platform through a company registered in an unregulated jurisdiction, a criminal
organisation could pose as a securities dealer and use this structure to launder money and/or defraud
investors.

92. AN - BUS A 5 P e SRR A A SR H. - BB SO RZ B E N EA A EE
X Z G SRS SR A HEA e - WEMAEEEO SRR HEFREEA -

93. Internet-based securities trading accounts pose particular challenges to the implementation of
CDD/KYC procedures because of the lack of face-to-face interaction between the intermediary and the
customer when an account is opened. This can hamper the ability of a firm to establish an adequate
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customer profile, which in turn can hamper the firm’s ability to detect suspicious activity. Moreover,
although investors must open accounts with intermediaries to access their systems, some of these accounts
allow the investor to directly access an exchange or trading system, potentially hampering the ability of an
intermediary to identify suspicious transactions and trading patterns. Because positive identification of an
individual can be more difficult with internet-based account opening methods, identity thieves and other
illicit actors have been known to open these types of accounts to engage in market manipulation, insider
trading, securities fraud, or to deposit illicit assets that can be wire transferred out of that account.?

93. PRI AT GIRE » (TR FEE /KYC R EA —EREAHE - RGN T
PR B A E R PR = I T AL 8 - bR 8N S e SR A AR RE ST > EURFAIE
FERL NP B A SEEEINAET] o BEAh - BEZICE AR T IR F A R A Bt
FIRFACETRE NERE AR G PGB 2480 NI R B o RS IR nT s 5 DA g i
K GEAIIREST - Y8ESEHF I A E I MEN R A S (0 7 T SN EE - NI B (i RE IR IR DA R HoAtT
TR GRRLEFEESEIRE - DUBEEIRFEITEEN G ETSIRE - NGRS ~ 585F
TR - BE AT AR RS TR o ®

94. In addition, legitimate internet-based brokerage accounts are often compromised by online
intrusions from unauthorised persons. To cite one example, a criminal can effect an intrusion into multiple
customer accounts. The intruder can liquidate securities in those accounts and use the proceeds to buy a
penny stock. This has the effect of “pumping” up the price of the penny stock, which the intruder then
liquidates at the inflated price, with profits transferred out of the intruded accounts.

94. AN - EEERSSLOIR P AT G FIRHE AN L4 AR - B EIREH - ZBEIPRER -
FFLARZEREZIRT - AMRE 45X FRFHIATARS 2 - WE BT E (R EREE - K
BERFE R Tt | (REREERITRUER - EAREFES R Eaie @8 MBS T - WREN B8#E
AEHRFES -

Case study 3: Rapid transactions using an internet-based trading account

EHIATE 3 - ERERZBIRERERTIS

Offence: Money laundering
JIFET T4 - o2

Securities Related Predicate Offence (if any): Insider trading
A FTEIITE (EF D - W& 5
Jurisdiction: Austria

Iz - 8l

Subject: Individuals

A fELA

Instruments, methods and techniques: Internet-based trading account, shares
LA~ TAHRTT WS IR ~ Bl
Indicators: e High profits within one day;

TEEE - o HHNEGEHE

e Rapid purchase and sale of shares; and
o PREEFEMY K
e Use of the same password by several clients.

o HEEFEHERAMEEN -

22 Please see Chapter 4 for a fuller discussion of market manipulation, insider trading and securities fraud.

2 ERITTHRGE - N SIS TSR B2 RE 4 E
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Suspicious transaction/activity report information
HEER 5/ TEER S R

The FIU was informed by an Austrian internet bank about suspicious bank accounts. The suspicions were prompted
by the suspicious behaviour of several clients (high profits within one day, purchase of shares and sale of the shares
one day later, purchase of calls, five different clients from the same country, use of the same passwords, the same
shares/calls, etc).

xR P ORI — R AR SR T AR R AT BERTTIR S - HRSER B Bl PRy AT SET R (BLHEGEHE - —K
ZkEREKL - BARRE - HEEZXOOENEZF - (ERAERES - HERD, BEE) -

Case description

P

A number of securities deals were made in connection with a company sale (takeover of shares) yielding a stock price
gain of around US$6 million. These sales were later found to have been facilitated by insider trading; Austrian
accounts were used for buying and selling shares.

—EEE R G A SRS (ke ) —FIHET - S 7T 600 ESITHIREAS - LEHERX HRAHEEHE
R TNGR 5 BHIAIRE R AR E B -

Thorough investigations revealed that several accounts were linked to this securities deal, i.e. the account owners
(Croatian nationals residing in Germany, Croatia, and the U.S.) obtained huge profits within a very short time by
(almost simultaneously) buying and selling these shares.

BRI - AR(ERF BRI A AR > RREATAE A (EEEEER - FEERE T DU SRR R R ) 15
HEE ISR - TAEIRE AN CGRPEIR) BRI T sE2EFDH -

Enforcement actions
HUATED

The FIU initiated not only the necessary financial analysis but also analysis regarding the shares (company based in
the U.S. press information — insider trading) and evidence regarding the involved persons.

SRR O MERED T BB > AT T Ry (ERIAEIUS A — MR S)) DURBHERR AN S A RIHIEEE -

It was rather urgent to secure evidence (including seizure of banking accounts and/or transmitting information to other
agencies to trace the money flow) therefore the FIU met the FBI to cooperate in the case.

FEREREBNESOEZ T (BFEIHTRITIRE K SUE A &R EA IR DUBHEE SR ) - xRbiE R o0 A B
F#EE (FB) SfFREEILZEN: -

The FIU immediately informed the prosecutor of potential money laundering and insider trading charges.
ERbERP L RBERREE - R T BRSNS B ES -

Suspicious Indicators and Case Studies Associated with Market Access

SN 15 FIH T SES IR RO

95. The questionnaire responses did not specifically identify suspicious indicators associated with
market types and other means of access. However, the suspicious indicators associated with market
manipulation, insider trading and securities fraud may have some relevance in this area for detecting
money laundering. Accordingly, Chapter 4 contains a fuller discussion, including case studies, regarding
OTC markets and internet-based securities trading. In addition, the suspicious indicators related to
Customer Due Diligence in Annex B are also generally relevant.

95. 1A [ 7 oA B B T e R DL S LAt A A D 7R A B AT SEFEAT - 2811 » B T353R0 ~
WERAL 5 o8 27 a ECA RRARY AT SEFE AR » 7RSS BRI Sk s Bh JT 1 nlse A S HHEA T - AltL - 56 4
TR e (BIEZEGIATE) OTC MiBBEsEE -5 - IHAh - [ifek B Ao mEEMHN 2
AIEEERE - WM FRIAZRE -
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3.4 Payment Methods Relating to Securities Transactions
34  HEHFXEAMNANIGIE -
96. Many of the payment methods associated with securities transactions are not unique to the

securities industry, and are to be found in other areas of the financial services industry. However, there are
certain peculiarities in the purchase of securities which benefit from further elaboration.

96. AT ERE TR R A ARSI T7% - MRS R - R M SRR E SRR & A -
PRI - FEEEESHYER T RYE > nIRERR B — D fdRR i -

Cash
B

97. The questionnaire responses indicated that the use of cash in the securities industry is uncommon.
However, in some jurisdictions cash is still a permissible payment method. In addition, in some
jurisdictions securities can be purchased through depository institutions, where acceptance of cash is much
more prevalent.

97. MGEE R SR S IR R - 2RI Bl i S 72 DUR S AF RS2 70k -
BEAE - Byt RE AR AR RS 2 - R DI K -

Vulnerabilities and Suspicious Indicators for Cash

98. Depository institutions and securities intermediaries that permit the use of cash for the purchase

of securities products can be used to place illicit assets in the securities industry, as well as integrate and
layer the assets through securities trading and redemptions.

98. FETDABR S S5 an P R B o3 P R - AT RE S AR A B E IR A5
% LURGE RS o B [a U S By R R -

99. The following, which are not necessarily unique to the securities industry, were identified as
suspicious indicators involving the use of cash:

99. DURS H BLE R  A R T SEEE (FREZFREA ) -

e  The customer refuses to identify a legitimate source for the funds or provides the securities
firm with information that is false, misleading, or substantially incorrect;

o RHEIEESHESHIEEAN - SRl - BAEEE A EHRVERGGEF AT

e  The customer makes many small cash deposits that are eventually used to purchase a
particular securities product which is sold or redeemed shortly thereafter;

o BN AIFE/ NS 0 HREANEER e85 Emn > WN AR ANE HedE
] ;

e  The customer deposits a large amount of small-denomination currency to fund the account
or make securities purchases;

o HEHFARENEEY LHESFARFEEERSS

e  There are many incoming cash deposits into a customer’s account from third parties that
coincide with or are close in time to outgoing cheques or wire transfers to other third parties;
and

o SHMAFEIREERIES =T AR S ZIRP - R B B 17 5 S e R M A oAt
F = TR EI BT ¢ R
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e  The customer has accounts primarily used for deposits and other accounts primarily used
for outgoing payments.

o HFAIREEEMNEK  AEMIRE EZERAREIMIF -

Case study 4: Structuring of cash deposits

EOIFSE 4 FrOBEEFK

Offence: Money laundering (structuring)
JIFETT4 - S (H50)
Securities Related Predicate Offence (if any): Fraud
FEFH < FTETITE (£ ) - FEBR
Jurisdiction: Australia
B - M
Subject: Individual
THE fELA
Instruments, methods and techniques: Cash deposits, contract for difference account
LA -~ TRy REER - ZEGURE
Indicators: e Abuse of internet registration systems;
TEEE - o MR E LAY
e Multiple same day transactions;
o HEFHRS

Structuring of cash deposits; and
P ReiER o &
Use of false identification documentation.

A FHRE (R 5 sl X1 -

Suspicious transaction/activity report information

AIRER 7,/ TEERR S E R

D became the subject of a STR submitted to the FIU that detailed activity involving the structuring of cash deposits
into an account.

D RS RFH L (FIV) By—(EeU s s F it (STR) BYE A » sREFEL T fr 0 IR S s —(EhR
FHYEE)

Case description

Kol

A “contract for difference” (CFD) is a type of derivative where an agreement is made to exchange the difference in
value of a particular security (or other financial instrument) between the time at which a contract is opened and the
time at which it is closed. In this particular investigation, the profits were deposited in a major Australian bank.

"EMEEGY ) (CFD) Z2—EITAEMRNS  DETENITR - SR e s (BHMem TR ) EHFREELIFIHA
W Z BEAR - [EHERET - AERERTE A —R KRBT -

D used false identification documents, including a false citizenship certificate and driver’s licence, to open a trading
account over the internet.

D (ERMEEARE MrsknI 1 > EFERE R ARSI - BB ERERRH 1L — (A SR -

The individual became the subject of an STR because of the structuring of cash deposits into an account. The STR
highlighted that over an eight-day period, approximately AUD$ 400,000 was deposited into the account in amounts
below the jurisdiction’s threshold reporting requirement (i.e. structuring), and in some instances deposits were made
on the same day at branches in two different locations.

D R Bt Bl A7k S —(EIR ) » MRkl STR AVEERY - STR 5 » £/ \UKHARIA » SAEHEE 400,000 TTHYFIH » #7
DUMEH S 8 e PR 2B ARZIRS (JRED © 4753) - HE D RGE R RAER —REBRIE R EHEEEA -

The investigation identified that the account had traded and increased in value to over AUD$ 750,000, which was
subsequently restrained by means of crime restraining orders.
AR RFET TELRS) - HHERE I EEEB 750,000 JT © fRi&E IR U EZE ESILIH -
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Enforcement actions

BATTE)

An investigation into this resulted in criminal restraining orders being placed on the individual's assets
A A E N\ EE RS B S -

Cheques and Wire Transfers

SCEHBIE

100. Questionnaire responses indicated that cheques can be used to fund a securities account with a
securities intermediary or used to directly purchase some securities products without an intermediary. In
addition, jurisdictions indicated that the use of cheques is not limited to those drawn from a depository
account, but also can involve money orders, traveller’s cheques, and cashier’s cheques (i.e. bank drafts).
100.  MEEETED - SR AS SR R SRS - SUHRE R E S R E i~
A o RS SHE AR > AT S RN AR P 2 S BAERESR - RITSCR
FERATASE (SRITIESE) -

101. While many wire transfers occur through and between banks, in some jurisdictions a securities
account can be used in lieu of a depository account to wire funds.

101. T HERIER G A B TR RS R TRIETT - B & 3 DLEE IR = BV ERKIR =
LTI -

Vulnerabilities and Suspicious Indicators for Cheques and Wire Transfers

SE LA R G B AT GEIS PR

102. Money launderers can purchase money orders, traveller’s cheques, and/or cashier’s cheques with
cash over a period of time or through a series of transactions in order to avoid threshold currency reporting
requirements. These cheques can then be deposited into securities accounts until a desired amount is
reached and used to purchase a security, which is then sold or transferred. Alternatively, a money launderer
can also wire the illicit assets out of a jurisdiction.

102.  IEEETRAEER —EHHERN - SEEEER S o DI SEEER - RT3 R
FATASE » DIRUEE SN B ER e P - IS SCE R A AR R RTHE T8 - R
MREER T - DURGETTRER LB - 5 (T B AR A B s it -

103. Cheques or wire transfers from a depository account also present an ML/TF vulnerability
because they may unreasonably affect the securities intermediary’s risk analysis, in particular with respect
to CDD/KYC obligations. For example, if a cheque or wire transfer originates from another financial
institution subject to an AML/CFT regulatory regime, a securities firm may not conduct a thorough
CDD/KYC investigation because it believes that the originating financial institution has already conducted
its own CDD/KYC investigation, or because the firm perceives a reduced risk because the customer was
able to open an account at another financial institution. This vulnerability can become systemic if
numerous securities intermediaries perceive a reduced risk based on the activities of others.?

% Itis noted that reliance on CDD/KYC investigations undertaken by a foreign financial institution should also

involve an assessment of the AML/CFT regime operating in the country from which the institution relied upon
operates. Given the global nature of the securities industry, this issue may be of particular importance.

2 EEEENR AN TS P A KYC A - S S N R 2
FEBZRAIGHIILEE FTR BN LA - FERFRNVENRNE - I e ER -
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103.  fFRCIRFHIS SEEENE - IMFAEDESE AR - INEATRER S ER RS BEE 75 T T Y
Ji\f ot - THZ B PR KYC BB ARRAIELN Y - BBBIAGR - 5 S SRR B T
HesEFTRERVERTHA SRS - SR A F RN R RGeS S T R PEE

KYC 3H# jZE% \7IEE§J§E§’JT HLA B AR LR P P R RS - TR TR = P

F /KYC HE o B35 BRSBTS fts - R SIBE &k
J%f%%ﬁ‘@iﬂﬁﬂz
104. In addition, even if the financial institution from which the cheque or wire transfer originated has

conducted thorough CDD/KYC and not detected anything suspicious, there may still be an ML/TF risk
that the securities intermediary, through its own knowledge of the investor, may be in a unique position to
identify. In particular, CDD/KYC not only involves mere customer identification but establishing the
purpose and intended nature of the business relationship.

104, [EAh - BIEERATL S SEEGETTERIEN SRR AT T RRNZ FEE KYC - Bl
BT Al BEE S (PR A a8 27 T T ] 2 8 EOAR B G AR - 1 5o/ Mg BRUsR 8% oS g -
#FPER/KYC LHEA REFEEE S ORI ER - BRI Hes I ARG ERY » DU
FETHT A 2 ME

105. Another vulnerability identified is the increasing use of the securities industry in offshore
jurisdictions by criminals attempting to avoid domestic seizure of their assets. The ease by with which
funds could be transferred electronically facilitates this. The use of this method of disguising funds has
resulted in a reduction in the effectiveness of domestic seizure/forfeiture actions, marking a change in the
laundering techniques used by criminals. The advantage of this method over, for example, the purchase of
domestic real estate is that it is more difficult for law enforcement to trace and seize assets held offshore.
105. AP —EISEEE - SEALE RS MG 56 55 SRRV R IR 2 - DU o8 & Sth BRI
E F B AR A E T RENEE - FIeEtavE A E - JRIDEM LT /f[%]f:k/f 152

AT, AT BN ROR » MR LB R TR AU E e R TR b o IR DTIAR (CERBIAEES )
E%E BN BIEZ B R BUEE RSB TS NEE -

106. The following, which may not be unique to the securities industry, have been identified as
suspicious indicators involving the use of cheques and wire transfers:

106.  LUTNHIH#E#E A SRS PEAY Al SEEIE (AIREN e A )

e  Many small incoming deposits are made using cheques, money orders, traveller’s cheques,
and cashier’s cheques;

o ITZ/NEHIE ATFRRLASE ~ MBS - RITSCEERI T AT
e Incoming payments are made by third-party cheques or cheques with multiple
endorsements;

o EAAE - (OB YA S A SR

e  Money orders, traveller’s cheques or cashier’s cheques are sequentially numbered in
denominations that avoid threshold reporting requirements (i.e. structuring);

o [BEF - RITSCEEERITASEH ZEERmY: - HHSHE R EHRI M E (RED : 7
?}%)

e  Outgoing cheques to third parties coincide with or are close in time to incoming cheques
from other third parties;

. Fa'ﬁiT_S'ZEEH 4555 = TR TETR - BUEM S =T D A SRR ETRESE e E] ~ SR
PEAT
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e  Wire transfers are made to or from financial secrecy havens, tax havens or high-risk
geographic locations (i.e. jurisdictions known to produce illegal narcotics/psychotropic
drugs or are related to terrorism);

o HlpRhrERE - IKRES S EEitE (IR EX4EI AR R LY e
i EFeARARYME ) Z IRV

e  Wire transfers or payments are made to or from unrelated third parties (foreign or domestic)
or where the name or account number of the beneficiary or remitter has not been supplied;

o BUERHT=T7 (SNHSEN ) ~ BRTERZ 28 NS A LB BARSE 2 M7 - (T
PETEZ S

e Many small, incoming wire transfers are made, either by the customer or third parties, that
are almost immediately withdrawn or wired out in a manner inconsistent with customer’s
business or history;

o RS =TT TEF S/ NEREINRDE AL - H AT SR SR N S B S & gy
T30 TTREEREE

e There is wire transfer activity that is unexplained, repetitive, unusually large or shows
unusual patterns or has no apparent business purpose;

o ERMETREIARMLIER - EEHA - RE RSN R EH - SEEHEREEY

e The securities account is used for payments or outgoing wire transfers with little or no
securities activities i.e. account appears to be used as a depository account or a conduit for

transfers;
o ESFIRFRINZATEEISNEDE > MsgzEa&E/ bakiad - JREIR = BEAH A HTFRE
FEdEEiR T A

e Funds are transferred to financial or depository institutions other than those from where the
funds were initially directed, specifically when different countries are involved,

o HEHEIREHRRE I RE S SRR LSRR

e  Transfers with no apparent business purpose are made between different accounts owned by
the customer;

o TERAFFATHEANYAFEIRFE Z TR - HAMIgrasE ey

e  Wire transfer logs, when viewed over a period of time, reveal suspicious or unusual
patterns;

o CEGTHEIMERIRIFECH: - SR EEERE A

e  The customer requests that certain payments be routed through nostro or correspondent
accounts held by the financial intermediary instead of its own account; and

o EHAEEOREMH T MR HYIR T RISEIR P BUEAR PSR EROH - I REE
REWRE + K

e  Outgoing wire transfers to third parties coincide or are close in time to incoming wire
transfers from other third parties.

o  HEMREE ARG SE = T HVIRFTEIRL - BLELAEE = JTHRIE AR RIRESE =AHE ~ BIRE
PEAT o
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Case study 5: Use of foreign exchange broker

FEBIHFE 5 « EFERELCRE

Offence: Money laundering

JIFETT4 - Diskia:

Securities Related Predicate Offence (if any): N/A

AR FTEIITE (EH ) - N

Jurisdiction: Mexico

T =Y E

Subject: Individual

TR fEA

Instruments, methods and techniques: Deposits of cheques, currency exchange, wire transfers
T A ~ ATy A ~ [ - EIE

Indicators: e Activity reported by senders to financial institutions is not related in any way to the beneficiary of
758 funds;

o [DERKUT [m RIS R 2 VEE) - B B2k NI A0 AERE
e Amounts transferred are not congruent with the purchase of products;
o HREHEHEIEE ZE LIS —E

e FX dealer/broker or bureau de change order the transfers abroad (and not the senders);
o [ERLZGN AL HEEEE kR - TOREIBINETEIR (MIRERUTREZEXR)

e Common beneficiaries with other customers using the same operating procedure; and

o B FMHEFER PV HABIE AHEEN 2 A 5 &

e Same day withdrawal of funds.

o [FEIHEEIEX -

Case description

FEPI

During the course of an investigation made by the FIU regarding proceeds from drug trafficking, an individual was
identified acting as branch manager of a local foreign exchange broker involved in ML activities and, later on, acting
as account executive for a broker-dealer who was arranging wire transfers for one of his customers.

PRariER P OSHIR AR BT THEAEE S - FIRA RIS T EHIERKL R A B HEE S AL EE)
BRI B E—R L -KHEREIIR S T8 - AR Rithi—RBAR 2 HEERE -

Accordingly, the FIU informed the broker-dealer of this activity, and it submitted an STR, with no specific information.
Further investigations showed that an account at this broker-dealer was used to send money abroad in the following

way:
PRI > <Rl ORI S B M AN AC AT -8 8RR - WHARAC N ERERE &Y STR « P& RN - HAR4C-SBH i —
{IEMR S PUR 5107 2R OR IR 2084 -

The broker/dealer received several cheques in local currency, in the name of different persons but all of them
endorsed to the same account holder (the sender). Funds were withdrawn immediately (the same day) with a
purchase of US$ and a further wire transfer abroad was arranged for one single beneficiary (different from the
sender). This money was ultimately used to partially pay for the acquisition of real estate properties in the USA.

Ao, PRI DL E I B THE ~ DR EIRFA I AVEGR SR AT SR B ER SR A A (BT & -
AR RS (FH) > AREEETUE S EERBIMEE 2 N (FEERTT) - IR >
SRR KB Z A BESRFT R & & -

Enforcement actions
ETH
The outcome of this investigation was the seizure of many assets, including among others, bank accounts and

aircraft, and the closing of the foreign exchange broker involved.
SEESIIIN T3 & - (UH) GRESRITIR S R - DURESRAHRPE R g 2% -
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Case study 6: Company director misused family trust

EBIHE 6 : AR EBREARIEET

Offence: Tax evasion / False Invoicing
JIFETT4 - WO, BRILEE (R B
Securities Related Predicate Offence (if any): N/A

AR FTEIITE (EH ) - N

Jurisdiction: Australia

e - BN

Subject: Individual / Company

T {EPNEANE]

Instruments, methods and techniques: Purchase of shares in foreign jurisdiction
T A ~ ATy T =4 MBI 2 e {7y

Indicators: e Several significant wire transfers into Australia from a tax haven.
EEE - o {EFHAR A SEAHER E 2 BN -

Case description

P

An Australian resident company that was receiving funds from a known tax haven was the subject of an audit. The
director/shareholder of the company was also connected to a company established in a tax haven. This tax haven
company had purchased shares in a U.K. company and then sold them for a substantial capital gain. Some of the
profits were repatriated to Australia via the use of false invoices issued by the Australian resident company. The funds
entered the country through large wire transfers.

H ORI R EWEEIE Z M A E] > RIS S - AT ZESE R IR — AR R E A F A - AR
RN FIEE—REBAFINIR D » B PIREGERHE ARG « S EFE BN A S5 TLE IR EEAY 7 =0 HelE
SN o & <eid il KEHER PR A BN -

Enforcement actions

BUATTED

The director/shareholder was assessed on income earned from world wide sources and agreed, as part of a
settlement, to cease his involvement in the tax haven based company and repatriate all funds held in overseas
jurisdictions.

NEZEE B R E FES R B ARRE S S MFEAR - WER (R —) (2 (R S EER R E A T » MR
MG FFE 2 FrE &SRR -

As a result, approximately AUD$ 1.4 million in tax and penalties were raised.
Z N EIR LS (AR 140 ETHIRE GBI SRR -

Case study 7: Unlicensed securities intermediary

FEOIAZE 7 © REEARTE SR H%HE

Offence: Money laundering

JEFETT4 - s

Securities Related Predicate Offence (if any): Providing investment services without a licence
A FTEIITE (EH ) - FESRRBRE 1500 T B &R

Jurisdiction: Belgium

I - EEFIiF

Subject: Individuals, company

THE fELA ~ AF]

Instruments, methods and techniques: Cross-border funds transfers, use of third parties
LA~ TEHRTT =TT RS SR KSR

Indicators: e Significant wire transfers by multiple individuals;

TEEE - o NETHYRHHELE ;

e Messages accompanying the wire transfers referred to investments;
o EEIEZHAVARKE

e Transactions happening shortly after opening of the bank account;
o XEAERAREIRITIR P& ARIET 5

e Account opened for personal use; and
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o NfE AR ZIRF » H
e Account not used as anticipated.

o IRPIAKRIKIFERF HAVHE T -

Suspicious transaction/activity report information
HIEER 5/ TEEIEREE

X and Y were managers of company A, active in purchasing securities for third parties. Shortly after company A's
establishment, X and Y opened an account in their name for personal use. A few days later this account was credited
with several transfers by order of third parties for a total amount of several thousand EUR.

XELY F A NTERVEE  JERIN R =JTER 25 - 18 A AFIRIER A X B Y DUEA M #3607 —(ERF -
HRI% - HIRPUERE 5 = JTHVEEEE AR » B EHERTEOT -

The parties to the transfers were not linked to the individuals in any way. Furthermore, the references of these
transfers referred to an investment fund. The name of the account also referred to an investment fund. The debit
transactions consisted of transfers to accounts opened abroad in tax haven countries and the registration to
investment products.

PR JTEL X R Y B TR EAERE G o (AN - ISR Y H AV A RS - IRP AR RIS & - BEHRK
5 A EFEEIRAGHA T R B MERM R E B AR » 18 S & o -

Case description

P

Information from the supervision authorities showed that company A did not have a licence to offer investment
services.

B H KR BEREUR » A A FIREA R IR 2 i -

The name of the individuals’ personal account, the person receiving the transfers, the regularity and the references
accompanying the transfers as well as the destination of the funds showed that the transactions were not performed
for X and Y but for a third party. The money was laundered through transfers abroad and registration to investment
products.

{EL IR P B4 ~ WO EREE 2 ARy ~ BEORAYR R DU RS0  AHRE DR - RAZ G AT & & H A » BIRE X K
Y~ MEREE=T7AR - HEESEEEINEIR R S & Em 2 7= LUER -

Enforcement actions
BOATE

The case for providing investment services without a licence was referred in 2005 to the public prosecutor for ML.
LSRR A IR H AR A SERHI D] - E° 2005 FR-A LB HEREEIUSE -

Exchange of Securities as Means of Payment

DUKHRIGAER AT T
107. One payment method that is unique to the securities industry is the use of securities in exchange

for other securities. This can occur when shares of a different type are issued or new shares issued in a
take-over. The exchange of shares is a potential way of moving value from one company to another, and
the possibility for disguising the origin of funds is clear. For example, if illicit funds are used to purchase
shares in the initial company, these may be harder to trace once the shares are exchanged for those in
another company. The situation can be exacerbated when other factors are involved, such as shares traded
off exchange or those from countries without robust AML/CFT controls.

107.  EEFREA REUBRHSZATTEUE o AR R AR R AYEE R © TR AE ST AR
RIS SRR E S8 TG 3828 - SR ZERTBHE  zUB e — R AR EEER 2 5 — R A FHIE
{8 > 3 HEZA ] DURETE IR - B0 S 2AAIREA B AR E O A RIS - —HIEE
SESHARN 55— ZR N EIHIREERI - IEELUBHE - SRR R HANNER - e R - G - I A
R o lnHsEsE (AML) FTEER (CFT) BRI -
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3.5 Entities Involved in the Offer, Sale, Advice, Management or Distribution of
Securities (“Securities Intermediaries”)

35  ESHUE - HE - 5 - EEROPEERNER (RE "R/ D

Broker-dealers

&

108. One of the most active participants in the securities market is the broker or dealer in securities. A
broker typically acts in an agency capacity for an investor, and enters the securities markets on behalf of
an investor to buy or sell a security. In some jurisdictions, a dealer acts in a principal capacity and sells to
investors from the dealer’s own inventory or buys from an investor in order to add to the dealer’s
inventory. In buying and selling in this manner, some dealers also provide liquidity to the market.

108.  EEFMISTECSRASEE 2 R B B - SRl E R E AR EERE S
THTER > AREE NG T T B a5 - el - B EMARUENSTE
EHCHEFTESREAN  RRE NEEINEEH CHES - £EEEET - ALaEmtiEdt
et -

109. Based on the questionnaire responses, brokers and dealers exist in most of the jurisdictions that
responded to the survey. However, they are often referred to using a variety of terminology such as:

109.  IRIEMAGHERNEERER - WA A FHEENVESEN HEME T RSBHERMLER
B - AN > A S SRR AR - B -

e Financial Instruments Business Operator;
o ERbPEIEG SR

e Firms for Placement in Orders in Financial Instruments;
o ERIEE NENE S

e [nvestment Firms;

o WENT:

e Investment Service Provider; and

o REARBREME

e Underwriters.

o KIHR -

110. A common type of brokerage relationship involves an introducing broker-dealer and a clearing
broker-dealer who allocate among themselves the tasks that would normally be performed by a single
broker-dealer. Under this sort of relationship, the introducing broker-dealer typically interacts directly with
the customer, opening and monitoring the customer’s account and accepting orders. The clearing broker
provides securities record-keeping, trade execution, clearing and settlement services, custodial services,
account statements and extensions of credit in margin accounts. In contrast to a clearing broker, an
introducing broker usually cannot maintain custody of a customer’s cash and securities.

110.  £R40H RAVRAGRSS B —(E T &CaC il —(EVE FARAC R - T s &4 B CHERS
LHE—4ELCREARETT - FEEMER(R T PO SCREEE B EFBE PO ) /PRI R
WP > DU B - GH RO BRI R G - R OHVRIT ~ HEREEIRS - (RER
iR B2 DURPreE iR (S AR - BUSRLECRIAELL - & 4Cm s N aE IR E & Py E A

H% -
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Vulnerabilities Associated with Broker-Dealers

kit =y 0k
111 A specific vulnerability associated with broker-dealers is their reliance on another financial

institution’s CDD/KYC investigation, as discussed in Section 3.4 regarding payment methods. A
broker-dealer might assume that, because another financial institution has opened an account for a
customer, the customer does not raise ML/TF issues. The CDD/KYC vulnerability is most problematic in
relation to the funding of a securities account. If illicit assets are successfully placed at a depository
institution, the broker-dealer may assume that, because the funds are from an institution which is subject
to AML/CFT rules, the customer does not pose a ML/TF risk and therefore will accept cheques or wire
transfers from that institution to fund a securities account. Once a securities account is funded, a customer
can engage in a number of transactions that further conceal the source of his or her illicit funds, thereby
successfully layering and integrating illicit assets that were placed through a depository institution.

111, BRI A RANYR E 59BN - MMAH E AR 5 — (B SRR AT (Fry & =94 (CDD) /
PR RRTRRZE (KYC) - 4155 3.4 81 0720, ATl - &40 mIREsl R » R SS — (B R T
KEEFRHP - AtzEPAgaEsE (ML) J&R (TF) BIAERIRE - %P 3%E4& (CDD) i
i (KYC) /Y59EE - Z5 2R P PRI E 2 T EE R HE - EIREEERINFRERF
U RO EI R MRESERERZIIHIESE (AML) TS (CFT) F#EZORATHE
& AR PR ERREss (ML) &R (TF) AYERR - IRt 2 B 2 ey S R s MR RaS 27
IRFER - —HEFIRFA T &S EFRIAET S G0t S HIREE IR - /¢
IR B A R A & DAy B BB & T2 T -

112. With respect to introducing and clearing broker-dealers, in some jurisdictions introducing
brokers delegate the responsibility of monitoring for suspicious transactions to their clearing brokers.
However, it is important to note that in some jurisdictions, while a task may be delegated to another entity,
responsibility for that task’s execution cannot be. As a result, it may continue to be the responsibility of
both the introducing broker and the clearing broker to monitor transactions for suspicious activity in
brokerage transactions that occur through their respective institutions.

112, AT DRI HE - EFEEE - P R g B S R B (R4
THVERLRLCH - 280 - [EFEEAE - RS - Bt —EEBG S —ERR » s (EBHIH
THEEE A EEZEN - Hib - P& miE RSO FEEEERE S 2T & ERK
Trds LI B R A nBEEE) -

113. Furthermore, some jurisdictions explicitly permit a clearing broker to rely on the introducing
broker to conduct certain parts of the CDD/KYC process. Some of these jurisdictions may also extend this
reliance to allow the clearing broker to rely on the CDD/KYC undertaken by a secondary introducing
broker that has itself introduced accounts to the primary introducing broker. ML/TF vulnerabilities are
amplified when any of the introducing brokers come from jurisdictions that have lax AML/CFT regimes,
in particular with respect to correspondent or omnibus accounts, as discussed below. As a result, some
jurisdictions allow reliance on another intermediary (whether foreign or domestic) only if that
intermediary has in place adequate AML/CFT controls.

113, Ah R S I A RO AR T A i O TR YR & (CDD )

/IR (KYC) 12F7 - irittEiE g iAot » (5 R i rl o el o atacrs (X
e MR P R TSR ) TR P S (CDD) IRRIEHYERE (KYC) - (£
fa e M EAC P AN R AR H N PG HIE S8 (AML) A FTEEERL (CFT ) MR RARA Yl - AIESE (ML)

S ERE (TR) HgSBR G iR R R ERBEIRFEEEGIRFJTHE - 40 FArEt - AL - At
AR SS— (TP i (iEm 2RISR ) e s s @ B EhiHEE (AML)

SATEER (CFT) [kl HE -

© 2009 FATF/OECD - 51



[ Money laundering and terrorist financing in the securities sector — October 2009

SRR EREL - 2009 ££10 A

114. Although most broker-dealers do not accept cash payments, some do. For those broker-dealers
that do, the relevant suspicious indicators associated with cash have been addressed in Section 3.4. In
addition, because most securities transactions require the use of a securities intermediary, the majority of
the suspicious indicators listed in previous sections, as well as the indicators in Annex B, are applicable to
broker-dealers. Accordingly, specific indicators are not listed here.

114, EEAARSZEWVELR N RCR SN - (HALEREZ - $HEERCRE I MELrs - B
1526 3.4 ERE AR MR S A RN AT RERN R 594 » IR RS BHTRE 25 5y E oK (6 25 1 i
1 RELRTE AT A IH RS Sy rTSEpge » AR B Fraithynge - £ A i 484crs - KRl - EAGHTER
SAAEEAYH -

Case study 8: Account held by an institution located in a high risk area/jurisdiction

FEPIFFE 8 « HEIERFA HIIR S A7 = Bt

Offence: Money laundering
JHFETH - sk
Securities Related Predicate Offence (if any): Proceeds of various crimes (including drug trafficking) invested in
FEEH Z FIENITE (55 ) - the securities industry
SHUSE (ERERE ) MWTSIEETERTE

Jurisdiction: Canada
HhiE - JI[IEViN
Subject: Individuals (lawyers), bank and trust company
THE B (M) ~ SRITRIEEEAE
Instruments, methods and techniques: Wire transfers, bank drafts
LA ~ TRy HIE - STIERE
Indicators: e Accounts used as pass-through;
TERE - o DURFE Fyfdilk

e Involvement of several jurisdictions; and

o BREEIIE ;0

e Transactions below the reporting threshold.

o XEEINFR R
Suspicious transaction/activity report information
AISERX 57,/ TEE AR

Securities dealers have identified transactions involving accounts in the name of what appeared to be a bank or a
trust company incorporated in an island in the Pacific. Money was moving from the Asia-Pacific region to investment
accounts in Canada then to beneficiaries in the U.S.

o7 H B YRS KA SRR P4 B R EE EEH OISR TEEEE AT - iRt ni At B TN
RIIEEIRF » ARG FHEBGEERZA -

Case description

E B

The bank was incorporated in an island in the Pacific know for the ease of setting up financial institutions.

ZIRAT Z P LG AP B St MPRT 2 R R AP R M5 T e R A Y (A A -

A securities dealer reported that the client (bank or a trust company)’s account was managed (activity of buy, sell, wire
transfers, etc) by two individuals employed by a law firm in a major Asian city. The two individuals were suspected to
be lawyers.

Sz HEmiR R T RITEEEEAE]) BIRS - B H N E S Ay AT B e AV RI  A\ BE TE R (HE
th ~ EEPETEEE) ) o BRI E A HHENZ AT

In a notice issued by a regulator of financial institutions, the Canadian public was warned that the bank or trust

company was not authorised to conduct banking services in Canada.

FH R B E R S B T BORIIE R R TS5 A SIS AR LA G R IR TR IS 5% -

An analysis of the financial transactions involving the institution and information retrieved from public documents led
to suspicions that the bank was facilitating deposits of funds generated by various criminal activities (particularly
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heroin and opium trade in Asia), then transferring the money to accounts at securities dealers in Canada under the
supervision of the two lawyers in Asia.

PHE KRR S RIS IAE A B R B R T o 1% BSEZ I TR RS IRED) (I e NETTHYEE
RIS R B ) FrE4AESIRIMER - IR S RHVEORERS SIS KA 7 B8 » I i E s A R 4 8
T B AT -

The two individuals in Asia were ordering numerous wire transfers on behalf of the bank from accounts held at
different locations in the Asia—Pacific region, to investment accounts in Canada and other beneficiaries. Once
received, the money was transferred to different individuals whose addresses were at different locations in the United
States. The purpose of the wire transfers and the relationship between the bank and the beneficiaries of the
transactions could not be determined.

TEREMAYE R (E A FE R RFRTRHE R FE B SRITIR P - T R EER S EMEARNEIR A2 A - — 8
WEIFOHZ - FHRE SE R AE R EIRY A B NAY R E0E 2 BAY A [E R - BERERYH Y - DUSSRITRIR B2t N2
R R (5 B el AR E -

Although not mentioned by the securities dealers when reporting the suspicious activity, it was suspected that the
primary purpose of the wire transfers from the Asia-Pacific region was to send funds to beneficiaries in the United
States. The beneficiaries in Canada were just acting as intermediaries in the money laundering process; an analysis
of the transaction flows revealed that they were in fact nominees.

HEPRRE S E = )2 R T e S B T R e H AAIRR (4 - (B T DU HIER BERY £ 22 H B @ B o K @ Y & P Bl 45
FEIZm A o ERMERZ AR R EEEERE TR AME - XS00RE T - S L2 A -

Enforcement actions
BUATE
The case was referred to law enforcement for investigation.

AEESEEGHAT P THE TR E -

Case study 9: Use of margin account with little trading

EHIAFE 9 - FIARZHRIVREERS

Offence: Money laundering

JIFET T4 - o2

Securities Related Predicate Offence (if any): N/A

A FTEIITE (EH ) - A

Jurisdiction: Hong Kong

I - Hi

Subject: Individual

A fELA

Instruments, methods and techniques: Deposit and withdrawals of funds
LA~ TR FERRAIHGR

Indicators: e Client deposited funds into the broker’s account and requested repayment of funds within a short
FErE period of time with no apparent reason;

B E S AR REIIRS AR R A ZE R GRS
Little or no trading was recorded during the period; and

TEERRA » 58/ DEfss F5isk o fl

The amount of funds deposited was not in line with the client’s profile.

kB BHIE FRYERAEA -

Case description

E B

Profits from illegal bookmaking were transferred from the bank account of the syndicate head’s wife and sister-in-law
to the margin account of the syndicate head.
AR RER A - (AR IAFE AR A SR TR S ERS FIAHEANY (RS 2R -

Little or no trading occurred in the margin account.

REERIRE N SR VLA S

Funds were then withdrawn as cashier’s cheques and subsequently deposited into the bank account of the syndicate
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head.
Zi& > FHEESIRIERGRITAZER » BBRIFFE ARHEIVIRITIRE -

Case study 10 : Activity of wash trading
AL 10 : G EEES

Offence: Money laundering

JFET4 - Jesk

Securities Related Predicate Offence (if any): Stock manipulation
FEHH < FTETITE (£ ) - P SRR

Jurisdiction: Canada

I - JI[IE-V/N

Subject: Insiders

THE W& AT

Instruments, methods and techniques: Securities accounts, wire transfers, cheques, bank drafts
LA ~ TRy iR ~ EE - ZF -~ RTERE
Indicators: e Insiders conducting similar transactions; and

TEEE - o N ATHETELILS ¢

e Purchases and sales involving stocks of specific companies in a short period of time.
FERGIRFET A B BN LR E S EIHI SR ©

Suspicious transaction/activity report information

WEEX 5/ EH R

A number of suspicious transaction reports were filed by securities dealers on three individuals suspected of
involvement in wash trading. The individuals were purchasing and selling shares of three public companies for no
apparent reason. The three individuals had accounts at different securities dealers.

55 B B RN B B LI S E R B 3 - A= E AP MS B EE - B NHENE T =% i
IR - HEMEARIRE - B = AR FEHE 7 B B EaeARe -

Case description

P

Three individuals, who appeared to be associates, were purchasing shares of three companies (A, B, and, C) and
selling them a short time later.
E=EAMFEEBA > —EEE=ZFAF (A BRI CAF) HIRER  SUERERHEANEL -

One of the individuals was listed as a CEO of Company A, the other two as members of the senior management team
of Company B. According to public documents, Company A was linked to Company B and Company C.

Hop— A5 52 A AT > BN AJE B AEEHE BRI SHRKE - RBAFNSHETR - A/AEEBL B AH
1 C A EHREE -

The group traded shares of the companies through personal accounts held at different securities dealers.

Z EEE R AR BRI EAR S EEH A FAREE -

The three individuals were conducting the same transactions at the same time. The activity was similar to a money
laundering technique known as “structuring” since the three individuals in reality were dividing the purchase-sale
scheme between them.

B =8 NBAEE — I TR S » ATE T BEE Y T3 fr ) SEERRTBUL » (R R is = (8 AHEE 7y B A T A A
Z[ERIE ERE -

The proceeds of sales were deposited into personal securities accounts and moved shortly to bank accounts held by
the same individuals or others that are suspected to be nominees.

HHAVEI AT FARBEARRFIRE - 2SR EE— ASEM A (FREEE A HISRATIRE -

Proceeds of crime (wash trading) in the case

FERIEFR CHEEE)

e Money from the sales of shares of Company A, Company B and Company C conducted by the three
associates.
o SHIERH=HEMNETHI ALFE - BAFM C AT
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Specific money laundering transactions
BEREX5
e Movement of money from the securities account to bank accounts (that can be used to purchase other
assets or make wire transfers).
o BEEEEIFIRFEMBEIRITIRS (RS A& E G TERE ) -
e Movement of money to suspected nominees.
o REFUFEERS4S AT RENY AGH

Enforcement actions
YUEITED

The case was referred to law enforcement for investigation.
RO AHATI M THE TR -

Case study 11: Rapid purchase and sale of shares

FEHRAZE 11 © R E SR A

Offence: Money laundering

JFETH - HgE

Securities Related Predicate Offence (if any): Stock manipulation

FE I FIEIITE (A - et S ERAE

Jurisdiction: Canada

W - JI[IEVIN

Subject: Individuals, corporations

THE EA ~ 13

Instruments, methods and techniques: Wire transfers, use of multiple securities accounts
T A ~ AT BBIE - (S {EE IR

Indicators: e Buying and selling securities with no discernible purpose in circumstances that appear unusual;
FEEE - o HEDSHREAPHIIEN - BIRIIEEE

e Use of multiple accounts at a single securities dealer for no apparent reason (movement of funds
from one account to another); and

o TEE—GH5H BN ER M AHENEE (—ERFEEE SIS —ERS ) f

e Proceeds of sale used to purchase monetary instruments payable to nominees.

o FHHAVUFEATEANER I fatmANERTH -

Suspicious transaction/activity report information
AIEERR 5/ TEE R B A R

A bank reported that large wire transfers ordered from a securities dealer were received into a business account
administered by Person A. Once received, money was used to purchase bank drafts, and cheques were issued
payable to various individuals and entities. The purpose of the transfers between the securities dealer and the bank is
not known, since the individual has refused to respond to questions asked by the bank’s anti-money laundering
section. It was suspected, however, that the client was “dumping” in the market a large number of shares purchased
earlier (evidenced by previous wire transfers sent to the securities dealer) once they reached a certain value.
WSRITHVEE DR » (E8 7 B EmEL AT RERH - 2 A BEHHIBRIR L - — BIRERCRRE - BIAREERT
PESE > MR SRS A RV E ARG - 5677 B B R IERTT Z MRVEIR H VRS mAl  NAE S AIERRIEIRITR
SEESFIFTHEHIRTRE © il A RSEHYE - B PR EES— R ER®R - BUREAT (RIE M A X EIEAG ST H S Y
SR ) REEEMNRE TEE ) fEhS L -

The securities dealer that sent the wire transfers also reported the following on Person B:
A EMERRE R Er AR B ¢

e Listed investment advisor: Person A;

o BIHAIERAR ¢ A

e Was the signing authority of 24 accounts held by two corporations located in two Central American countries.
The review of the accounts activity revealed movement of funds from one account to another;

o RRAERENIEE 24 (HIRFRIZHTA > 18 24 (8RB EF M RIEBE R ATR R A SRR - [EtaBEiRErE
iR - BRI ERFERE SRS
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e Was purchasing shares of specific companies, selling them a short time later and wiring the proceeds to
bank accounts held by the corporations at financial institutions located in Central America and the
Caribbean; and also to a bank account administered by Person A; and

o REEFIEAFRSEZA » WAL HNFE R - MEIREATEE 2 0E TSNS EE SRR A =15
TTIRE > FIREEZ i A EHRISRITIRE 5 f1

e Never held stocks long enough to take advantage of future dividend distributions.

o ERFARIMFFARELIEEARAIASE

Another securities dealer reported that an individual, whose investment advisor was also Person A, purchased a large
number of shares and sold them a short time later with no economic gain. When purchasing the stocks, the client
never used wire transfers but rather cheques drawn on an account held in a financial institution located in a foreign
country. The transactions always involved one particular company.

SIS B e S PN - A —RIEEME A KRB R RN E T - EEORFS  1°
BUEREEENF - PR EE A AR B - TR A AL B MR RS IR P A TR B S 5 - RS HEES R — R ER A
B

Case description

KPR

The case relates to eight individuals and two corporations involved in a stock manipulation scheme:
ARFEEN R AR R B IR N B3R (B AR R A E]

e Person A was the investment advisor of a group of 7 individuals.
o AR 7 A—HHAEER -

e Person B was listed as the signing officer of two corporations.
o BAMKAFTMETHE -

e The two corporations had addresses in two different Central American countries but also held bank accounts
in other Caribbean locations.

o EMZAEITEHEMMIEEZREA R EEIHLE - i B EM ISt E A SR TIR S -

According to information posted in a market regulator’s website:

RS B B e H AL S AT Y R HEUT

e Person A was the main subject of a stock manipulation investigation.
o ARHIURGEREN EHEHS -

e One person of the group was under investigation for banking fraud in an Asian country; the fraud cost
investors close to CAN$100 million (awaiting extradition).

o ZARSAVH P — AR BEIEMNEIZS KR TEENR - MIEAEREZaiE © TRRE ARy 8RN 1 EinE Rl (%
FFSIE) -

Person A appeared to be providing information on when to purchase and sell stocks of specific firms to the rest of the
group. The investors did not hold the stocks enough to take advantage of dividend distributions. Proceeds of stocks
sold were:

A PP AR LR RS 45 52 AHARAY EA A A RIS BRI (R E A TR Z A » B8 AN Z R IR AR & DUBEUA 73T -
SRV UFR TS

e Wired to bank accounts held overseas;
o [EFBIMIYITIRS ;

e Used to purchase banks drafts or to issue cheques payable to individuals and entities (it was suspected that
the beneficiaries were nominees).

o FHREEIRITIESE B SR MAE AT E RS (M2 BTN

Analysis of the financial transactions of the remaining individuals of the group revealed constant purchases and sales
of securities whose proceeds were deposited in bank accounts followed by issuance of cheques or bank drafts
payable to individuals and entities. Some transactions involved penny stocks and stocks traded on the pink sheets
(which are less regulated, and therefore more easily manipulated).

P HER NRYBRISC ST DI R SH » R E R IR F A SR TIRS - 218 BB SR SR TIE R S (T 4a (B A
TS - FIEMELE | (BERYD  RILEE SR S5 EEIIREE -
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Proceeds of crime (stock manipulation) in the case

FERIIEFR (BSEERE)

e Wire transfers received into a business account administered by Person A.

o AEEHIREEIR FREERK -

e Money received from the sale of securities conducted by Person B and other members of the group.
o  FHESHEFTUEIRVROAN B MIZ AR SETEH -

Specific money laundering transactions
B 5
e Funds wired by Person B to accounts held by the corporations in financial institutions located in Central

America and the Caribbean.
o H&H B ERUETEMNIEI LSRN A SRS -

e Funds wired by Person B to the business account administered by Person A.
o Hi BEEH AEHHATREEIRF -
e Movement of funds between accounts (review of Person B’s accounts activity).

o HBHAIRFZMEE (1ak B HIIRFEE)) -

e Purchase of bank drafts and issuance of cheques payable to individuals and entities.
o [EEIMTIEREI N M E AN ER -

Enforcement actions
BOATTED

The case is being investigated by law enforcement and a provincial securities regulator.
A ZEEHEEF IS B E TR A T3 A -

Investment Advisers and Wealth Managers

REBEFIAEEZEN

115. Brokers and dealers in securities can be distinguished from those securities intermediaries that
are regulated as advisers and wealth managers. In some jurisdictions, the role of a broker and a dealer are
clearly delineated from those of advisers or managers. In fact, different registration and regulatory
standards may apply. Nonetheless, functions can be housed in the same entity by means of multiple
registrations. In other jurisdictions, advisory functions and broker-dealer functions may be conducted
under the same registration.

115.  BHHiET o BRSO el — R T 2 B A B A &R - £
FEbihlE - 56 RRG A B E R A B R BCE AR A A BN SUE - AN ERYEE A EE
KA - 2RI > mE IS BUERE R E — G N L EEE o fFH M - B FNAS40 pE I e A E
T~ [EEE -

116. Regardless of whether a jurisdiction has dual registration regimes, the role of the investment
adviser and wealth manager is generally to advise on the composition of an investment portfolio or to
manage the contents of investment accounts for retail or institutional clients.

116.  Asm—(EHEE G A SEEMGE - NS - REEEY EEE AN A O EERE
HEREERitER  HEEE FUEE FIREIRFETEE -
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117. Wealth management typically involves the provision of financial services in a managed
relationship with clients who are often of high net worth. The value and complexity of products offered to
high net worth clients, together with the international nature of the business, make the provision of wealth
management services potentially attractive to money launderers.

117, WEEHEYEHEEEEFESNE LSRG - efterirs - BAEE HEGHER
M SR (T HE R P R BIRMEARSE - BRSR A S - BRI & EH I B A VBRI |
57 -

Suspicious Indicators Associated with Advisory Services/Wealth Management

LRI W E B A T 5E R

e Wealthy/powerful and PEP clients — who are reluctant to provide full CDD information, and
who seek confirmation that their affairs will be kept confidential;

o Hit A - EEEEBUEHERB AL (PEP) ZEF—ilE 2 A BiefteiE =
##& (CDD) &t - 3l HE KD AR B SR 5 IE T DAOR S

e  Clients with multiple and complex accounts in more than one jurisdiction, either within the
same firm or group, or with different firms;

o EHNEFRREBERFAT - EEREEREGAT - HEE B
BUEREATIE S ;

e Clients using wealth management services in conjunction with offshore trusts/shell
companies to disguise beneficial ownership;

o (HAfEEHERGBERIMEIt ERAFINES - UFREEE 2 NS

e \Wealth management activities in countries with a tradition of banking secrecy;
o WMEEHEEITE—SLEREARITIREEN

e The transmission of funds and other assets by private clients that involve high value
transactions, requiring rapid transfers to be made across accounts in different countries and
regions of the world; and

o HREEEXDHIMNEF » PNEBESHEAMERER > #HEE A FE BRI
AR 5 SR PRI - A

e  The use of pooled/omnibus type accounts that are used together to collect funds from a
variety of sources and clients for onward transmission.

o ARG EMEMAGH ARG RIRF AR SRS FEENE S - I(EEREE
{THEH -

Depository Institutions

AL

118. The survey responses indicated that in some jurisdictions, depository institutions also serve as
intermediaries for transactions in securities or provide investment advice/financial planning services.

118. {ESHEEEREL - EFLEME - FI B LR AR T i - SR &S,
A AR B AR A -

119. The most common vulnerability associated with depository institutions involves the placement
of illicit assets into the financial system. Once these illicit assets are placed they can be wire transferred
out of a jurisdiction or used to purchase different assets, such as securities products. The risk that illicit
assets will be used to purchase securities products is increased in jurisdictions where customers can
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purchase securities directly through the depository institution or through an affiliated securities
intermediary. Moreover, as discussed above, if illicit assets are successfully placed at a depository
institution, a securities intermediary, whether affiliated or not, may unjustifiably rely on the depository
institution’s CDD/KYC investigation and assume that the customer poses no ML/TF risk.

119. AR RAVHRSTE - BEFIORABESISRM AN - BEIRAEE — BFEREE
Rl S SR AT P R - SRR A FIRTEE - (5677 o MR A E AR E SR i h T
EE R - N Ry 5 A B S e B S 580 T M B R SR R - AN > A0 R > Al
RIEEBEERNINHF A EEE T it (BN E RS ) > SN RHRA SRR
FEF RO i P2 A (CDD) /BREEEHIEE (KYC)  MEAREFEAEAME (ML) /&
2 (TF) HERE -

120. In this regard, the vulnerabilities and suspicious indicators associated with payments methods,
market access and securities intermediaries are all applicable.

120.  muiEks b BAIROGE0 - SR AR 27 T R A R S RE AT AT SER S n i 2

121. In addition, as discussed in Chapter 4, depository institutions may be in the best position to
identify and report on securities fraud that may not necessarily require the use of a securities intermediary.
121, 554h > A58 4 BRI - fRRRHG AT RE R SR AE DRI ER SRS R T EAARRS - N —E R A
6 77 o A

Insurance Companies

AT

122. Insurance companies issue products that in some jurisdictions are considered to be securities.
The vulnerabilities and suspicious indicators associated with these products were discussed above in
Section 3.2.1. In addition, where permitted, insurance companies can also serve as a securities
intermediary. The vulnerabilities and suspicious indicators associated with payments methods and the
previously discussed securities intermediaries are all applicable to insurance companies that engage in
comparable activities.

122, PrbgA SIS THYEE A et W R Ras 25 i - B SE s S RA Y 9986 A AT SR
WIFTE S 3.2.1 §ifrik - 550 ST HIEN T - RIRA S ] DB SR /i - Bif5K
DI ERIRTHIES 75 o A BRI 9B AT e - S e B E S E B R A =] -

Use or Creation of a Financial Institution for ML/TF Purposes

FIHEE T — /@S e E % (ML) &ZE (TF)

123. The criminal use of a financial institution for the purpose of laundering money or financing
terrorism is possible in any area of the financial services system. Criminal elements can either create or
gain direct control of such an entity or seek to exert influence over the management or staff in furtherance
of their aims.

123, JUIRS TR AIREAEAE It E A SRR AG % - FI ] R (e SR8 s E R - JUFR D TRE
ST B E R —(E RS - S E IS g s B Tt s 27 - DIEHEH H AT -

124, It is possible for a securities broker-dealer, for example, to be created or used for the specific
purpose of laundering funds/financing terrorism. The FATF 40 + 9 Recommendations require measures to
prevent criminals or their associates from “holding or being the beneficial owner of a significant
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controlling interest or holding a management function.”* Clearly the risk of criminal penetration of the
securities market is heightened by opaque corporate structures, but also increases when dealing with other
financial institutions from countries with lax AML/CFT measures.

124. g0 s B 7 OEER EREVRTE HAY o 1l AT RERR LB A — RS K40 - BflbssamltT
B LE4HSK (FATF) 40 + 9 fERE T ZORME T FrA B BB A RERHE E 2 N8 AE
FHIGAEE ) PREUD IR IR T L ER AOM RS HE - * RBAR A SIS G IR LIRSy 815
sz JE b - LEAh - BARGHIIEEE (AML) TR (CFT) AERZAEI SR Ay H At S Alisim
1585 - b -

Suspicious Indicators Associated with Criminal Influence in a Financial Institution:

JEFE G FIE LRI BT T RERER -
e  Corporate structures where beneficial ownership is difficult to determine; and
o IRIEMHVEE 2 NEELUAET ;A

e Companies incorporated in countries without adequate AML/CFT controls.
o NEEEMEOAEZHEEETIIHEE (AML) JFTERER (CFT) ZERER -

Case study 12: Criminally-controlled securities intermediary

FEOIAZE 12 : BIRIRY THERIRTEE S P i

Offence: Money laundering

JIFETTHS - ik

Securities Related Predicate Offence (if any): N/A

FEF I FIEITE (£ ) - i

Jurisdiction: Canada

Iz - JI[IE-V/

Subject: Individuals, companies

A B ~ B3

Instruments, methods and techniques: Wire transfers, bank drafts (i.e. cashier’s cheques)

LA ~ TRy EE - SRTIER (RIS TAR)

Indicators: e “Shady” or criminally-associated or criminally-convicted officers, directors and/or major

V=72 shareholders. One individual was associated with a South American criminal organisation;
o BT FRESN - UFEMHBASEHEEFRN AT SE - EER N EERE - H— ABEEEMNETE

SHAA BRI

e Cash was used to pay dividends to investors;

o MHESIMNESEN

e Establishing multiple corporations: one individual was the administrator of several corporations, all
located at the same address;

o WMIULHFAFE  H—EABERFATNEERA - FrARAE S H BRI 5

e Several transactions between associated and related companies: funds wired to associated
entities and then quickly sent outside the group; and

o HRABEAEIETE TS « BEESAHE TR - BRIATEINYER ; A

e Minimal movement in share price: investment in an entity whose financial statements show no
economic activity.

o JR(EM/DAEILE) - RREEMBERRES S BAOR RS -

2 FATF Recommendation 23.
2 IS R TEN T IF4HSE (FATF) 2 23 -
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Suspicious transaction/activity report information

WEEX 5,/ EBH SR

In 2004, a MSB reported to the FIU financial transactions that were conducted for the benefit of a securities company
operating from a Caribbean country. Two individuals (a husband and a wife) were reported to have used cash to
purchase two drafts payable to the securities company. The individuals appeared to be structuring the transactions to
fall below the $10,000 reporting threshold.

MSB Ji* 2004 4 [F)g:RfE T/ 0 (FIV) $REIVEHREEUR - Rer A TG TR SRS SR EIEIELE N - RS
SASA > AE A GLRRIZET) (5 S SRR (a5 AT < 8 ABIRE S5 » LUIEE$10,000 H
HFIELLT -

A foreign FIU, law enforcement agencies in Canada and the United States and a Caribbean newspaper indicated that
the securities company was incorporated by a Canadian citizen suspected of being involved in laundering, through
stock markets, proceeds of a cocaine trafficking operation which was believed to be controlled by a South American
criminal organisation.

BRSMERbEER 0 (FIU) ~ JIEARISERIEUERS - UL AU - a5 A SEH— ISR A R
I 5 BB AR AR E R USRS B REER 50k 88 - sz e R SR NILSRAH AR -

According to its website, the Caribbean securities company appeared to be operating worldwide; however information
on the management, contact persons, names or phone numbers, and type of services offered, were not provided.
MRS HAIEE RIS - IR R AT AR R ERIRMEEE - [HAVZ AR EEA ~ BiEE A ~ #EREEESRS - D
SR BEAR BRI AN -

Case description

FEp

According to information provided by law enforcement to the FIU:
R BUEKRI R At G RS H 0 (FIV) HYEER -

e intelligence sources suspected that the South American criminal organisation had set up securities
companies in the Caribbean and in Canada, and used nominees to run the operations;
o HEERE TSR EMNIUTRABTANE LIS REALEE A E] > WoF A GEEAE

e money generated by cocaine trafficking worldwide on behalf of the criminal organisation was deposited in
bank accounts in Western Europe in a country known for its bank secrecy as well as in the Caribbean.

o HUFRAAARAT & aS B o E AR AU e 58 - W F T PE B —(E R R TIR = © sZBIFInsEntE—5%
PAHSRATHIOR BT & 44 -

In Canada, all methods used to launder the proceeds of cocaine trafficking for the organisation were not known, but
one channel used to introduce the drug trafficking money into the system was the purchase of drafts at MSBs payable
to the securities company in the Caribbean.

TENIER » REEIFHIZ AL GRS A SE RS 8 0705 - BA —(EEERRIRENITSS I AZ R4
BIfE MSB [ 5 P S S (e AR I EE ARG 27 A E] -

Once in the system (in the Caribbean or in Europe), the drug money was transferred to securities companies in
Canada.

AREHIFTS— A RS (IIELEREON) 1% - SR & B B SR AVEESR A E]

Eight securities companies were found to be the beneficiaries of wire transfers totalling approximately
US$30,000,000.00 over a period of two years. These EFTs were ordered by the company in the Caribbean from
accounts held in Western Europe and the Caribbean. The eight companies were sharing the same address and
administered by the same person, who was listed as a lawyer. The suspicious movement of funds between the
Caribbean company and the eight securities companies were reported by a number of financial institutions in Canada;
examples of suspicious transactions or behaviours include:

TERIFZ AIA )\ a5 T B BIER 2 4 A $88H K495 30,000,000.00 =7t - SLLEE TR (EFT) (AHf
TENIENELHIAE] - FEPHBRRINIEIELAIIR A THINR - 5\ R A SIS SRR MHE G RE — A (—REE) B - Bins
Ry —EL -SRI FT RV & BN ATRENVE S RAEII#IEL A BRI\ SRa8 55 A 5] 2 M6 8l mTEEse B sif T Ry Blss (0 fE |

e the lawyer did not want to explain the relationship between the two companies and the purposes of the
financial transactions from one entity to another;

o [HANNBESRHMZE A G ZHEAE G - DR —(EERES —(AERE TR A EN

e a securities company was the beneficiary of an EFT and the lawyer withdrew the full amount in cash and
claimed that the money would be used to pay dividends to investors; and
o A AuEEEFEIR (EFT) 09245 A » FRAMEIR AR S Z SR IR XIREE AN
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e after receiving funds from the Caribbean, the eight companies issued cheques, bank drafts or ordered wire
transfers payable to entities and other established securities companies in Canada but also in the United
States and Asia: after receipt of a wire transfer, one securities company ordered a wire transfer (same
amount) to the benefit of an oil and gas company that was operating in South East Asia. According to a
database maintained by a non-governmental entity, the beneficiary did not have any assets or liabilities,
changed name three times, was a medical equipment supplier, a music video producer and games
wholesale distributor, and there was no movement in the share price for five years.

o B/ \RAHEPRWENENEILEHERVE 1% - BIFE S - SRATIERESERGFALENEXR - ZEMTNIER
B A 27 A F] L Horp— eSS A EUEIRERL - BVEERE (HHES%E) 457 R nn & AR R AR HY A E]
TS IEBUN BRSP4 E Y B RHERTT » 22 ATV EE AR AR SURE A =20 BBt iERs -
UGB E AR SR - IEC A LA RIS -

Enforcement actions
HUATED

The case was referred to law enforcement for investigation.
AECIESGHUATI M THE TR E -

3.6 Clients and Account Types
36  HFEAMRFEA

Trust, Nominee, and Omnibus Accounts

155t ~ NRRSFEIRF
125. Trust and nominee accounts present ML/TF vulnerabilities in the layering and integration stages.

A particular risk involves jurisdictions where the formation of a trust or nominee account does not require
the collection of beneficial ownership information for individuals. Moreover, while some jurisdictions
may require beneficial ownership information, the information required can be limited to information
regarding non-natural persons. As with shell companies, a lack of beneficial ownership information
regarding the individuals who benefit from the account may mask an individual’s identity such that he or
she would gain access to a financial system when such access would otherwise be restricted or forbidden.
125, (EEEFAGHIRE 280%RE (ML) /&R (TF) {0 R LB GRS EAYI9Es o fre Bs
FENERILSFEERABRIRFE - R R AHE AR E T E Z &R - A > dERFLm A%
KREEZHEER  EERIVERMERPNIEEAARTEHE - MR A6 SR EA (IRFZ
wm ) BEZm AWERANR S A Sy - th—2K - Z ARV R A5 (FRIESAIR
EE AR

126. An omnibus account is an account established for an entity that is acting as an intermediary on
behalf of multiple individuals or entities. For example, a bank in jurisdiction X could open an omnibus
account with a securities intermediary in jurisdiction Y through which the bank in jurisdiction X manages
a portfolio for its clients. In this scenario, the ML/TF vulnerability is that the securities intermediary may
not know who the beneficial owners of the investment portfolio are.
126.  &REMRPZEARBABEEEREIAT RS « Gl - X M@AERIT eI DIE Y JlEHY
s zF PR L — (B4R AR - VBB R PR EHE - fEEEER T » g (ML) &R
(TF) HygyBEEnE L - NRsEFT MRS A G EREH SN EE 2w A

127. One jurisdiction reported that “hub and spoke” arrangements involving jointly held accounts
posed a particular vulnerability. In these arrangements, the primary accountholder opens accounts with
numerous others (secondary accountholders), who in turn open accounts with others (tertiary
accountholders). This can give the primary accountholder access to dozens or hundreds of accounts,
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decreasing transparency and making it difficult for a financial institution to determine exactly who is
originating a transaction.

127, A—{EtrlEieH - LHE R EIREH T iR A ) R TR E R 99 - FEIE e e
EHIRFRFAARSHIEMA CERIRFERAAN) —/HP - REEEMA CB=RIRFF
AN —ihF - At ERIRERTA AFREHEEE A RS - (EmiEREARE - (SR
TR DU AR BRI S S S8 i

Charitable and Other Non-Profit Organisations

HEEREMIFEFIE
128. Whilst most charitable and non-profit organisations are reputable and provide legitimate services

or funding for their causes, some organisations have been and can be used for ML/TF. Although not
unique to the securities industry, a particular vulnerability involves organisations that may be used as a
front for transferring funds to suspect beneficiaries located in high-risk areas/jurisdictions or conflict
zones deemed to harbour or support terrorists. For example, legitimate funds may be used to purchase
securities that are donated to a charitable organisation. The charity, in turn, could liquidate the securities or
use the income generated by the securities to transfer funds to, or to purchase material for, individuals who
further terrorists’ activities.

128. EEARZENZSHENIRSMESEEE BRI » WAHEERMEGEARENES - HE
ARG T om R Rrkss (ML) &R (TF) BYERAL - SEPRIRRF ISR 1T5% » (HR853E
FFIE Y 59RE G CEAH AR F R i8S B 46 T st 2 m AFVRTAR BT 5 18 L0 Al 5E2 4 A\ IGNLAE S JE Pt
& ~ FRE BRI M THIEZE &I - Bl - A EAE SR E R RGN - OB 28
SR A] LURF S 77 a6 27 A AR U AR B S e BT E - SeE-RMMi o Fiagiz A -

Shell Companies
e A

129. The term “shell company” often refers to a non-publicly traded corporation or limited liability
company that might have no physical presence and generates little or no independent economic value.
These companies are commonly organised in a way that makes their ownership and transaction
information easier to conceal. Thus, transactions involving shell companies present a high ML/TF
vulnerability.

120. PR —d  EHGECHEIBAE SRS O BN AT
HEAREEATE » B AFEMAHREEATA AN 5 &l o itk - R - AR 223 A B T3S
DAEAER = ESE (ML) &R (TF) 5508, -

130. Whilst publicly traded shell companies can be used for illicit purposes, ML/TF vulnerabilities
associated with shell companies are heightened when the company is privately held, such that beneficial
ownership can be more readily obscured.

130.  SEAAABERTHYZER A S A AN EREIREAEHE  EEAFRARE » g REER
NEEESE (ML) &R (TF) BUMHERASSHES - AEILRE A 2 s NE S D IESRR -

131. For example, a domestic or international shell company securities account can be used to evade

CDD/KYC investigations regarding the beneficial owners of certain assets. In particular, individuals or

entities in high-risk areas/jurisdictions or conflict zones can disguise their true identities through a series

of shell companies located in various jurisdictions to participate in a financial system that they otherwise

would not be able to access.

131 B - {E B B S MR A BIRYEE TR IR P AR B B E 2 i NIV B T P EE
(CDD) /gy (KYC)  Feal@ Al Ee At s B b 1 sz @ sk iy (8 A SCEEs - =]
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FEHAAESER A — B RN AR IA G & (BAMTTEREIAR) - IEREHTEEE
Fir -

132. Shell companies can also be used to introduce illicit funds into a financial system and/or
generate illicit funds through manipulative or fraudulent securities activities. For example, a brokerage
account can be opened in the name of shell companies and used to engage in fraudulent conduct with
regard to low priced, illiquid, low volume or privately placed securities. In addition, a shell company can
be established to accept payments from criminal organisations for non-existent services. These payments,
which appear legitimate, can be deposited into depository or brokerage accounts and either wire
transferred out of a jurisdiction or used to purchase securities products that are easily transferable or
redeemable.

132, ZERAEMA RS IAIREE R 2 RREG & 0 R BOE RS RSB B B bR o A AR TR
BB o B  FEHRZER A FINAAFRBATLAACIR - DUEEHMEE - JREIER 2 - B 0B EE
SBAEATHIEET B = BEAh - BT ZE58 0 B FTER (L4 b AR 7 R AU SO TRAER I (2K - E i iE Bk
HEDEZE » R A DIFE AR P EESACR = - D H st & B i i S 2 e s m M [ 38 75
P ©

Unregulated Investment Funds and Pools (i.e. Hedge Funds)

TZEHIREECSHEE (AIEHEE)

133. Generally, hedge funds are vehicles established to hold and manage investment assets. Because
of the way they are structured, they may not be subject to regulatory oversight. Hedge funds may receive
funds domestically or internationally, and some (feeder funds) are established to invest into other hedge
funds. A hedge fund will often utilise the services of a regulated securities intermediary.

133, ke > BPERRE R TR AN BB E RV AR ML E TR - AT
WA RENZASEE o BT A e iR S MY E & > T HALRIIES (B 2
A B A o kil (5 2 B B o o e RS -

134. Hedge funds present an ML/TF vulnerability because the regulated entity that the hedge fund is
using to effect transactions (e.g. a broker-dealer) may not know the identity of the underlying hedge fund
investors. Typically, hedge fund investors are of higher net worth than other retail investors. This
anonymity of ownership can also result from the opacity associated with some feeder funds.

134, HPEEF RS (ML) &R (TF) 8Y59EE > IRAIEEIHESAINIEER S (&L
7)) HIREEER AN EHEN AT RITEANG T - — RIS - HTEEREANFES
NEMAVEERE A - FrAEEAE SN — ST Eel A EY -

135. In addition, some hedge funds may be used to perpetuate a securities fraud, such as a Ponzi
scheme. Securities fraud is discussed in Chapter 4.

135. b > —EEEPRE Gl RE M AT TRESFERIR > AIRERER S - SEIFERRURIESS 4 Ealam

Suspicious Indicators Associated with Trust, Nominee, and Omnibus Accounts, Charitable
Organisations, Shell Companies and Hedge Funds

HYSFE ~ N~ 575IRF ~ BEHE - 2R L TS B A T 5EI R

136. The questionnaire responses did not specifically identify any suspicious indicators associated
with trust, nominee, and omnibus accounts, charitable organisations, shell companies and hedge funds.
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However, the following general suspicious indicators (also appearing in Annex B) may be useful when
evaluating risks posed by these types of accounts, organisations and entities:*®

136.  IEFEERENEIERE - WHESRLIEYEEE - A - SOk - BEE - ERS ST
FeARRAVETERG A REIR - A8 o ARG EEAIRS - SR B RGPS R B bR - AT
By T EERR S (IRBERIERS ¢ B) «

e During the account opening process, the person opening the account refuses to provide
information to complete CDD/KYC (e.g. occupation, prior financial relationships, etc.), in
particular with respect to beneficial ownership;

o {ERHFEET B FRY BRI ER KN E FEE(CDD) /IR EHEZ (KYC)

(I = BEsE ~ 2RIV RS ) » CHEEEEZ R AJTHHEE

e The person opening the account is reluctant to provide complete information about the
nature and purpose of the customer’s business, prior financial relationships, anticipated
account activity, the entities’ officers and directors or business location; and

o FIFMANFHREEAREFIVEBIEEM B ~ Seriivii SR 4 - FHEIRVIR =58 -
Z B S B N E RS R e B

e The trust or beneficial owner of a nominee account is located in a high-risk area/jurisdiction
or conflict zone.

o \HHIRFHVESFEEE B 2o NS AL AE 5 e i B e ZE s, -

Case study 13: Fictitious transactions involving publicly-traded shell company

KOS 13 : BB G EEAFBTRANER AT

Offence: Money laundering
JFETT4 - iz 4

Securities Related Predicate Offence (if any): N/A

I FIEIITE (EH ) - A

Jurisdiction: Israel

i PN

Subject: Individuals, companies
THE fEA ~ 1%

Instruments, methods and techniques: Shell company, third parties
T A ~ AT ZERRNE]  BETT

Suspicious transaction/activity report information
AIEER 5/ TEERR G E

The STR indicated that there may have been a violation of the jurisdiction’s money laundering law in relation to
identifying the beneficial owner of a company.
BEELESER LSS (STR) {5 EWERA ST E 2 AJTH > WTRECMILZHIEAESES -

Case description

P

The FIU detected a connection between D, a young businessman, and an organised crime group. Person A was

% 1In addition, the FATF typology entitled “The misuse of corporate vehicles, including trust and company service

providers” published in 2006 contains relevant background information.
2L o BRIESEE R TN T IR, (FATF) {£ 2006 SEHARIER By TEAAFIGE TE » GEETNA
B sEE ) SRR R SRR AR -
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active in local politics and owned several businesses. Together with another very wealthy businessman whose source
of wealth is unknown, he purchased a public shell company X that traded on the local stock exchange for a small
fraction of its true worth. D used a shell bank account managed by the wife of someone related to D. The shares of
company X were transferred to several entities, none of which constituted a “party of interest” according to the stock
exchange’s reporting threshold. Some of the shares were transferred on the same day they were credited to different
accounts managed by related parties in what appears to be a fictitious transaction, since the debited account did not
receive any funds in return. The owner of the account debited declared there were no beneficiaries.

eRbEHH L (FIU) E00E| D ~ —EFER ARIA HSHVIUTEEE 2 BT - A VGBI ITBUS - WA 2% 4
% HELSS— g AR IR E R - LR E R BT R —2 BT X 2 A FI RS » SHEE (S EEIEEER
—/NEgy o D BERIFEAET (Ed D ARic) FrEBRYZRRTIRS - X AEIVREER G R E TS © IRBREER S
FRETERERFIERTS - 98 — (BT FIFRIGRA - AR R — R Wad AZ BB A LEEARERS -
BEREMEEERNRS » HRECRE ARG EE TS AR - ERRFVTEEER A2

This public company later attempted indirectly to win a government bid regarding a natural resource.
BER_EAEIEAGE MRS BUT B RERIAEE -

Case study 14: Securities intermediary failed to identify beneficial owners of offshore trust accounts

EPIISE 14 : BHFHIMERERSSIMERIRFNEER A

Offence: Regulatory violation
JFETH - EREEE
Securities Related Predicate Offence (if any): N/A
I FTEITE (£ ) - BN
Jurisdiction: United States
il - FEEH
Subject: Broker-dealer
THE A
Instruments, methods and techniques: Offshore trusts; wire transfers
A~ TR HIMEET ¢ EiE
Indicators: e Offshore Trusts; and
FEEE - o IRHMSEE M
e Wire Transfers.
o EEE -
Suspicious transaction/activity report information
A5ERL 5/ TEEE S
None

Case description

E B

An SRO found that an introducing broker-dealer failed to obtain beneficial ownership information relating to accounts
for high risk offshore trusts, as required by the firm's AML/CFT procedures. The accounts were used in millions of
dollars of international wire transfers. In addition, even though the introducing broker-dealer’s clearing broker-dealer
made repeated requests for information regarding the beneficial ownership of the accounts, the introducing
broker-dealer did not obtain this information. It was also unable to analyse the transactions identified by the clearing
broker-dealer for suspicious activity because it did not have information identifying the beneficial owners of the
accounts.
EEEERE (SRO) &3 » P/ &L AR IS B s BRI MEUIR P AR E B2 NER 1A ESF AR HIESE
(AML) AHTEEERL (CFT) HIRRFPEEK - S teiR = I TR B TIPS EREE - b5t - BNEEh / E4spary B R &L
RIS REOK AR BE 24 NVER PO BRISARGZER - BUF R Rt A S5 T o Rk
BB R ASEEE) - WA T LIRS EE 24 ARER

In addition, the introducing broker-dealer did not have sufficient procedures in place to ensure that there was
adequate communication between the firm and its parent corporation, a bank, as to whether, in general, STRs should
be filed and whether a particular STR had in fact been filed. Consequently, the firm’s processes did not make certain
that its independent obligations regarding the filing of an STR were met. The firm was also unable to reliably
incorporate the information that STRs had been filed into an ongoing risk assessment of its customers and to evaluate
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account activity going forward.

B O OB ATEE R AR AR A BB R A FINISRIT 2 MRS A 7S S - — R - FR R S RE (L
HESEER ity (STR) > i HZAHERR R EHVEBELIE SR ERE R H s (STR) BEAMHEIER - AL - AFERVA
MIGATED A B HIERNIFER - /LA E RIS IVESREER Fld: (STR) « AEMIRERSELIE &R L 5 #
& (STR) HATRAHVEE - MEEMESTHE FE TR SRR - WARARHIIRFIEEE TR -

Enforcement actions

YUEITED

The firm was censured and fined US$3 million.
AN EIE SR ERET 300 #HEIT -

Case study 15: Purchase and sale of shares of a public shell company

FEOIT5E 15 - HEHEEH EHERATINIRE

Offence: Money laundering

JHFETH - ik

Securities Related Predicate Offence (if any): N/A

FEH I FIEIITE (£55 ) - i

Jurisdiction: Israel

B - PLesl

Subject: Individual; private company

THE &N 5 A AE

Instruments, methods and techniques: Cash deposits, shell company, use of a nominee
LA -~ TRy REER ~ ZRAE ~ FAAH

Indicators: e Buying the shares of a shell public company using a bank cheque purchased with cash by a third
TEEE - party;

FEHE =TT LR SR T - KEE BB AEINREE

Reluctance to expose buyers of the shares to the bank;

BRI TR SR BR 45 ER1T 5

Shares bought using a straw man (i.e. a front for the true purchaser);

MAREA (FEIEEFGURERREERZA) HERE

Shares resold after a very short period of time; and

FEARFEF I B HREER

e Withdrawing funds from the shell company by means of loans or deals with interested parties,

sometimes via MSBs.
o FEHEREEMEZERMB AN BRI - B iEE MSB 2K -

Case description

E B

Natural Person N is suspected of buying a public shell company (company A) traded on the stock exchange and
hiding his involvement in the company for the purpose of money laundering.
EZAN N BHIEREE A P E e B ZE AT (ARE]) IR - MR A S0y 2 BRI H Y -

The FIU received an STR regarding N who previously held shares through a “straw man” in two public companies, "B"
and "C”. N was suspected by the securities regulator of manipulating the share price in order to artificially push it
upwards, and of transferring funds for no apparent legitimate purpose by crediting the accounts of companies B and C
by transfers from related private companies and shortly afterwards withdrawing money from the accounts of B and C
for no apparent legitimate purpose. Some of the funds were drawn as loans and transferred to MSBs.

eRERTL (FIV) RISFLUERSRER R e (STR) B N BAeriESR THEA ) EWE EHAHE . 8l TB A
H, 1T CATE ) BRI © SR RREEE N 2R THETH LM ERA S - 1 AN IR E TR HY
TEMHBARLA A EIRE A B I C AF] - 28 AR NG A SRR BIRTE B HIVTE B 1 C A TR SHGK  Frigiuy
BaET o AR R ER R EIRSS MSB -

In order to purchase company A, N purchased two bank cheques using large amounts of cash: one written to the
order of a law firm that was dealing with the acquisition and one written to the order of the public shell company A. N
informed the bank that he represented the potential buyers and received the cash from them. He was reluctant to
provide any information regarding the "investors".
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R THEE ARE > N EAARFEREHE F@?Ff&' TR REGEAIEBTANGEREE > S5—RES A Bz
BAE] - N EERITEREBAIM A CFRBE E R AR TESIRE: - MRFREEEVAR " REA ) AEMEE -

A week after N purchased the bank cheques, 81% of company A shares were purchased by person M, who is
believed to be a "straw man" for person N. Also, 50% of the shares were purchased by person M on behalf of
unidentified third parties, none of whom were actually related to the transaction. Three weeks after the acquisition, N's
wife was named Secretary of company A. Two months later, the remaining shares were again sold to person O and to
another family member of N.

12 N BEE ST Ry — (2R - A AT 81%H 5 M IS - th AT 2 NHY TREELA | - 554 » 50%HIRLA3 H
M RFERVE=T7 (BoARH) BHE - M B =T EIRE SR - Uiz =8 - N VZFiTa & A AEIRYRAE -
Wi H 1% » FIAYR R &4 O I N By —(ER A -

During the first months after the acquisition of the company, several cash deposits (amounting to approximately one
million dollars) were made. This was unusual for a company that was a public shell and was not performing any
activity until the acquisition. Another pattern followed by firm A was the acquisition of shares of a foreign company
whose activity was not related to the alleged activity of company A. Company A lent funds to the foreign company by
means of an international transfer and the loan was repaid from an account abroad managed by the foreign company
after a short period of time.

TEAFEWIER A E A - EARERSEN (HEH—HET) #FEALE  EH e 2 AN A EFEEH B
MZERAEMNS EK?!%‘E’J o A N EIN S —(EREEUZ IO MA TR - B BIRYSERSEE A A EIHYEREENL
fERANE - A QNFEBEBEIFEIRERGERBIIMNAE - BRI - BIYMA FEEHEHIEIME P EEZ &R -

Several months after the acquisition, the funds were drawn from the account by different means: Loans to related
parties, transfers to MSBs (company A's financial reports showed as an asset on the balance sheet large amounts of
money to be paid by factors other than clients).

Wi 1% 5% 018 H (38 DA [E]HY HATEHR = e HUE & © ERGEHRAA - BIRE MSB (K A A B IS BUR - (EREHR
ER EIEEFTSNITREE S HE P IMIAZR) -

The company also reported the loss of millions of Israeli Shekels due to an investment in derivatives.

Z N FHE S RS B CTAE M Rl b > IR BT BT A e R

Case Study 16: Use of Omnibus accounts and fictitious account names to facilitate sanctions evasion

EPIFTFE 16 : ERSREIR MR PR IURHE

Offence: Money laundering
JTEITH - iz 4

Securities Related Predicate Offence (if any): N/A

S FTETITE (EFH ) - A

Jurisdiction: United States

i - =B

Subject: Entity

THE HhS

Instruments, methods and techniques: Omnibus account/fictitious account names
LR~ TEERTT - GrEiREEREE
Indicators:

Suspicious transaction/activity report information

AIBER 5/ TEEEREE R

References to “code names” in transactions processed through an omnibus account of a third country broker
maintained at a securities firm in the United States.

R = BRI AIRS (HRBIE A TR ) - DL TSR, EITRS -

Case description

E B

An entity subject to an asset freezing order established an account with a securities firm in a third country. The third
country firm agreed to use a fictitious name for the sanctioned party when processing stock trades on its behalf
through its omnibus account held with a U.S. broker, thus disguising the identity of the beneficial owner of the stock
held in the omnibus account.

68 - © 2009 FATF/OECD




Money laundering and terrorist financing in the securities sector — October 2009 [l

RSN - 2009 4210 4

BREEAENER RS =HEFAFRILIRE - A F RS E AR X EATRANSGaIRE - (AFRZH
BT EAERARETREEE - )M oIRE N AREEEZE AN ST

Enforcement actions
BATTE)
The case is still being investigated.

RENFEFE T -

Margin Trading

REER S
137. One of the unique characteristics of the securities industry is that it can be used to both disguise

the proceeds of criminal activity and to generate further profits. The use of margin account trading
involves the investor borrowing funds to carry out trading. The securities themselves are used as collateral
for the loan. By influencing the timing and value of trades (and leverage), a launderer can potentially use
the proceeds of a scheme to generate more funds.

137, BrFRIVERR R —2 0 BEeIEMUIRSEIVATS - SOEA T ZHTFIE o (EH frese
MRFA ) (A NSRS FE R ERUET S - #Eh 8L s (AR ) AR EEAI(E
1B s A et B IR E A & & -

Case study 17: Margin accounts

B 17 : (RBSIRE

Offence: Money laundering

JIFET T4 - o2

Securities Related Predicate Offence (if any): N/A

A FTEIITE (EF D - A

Jurisdiction: Malaysia

Wi - Y T

Subject: Individual

A fELA

Instruments, methods and techniques: Multiple trading and margin accounts, offsetting trades
LA~ TR ZESL GRFRIRE IR ~ MRS

Case description

P

Mr. W opened five trading accounts and two margin accounts at five broker-dealers in various names. These
accounts were opened under his name, his mother’s name, Mrs. F, his girlfriend’s name, Ms. V, and company XYZ,
which was owned by Mr. W and Mrs. F. The scheme was carried out on four separate occasions, involving two cycles
where the proceeds from the first cycle were used to facilitate the scheme carried out during the second cycle. During
the first cycle, Mr. W placed odd lot buy orders using his trading account and Mrs. F’s trading account and
simultaneously placed odd lot sell orders through another broker-dealer to match the trades, but at exorbitant prices.
Mr. W controlled both the selling and the buying parties.

W S DA FIRIE A E LR ARAC B = - BITLE S S P AR (E PREG MR 5 » IS LIR 5 53 Bl DAL A2 L BERAY 24
F 2t~ fdomsEss ~ V/NE - BURCXYZ A5 (B W JeB/0 F 20BArA ) P o REETEI UK - REERET » 55
—IEERAILES - IS BRI (R e T EIRSTT - fE25 —TEERIAR] - W SR RME S AR F I F Z LA SR 5
MBEZEHE  FRMES - RECHIESEEE - DRSS EMHRT - A LIS SHIER - BITHE TS 280 W
e o

Mr. W then took out the proceeds at the selling brokers and defaulted on the buying brokers’ side. This allowed him to
raise huge amount of sales proceeds that were used to increase his margin and facilitate his scheme during the
second cycle. During the second cycle, the same scheme was used but involved different broker-dealers, where he
had used trading accounts of Ms. V and company XYZ.

Z1& - W SeEAE B B SEmR P P U as AR E RS R IR P 1 SRR - AN EREA TR e RS YA > BB A
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RSNy fragst: - AAE S (AR R R At & - A2 55 RN Mg R M EREE > ZhHEE XA
VIR XYZ X EHEA FEREECRERI S RS -

3.7 Determination of Value
37  {HERVEERE
138. Securities traded on exchanges tend to have a reasonable degree of price transparency. However,

both on and off-market trades can be used to disguise value, especially where there are no traditional
pricing mechanisms, and such trades can be used to transfer value in circumstances which are attractive to
a money launderer. For example, a difficult to price instrument can be transferred at a pre-arranged,
excessive price in order to transfer value from one person or entity to another.

138. EXRGARGHEFETEA GHENEREVE - (B2 - {BNNSINE ST n] fEfiE(E -
R R B E&UEBERFIRTER T S 5 ks B ARG 1] R R ] R ERE(E - B0
HELUE B TR AT FICERS - SRS HERSIE —(E A\ BCE R 2 5 —(E A E S -

Transfer Pricing

BEER

139. Large capitalisation stocks are subject to a high degree of transparency and, subject to general
market forces, generally fluctuate within an established price band. It is noted, however, that the market
price on small capitalisation stocks, which may be rarely traded, can be subject to more extreme price
movements. In addition, the price of such an illiquid stock may be substantially affected by relatively
small transactions. This mechanism has been exploited for money laundering purposes where block trades
of illiquid stocks are transacted at a pre-agreed price between two parties. In such transactions, parties
agree to the initial purchase of an illiquid security at an artificially low price with the same security being
bought back some time later by the original seller or an associate at a significantly higher price.

139. REARZEEASEEWE 22— RIE5NETR - B 2 ERUE Y ER & E RO E) - 28000
T B/ NEAR TR TE - RS8NV - it 52 #lmi Er0L®) - AN - SR et
R IERIRENE »RAT 5 BT REZ FIEE R R - IS TEA A A A 7R 88 - #E e S (R B A R ARG S -
(EEETT R S E R ES AL 5 - RIS - {7 EELMREV R E R EAE 2 - & —
EEiFfE% - IR E TR R AN LI e ES B Bz 57 -

140. A variation on this occurs in the derivatives market where OTC derivatives can be structured to
meet the requirements of a specific customer. Such transactions may be highly leveraged or arranged so
that only a small movement in the value of the underlying securities can trigger disproportionately large
payments. Furthermore, the pricing model on a bespoke or custom built derivative may be extremely
difficult for anyone, other than a market expert, to understand. Such transactions have frequently been
used to transfer profits from high-tax to low-tax jurisdictions and for the purposes of avoiding exchange
control regulations.

140.  EEMESAEACTAEE SR TS - RTINS (OTC) MRl anfs DLHZE R
RFFEZFPHIFER - W S R L EuE 2Bk - S8 A SRR 0 E S A IME B R AT
5 HEARBEEBIHTRBES AT © BEAN » £7AE M B Rlp anfy THE BOE fIERS S U] AR AT - BR
THSERLIN o BEZGEHE HRNER SRR - DU TR S E RG] -
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Case study 18: Money laundering through transfer pricing

EHIT5E 18 : FBEEEEIER SR

Offence: Money Laundering/Tax evasion
JITEFT S - 55 VLY A
Securities Related Predicate Offence (if any): N/A
AR FTEIITE (EH ) - N
Jurisdiction: U.K.
T B
Subject: Banking/securities corporation
TAE 1T 58 A E
Instruments, methods and techniques: Off-market prices on derivative contracts
T A ~ ATy TR S MG EIE
Indicators: e Unnatural diminution in profits;
TEEE - o UTIRMLHELD ;

e Unnecessarily complex transaction structure; and

o NNVEHEFEAS ZEGHE - M

Subsidiary companies established for no viable economic purpose in a low-tax jurisdiction.
o TAERRALAEMAS A S HARK Ut & -

Suspicious transaction/activity report information
HEER 5/ TEE S E R
No reports were filed at the time but subsequent investigations were undertaken by revenue authorities.

EENZARCHE » HIERHBUBRR A -

Case description

SEPIfEHL

The investment banking arm of a global investment bank had made substantial profits on its derivative trading book.
In order to transfer profits to a low-tax jurisdiction, a special purpose subsidiary company was established in that
jurisdiction. A number of complex over-the-counter derivative contracts were entered into between the investment
bank and the subsidiary. During the course of the contracts, variation margin payments were made to the subsidiary
on each “revaluation” of the contract and a substantial loss was realised on liquidation of the contract.

EERIEE IR THHE SR TP T EE LT AN R S SR LR SR » Ry TR E RIS - T EZ & NEL
IRFERRTAE - ERITHF A% T — S RN ST A SR &4 - fEEYHIR - &ERITHEFA
HREENH T B M HEREE RS - MAEELEERIIEEEE -

Enforcement actions
BUATE
Investigations by revenue authorities proved inconclusive due to the complexity of the transactions.

FHIN S G » (RS TR A A IS5 -

Short selling
=49
141. In the securities industry short selling generally involves the practice of selling securities that are

not actually owned by the seller, or that will be borrowed for delivery. In a "naked" short sale, the seller
does not borrow or arrange to borrow the securities in time to make delivery to the buyer within the
standard settlement period. The investment strategy behind short selling is the hope that a profit will be
made from the difference in price of the assets sold and those purchased (at a lower price) for return to the
borrower.

141, FESEZF(TET > K BEEGRIFERRE R AR REL - SR E TR
& o AF THEORES ) (VEZEE T > HTEREEEIN - S R ER S IHE R E T RCE o 2
BRI E RIS R E MRS (BRAYER) BEVZETEN - DUESSHETA -
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142. Short selling is a trading vehicle that can be linked to market manipulation or insider trading,
which are both predicate offences that could be the basis for ML/TF. One example cited involves “PIPES”,
or private investment in public equities. A financial institution may solicit indications of interest from
potential purchasers before committing to the deal. While potential investors are forbidden from trading on
the information about the transaction, some disregard the prohibition and sell the associated public equity
short, anticipating a price decline.

142, HZER ] DRI SRR BN R S A 5 TR - piall — & m] Brksg (ML)
SER (TR) HIETEIUSE - AEGIF2 5 " PIPES ) —HIRLAFEE EHA TSR - SRMEEECS
Z AT SEBCREE R RAVERE © BEVBERE AR IE AN ZENE R/ S - BAS NG EEE T
2 DR WG (E ik -

3.8 Rogue Employees

3.8 FRET
143. While most AML/CFT regimes are designed to detect and report suspicion surrounding customer

interactions, these programs are only as reliable as the people who implement them. To this extent,
employees who assist customers in money laundering, terrorist finance may, and/or in predicate offences,
pose a serious vulnerability to a financial institution.

143, HEIRREBGHIZEEE (AML) AFTEERL (CFT) HIfE - 5fEte Bl =Y G BNz HAE
RRHY R BEHRE > 2RI > BRI R IRER T2 s B R e - FEEERRE | - R B TR P2
B8~ B ATEUTE - RIS SRR 1S B R Y 55, -

Suspicious Indicators Associated with Rogue Employees

MR RE T A ] 5EHSE
144, A number of jurisdictions identified the following as suspicious indicators that may be associated

with employees vulnerable to assisting money launderers or terrorist financiers. These indicators are not
necessarily unique to the securities industry or indicative of employee misconduct, but rather should be
taken into account with other indicators:

144, HErEsUE DT AISEA AL B T B ess s AR - 15 tepi g bR plgt ¥56 51 72% -
A —EFRETIT/RAE - MEEEAMEIRIIASE
e The employee appears to be enjoying a lavish lifestyle inconsistent with his or her salary or
position;
o HTHARETANFEGRESE - B My TESRAAHE
e  The employee is reluctant to take a holiday or vacation;

o BT AR ;

e The employee is subject to intense job-related demands, such as sales or production goals,
that may make him more willing to engage in or overlook behaviour that poses ML/TF
risks;

o BT ZFIMCAMITIEAERZEK - B0« S E HIE - (M ERREEE SRR SR
Ak (ML) &R (TF) R AR

e The employee puts a high level of activity into one customer account even though the
customer’s account is relatively unimportant to the organisation;

o HSTHIFRBHEMEREF MEZFFHEGNS ISR
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The employee is known to be experiencing a difficult personal situation, financial or other;

STHYEA ~ B EEMLRN - IEAE R

The employee has the authority to arrange and process customer affairs without supervision
or involvement of colleagues;

RITARENZHEEE PR MAREFEENEE NS

The management/reporting structure of the financial institution allows an employee to have
a large amount of autonomy without direct control over his activities;

TR E B Hedddts o at B LA HEE RIVE EREM SR ERrE Htay
SERSES)

The employee is located in a different country than his direct line of management, and
supervision is only carried out remotely;

BTAERFENEZR GEEFEHENVEE)  EfEEiE

A management culture within the financial institution focuses on financial reward over
compliance with regulatory requirements;

SRS EESUEE B BRI - AEE AT a5 E T RATHUE |

The employee’s supporting documentation for customers’ accounts or orders is incomplete
or missing; and

B THZE PRI E =N BAYHER S - A e B euE R ¢

Business is experiencing a period of high staff turnover or is going through significant
structural changes.

ESEIEAEE IR B TSR E AR - S dss A b -

Case study 19: Employee of a securities intermediary assisting
a politically exposed person (PEP) launder money

OIS 19 : BHFHIMEN R THBHEEEEBUEERBA L (PEP) Jti#

Offence: Drug Trafficking, Bribery

JIFET T4 - W ~ FARE

Securities Related Predicate Offence (if any): N/A

A FTEIITE (EH D - i

Jurisdiction: United States

i - EH

Subject: Individuals

A fELA

Instruments, methods and techniques: Stock brokerage accounts, wire transfers, foreign shell companies
LA~ TEHERTT o FARACIRE  EBIE  SNEHZERAE
Indicators: e PEP

TEEE - o IEEEIEPUAMRE AL (PEP)

Widespread news accounts regarding investigation of the PEP;
REAMHEZIEEEEBUAMERS A L8vHH

Foreign wire transfers; and

BISMNERK > K

Shell companies.

ZERRNE]

Suspicious transaction/activity report information
Bl 38 VT k=il

None Indicated.

e
Tt o
FAN
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Case description

& Sk

D, an investment representative at a large broker-dealer, helped a PEP from a foreign jurisdiction launder over US$10
million that the PEP received from drug traffickers. The PEP received these illicit assets as payment for allowing drug
shipments to safely pass through his jurisdiction. D helped the PEP establish numerous brokerage accounts at her
firm in the name of various foreign shell companies and then deposited the illicit assets into these accounts. Weeks
before the PEP was to lose prosecution immunity, D assisted the PEP in wire transferring the illicit assets out of the
brokerage account and into a foreign account. D then set up a fictitious account for the PEP and wire transferred all of
the assets back to her firm.

D BRI KL IR E RS B — (I NEHEEEZE PO A 588 - &I RKERFE G T HEEEBEe 1
TC o ZIETEEECAMERE A\ L nif i & N2 2 EF S DUESEEIEEAERE - D i EEEUa
AT A TN SARINH 2R A SRR RIS ERLIRF - 2B BRI R EE T A B LIRS - fEHEEEEBUE
PERO A\ L RIRFER RS ER R RERY AT SRS - D I BhRA &R P rh AV IR A A i L P SRS MR = - $53 » D R ItiE(TE
LEUATERS AN LRI BIRS MR A R E R A E] -

Enforcement actions
A TH)

D was criminally indicted.
D #HPEIIE -

Case study 20: Use of “friendly” broker to deposit funds and conduct stock market transactions

FEPIAFE 20 : 8 " R ) FCANFARERETRETERS

Offence: Money laundering
JIFETH - ik

Securities Related Predicate Offence (if any):

SN HTEIETE (57 -

Jurisdiction: Brazil

i - B
Subject: Individual
A fELA
Instruments, methods and techniques: Use of multiple accounts
LA~ TR FIF 2 AER =
Indicators: N/A

FEE - A
Suspicious transaction/activity report information

AEER 5/ TEEHREE R

None indicated.

Case description

P

A businessman, M, wishes to “pay” another businessman J for “rendered services” without any apparent business
relationship between them. M is a friend of N and a broker with “Stocks & Co”. M continuously deposits money of
unknown origin into N’s current account with the broker.

A MAE TATE ) SEREA D TEREMIRRS o (ERT A Z RN A BRI SER AR R o MZ N AYREA - [El 2 © Stocks &
Co, MEELA - M RIFRACFEA I 288 FE N &4 pEny HAiiR= -

N keeps these deposits of money segregated from his own. These deposits are used in transactions carried out on
the stock exchange without regard to profit or loss. In time, N made deposits of small amounts of money of unknown
origin into several bank accounts belonging to J.

N RS RN B CHE O BRRE  EEfEs A TREEAC S - BRI - Hi(% > N BRVD BoRJFR R &5
FA J B ESFITIRS -

M, N, and J apparently believed that this procedure would minimise the possibility of detecting a link between the
origin of the amounts “paid” by M to J. The jurisdiction observes that the securities account was being used to hide the

Y|
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origin of the money that was deposited in J's bank accounts.
HIR M~ N R J 3R Ry )y s ORI B SR "My S2fF4E T 09K E - JABT 3B s RIR S A
FRAFAE J SRATIR S 3R A -

Enforcement actions
BATTE)
The two brokers involved were subject to an administrative penalty by the securities commission, as were the

directors of the brokers, for failing to file STRs.
BEIALSL AW 52 B RR LITEUEET » MRy B R B ARSEREE DS A RS 5 &5 (STR) EIF 2 &1 -

Case study 21: Employee of a securities intermediary assisting in market manipulation

FPIFTFE 21 « RESFHT AN | TIRBIEREETT5

Offence: N/A

JFETH - A

Securities Related Predicate Offence (if any): Market manipulation; securities fraud

FEF I FIEIITE (A - HI5HRAE - SR TRIK

Jurisdiction: United States

1z - EE

Subject: Individuals

THE fEA

Instruments, methods and techniques: Stock brokerage accounts; penny stocks; wash trades, shell
T A - TR companies

R EECIRE ~ iR ~ IR ~ ZERRAE]

Indicators: e Accumulation of stock in small increments throughout trading day to increase price;
TEEE - o FIz A H B/ VBRI HER

e Marking the closing price;

o FBURUWURE

Unauthorised buying of stock through customer accounts;
REAAEREBE IR EIEERE

Account activity not consistent with customer profile; and

M FUEENEL R S HE AEEARET - &

Trading between numerous accounts controlled by the same people.

FEHH[F— NIRPER 2 (ER S TEHE T2 5

Suspicious transaction/activity report information
AIRER 5/ TEERR S B
No STRs were filed. Securities intermediary faced liability for ignoring red flags and suspicious indicators and for

failing to supervise a problem employee despite warning from compliance officers.
RHHE R PR T - 5857 T M RS IR AR AL R T sEE T~ DU A E EE B S AR E A B T EE-

Case description

P

RR1, a customer and RR2 from another firm participated in scheme to manipulate the stock of a thinly traded security.
They artificially inflated and maintained the price for the stock, marked the closing price, engaged in matched and
wash trades, attempted to artificially create “downbids” to suppress short sales, and engaged in unauthorised and
unsuitable trading in customer accounts. Certain senior executives allowed RR to operate with greater freedom than
other RRs. The securities intermediary that RR2 worked for was aware of numerous red flags and suspicious
indicators regarding the market manipulation but did not file an STR.

RR 1~ —fir& F KAIFEAER RR 2 200—(EEHE] > $H3750 5 E(RATR ST TR o MDA B 05 =R HME N 4 st
8 ~ RS (E ~ 28BS PR S ~ E ARl T downbids | DUERHIETZE » MR & PR P TR AR5
BV S - HAIEFEE 5 RR1 PP S SHHR(E A - RR2 (ERAVEESF R L B 5 % B R AL R T 5E
far o (EARIR SRS E R S S
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Enforcement actions

BOATE)

A cease and desist order was filed against the firm and the firms was required to pay disgorgement.
BT Z A SRS - W RZ A EBENE GG -

3.9 Terrorist Financing
39  HBRERMitT
145. The replies to the questionnaire and the case studies gathered suggest that there is relatively little

evidence of the securities industry being used to finance terrorism.

145. HEMGHEIEREEVT - & FRIREURSE e g BT -

146. However, this lack of evidence specific to the securities industry does not rule out the potential
for terrorist financing in this sector.

146.  HENRARIBERUN TR Y BN T o B RESRR FTRENE -

147. Following the 9/11 attacks in the United States, various agencies worldwide engaged in studies
to ascertain which sectors of the financial services industry had been used to finance the attacks. No
empirical evidence was revealed to suggest that securities had been used either to finance the attacks or to
generate funding from them (for example, through short selling of airline or hotel stocks).

147 SRBNEEA: 0Ll IREEHEMRR - RS BIHY R S A & (R S &I R SR A TARIE B0 T 85 e
NEBNE - HANYH BISEREUNE N e M BRIV E & - S0RAE S (PIaE 2=z
ACIEQGEER PSR

148. The lack of information on terrorist financing in this sector might, in part, be explained by the
relative newness of the provisions on terrorist financing compared with those relating to money laundering.
The 8 (now 9) FATF Special Recommendations came into effect in October 2001, and the effect of them

in an industry which, in itself, is expanding quickly, may not have been fully felt.

148.  FMIBAZREINERAVEN - B BR BB - HRNER O TE S A % -
FATF &y/UH (BAERTLIE) FiplEER R 2001 S5 H A5 » PRERFESRAVE 35 1] AE MR 58 2 B2 2]
H07 -

149. The information provided in Section 3.6, above, dealing with clients and account types details
some of the TF threats in this and other sectors.

149. Ll 3.6 EitPAVE NG FAER st AR L A A T TR (BRY) B PRk P -

150. Specific indicators relating to the securities industry were not cited, but more common ones
which are potentially relevant to this industry are found in the FATF typology on Terrorist Financing.?

150,  BEARHRSE A AR IR - (O FATF I nisls b - vIE 55 %At
RE AR LI -

% http://www.fatf-gafi.org/dataoecd/28/43/40285899.pdf
% http://www.fatf-gafi.org/dataoecd/28/43/40285899.pdf
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CHAPTER 4:
PREDICATE OFFENCES FOR MONEY LAUNDERING LINKED TO SECURITIES

AR MBS AT EIRSE

4.1 Introduction
41 HIE
151. As previously mentioned, the securities industry is not only a vehicle through which illicit assets

can be laundered; it is also vehicle for generating illicit assets that would eventually have to be laundered.
Indeed, the FATF’s definition of the “designated offences” that lead to money laundering include three
securities-specific offences: insider trading, market manipulation, and fraud.

151 AEIEL -SSR E PSR AR AR D B ARSI RE A - HIR L
FATF %888 TRAIEIUIR ) AVE R B IERIUIRIT & © NERIC S ~ THIGHRME R -

152. This section addresses these three securities-specific designated offences because: (1) a
significant number of jurisdictions included these designated offences in their questionnaire responses; (2)
the relatively low level of securities related STRs may be the result of the non-reporting of these
offences;?” and (3) in identifying and reporting these types of offences, jurisdictions may be in a position
to better prevent money laundering.

152.  BEEFEA TAIRRA - e =S s @R ElgE T A - () y{li&lﬁﬂ%iﬁb%iwﬁﬁﬁﬂ
TERIGEE T 5 (2) KRB HRHAY STR 8K » Rt Al geiEpaE s UFE T Rk = K& (3)
TE 3B i = S AN USRI T R 7T » SIS B A S A RO TR eSS -

153. This chapter is organised into topical sections that address each of the three designated offences
that implicate the securities industry. Suspicious indicators and case studies are also included.

153.  WEEREIRIPRETR B ENY 3 MR EIUSE - B BRI R E DTS -

4.2 Insider trading
42 RS
154. Although insider trading is illegal conduct, this does not mean that company insiders, such as

officers, directors and employees, can never trade shares of the company’s securities. In some jurisdictions,
certain circumstances require such transactions to be reported to regulators and the public. Insider trading,
however, involves situations where the person who buys and sells securities, whether a company insider or
not, does so in violation of a fiduciary duty or other relationship of trust and confidence, while in
possession of material, non-public information about the security. In some jurisdictions, this includes
situations where a person in possession of material, non-public information provides this information to
someone else for trading where, depending on the circumstances, the recipient of the information can
violate insider trading laws as well.

154.  HERNRRSBIEATR  BEARRAENENAL > AIEEEE - HERA TEEA

2T This may also result from a perception that these securities-specific designated offences are not money

laundering per se.

7 ETHERERNRES B ERIE T R ARSI ZSE -
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ATEE A FERIREE AR T SRS SRR A A B E A SO i - 28T - &R
REHWIEEEERFIAN (RimEd AAENEAR) ERERIREFNER - JEABENE
#NOEE RGBS E R RE 2R - FEE & - SEAEE IR ERIY AR B &G H
i NPAACHAR Iz > R NERACS)  HEZE S EE YA > BUBDUT L T RE SN SR AR

155. Insider trading is unique to the securities industry and generates illicit assets. As a predicate
offence for money laundering, and an offence in its own right, this type of misconduct is reportable on
STRs and has proven useful in assisting law enforcement and regulators prosecute such misconduct.

155. WG EIEZFEEERS > GELNEEE - BRANUSEBRNRRIETEILE A5
FUEIESET R o AIAIA STRi@%: > a8 HE STR AR SVARM M e B ET S ILI R T R -

156. The illicit assets generated by insider trading can be laundered through the securities industry
itself or through other parts of the financial sector. The most common example of laundering would be the
simple transfer of illicit proceeds to a bank account.

156. WERA G R IR AR P B s 2 SR e RS A P TR D - B At = B Ryt
IRARTS E R EIRITIRP -

Suspicious Indicators Associated with Insider Trading

IR G aTGE G EE
157. The following were identified as suspicious indicators that could implicate insider trading:

157, THIR A IS S A T e -

e The customer makes a large purchase or sale of a security, or option on a security, shortly
before news is issued that affects the price of the security;

o HEIERENIERIHERMAT - KEE ASE TS B REEEE |

e  The customer is known to have friends or family who work at or for the securities issuer;

o CHIEFAMASRF NEBEF#TAE

e  The customer lives in the locality where the issuer is located;

o HFFEEERIFEITAFINATIENR ;

e The customer’s purchase does not correspond to his or her investment profile. For example,
the customer may never have invested in equity securities, but does so at an opportune time;

o ZEFEMEARXGAFFEHLERE - Flil » FEERNERLSSS  BAFES IR
ME A

e The customer’s account is opened or significantly funded shortly before a purchase; and

o EFMIRFEEARIRBHBRESRAREESEE &

e  The customer sells his or her position in a security in conjunction with a significant
announcement about the security.

o KA EAGTNEEMIHEHE R -
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Case study 22: Insider trading and money laundering

BT 22 : NGR B B8

Offence: Money laundering
TTE T4 - sk
Securities Related Predicate Offence (if any): Insider trading
AR FTEIITE (EH ) - MR 5
Jurisdiction: Belgium
1 - EEAIRE
Subject: Individual, companies
THE BA ~ 2]
Instruments, methods and techniques: Shares, affiliated companies
T A ~ ATy BEEE ~ BRMARARSE
Indicators: e Unusual important transactions;
TEEE - o AEHENERKS

e Suspicion of insider trading; and

o BEREENGRS K

Securities sold a few months later.
ME AT B

Suspicious transaction/activity report information
HEER 5/ TEE S E R

In 2004, a Belgian bank reported several unusual important purchases of shares of two Belgian quoted companies,
belonging to the same group, by company Y represented by Mr. X and a third party also in relation with company Y.
Mr. X was manager in the two Belgian quoted companies, but also managed company Y.

2004 0 EEFIRHRTER S EAZTHEARLS) - XAEREN Y A5 K8 Y AFARBE = REE A GRER S
BHY 2 FELFIR B ATIREE - X Sed/iE 2 MIELAIiG i A SRyaCE - [FIGEE Y AF] -

Case description

P

Mr. X, manager of an important group of companies, knew that a reorganisation of the group was going to be publicly
announced. This could have a favourable effect on the share price of two companies of this group after the
reorganisation was announced.

X FeA A EEENESEHE » AUEREEMA AR - 208 E TR & B2 R E 2 A SRE G ERA T
% -

Mr. X used this knowledge to purchase securities of these two companies through another company he managed and
through a third party before the reorganisation was announced.
X S EREAAR - BBMERNEE AT RE=ZTTEAZ 2 MAFRIRE -

Once the reorganisation was announced, the share price of these two companies rose sharply. The shares were sold
at a high profit.
HEEAMR - 2 2 MAFNIREI TaE Bk o ME HREEAEE S -

The profit made by Mr. X was then invested in other securities and part of the money was transferred to other bank
accounts held by him. As such, the money obtained illegally (thanks to the insider trading) was laundered.

X ST e e AHANSE 77 - IR Oy e A RPA Y EIRITIRE - ALt - IREERS ERNSRS) 1yEik
MECEA T -

Enforcement actions
BETE)
The case was disclosed in 2005 to the public prosecutor for ML for insider trading.

FEFEBILE 2005 LRI [MRREE B 53 HA NGRS 58 -
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Case study 23: Insider trading and money laundering

BT 23 : NGR B B8

Offence: Money laundering

TTE T4 - sk

Securities Related Predicate Offence (if any): Insider trading

AR FTEIITE (EH ) - MR 5

Jurisdiction: Belgium

1 - EEAIRE

Subject: Individuals

THE {EPN

Instruments, methods and techniques: Shares, use of a nominee

LA ~ TR MR - R R A

Indicators: e Unusual transaction; and

TEEE - o RFEWRH I K
e Purchases do not correspond to the customer’s investment profile.
o HARGRFNEFIEEREZE -

Suspicious transaction/activity report information

AEER 5/ TEEEREE R

A Belgian bank reported that a significant purchase of shares of company M was carried out through the bank account
of Mr. Y’s wife. The transaction was unusual.

—fEIEEFIRFSRIT A Y S E R RIIIRFREE A M AEIRENR S - XS RA=FE -

Case description

KPR

Mr. Y had insider information on company M, quoted on the stock exchange. Through relatives, he knew that
company M would soon be acquired.

Y SRR M AEINAETE R » BIREER ZRIERS - MALHrBUREAT M A SRR O -

To avoid attracting attention, he transferred his assets to his wife’s account over which he had power of attorney, and
purchased shares of company M prior to the announcement of the takeover. The bank knew that Mr. Y’s spouse did
not usually perform stock exchange transactions and was surprised to find out that funds were transferred from her
husband’s account. It is believed that Mr. Y’s wife carried out the transactions on his behalf and tried to conceal the
transactions by using her account.

RS R MR EEE R MR ARRRIRE T » SEAEEMYIERTE A M A SRR « ZIRTAIE Y 5
IR ETRER S » BRI E SR A WA AR I EE ST - Y SRR AR Y TS - I
A B P AR P B s 5

After the takeover, his wife’s account was credited with the proceeds of the securities sold.

2N IR o EREERTRHI S RO RATIRS -

Mr. Y then laundered the money by having the funds transferred to his personal account.

Y S B A E AR TSR -

Enforcement actions
BOETED
The case was disclosed in 2006 to the public prosecutor for ML for insider trading.

FEFEBILE 2006 LEHFE A M5 B 53 HA NG S8 -
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4.3 Market Manipulation
43 THEEERME

158. Market manipulation generally refers to conduct that is intended to deceive investors by
controlling or artificially affecting the market for a security. In particular, the manipulator’s purpose is to
drive the price of a security up or down in order to profit from price differentials. There are a number of
methods that manipulators use to achieve these results.

158. TR — AR AE ERTERIE N Rysp BEE6 2 T 5 LR EIBRT & N HITT By - Rl S ey
H BFE IR (E BT DU A - Sne s M S TR ISR -

159. The most pervasive market manipulation method involves what is colloquially referred to as a
“pump-and-dump” scheme. This scheme involves touting a company’s stock with false or misleading
statements, often in conjunction with securities trades that raise the price of the security or make it appear
as if the securities trading volume is higher than it actually is. Therefore the security price is artificially
raised (“pumped”); the security is then sold (“dumped”) for a profit. Often the underlying security is low
priced, illiquid, and trades with little volume.

159. B RAYTSHRGE T AR N T RIS EIE ) RS o AR E R T 2R A R (R
HYsR &S A SRR SR B FR S G B EC e T I BV - BGEEm X S BB UL EIENAC
SEER - HREZI A Zm b7 (Thrs ) ZEHEREE (TEE ) RIFER - 521y
ro o i Ry R(E ~ REEEIER & > HXSEK -

Penny Stock Manipulations

R AR

160. Penny stocks may represent equity interests in companies that are about to become public or that
are already public. The issuers of these shares often, but not always, have legitimate business operations
and revenue streams. Shares in these issuers may take the form of physical securities that can be deposited
with a securities intermediary. Penny stocks are not likely to be traded on traditional exchanges, but in
OTC markets or on bulletin boards. Penny stocks typically have very low trading volumes but, unlike
bearer securities, ownership of these shares will often be registered with the issuer or a transfer agent.

160. iR ATREAEREIEF AR AR - SRR RTATIEE (HIREE) MAGE
HIZERS AR R U » 1B b8 TN SR SE Al RE A B s s h MR A B RS SE 25 - (IR T REfE
ELVEG T FHETR S REEHIINE 55 (OTC) S ditic s - (IR B ERIK -
BB A E - (IRIVRFA B E @& BT A v sl S -

161. Ilicit actors can acquire penny stocks in several ways. They can purchase already issued penny
stocks in the OTC markets, acquire large blocks of shares as compensation for bringing a company public
e.g. through a reverse merger into a private shell company, or issue the shares. These shares, which usually
have little or no value, can then be deposited into brokerage accounts. Fraudulent promotion methods and
wash trades may then be used to inflate the price of the security. After the manipulators exit the market,
investors are often left with worthless securities. Penny stock pump-and-dump schemes have increasingly
been conducted through internet-based accounts and through trading accounts held in the name of private
shell companies.

161.  EETAEBESEEEIGIRE - T PUEECAE OTC Mg fTilk - EAE
HIRLEE I S — A E] BT > B0 S BN ZER A F] B T R - B T (H R
HERAERE > fFEALLIRE T BEEAAIGR e TE R E & HIaTHE - FHEEE B T
Sig > BERE AT ERR A EERNRE - ARG AFIFHEESIR PR AR AT T
KM FALEAETS LR -
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Suspicious Indicators for Market Manipulation

TGRS A SETT B

162. The following have been identified as suspicious indicators involving market manipulation in
general and penny stock pump-and-dump schemes in particular

162. AR — MR S AL s E S LAY n SE R

The customer engages in large or repeated trading in securities that are illiquid, low priced
or difficult to price;

HEEZIHETREIEEM: ~ (RERELUEERRE RS

The issuing company has no apparent business, revenues or products;

BTN FEIRZ PIREERS ~ UER B

The issuing company has experienced frequent or continuous changes in its business
structure and/or undergoes frequent material changes in its business strategy or line of
business;

ST TV SRR B A - RSB S SR R AT

The officers or insiders of the issuing company are associated with other low priced, illiquid
or low volume companies;

TN EH S PE EE B E A B BLEAN R IR 5 8RR A T R

The officers or insiders of the issuing company have a history of regulatory violations;

SETAFINERS EE RN AR GEEFTEA

The issuing company has failed to make required regulatory disclosures;

ST FIARMARE EITIEFE

The issuing company has been the subject of a prior trading suspension;

SHTA R WA 5

A customer’s transactions show a pattern of receiving physical securities or receiving
incoming shares transfers that are then sold, with the proceeds wired out of the account;

BENRGEABF T ERTERSSZIREEREEEY » WS s =
BH

The customer deposits physical securities together with a request to journal the shares into
multiple accounts that do not appear to be related, or to sell or otherwise transfer ownership
of the shares;

F PR E RS R FEARP L Z KR A3 AE 2 (B DURRE AR = o st & -
PR SRR E |

One party purchases securities at a high price and then sells them at a considerable loss to
another party;

— S EEERE - AEDBEHER T EES—T7

A customer journals securities between unrelated accounts for no apparent business reason;
and

& IR SR SR L ARG 2R R (A TR MHBEIR = o R

82 - © 2009 FATF/OECD



Money laundering and terrorist financing in the securities sector — October 2009 [l

RSN - 2009 4210 4

e  Acustomer engages in prearranged or other non-competitive securities trading, including
wash or cross trades of illiquid or low priced securities.

o FEETEL Iy SREM BRSPS - BRI 5 B S G
BYRFAVEE TR

Case study 24: Stock price manipulation

KBRS 24 ¢ B {EHEZ

Securities Related Predicate Offence (if any): Embezzlement
I FIEITE (£ ) - Market manipulation
FEHLOK
TG RAE
Jurisdiction: Korea
Wiz - ]
Subject: Individuals
T {EA
Instruments, methods and techniques: Shares, funds transfers, multiple securities accounts
A~ TAERTT IS~ B - S{EESFIRE
Indicators: e Unusually large transactions; and
FEEE - o RHFENKRERS Kk

e Repeated purchase and sale of shares.
o HEHEEME-

Suspicious transaction/activity report information

ABER 5/ TEENEREE R

According to an STR, person A had frequent large fund transactions with unspecified persons, including B and C, and
securities accounts at three brokers. In light of repeated selling and buying of shares of U Co. Ltd in large volumes
through a certain computer IP, it was suspected that A was manipulating the market price using embezzled money
and a borrowed bank account using an assumed name.

IRIBEEUESEEE AL Hil s » A HEAREALETREESIRS > EE B fl C K 3 HLHHVERIRS -
R ERTERS 1P ZXREBE ARILAIEH U AEIHIREE - RIELEREE A RO B E AR TIR SRS
B -

Case description

Kol

Analysis revealed that B, a company director of U Co. Ltd, embezzled corporate funds deposited as payment for
shares and was manipulating the market price using a securities account in the name of unspecified persons with the
embezzled funds.

PHEGEREUR B iy U AFINES - ik AT E SRS REERREOHE - WA B E N LRSIk
PRETSER -

The executives, including the former representative director and the present representative director of U Co. Ltd and a
former branch manager of the broker, conspired to manipulate the share price more than 10 times through false stock
trading orders and wash sales with embezzled money and gained illegal proceeds worth 35 billion won. As a result,
private investors were severely damaged. It is of significance that relevant crimes were detected and further damage
was prevented because an STR was sent to law enforcement authorities.

EEFEARE U AT B ES IR EE B EE D RS RT o TEE - HEEF &R ARK . BREER S K
IR G TER (2 10 87K > JUTFRATIS 3T 350 (E#TT - RAKREBRILZFFESE - EEHER BHUERLIE]
SELESR B s - A RE R BRI IR B S5 -

Enforcement actions
BOETED
B was prosecuted for violation of the Securities Exchange Act and bribery (sentenced to 2 years of imprisonment, stay

of execution for 4 years at the first trial). C was prosecuted for violation of the Act on the Aggravated Punishment, Etc.
of Specific Economic Crimes (Embezzlement and Breach of Trust) and the Act on External Audit of Stock Companies
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(sentenced to 5 years imprisonment and a fine of 2 billion won). Other related persons were also prosecuted.
B R SEE573 0E RIS HEERT (—FF R 2 R84S ~ 4 481D - C NP ELLIUIRIIE RSN E CGERARUL
B1{5 ) KB A TSN EEMGEST (FIDR 5 FFEEEE R 20 (BegTEie ) - HAHERE A L gEEsT -

Case study 25: Market manipulation involving the use of private shell companies

FEBIHFE 25 : FIARAZRAEHRETS

Offence: Money laundering

TTE T4 - sk

Securities Related Predicate Offence (if any): Market manipulation

I FTEIITE (EH ) - iR

Jurisdiction: United States

1z - EH

Subject: Individuals

THE fEA

Instruments, methods and techniques: Stock brokerage accounts; penny stocks; wash trades, false
THA - TR promotional methods; foreign accounts

s ORI ~ SRS ~ ERRIESHTIA ~ SR

Indicators: e Individuals subject to previous securities related injunctions;
FEEE - . 28 IR HET TR IR ARRE S S HI(E A

e False and misleading disclosure documents; and

o JERECEREMAHERESE ) K

e Brokerage accounts opened using private shell companies.
o FIARANZER A FIFARAYARLIRS -

Suspicious transaction/activity report information

HEER 5/ TEER S A
N/A
T

Case description

P

Individuals, some of whom were previously subject to securities misconduct injunctions, conspired to acquire
controlling interests in a public company trading on the OTC markets. In perpetuating the conspiracy, the individuals
acquired restricted stock of the companies and used fabricated and backdated corporate records that made it appear
as if the restricted stock certificates had satisfied minimum holdings periods. The individuals then used false attorney
opinion letters to get the transfer agents to issue freely tradable shares. Thereafter, the individuals prepared and
distributed false and misleading disclosure documents for the companies and engaged in promotional campaigns to
create demand. The individuals used brokerage accounts opened through private shell companies to sell shares of
the companies in conjunction with the promotional campaigns.

B SRR AR AR (T TRE 550 5 ~ RERAT OTC MGG B AR A - REAEREE - BUSAFRIREME
WS o AR AR A R T EDER R A FI4C 8% - SRIRGIMER R B DT S i BRI - B P A P (R ERamey - SRR
RELANSFET HHR GRS » Z 1% R 3 i Ris S AR MR A BIHa 8RS I T RSB LIRIET K - AR
DR NZERR A B AL Zea A LIS ATIR P RS FC (e 3 3 L A FIRGEE

Enforcement actions
BOATTE

N/A

A
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Case study 26: Securities intermediary expelled for inadequate AML/CFT policies and procedures

EBIRFFE 26 : B AMLICFT (Bhfil3ess,  FTRER) BORKEFT B MER-AHTERT /%

Offence: Regulatory violation
JIFETT4 - EEEEM
Securities Related Predicate Offence (if any): N/A
AR FTEIITE (EH ) - N
Jurisdiction: United States
- FEE
Subject: Broker-dealer
TR Karns
Instruments, methods and techniques: Penny stocks; wire transfers; journaling
T A ~ ATy fliRs ~ EEHE ~ &%
Indicators: e Stock Promoters;
TEEE - o JREEHEREA

e Penny Stocks;

o i

Customers with money laundering convictions and regulatory actions against them;
ISR SR AT RINE S S

e Wire transfers to well known tax havens; and

o [EFEIALHVEIIRE 5 &

e Journaling of securities between accounts followed by immediate liquidation.

o SRRV AIBYERSIRImECHE

Suspicious transaction/activity report information

HEER 5/ TEE S R R
N/A
A

Case description

Kol

A broker-dealer agreed to an expulsion from SRO membership for systematic and repeated violations of AML/CFT
rules and regulations, including failure to investigate and report numerous suspicious transactions

KaorE BRRES Ret E MR RS TTREZVEEFEmMPHRE " BEEE , (SRO) §EER - EHEARH
BRARIERLEEL S E ©

The SRO found that, at various times from February 2004 to September 2006, the broker-dealer’s customers included
notorious stock promoters and others who had been barred by the SRO, disciplined by the country’s primary
securities regulator, or had criminal histories, including one customer who had been convicted for the sale of an illegal
controlled substance and money laundering. The same individual had been previously convicted for his role in a
“smurfing” scheme, a commonly-used money laundering technique involving the splitting of a large financial
transaction into smaller transactions to avoid scrutiny by regulators and law enforcement.

EIEEEIRGTE 2004 - 2 HEF 2006 4F 9 A% ML HINE S (BIEEAERHIREEHER AR ZE DA B EREE -
TER G E TR AR R EAM A - BERERREIREE RIS E S ) - F— AESH Th
BRZE | WEBMHESE - B2 —EE AR T%  BRE SRS SRy NS 5 DU 552 BB BT SRR BAr
HYER -

The SRO further found that in at least a dozen instances, the broker-dealer’s customers sold large blocks of penny
stocks that were linked to allegedly fraudulent schemes. The country’s securities regulator had filed at least two
enforcement actions charging federal securities law violations involving penny stocks that were later sold through the
broker-dealer and other firms. In one instance, an individual who had previously been barred by the SRO delivered
over 1.8 billion shares of a penny stock issued by a company that was contemporaneously the subject of a pending,
and publicly released, complaint by the securities regulator alleging manipulation and other securities laws violations.
In the following 10-month period, this customer sold the shares for approximately US$8 million in 155 separate sales,
wiring the proceeds out of his account after each sale.

BB 2 3 B/ DA BRG] - RO HE P BB B EAERAN LR - BIRES BB IS 2/ BREL 2 THER
EITH) > P HIE AR B A A B SRR B T R S e F ‘”‘%ﬁa‘ FEH A —{EZE B - Sepil g geaE 1k 20 E
BRI AL EIHER EHY A F S THY 18 (SRR AR ST - 5877 BT FR L 56 T R S AN 56 7751
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FESTT - FERE MARAY 10 @ A > [t B4y 155 KRG EHE) 8 HEEBMTE - WIS &EATHELIRS -

Enforcement actions

BHOATE)

The broker-dealer agreed to an expulsion from SRO membership.
R E SRR B RERE E 2 A

4.4 Securities Fraud
4.4  FEIFEEEK
163. Securities fraud broadly refers to deceptive practices in connection with the offer and sale of

securities. In this regard, securities fraud encompasses insider trading and market manipulation.
163, FHEFEHOT RO (Y B AR HRT B - TEETH > A E AR 5 Rt

L,
R -

164. For example, illicit actors can engage in confidence or boiler room schemes the structure of
which would make the scheme a “security” for the purposes of a jurisdiction’s securities laws. However,
the actual sellers of these (mostly worthless) shares are often based in a separate country from the
purchaser, making access to perpetrators of the fraud difficult.

164. B0 - EEG T AIA R R B E = e 0 AR A2 2 S RS S A B A o B
BRI CGBFEE) W BEFEEEHE AN EIER G LA B EOUREEA L E -

165. In a Ponzi scheme, a fraudster lures investors with the promise of high returns that are to be
generated through the investment or business efforts of the fraudster. Instead of generating actual profits,
the fraudster creates the illusion of profits by paying investors returns from their original investment or
paying returns from the money that new investors contribute to the fraud. This type of scheme tends to
collapse when the number of new investments into the scheme do not satisfy the payment obligations for
previous investors.

165.  fERERBRET > FRHOUKE R B SR FE5 &S S 8RR AR S HEE A - SRR
FIEE NFAIIE ©:38 5 N E AR SUEH IR NI AR 58S (AR AS A EAAIRS: -
BEHECHERER - EFfEBEAA RS eaie & AF - S bR Ewl & U -

166. Although many Ponzi schemes do not necessarily involve the direct use of securities
intermediaries or markets, the way these schemes are marketed often causes sales of interests in the
scheme to be classified as securities, and thus subject to the jurisdiction of securities regulators.

166.  HEZNREECER/E S —E RN RIEE SR T/ T BT - BRI Ul e S A
R Rty > INILESHY R 7 e B R e B -

Securities Offering Fraud Indicators

BT RT T TR

167. The following have been identified as suspicious indicators associated with a securities offering
fraud:

167.  THIREARE R R TRRHEE R R SEfE IR |

e  The customer opens numerous accounts for different legal entities that the customer
controls;

o HFEDHIENARIAEERLESOLS RS |
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e  The customer receives many incoming cheques or wire transfers from unrelated third
parties;

o EFULEIZIRME A\ ST EEECATHBRATEE =5 IERK

e  The customer allocates incoming third-party deposits among numerous accounts;

o FFERHEARIE =TiFEROr A E S EIRS

e  The customer makes numerous outgoing payments to third parties close in time to when the
customer receives many incoming third-party cheques or wire transfers;

o EHFULEIZIRIE A\ S EHEEER - TTRNEIRG =07

e The customer’s profile does not suggest a legitimate business reason for receiving many
third party deposits; and

o MRBEFER  FHUDSHEENEBFR A HEZ NS =TT K&

e  The cheques or wire transfers note that the funds are for an investment.

o WHHIEMFIESREENR -

Case Study 27: Securities fraud
ERRRZE 27 © AR

Offence: Money laundering

JFETT4 - HgE

Securities Related Predicate Offence (if any): Securities fraud

I FIEIITE (EH ) - o214

Jurisdiction: United States

I - EH

Subject: Individual

THE fEA

Instruments, methods and techniques: Cheques, wire transfers, monetary transactions
T A ~ AT YEE - EIE - 255

Indicators: e D established various businesses and bank accounts under his name;
FEEE - o D DM S AT R TIRE

e Monetary transfers between various bank accounts controlled by D (or D’s businesses);
o &8t D (& DHYATE]) PEENIZ R TIRFHRE)

Authorities had imposed cease and desist order against D and D’s business;
ARIERTH D & D AT HE S

D promised substantial guaranteed returns and secure principal investment; and

D 7K 3E S H R B S OReS E A BRI LS K

Deposited investment monies into bank account controlled by D.

AN BT A D EERERITIRE P -

Case description

E B

The individual generated illicit assets within the securities industry by operating two Ponzi schemes. Under the first
scheme, D told investors that their money would be used to purchase equipment that would be leased and resold.
Under the second scheme, D sold promissory notes that were purportedly secured by stock in D’s associated legal
entity and by precious metal production contracts. Both schemes promised investors high rates of return and
guaranteed the principal investment. In actuality, the defendant used investor funds for his personal expenses.
ZNFIFHRIE 2 (ERERER R - e e E A IEEE - TS —EbR/S T D &3 & NS 53R i i E T LA R
et - £ —(EBR/m T - D IvE s D AVHRARER K E E B EELIFERITASE - 8 2 [HSRRHKEIREA
SEAADE  WiRETREAEAIAL - FE L WEFHRE A& S U E AR -

Investors would either wire, hand deliver or mail their investments (via cheques) to D or one of his businesses (legal
entities) and the funds were deposited into bank accounts controlled by D. D would then transfer the funds among
various bank accounts that he controlled in order to disguise the origin of the proceeds and to further perpetuate the
fraud. After receiving the funds, D would use them to pay for personal expenses, promote another business, and to
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make periodic payments to investors. The periodic payments to investors were made to legitimise and disguise the
underlying schemes and to avoid reporting to and detection by law enforcement.

& N A RERERR ~ TN BT EROH (FIFSCEE) 4 D 8ty b —RIA T CEEER)  BREeEFA D%
EHIFATIRE T » Z1% D EMATEER (BRI TIR P RETEIR - DB - PR - WEE

&t% > D iGN EABRSY ~ HERHAM SR & NERITR - e ARSI & N U E L e s (S -
A SR HA B R H -

Enforcement actions
YUEITED

A U.S. state investigated the investments offered by D under the first program, and issued an order against D and his
related business to cease and refrain from further offer or sale of such investments in the state.
FEEIFMNHE D S —EEHEPAE » W D RAHR AT S HER LS - 2R N SR L e B i A -

A federal action has been filed against D alleging violations of federal laws related to mail fraud, securities fraud, and
money laundering.

ZRBEFIBT S D PREUTH) > PR R SRR - SRR SEAH BRI A -
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CHAPTER &:
SUSPICIOUS TRANSACTION REPORTING AND ENFORCEMENT ACTIONS

55 E | BB RERR BiE REEATE

5.1 Suspicious Transaction Reports

51  SEUEBERRHE,E

168. A review of the published STR reporting figures from some of the Third Round Mutual
Evaluation Reports suggests that STR reporting in the securities industry is relatively low, compared with
the banking industry. A selection of comparative statistics is set out below:

168.  [HIRHENY <35 =dmiH Aol > ABHHY STR SIS - nl 3B BIERITIEAMEL - 585558
(Y STRAHE D » BRI LLERatEdE AT -

Country A
A B

Banks
AT 911 1128 1212 1698
Money Exchange
5 TIPS 21 28 199 330
Securities
B 24 4 3 3

Country B

B &7

Banks
$R1T 680 549 685 921
Money Exchange
W ARG 102 106 39 20
Securities
e 10 12 3 5

Country C

c

Banks

T 193 177 288 349
Money Exchange

B AR 0 0 0 0
Securities

H 0 0 1 1
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Country D
D

Financial

Institution

SRS 2001 2002 2003 2004
Banks
PRAT 272 823 288 343 381 671 522 655
Money Exchange
BRI 5723 209 512 269 284 383 567
Securities
H5 0 4267 5705 6 936

169. The STR reporting disparity between the banking and securities industries is not surprising in

light of the relative size of the banking industry in most countries compared to the securities industry. In
addition, in some countries STR reporting in the securities industry is a newer legal requirement than that
for submitting STRs in relation to banking activities. Nevertheless, the figures might be indicative of
under-reporting in the industry, and it is suggested that the issue be examined further.

169.  fERZFEER - LhESRITE B BRI - RINRARERT TSR ELEE 7725 Ry STR B &&=
ENESN o IEIMEREEESR - BIERITIEENELL - 36255E0Y STR ZSESHAVAREZDR - fEWLL - &
SLEE TR R SR TRV e — P Ut -

170. It is also worth nothing that some jurisdiction’s reporting requirements are narrower than others’,
which results in the inconsistent capture of data for the same event or activity.

170. AN EREEAEE G EIERIORAERZIRE  JHIL - REUSERE - FEESEF
BOEEHYERE A E -

171. The securities typology questionnaire (see Annex D) requested information on the amount and
nature of the STRs received in the securities sector. Of the 40 questionnaire responses received, 31
provided responsive data.

171, BHBiIMG (552 R0 D) ZORES R AN EIRY STR 8&E B &R - [EUERY
40 3[EI B S TA 31 (iR AEHIEr &k -

172. In contrast, a number of jurisdictions reported that their STR tracking and/or reporting
mechanisms were not conducive to quantitative breakdowns regarding the number of securities related
STRs filed. This appears to be a reporting gap, in that data is simply not available in certain jurisdictions
to enable an assessment of the potential risks in the sector.

172, MFOtEFZMEEE - F1rY STRIBHE R /ECaERESIERL oM STR VS HREE - 2
PP Emss - Fet@mtE ARG &N - DUE T I B R et -

173. One FIU reported that STRs were categorised based on the institution making the filing.
Accordingly, figures for the securities business of larger banking groups are potentially being categorised
as banking STRs.

173, HgRdEd T OFRoR STRISRIETEARAVIIRIT 48 - L SoR B R B E HVRE R 5 8
15 > RS BRI Ry T STR »

Number of Securities Related STRs

STR Ayt 82
174. Questionnaire responses represent the number of securities related STRs filed between 2005 and

2008 (see the summary at Annex C, Table 1). Of significance, most jurisdictions evidenced yearly
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increases in securities related STRs between 2005 and 2008, with a particular increase in 2007. It should
be noted that most questionnaires were submitted in late 2008, making final 2008 figures unavailable for
some respondents.

174, [HE[EEHEDR 2005 F1] 2008 FEHEHRAVEEZHED STR #iE (FF2EHk C R LAVHE) -
SR RER oyl 2005 £E5] 2008 FEETREFHY STR BrE A BRI Horf DL 2007 RIS Rk % -
LR ARE TR SEAE 2008 FEFRIFEL - NI Z 555 S AAUS 2008 SFHYRASETE -

Breakdown of STRs Based on Type of Security

PRI T STR
175. Fourteen of the forty questionnaire responses provided a breakdown of STRs filed by securities

type. The most common type of securities product subject to an STR filing were equities, mutual funds,
money market mutual funds, bonds and similar debt instruments, foreign exchange contracts, and
certificates of deposit. It should be noted that not all jurisdictions consider certificates of deposit and
foreign exchange contracts to be securities. Furthermore, with reference to the type of product referenced
in an STR, some jurisdictions permit the designation of “any other.” This may mean that the suspicious
activity was related to the securities markets, even though the STR did not explicitly identify it as such.

175. 40 (p[ElEMREET - A 14 (RIESE R AT ie ey STR - s #eih &y STR AV 77
oA AR ~ SREIEE - BTG EES - B KRRV TR - JNES2L REFE -
R WFEATA M AR R E M B R SN BS FYRE SR — - EA1 - R STR R EHY A an

KRS > FLECHE SRR Ry TR A, M o B FTREFOREEIN STR ORIAMESS I - (B AT REAvIEE)

HEE BLEEoR TS AR -

STRs Filed By Type of Institution

1P B AR STR
176. The overall trend for STR reporting was upwards in all areas, with broker-dealers submitting the

most. It is not clear if there is any incidence of double reporting amongst institutions.
176.  FrAMMIEAY STR EEEEASESENE A BN Hrp ISR E RS - HAlE RN ERE
TSSO A EE TR IRV -

Emerging Issues

[

177. Discussions with representatives of FIUs, law enforcement and the private sector suggest that
there is a need for greater understanding of the expectations of all parties who file STRs. Reports of poor
quality are often thought to hamper enforcement action. This phenomenon is not peculiar to the securities
industry, and is one which greater dialogue between the competent authorities and the private sector might
help to resolve. Guidance and feedback to those required to report suspicious transactions is part of the
package of measures that competent authorities should provide under the FATF Recommendations.

177, BlgRiEERTu - VAN AL PIARRE SR 218 © SRR A R E E IR AR STR %75
HIEARE - —fel Foim B NMEIVERE S UIBEIVATTE) - E(EBE N B EEA - TR AL ERT
EREZR ASTER M RE A BN R L RTRE - REEHRRAMEME FATF 55 $2(EE5 | R OlaEE R4
#§ STR AYH&HE -

178. Conversely, there is often a perception that the products and methodologies used in the securities
industry are extremely complex. This, in turn requires specialist knowledge, which relatively few FIUs
and law enforcement agencies currently have.

178.  ROBAKER > —fae Maasr s RV E s RO ARG B R R RE - INIEFRR SR - HAalA
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FEH DR IERIE R O AR Bl -

179. The complexity of the products and methodologies, coupled with the ability to move funds/value
internationally also gives rise to practical considerations as to how best to bring actions to seize and freeze
criminal assets. Again, mechanisms to share expertise between agencies and jurisdictions are to be
encouraged.

179, HEEEHVES SOTEN FAEREIRER B E 2B EEE T AT EEIR FEOF PR ETT
L SOREEIUIR B - KGR - (ESURhE 1L AR RS B X hh s ] o BRI A Y B -

180. In some jurisdictions a separate reporting regime exists for suspicions of money laundering and
those of the predicate offences where the securities market can be used, such as insider trading and market
manipulation. Under these circumstances, it is not always clear that the reporting institution is aware of the
possibility that there might also be a requirement to report a suspicion of money laundering. This is a
potential gap in the system, and might partially explain the relatively low levels of ML/TF STR reporting
in the securities sector. Again, greater awareness between competent authorities and amongst the industry
is to be encouraged.

180.  FibihlEm R S EIEEIAT] o BEIEEE SO SRS TG TR EALTR » PIIANERAL S
KGR - FEEEEEN T AAE R B S S RE A A ] SE S EBIE - R4 PUBAE
HIF5BE AT RE A D R IR R A RS 5 3 h ok S8 2L STR i /b - Fasl - TESEhE =140
B8 S P B 2R AR AR AR L -

STR Referrals to Law Enforcement

#7) STR B0 EL)

181. The questionnaire responses did not give uniform results, and thus the trends, rather than the
figures, are reported here.

181,  MGEEIIA —HHVEE - NItbm i SLHER R B - A28 -

182. The number of reported STR referrals to law enforcement, and subsequent criminal prosecutions
remain relatively low. Due to the dual nature of STR reporting for ML/TF cases and predicate offences,
such as insider trading and market manipulation in some jurisdictions, conclusion trends on numbers are
difficult to determine.

182. %R STREEMEHUEARNL K Z RIUFERETHVEEMERK - 15BN Rl S ki &y
STR KATEALFE (AFEREEHNIE A HETTNRAC 5 R st ) IVEEEEMEE - IREEHET B EHE, -

5.2 Enforcement actions

52  BATH)

Referrals from the FIU made to Law Enforcement

SRR BB BB A BT

183. Out of 31 countries that reported receiving STRs involving securities, 18 reported referrals to
law enforcement based on these STRs. The number of referrals in specific countries generally represents a
small fraction of the number of STRs (less than 10%). Only 7 countries reported money laundering
prosecutions in respect to these referrals and 3 reported convictions. It should be noted however, that a
number of countries reported that statistics associating prosecutions and convictions to specific STRs or
sectors were not available.

183.  1£ 31 {EEEILEESF STR AVEIR T » A 18 (AR IRIE STR B MEFUARAL - FrEBIR
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AR %ﬁii_ HIE STR HHy— /Nl (L 10%) « R 7 el Bl 52 iR g i el SRk I
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184. Eighteen countries reported no enforcement action from 2005 to 2008, either because none were
taken in the securities sector or because data was unavailable.

184. 18 {EERRIEIHE 2005 4-5] 2008 AERIARIRHEEATE - AIVEARBRAERTE - HIVE
R R REE S R -

185. Among the 21 countries that reported at least one action in that period, the large majority
reported regulatory actions (i.e. actions against financial institutions or intermediaries that failed to
comply with their AML obligations, including AML program requirements, CDD and reporting); five
countries reported at least one criminal enforcement action (i.e. actions for criminal violations using the
securities sector), and one reported joint regulatory/criminal enforcement actions.

185, EEHEEESHEN £V PREL TRITEIHY 21 (HEIR T - RSB ETTE) (RIS
RIETT RS2 R RS K T s SR AU TSN > BREEORS T EMUE - KPEA @) A 5
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186. Most countries noted that the enforcement actions provided no information on areas of high risk
or vulnerability in the securities sector, since the action related to deficiencies in AML procedures.
However, the following vulnerabilities were noted:

186.  ARZBEFEEZHAT %ﬂiﬁbﬁ% ra oy e b e g R R BEEER - (N R ig AT BB
PSR FPAVBRAHRE o (UEEE T 51558, -

e  Fictitious companies;

o [EIAH:

e  Off market trading under conditions that were not “at arms length”;
o REINIGHEEITIFERIAS)

e Trading in penny stocks;

o LUIKERT)

e Trading in thinly-traded or illiquid shares; and

o DIRGEMBURENMERNKTERS K

e  Wire transfers.

.« HlE-
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CHAPTER 6:
CONCLUSION AND RECOMMENDATIONS FOR FURTHER WORK

6 E IRt H R TIERv& mEER

6.1 General
6.1 4=
187. The primary goal of this study was to consider and raise awareness of the vulnerability of the

securities industry to money laundering and terrorist financing. With the help of the jurisdictions and
international organisations that participated in the typology, a comprehensive set of red flags and
indicators and relevant case studies have been gathered for the first time in a global study.

187. AWFRHITEZEEI SR IR 58 SO T RISTRIA R « (RS thE 2810y
FHHERPRAHAR BN T B E KO ERATA £ERAVELEAEIE  BURBHBZE G Z 5T -

188. Such a study is, by its very nature, limited by the number of practical examples that have been
experienced by the participants, and some threats remain theoretical rather than actual. However, in an
industry which, by its very nature, facilitates the movement and investment of funds worldwide into an
ever-changing array of products, often very rapidly, knowledge of the threats goes some way to raising
awareness of the potential issues.

188.  EEHVHFASENSEEBIHTE RGO - AR 2ME AR ESTHIPEES -
REMELIR o 2801 - £ DM E & 2B EN S &l S 8 B ok an Fs B VAV EESE S HEEHY
AR A ERTEE T EEEHE -

189. In a dynamic environment, the risks will evolve, and the project team hopes that this study will
form the catalyst for further work on this topic by industry organisations, supervisory bodies and law
enforcement. In particular, further cooperation in endeavouring to understand the risks and methodologies
involved in a complex and fast-moving environment would enhance the effectiveness of the global effort
to fight ML/TF.

189.  fEARETEMLAVERIERT - Emit s - EERERA AT R EERAH - BB TR K
BUEBRAL QR ESIE FREME— D WITE - Fr M —25 S 1R LS I 15 15 R B R D SR ERSR AH B
b 5o 572 » AL RTHE BRI TEE MLITE (88178 ) BYTHRL -

190. In countries with less developed securities markets, some of the typologies and indicators might
not currently be readily recognisable. However, given the rapid expansion of the securities industry
globally in the past 25 years, it is hoped that the information provided will be of use as markets in
developing economies expand.

190. eSS TGRS ENRR - A UESAHEE ATae B AR T RIPRE - HiB 2% 25 k4
BRES 7R R R IER - AT IR ANy B R G B HH 4 T AUR RS S R I S S S A A -

6.2 Terrorist Financing
62  EBAMGT
191. Although the literature review and the responses to the questionnaire do not readily suggest that

the securities industry lends itself to terrorist financing, it remains a serious risk. In particular, the
possibility that the use of opaque corporate structures and/or charities, combined with the transfer of value
via securities and transactions at securities firms is a potential vulnerability. In addition, the FATF Special
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Recommendations relating to terrorist financing are newer than those for money laundering, and thus
further trends may become apparent as suspicious transaction reporting regimes mature.

191. B2 BR [E1RE R 4 B A AR 1T BB R e85 s G B Wi (1 - (B2 B E R A © AN S
HAA 1 SE4E T R /e 2 ZERE T REWE A - S a5 BIENIEE AL S » MITEAETEAEAYS%h - Hhoh - B
ERVERIN FATF i pllEag bh e s ny AR g 50T - [RIILRE=E STR MEEpidhInypzh - HIgAUHEAg
FHHHEE -

6.3 Money Laundering
6.3 Vi 4

192. Case studies and other intelligence gathered for this report show that the use of the securities
industry to launder money constitutes an actual threat. The industry itself can be uniquely used to generate
illicit proceeds from proceeds which might have had a legitimate origin. These illicit proceeds lead to
almost “automatic” laundering when they are realised. This phenomenon can be contrasted with the more
traditional use of the securities sector to disguise the origin of illicit funds derived from outside the sector.

192, FEOWIFT R Rt AR RIRHAL S BT - MRS R TR E B O B -
R A - AR AT RE VARG IR ZE AR IRAN S - RS LD TRAT T st " B8, ks
LR 5 TS A F RS S A L EE SR T (S Y AR & i 2 [ e AR EEe -

193. As defences in areas more traditionally associated with ML/TF, such as banking, are tightened,
the use of the securities industry may become a greater temptation to those seeking to disguise illicit
proceeds, or indeed to generate them.

193. s DA EL eS8 E T B A B DRk (ANERTT5E ) Thnsab5EE - Rt BRI IRATE L
HIR LEAIUIRATSE - Alae St A R E -

194. The use of cash in the securities industry does not appear to be widespread, and funds are very
often introduced via other regulated sectors. Whilst reliance on other parts of the financial sector to
conduct certain aspects of CDD can be a perfectly acceptable way to facilitate transactions in the global
financial system, it is important that the industry and its regulators take appropriate steps to ensure that
reliance is only placed on third parties with adequate AML/CFT systems and controls. CDD itself is more
than just customer identification, and ascertaining the purpose and intended nature of a transaction with
funds from another part of the financial sector remains an important consideration.

194 fERgZFET  MEMYER LA &{E//"Lﬂﬁfm;@%ﬂéﬁﬁ$§m {4 o BENIEE

ERIEHVHANEP I TR FEA (CDD) E(eE2REM AN AT T B » HHEX
E&Eigkﬁﬁfﬂa%?i%g%ﬂyﬁ T EREE R RERRA M ET IR TR E A BB TIN5
=77 - FFEEMEEHAIFFMNE > EEAEHEE M emE I ES AN ET S 25
HHYRMEE -

6.4 STRs, Law Enforcement and Co-operation
64  STR~BAKGIE
195. The recorded figures for STRs in the securities industry suggest that reporting in this area

remains relatively low. Comparisons with the banking sector do not provide much in the way of
conclusive findings, given the difference in size between the relative sectors in most countries.

195. 73K STR HVELHREIRBUN FUSAVEHR MY (GRITE) BYR - IRFERZ B
55 A FE R FE SRR AR 2 oK. - DRIEE B BRI TR - LA A RS METHTRI -
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196. There is no one factor behind the relatively low figures for STR reporting, but the following
appear to play a part:
196. I AHEH AT DUERE STRAEHARMEHRAYRN - B MINRCFESRE A

e The reporting requirement for securities has only been relatively recently introduced in
some jurisdictions;

o FEEHNEIT HA S [HERETRAY B E |

e The separate reporting requirements for insider trading, market manipulation and securities
fraud in some jurisdictions might mean that ML STRs are not being submitted to the FIU;

o EREGHNIE - NERACS ~ THIGHRME RS IR HAE U - NI T RER (F) R iA
rfuL i s STR S

e  Most securities intermediaries do not accept cash;

o REFHIEEZF PR AR S

e The definition of “security” is not consistent;

o EEZF HUEFAR

e  Securities in some jurisdictions can be sold by participants in other industries, such as
banking and insurance companies;

o fEHECHNIE - HAMAESENY N BRSBTS o ARTT R IRERAE]

e Because the securities markets are fast paced and transaction times are of critical
importance, intermediaries are required to act quickly on a client’s behalf, thus potentially
affecting an intermediary’s ability (and perhaps inclination) to scrutinise and submit STRs;

o NI sE H X G+ E%E - Eljﬂ\w%ﬁ%ﬁ%%ﬁ AR EREUTE -
PRILE mT RE S22 S T/ MRS Y BB Kb i STR HYAE

e Some in the industry may not understand STR requirements; and

o FEFETHLE \HREA THE STREVIE © K

e There may be a perception that the securities industry is not attractive to those wanting to
launder money/finance terrorism.

o HIRER ASEREEIFEAS [ E IR BB E R A -

197. The relative lack of referrals of STRs to law enforcement and the corresponding figures for
securities-related criminal money laundering cases globally raises several issues.

197, AR STR I MGRUABR L K= £ BGER U TR SR R PN B IS R T 2

198. Law enforcement in some jurisdictions report that STRs received from the securities sector do
not contain a sufficient level of detail to enable them to take further action. Conversely, the products and
schemes used within the industry are often complex and require specialist expertise to understand the full
nature of the flows of funds. In addition, the global nature of the securities industry makes the ability to
trace and seize assets more complex than more tangible domestically based assets.

198.  EfoHhERVEUERAIEHEE 7RERT STR W%‘r? LA SRR N ABREUE — D HTH) -
FASZHY, > 5% 5 (o R A 7 o B A 2 o TR AR R > 7R SR AR RERR e e - JIE9h - N
e R AR - NIELEEENA P &7 S E B T & -

199. Several of the case studies presented in this report suggest that the indicators of predicate
offences such as securities fraud or market manipulations are similar to those for money laundering and
that the transactions involved in both categories are closely linked, if not the same.
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199. RS THYFFZ EOIIFCEUR - ATEJUSEIVIGER (AR TEIEnG e ) BUESRSEL -
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200. Liaison between law enforcement, regulators, FIUs, and the industry is to be encouraged, as each
has relevant experience which can increase awareness of the vulnerabilities in this sector. In particular,
obtaining direct private sector input and feedback in developing case studies is essential to ensure they are
useful tools to the industry.

200.  FRMISHEPGEERAL - BEETRNE - SRiER O REE Z RIS - A& TEVA AR
i o WIS L SUEAERA SRR R R R HUS RSP T = G S e B R A R BB R R
HNEBZERIFREEE -

6.5 Definitions
6.5 E&

201. This study has not attempted to produce a global standard definition of “security”. It is, however,
clear from the questionnaire responses that a variety of terms are used worldwide to match the financial
activities specified in the FATF glossary. This might give rise to some overlap or even gaps where
different regulatory authorities have responsibility for traditional activities thought to fall within the
banking or securities sectors.

201, EOHSRNCAITEERLL A ) (UREREREER o MEREMERE - BT SHALTERZ
St FE AR FATF Sa Pyl SEh - b ge A EEech e fyit )7 - A E Ry R E R AT
RE B FIR TR IR SE A ERYEE) -

202. In addition, several jurisdictions note that securities products are traded by participants in other
markets, such as banking, and products traditionally seen as insurance-related are in turn traded by those
in the banking or securities markets, because they contain an investment element. Co-operation between
the competent authorities responsible for each core sector is to be encouraged to address any potential
vulnerabilities.

202. AN FFRHIETEEFER TE A TGS B e R o 0 1 ARG R R AH BRI 2
AN EREER - K HIRTEGEE B2 BE AT, - BRI O ERNVERIEEIE SRR
HERVELERY 9% -

Securities and the “financial institution” category

R | ek B

203. The definition of the financial institutions in the FATF standards is broad and encompasses a
variety of financial sectors, including banks, credit unions, insurance, and securities broker-dealers. Given
the overlap among these sectors, it may be impractical to effectively establish mutually exclusive
categories applicable to each sector in the 40+9 Recommendations and the Methodology. Nonetheless,
representatives of the securities industry consulted during the development of this report have noted that
they do not fully recognised themselves in the term “financial institution”, which they tend to associate
with the banking sector. In the future, consideration could therefore be given, when practical, to producing
securities-specific material or sections in FATF documents (e.g., best practices paper or interpretative
notes).

203.  FATF fEERAGRIREERE - S EeREs - afElsT - GHEET - /g
Fe o4 - pvE R A BBy - RNILREARBEEIE " 40+9 Bk 50k, T
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Scope of “financial institution” definition

I el 1A

204, This report refers to a broad range of products and intermediaries that may not be fully captured
under the FATF standards. The recent financial crisis has brought the world’s attention to certain products
and areas where a lack of regulation has been cited as one of the causes of the turmoil. It is suggested that
the FATF keep the definition of “financial institution” under review, to ensure that all products and
intermediaries are captured.

204, AEERMSEEAREILAGCENT G FATE SRR B iR - sl eRlaiee it
FUER R Z AR AR AR o R > B R I RENEAVIRIN L — - 18 FATF JEREHT fas
"R ) FUER > WREESFTAEESL R TR

RBA Guidance
BB R T A755

205. Unlike DNFBPs, MSBs and life insurers, the securities sector has not been the object of a
risk-based approach (RBA) guidance document by the FATF. Given the particular complexity of securities
products, and continuing difficulties for the sector in identifying money laundering, they may be merit for
the FATF in producing such guidance.

205.  AEPTfEEZIEEREEZE A A (DNFBP) - gRlfike5rs (MSB) ~ AFMRirAE - 553k
e fi FATF EgARE 7024 (RBA) BYFES LR o HHEEZR i VRF AR RV LS A SR T S B 88
IR RPN EEME - FATF SR ATES [t ez g /& ) -

CDD/reliance

#&# (COD)/ /5%
206. There are a number of synergies between the securities industry and other parts of the financial

services industry. In particular, this report notes a trend to rely on customer due diligence information
gathered from the banking sector which is then relied upon to fulfilling the CDD/KYC obligations of the
securities industry. This is an area which would benefit from further investigation, possibly in the context
of more general work being undertaken in relation to FATF Recommendation 9.

206.  SETFSEAIHA GRS SR G IF AT AR SRS - R e TR E RIS Ry R R T3 o
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Sector/product specific vulnerabilities

Vo2 Sl =l

207. Whilst foreign exchange trading is an activity covered by the FATF definition of activities
conducted by a “financial institution”, it remains somewhat unclear what the ML/TF risks are, and there
appears to be scope for some cross-over between the securities and banking sectors. Further work to
clarify the risks and identify any potential gaps in supervisory responsibility would be beneficial.

207.  EEPRIMERL B FATF B 5 | bR, ETHVEEhHEE - B2 E S E b2 )
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208. Similarly, some securities products, most notably those with insurance elements, involve
synergies within the insurance industry. It is recommended that further work (possibly work looking at the
insurance industry) be undertaken to look at any potential specific risks in this sector.

208.  [AfEHY  REERSEL - R AE A IR E R E T R IRESEY S F - AR AR
(FTRERZORbEsE ) T b T LT AT RER R A JE b -

209. Whilst several ML/TF vulnerabilities associated with derivatives were identified in this report,
further work, perhaps involving the private sector, could address this issue in greater depth.

209. SRR 0T M A AHRE T 2 sk B gy IERAEES T R AR BRI TR (RTRERR
FLERFIETE) -

Suspicious transaction reporting

210. The categorisation of suspicious transaction reports by some FIUs means that some STRs
relating to the securities industry are being categorised in a way that may not fully capture the full picture
of the risks in this area. It is recommended that thought be given to further work to improve the
categorisation of STRs, where this is necessary.

210.  FELpREEERTUOR STR EFOR - B EEERSEMRERRY STR U A s A 5
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ANNEX A:
GLOSSARY OF TERMS?

Wik A - LA FRR ™

Annuities: Form of contract sold by life insurance companies that guarantees a fixed or variable payment
to the annuitant at some future time, usually retirement.

£ 0 NFEREAFHENZPE > IREEARAGENRE CEEZRIR) ST E S BRURAE
FaH -

Bearer form: Securities that are not registered with the issuer and payable to the person who is in
possession. Bearer bonds have coupon attachments that the holder can present on the interest date for
payment. Bearer securities are negotiable without endorsement, can be transferred by delivery and can pay
dividends upon presentation of a coupon.

L BIPR - RSB T N ARG ARTRESF - ESC AR a SR - FiA NHE RS B
R » SEEC RS TR RS Al AT AR (S IRF e S AL R SRR Ry SO HA -

Bearer bonds: Bond issued with detachable coupons that must be presented to a paying agent or the
issuer for interest payment.

R | S M EISE T A SR E RS A SE T -

Bearer securities: Securities that are completely negotiable and entitle the holder to the rights under the
security (e.g. to payment if it is a debt security, and voting if it is an equity security). They are transferred
by delivering the instrument from person to person. In some cases, transfer is by endorsement, or signing
the back of the instrument, and delivery.

ELAE S | o aERIRERS S T RA AERIE . (G0 (585 2 2 ERE - RS 27
ZHGEHE) o S — AR T S5 — B AR IR e e o AR E A HE BN 5 H
FH AW A R -

Beneficial owner: the natural person(s) who ultimately owns or controls a customer and/or the person on
whose behalf a transaction is being conducted. It also incorporates those persons who exercise ultimate
effective control over a legal person or arrangement.

BEZISA | A SRR PR E RN RS AR TR SN « TN EEE NS E
HEREA BRI A -

% To reflect their common usage, the terms in this glossary were derived, in part, from: (1) Barron’s Dictionary of

Finance and Investment Terms (6th Ed. 2003); (2) Oxford’s Dictionary of Finance and Banking (3rd Ed. 2005);
and from the FATF Glossary.

B B ERE LR TIEA LA E (1) Barron’s Dictionary of Finance and Investment
Terms (2003 4 » 55/5HK ) 5 (2) Oxford’s Dictionary of Finance and Banking ( 2005 4F » 55 =hK ) 5 KI5k
PERTEN LIRS TR -

102 - © 2009 FATF/OECD



Money laundering and terrorist financing in the securities sector — October 2009 [l

RSN - 2009 4210 4

Bills of exchange: An unconditional order in writing, addressed by one person (the drawer) to another
person (the drawee) and signed by the person giving it, requiring the drawee to pay, on demand or at a
fixed or determinable future time, a specified sum or money to, or to the order of a specified person (the
payee) or to the bearer.

BE - BIEERAATES e > A (BREAL) G5 (IR0 it A% - 20K
(PRRAAEAR AR A FE 7 BRE i B E R ] S (TR E Y BB R S R E AN (UGN ~ BRFE A=
fEERIARTEFFA A -

Boiler rooms: Refers to dishonest broker-dealers who set up a group of high-pressure salespeople who
use banks of telephones to make cold calls to as many potential investors as possible. These salespeople
urge investors to buy "house stocks"; stocks that the firm buys or sells as a market maker or has in its
inventory. Boiler room operators typically sell penny stocks.

e - fERL B AR IS BRI - RIEEEE R Refa s I A A%Kﬂ TRLLCRE 1B
I E ARG IEIE AREE T AEREREE | ARSI S (0 R E SR IS - =R
AT HER -

Bonds: An IOU issued by a borrower to a lender. Bonds often take the form of fixed interested securities
issued by governments, municipalities, or companies. A bond typically obligates the issuer to pay the
bondholder a specified sum of money, usually at specific intervals, and to re-pay the principal amount at
maturity.

fBar  [ETRGEETTNER - (B E BB - HEER2A S HEEN S5 - —KiE
EZF IR T NMERFER B S MHMEFRA NIEE 8 » ARSI EEAE -

Broker: A person who acts as an intermediary between a buyer and seller of securities, usually for a
commission.

QKL + R BT EE TR A e

Block trade: Refers to a large trade that is usually at least 10,000 shares of a stock or $200,000 of bonds.
It can also refer specifically to large trades that occur between institutional parties at a fixed or
pre-determined price.

KREERLE, S 10,000 Ll FAIREEEER $200,000 DA FESAYARZERS 5 ot ] Bl e i 0y &
TESESCREREITRER S

Bulletin boards: Electronic inter-dealer quotation system that displays real-time quotes, last-sale prices,
and volume information for many over-the-counter securities that are not listed on a national securities
exchange.

ANEM D XHBEEETRERY - GRS S AREB 77 AP LB E E 55 R0 RR #
&~ HEHEER I FHEEN

Call options: Call options give the buyer the right, but not the obligation, to buy the underlying currency
or a security at a particular price by a particular date.

B BRI A RBERE H LU E B E A B G -

Cashier’s cheque: A cheque that draws directly on a customer’s account, making the bank the primary
obligor. Customers requiring a cashier’s check must pay the amount of the cheque to the bank. The bank
will then issue a cheque to a third party named by the customer.

RITAR | HR R FPIRFIRENSE » RIT R A - B PERIRITAR » MRS
R IRTT - ZRIRTE I PR ENVHR RS S E =TT ¢
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Certificates of participation: Certificates showing the level of participation in a business.
SR © RS B EBIREAEE -

Certificate of deposit (CDs): A negotiable certificate that usually pays interests and is issued by a bank in
return for a term deposit (ranging from months to years).

FH (CD) : HrEEss - @ g L TH S R T8 TR E IR (BAEIERE) -

Cheques: A bill of exchange, or draft on a bank drawn against deposited funds to pay a specified sum of
money to a specified person on demand.

5 EERNE IRITIREBT AR SR HIREDK S eS8 a e e N LSS -

Closed-end companies (Units in Collective Investment Schemes (UCIS)): A fund set up by an
investment trust that issues a fixed number of shares to its investors.

HARA T (ERIEEHBRVEAL - UCIS): s HEER 46 & AR A (ERE A BIRALHTEE S

Commercial paper: Short-term debt obligations with maturities ranging from 2 to 270 days issued by
banks, corporations and other borrowers to investors with temporarily idle cash.

RESEIRER © R1T ~ (B3 AR PRI M B e 3451 E ANV EIE RS - BB HAE 2
KE 270 RAE -

Contracts for difference (CFD): A type of derivative where an agreement is made to exchange the
difference in value of a particular security (or other financial instrument) between the time at which a
contract is opened and the time at which it is closed. The CFD allows a trader to buy and sell in any
market and make profit from rising and falling prices, and to establish a deposit or margin to gain
exposure to markets without tying up capital.

ZEE4 (CFD) @ B4t Emn - WHE—RreEkR (SEAMmER TR ) f£E&4IFERIF R E4IR
PARHHEZ T S HVLIE » CFD EF R 5 NAEE A TSI E S B & - WAL Bk s MR (ERS &
FI - AR A E A A A TSR -

Correspondent account: An account whereby one financial institution regularly performs services for
another financial institution in markets that may be inaccessible to the latter. Many correspondent
relationships involve the wire transfer of money.

REIRS | —fH SRR B 5 55— nTRe S 2 A5 SRS TR LIRS IR - 312 CHER
THED R SRR -

Credit-default swaps (CDS): Financial contract whose value is based on underlying debt obligations. A
CDS can be tied to the performance of the debt obligations of a single entity or security, or, with more
complex CDS, an index of several such entities or securities.

{SFHELIZH (CDS) * (HRMER HHEEREN e EEY - CDS A gtEl i —FiGsGEERH E s E
UtHZEE - BB AERERY CDS (S HE M E AR sE T HITEIT ) HHRH -

Dealer: A person who acts as a principal in a financial transaction rather than as a broker or agent.

RGN FEEMZ ST REEN > MIEECASREABEE -

Debenture: General debt obligation backed only by the integrity of the borrower and documented by an
agreement called an indenture (e.g. an unsecured bond).

ANEMEZR BRSO ERE R S REBES W MEF R R (R IR ESS ) R g -

104 - © 2009 FATF/OECD



Money laundering and terrorist financing in the securities sector — October 2009 [l

RSN - 2009 4210 4

Dematerialisation of securities: The transfer of physical, hard-copy security certificates to book entry
credits of a security holder’s interest.

R RERIL ¢ ERAAUAREIRERS o R IR ImAC SRR IR A AR -

Depository institutions: Financial institutions that take deposits and extend loans. This definition
includes banks and credit unions.

Tk - PR E R BRI - ItERE SRR ER &R T -

Derivatives: A financial instrument whose price is related to an underlying commodity, currency,
economic variable, financial instrument or security. The different types of derivatives include futures
contracts, forwards, swaps, and options. They can be traded on exchanges or over-the-counter (OTC).
Market traded derivatives are standard, while OTC trades are specific and customised.

PIAEMEM | EREEAREL - B - QOREY - eR TEBGESAMERTE - REBEIALT
EMEREEEEY - BIEY - SRR FOEERE - ERSEEssr (OTC) 25 -
A ST AR MR B e v+ 1T OTC AZ Z YA dn R Rk B B b i

Downbid: Generally refers to a current bid less than a previous bid.
Downbid : —fieHE H AT EELSeATH FEAK -

Electronic communications networks (ECN): Electronic trading systems that automatically match buy

and sell orders at specified prices. Subscribers, which are typically institutional investors, broker-dealers,

and market-makers; they can place trades directly with an ECN.

B @A (ECN) : HEI IR EERACHIEEEE M5 CMNE TS 2% - 5T EE T ik
BN ~ sEratacps B i - MM EREHIA ECN 225 »

Equities: Ownership interest possessed by shareholders in a corporation. Often called stocks.

B (o TSR O e - SRR L) -

Exchanges: Any organisation, association, or group of persons, whether incorporated or unincorporated,
which constitutes, maintains, or provides a market place or facilities for bringing together purchasers and
sellers of securities or for otherwise performing with respect to securities the functions commonly
performed by a stock exchange as that term is generally understood, and includes the market place and the
market facilities maintained by such an exchange.

RGFT + L~ 4EBEUR IS EGE - LB S0 E T TR A » SRR AR AT
ZiFTE RV HBA LIRS - B &S G AT E Y TS R e i R A NS RA AN GR4R ~ T e =lE]
B,

Foreign exchange contracts: Futures and options contracts based on foreign currencies. The buyer of a
currency futures contract acquires the right to buy a particular amount of that currency by a specific date at
a fixed rate of exchange and the seller agrees to sell that currency at the same fixed price.

SNEELY : SMERHERIHE M EHERE S - IERINE G E T AR E H I UG E R E
TESEERANINE - 1 T FIE LA E (i iH & B -

Forward rate agreements: Purchase or sale of a specific quantity of a commodity, government security,
foreign currency, or other financial instrument at the current or spot price, with delivery and settlement at a
specified future date.

BHERSY - DIHATEE EEREE S ER T E SR - BUFAE ~ SMNESHEAM S/ T - 0 AE
RAAFIE H I B -
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Fraud: Intentional misrepresentation, concealment, or omission of the truth for the purpose of deception
or manipulation to the detriment of a person or organisation.

TR - RREEE M2 - FRim RN B DA (8 A B A -

Free look period: A contractual provision that provides the contract owner the right to return the contract
within a specified period for a refund.

FRIH ¢ FELPTE VAR R E MR R SIS IR & 4IRS -

Futures contract: An agreement to buy or sell a fixed quantity of a particular commodity, currency, or
security for delivery at a fixed date in the future at a fixed price. Unlike an option, a futures contract
involves a definite purchase or sale and not an option to buy or sell.

WEEY  BEEREE BRIV E R m - B EEES - WARASAYE & H ¥ LG E B Ay
B - BEEERERE - B S48 KM EEEHE - IR BN BB ERE -

Hedge funds: Hedge funds pool investors’ money and invest those funds in financial instruments in an
effort to make a positive return. Many hedge funds seek to profit in all kinds of markets by pursuing
leveraging and other speculative investment practices that may increase the risk of investment loss. Hedge
funds typically issue securities in “private offerings” that are usually not required to be registered with a
securities or financial regulator.

HWIEEE  BIpASIEERE NEE  RASR LRSS USSR - 5F 2@tk aiacKkn]
RE SIS IR E R R PR AR S AR MR A UL - B SRR TS ER - mEm A e il i
TR R E RS ET  D T RS, TS TR

Insider trading: Buying or selling a security, in breach of a fiduciary duty or other relationship of trust
and confidence, while in possession of material, non public information about the security. Insider trading
violations may also include “tipping” such information, securities trading by the person “tipped,” and
securities trading by those who misappropriate such information.

R 5 ¢ SO E F A S Y ERERE (R E S 85855 - WA R sE 2RV E R R IR A B
Hill - WR G EET R Re @ a4 T80k ) EE - i TRIRERR ) FETHEERAC S SOk
EHEINE TR -

Investment adviser: Any person who, for compensation, engages in the business of advising others,
either directly or through publications or writings, as to the value of securities or as to the advisability of
investing in, purchasing, or selling securities, or who, for compensation and as part of a regular business,
issues or promulgates analyses or reports concerning securities.

RORRAR © (B By 7 B R B R R IAE T AR R S (e BRI ~ e
sasda N > BBy T I R B TSRS M S R BRI EE IR Y AT B A -

Investment trusts: Refers to firms that, for a management fee, invest the pooled funds of small investors
in securities appropriate for its stated investment objectives. See also Unit Trusts.

REETE 5 R T EEE R NERE NVIESEAAE W AIEEREERI A - 552 R EALERE -

Journaling: A book entry system where assets are debited from one account and credited to another.

Lok TEIRP TIPREEST A S —(EIR FHIIRE AT -
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Margin: Arrangement whereby an investor pays for part of a securities purchase and borrow the rest from
a securities intermediary. For example, an investor may buy $5,000 worth of stock in a margin account by
paying for $2,500 and borrowing $2,500 from the securities intermediary.

TREGE ¢ BRI E NS ER A0 (s8R I s S R FRIBR S i Ak - B > & AT RE
ff $2,500 i [F1E8 25 /P HERE(E $2,500 > DUREE SR FREE [EE $5,000 AIRLEE o

Money manager: See Portfolio manager.

ESEEA @ F2AREEEEH -

Market manipulation: A deliberate attempt to interfere with the free and fair operation of the market and
create artificial, false or misleading appearances with respect to the price of, or market for, a security,
commodity or currency.

TSGR © ZIRRE S ATHSHYE BHAEE » WET AR REGRENEE S ~ B i RS
i35 -

Money orders: A financial instrument that can be easily converted into cash by the payee named on the
money order. The money order lists both the payee and the person who bought the instrument, known as
the payor. Money orders are issued by a variety of entities to people presenting cash or other forms of
payment.

PSR ¢ [ESE ERYUCGEA PSRRI pR SR TH - IEFEERUNGKASEE I THEAIA (65
(RN ) » FEZE AT 2 EE AR 3¢ - WOE HUR PSR R s A S (P -

Mortgage bonds: Bond issue secured by a mortgage on the issuer’s property, such as the lien on which is
conveyed to the bondholders by a deed of trust.

MRS © IR EFTEREIES - BIOIRIR(ER 22V ERRG (5T A AV EHE -

Mutual funds (Open-end investment company): See definition of unit investment trust.

HEEE (FBEREATD)  F2HBEURE -

Nominee accounts: An account under which a person, a nominee named by another, acts on his or her
behalf often to conceal the identity of the nominator.

KBRS © HHdE ABHRAIIRE MUERA NI - @5 H RERE 2 A S0

Nostro: Account established by a domestic banking institution to receive deposits from, make payments
on behalf of, or handle other financial transactions for a foreign financial institution, usually in the foreign
financial institution’s currency. See also correspondent account.

SN RIS * [ P9 < R s o 5 MR < R R R T T R B 2 A (B (KB B LM S Z IR =
i DAY e R B ST 5 - S 2 EMREIRE -

Note: A written promise to pay a specified amount to a certain entity on demand or on a specified date.

T - FIBEEREIEE B (e E S aa R E ARy S REGE -

Omnibus accounts: Account opened in the name of one financial institution at another financial
institution comprised of multiple individual accounts whose names are not disclosed to the former.

SAIRF : D (EeRisfE s eI mRs > RRuaSEEANRS > SR TE

==
E o

Options: The right to buy or sell a fixed quantity of a commodity, currency, or security at a particular date
at a particular price (the exercise price). Unlike futures, the purchaser of an option is not obligated to buy
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or sell at the exercise price. If the option lapses, the purchaser only loses the initial purchase price of the
option.

BHEE - e HIALUR EER (BTERS) BEEHEEERGLEE - BEEGEERIRER] - Bl
BARE > BEENE A RBEUMTEBERE S - SRR BT {EERIEEERY)
KHEER -

Over-the-counter (OTC) markets: A market in which securities are bought and sold outside of
established securities markets.

BEEE (OTC) Mg | ECHIERF TSI NEE M L BREIR -

Penny stocks: Securities with very low market price, volume and/or liquidity that are traded on a
securities exchange or on the OTC markets. These shares are usually issued by companies with a short or
erratic history of revenues and earnings, and therefore such stocks are more volatile than those of well
established companies trading on major securities exchanges.

R * 58233 AT M Gy i i EE - 358 R/EUR BN EAYEE 25 - 5 SR S HRk
TR A BB GRS AR RRE YA T » PRSI S LLAE R % B 550 BT i R ey )
FHPEROK -

Pink sheets: an electronic quotation system that displays quotes of many securities traded over the
counter.

BELE  BUNMBERE ST RSB HmENE T RE R -

Politically exposed person (PEP): Individuals who are or have been entrusted with prominent public
functions in a foreign country, for example Heads of State or of government, senior politicians, senior
government, judicial or military officials, senior executives of state owned corporations, and important
political party officials. Business relationships with family members or close associates of PEPs involve
reputational risks similar to those with PEPs themselves. The definition is not intended to cover middle
ranking or more junior individuals in the foregoing categories.

BEEZEBUEHBE AL (PEP) : fEBISMREEG SIEEE X ABAYELA - F40 : FIZRTE ~ B
B~ @EBINE R ~ FAKEEES - B2 NS EE MEEBEE 8 - BEEEEEUAM
s N R NBGATI A A B R (% - st BUE B BUATHRE N A B A BRI =
F R - HEE FRA B S RO A AY S S e E A -

Ponzi scheme: A type of fraud names after Charles Ponzi, who operated such a scheme in the U.S. in the
1920s. Under the scheme, investors are offered unsustainably high rates of interest and are initially paid
their interest from a fund consisting of new deposits. When the deposits dry up, the scheme collapses. Also
referred to as pyramid schemes.

BEERER)S ¢ DI R -RELL i M HUFERCEAL - fEAAE 1920 FFAUSSEHR (R LLISH] - fERLIHIT - £
BENA T AEEEAER > —Fln e E T HE AV E S THIAE » RO - EH
LE AR - 2RISR -

Portfolio manager: A professional responsible for the securities portfolio of an individual or institutional
investor. In return for a fee, the manager has the responsibility of choosing and managing assets.

REESEHE | AR A SEEEE ST EHaERE NS - IO S TR R E B AL
HUEH -
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Pump-and-dump: “Pump and dump” schemes, also known as “hype and dump manipulation,” involve
the touting of a company’s stock (typically penny stocks) through false and misleading statements to the
marketplace. After pumping the stock, fraudsters profit by selling their cheap stock into the market.

NRAE s EE ) IR T ERRE | o BB EE PEGR AR S TS L E A Ek
= CEF MUk > EEER > FRCE D ENMERRE 2 M5 e P ER] -

Put options: Put options give the buyer the right to sell underlying currencies or securities at a specific
price and date.

B - SR TR ERE O E AR B E I EEE T -

Reverse merger: A method through which a private company can go public without an initial public
offering (IPO). This occurs when a private company acquires or merges with a public shell company that
is listed on a stock exchange or traded on the OTC markets.

KR FEst - A EEF IR AR (IPO) BRI EMRYITE - RAAEIREFHERTEAR S B
BAE OTC MG S EiZERAH] -

Shell bank: a bank incorporated in a jurisdiction in which it has no physical presence and which is
unaffiliated with a regulated financial group.

ZERRERAT ¢ RO A E RS A AN — 2 58 R R E AR -

Shell companies: Company that often has no physical presence and generates little or no independent
economic value. These companies are commonly organised in a way that makes ownership and
transactions information of the company easier to conceal, particularly when the shell company is private.
ZERYANE A EREE B AT SR EESRE - ERICAEEBENAT - BN EHVHSEE SN
B G RRPT AR S &R - FRIEMAZERAE -

Short sale: Generally, the sale of a stock that an investor does not own. Investors who sell short believe
the price of the stock will fall. If the price drops, the investor can buy the stock at the lower price and
make a profit. If the price of the stock rises and the investor buys it back later at the higher price, he or she
will incur a loss. When an investor sells short, a securities intermediary loans the investor the stock. The
stock the investor borrows comes from either the intermediary’s own inventory, the margin account of
another of the intermediary’s clients, or another securities intermediary.

B L AFEENERE NERARRE - BZEARE AR RILREAVEES TR - SEE TR %
BN AMERER S AREEIERN - EHe(E B IEAZRUSEEERIESEHEX - B AHZE
> S R DERERAETRE A - B N ERATISEAR B P i B CRVEE ~ HAth i
TR FHYORSE EIR P B ARG 77 o i -

Subscription rights: A privilege granted to existing shareholders of a corporation to subscribe to shares of
a new issue of common stock before it is offered to the public; better known simply as a right. Such a right
normally lasts two or three weeks, are freely transferable and entitles the holder to buy the new public
stock below the public offering price.

RORATE | 48T SRR AR B RTINS T E B A (o B REA - S (R iE B 4T 2 5 3
BAER > A E HEGE - WA A DMEIR A RS TR ERIE R AR -

Transfer agents: Companies that have publicly traded securities typically use transfer agents to keep
track of the individuals and entities that own their stocks and bonds. Many transfer agents are banks or
trust companies, but sometimes a company acts as its own transfer agent. Transfer agents perform three
main functions: issue and cancel certificates to reflect changes in ownership; act as an intermediary for the
company; and handle lost, destroyed, or stolen certificates.

RBARBEN - ABHZ G2y X w1 A PR  CEEHERT A MR R B (A (B A\ L - 5T

© 2009 FATF/OECD - 109



[ Money laundering and terrorist financing in the securities sector — October 2009

SRR EREL - 2009 ££10 A

SR BIRTEEREA T BEARFAE H O gy Ek s E A AT - REAEA#IT 3
TEHINRE © 3817 R ECHSRE LS ERT ARV EE) P A= R iR A e R BUERE kK
TR RS -

Traveller’s cheques: A preprinted, fixed-amount cheque designed to allow the person signing it to make
an unconditional payment to someone else as a result of having paid the issuer for that privilege.

AT B VI ARE E 67 2 » HE BRI &G ST A HILHE AR 2E
SRR RAG Ept A ©

Trust accounts: An arrangement enabling property to be held by a person or persons (the trustees) for the
benefit of some other person or persons (the beneficiaries). The trustee is the legal owner of the property
but the beneficiary has an equitable interest in it.

EREIRF © R NAUFG: » B E 2t ARFAIVEUIE » Zet AR ERVEERIA A » B2 A
A o -

Underwriting: The process of agreeing to purchase a new issue of securities from an issuer and distribute
it to investors. The underwriter makes a profit between the price paid to the issuer and the public offering

price.

A FAEFEESET AEESTER  ZREGIEE NS o REEREIETGG BT ABIER K
B THY RS IER] -

Unit investment trusts or unit trusts: An investment trust formed to manage a portfolio, in which
investors can buy units. Open-end investment companies are often organised as unit investment trusts.
B &R B ERE | O AAREREH EHREEE - B N EEER - BREREAE
(AHA T B EAIIEE RSP -

Variable annuity: A contract issued by an insurance company under which an investor provides the
insurer with a lump-sum payment or series of payments. In return, the insurer agrees to make periodic
payments to the investor beginning immediately or at some future date. The investor is usually permitted
to invest the purchase payments in a range of investment options. The value of the account in a variable
annuity will vary depending on the performance of the investment options that have been chosen.
BTSRRI A TSIV » R HE3LY » BE AN — T EE IR T S B TR A
&) o frbg A SRR L EE L RIS E R e Rk H e E HA MGG B - F& B AR A
TR TEEETE - SRR IR P Y B G B A BRI ) -

Warrants: A security that offers the owner the rights to subscribe for ordinary shares of a company at a
fixed date, usually at a fixed price. Warrants can themselves be bought and sold on stock exchanges and
are equivalent to stock options.

PERE © ROt A AERDE 0 CER DUEEER) PN T BRI TR - At a5
ZFTEA RS - FFRISEEE -

Wealth managers: See Investment adviser and Portfolio manager.

MEEHE : FSERERH I EEEEHE -
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ANNEX B:
SUSPICIOUS INDICATORS

1% B : ETEESAE

Introduction
Eif=

211. This annex is divided into two sections. Section | lists suspicious indicators that have been
identified in the questionnaire responses as indicating possible ML/TF in the securities industry. Section Il
lists suspicious indicators and red flags that are pertinent for evaluating whether a customer may be
engaged in activities that would come under the FATF’s list of “designated categories of offences” that are:
(i) predicate offences to money laundering and (ii) offences that are unique to the securities industry,
namely insider trading, market manipulation, and other forms of securities fraud.

211, [EMER Iy Ry WAER - 55— 815 A R FRUREE 275 Al R R A Y T e E T - 55 60
FI S P A AT sE 28 FATF T RPEAUFREIEY | JE S S By AT SR AT - Bl ¢ (i) TR
FIUIR R (i) SRR ANVIUIRT Ry BINERATS) ~ skt S P N Vs827 3R -

1. The suspicious indicators listed in these two sections are being provided here to give law
enforcement, regulators and the private sector an overview of the types of activities that can be suspicious.
We caution however, that this list is non-exhaustive and that some of these ML/TF suspicious indicators
and red flags may be not be applicable in all jurisdictions. Furthermore, some of the suspicious indicators
and red flags with respect to the designated offences may be more useful for banks in identifying securities
specific illicit activities that may not necessarily require the use of a securities intermediary or markets per
se (i.e. securities offering fraud).
1. T IEFR At IS WA B TP Y AT SE R AR AL OAERE - BB RORLEOFT T R T SR EE A 0 -
PREA R - IS B F it - Febisd Ry m] sEfa i R AL AT A K BRPTAE - ELAL -
/ﬁifhﬁmsﬁ?% BRI ] SEfE IR S AL T RE A S R T353R W R BB A S 27 /i s s
(RIS ZZ%1T) A REFRIRATEE) -

2. We also note that the occurrence of one or more of these indicators/red flags may be a warning
sign of unusual activity that may be indicative of ML/TF and/or the occurrence of a securities specific
designated offence. However, this does not necessarily mean that money laundering, terrorist financing or
any other illicit activity is occurring. Further investigation should be conducted if any of these
indicators/red flags are present during the course of a transaction or customer interaction.

2. B E R R R — (e R AL nT R R A e 88 & R R BGEe 7 R A R B U IR &2
A FHEIEHET - (HEAFRR—EA L - BOSEHAIRE SRS - EXGEBIEFaH)
R HER (T s SR A/ AL - SR — P 3 -
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Section I:

Suspicious Indicators for Money Laundering and
Terrorist Financing in the Securities Industry
i
RS A B R T SEE R

Customer Due Diligence

EFEEL

The customer provides the securities firm with unusual or suspicious identification
documents that cannot be readily verified or are inconsistent with other statements or
documents that the customer has provided. This indicator may apply to account openings
and to interaction subsequent to account opening, such as wire transfers.

B PR A S AT Ve - SUER R BB B A oS R AR ~ R
S AR RIS - IS T A B P BRI R S I L ) (40
W) -

During the account opening process, the customer refuses to provide information to
complete CDD/KYC (e.g. occupation, prior financial relationships, etc.).

FERIRIRPEIET - HAERIEMSCE PEAR/KYC FIFRAVER (PIAIRSE ~ Sorl
A RR (RS )

The customer, whether a person or entity, is reluctant to provide the securities firm with
complete information about the nature and purpose of the customer’s business, prior
financial relationships, anticipated account activity, the entity’s officers and directors or
business location.

P (Nl A\ SERE) RSN E AR PRGIEEEE « Soalif B
&~ THEMIRFIVEE) - BAGHYE IS L E SR B e A e B &G -

The customer, whether a person or entity, is located in a jurisdiction that is known as a bank
secrecy haven, a tax shelter, or high-risk geographic locations (e.g. narcotics producing
jurisdiction).

ZF (R ASERS) IREXITIRERE @i s Bt e (FEE
mn ) A o

The customer is reluctant to meet personnel from the securities firm in person, is very
secretive and/or evasive or becomes defensive when asked to provide more information.

F PR B B A EIH NG - (T IR R R R/ B s Z R B (L o 2 AT
FEET I LR

The customer refuses to identify a legitimate source for funds or provides the securities firm
with information that is false, misleading, or substantially incorrect.

FPIEEERE S G AAR R IR A FE R - sREEAE EFERRAYEGH -
The customer engages in frequent transactions with money services businesses.
P EE RIS S -

The customer’s background, whether a person or entity, is questionable or does not meet
expectations based on business activities.

FREHER (R ASER) T alsesi M ra e aEhiyTay] -
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The customer has no discernable reason for using the firm’s service or the firm’s location
(e.g. customer lacks roots to the local community or has come out of his or her way to use
the firm).

F PR ARH A FIR B et BRI R (BT B R RN ER &SR E
CHGHAAAED -

The customer refuses to provide information regarding the beneficial owners of an account
opened for an entity, or provides information that is false, misleading or substantially
incorrect.

&P iEER RN HERMRORPNEE 2 N - Sde e - SEAE Esh
AR EGEH -

The customer’s address is associated with multiple other accounts that do not appear to be
related.

& P it B2 (87 (DU RR A EL AR S ARRE -

The customer has a history of changing financial advisors and/or using multiple firms or
banks. This indicator is heightened when the customer uses firms located in numerous
jurisdictions.

%Jﬁ 4 S S AR A ] e/ B 2 R A BT EERA T » B P AIRALI 2 (EH Er A =]
G EBEILTEIE -

The customer is known to be experiencing extreme financial difficulties.

EHIE G SR A B EE R 755 PR

The customer is, or is associated with, a PEP or senior political figure.

# P REEEEBUATERSE N LSS fEEUa N\ - S AR

The customer refuses to invest in more appropriate securities when those securities would
require a more enhanced CDD/KYC procedure.

sarr R R (b FEAKYC Bl - FFERIRE T E AR -

The customer with a significant history with the securities firm abruptly liquidates all of his
or her assets in order to remove wealth from the jurisdiction.

&SGR INE R N EERITRERE - DU A T -

The customer appears to be acting as a fiduciary for someone else but is reluctant to provide
more information regarding for whom he or she may be acting.

ZREEFEEEEEMARZEEA - BRI AAYEENES

The customer is publicly known to have criminal, civil or regulatory proceedings against
him or her for crime, corruption or misuse of public funds or is known to associate with
such persons. Sources for this information include news items or Internet searches.

E%D%Jf'l%alzﬁﬁﬁ s~ REFHANETECEA A EEFR - SELEHIEE
HRESE - LEERNA AR G st = -

The customer inquires as to how quickly he or she can liquidate accounts or earnings
without explaining why or provides suspicious reasons for doing so.

ZFEMERE S PR PO - (ERERE IR N S Bt nT ey B -

The customer opens an account or purchases a product without any regard to loss,
commissions or other costs associated with that account or product.

F PSR EEMHIEBHRL - (Bes AR - BIFRiR = B0 E A
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The customer has commercial or other types of relationships with risky persons or
institutions.

& P E e b A bR A e S SO AR AR AV B 4

The customer acts through intermediaries, such as money managers or advisers, in order not
to have his or her identity registered.

FEEBRTIRE (PGSR 81(F > D pSscH a0 -

The customer exhibits unusual concern with the securities firm’s compliance with
government reporting requirements and/or the firm’s AML/CFT policies.

H PR EE S & P BU SR K SN E IR IR, T R
SR

The customer is reluctant to provide the securities firm with information needed to file
reports or fails to proceed with a transaction once asked for documentation or learns of any
recordkeeping requirements.

F AR IR A SR RAVERR - s BEDREEHSU: > SAIE e R T4k
RUE > RIS -

The customer is interested in paying higher charges to the securities firm in order to keep
some of his or her information secret.

& PSR R e A ] DR ECE SRR 7 A R -

The customer tries to persuade an employee of the securities firm not to file a required
report or not to maintain required records.

& PR ARSI A S A BACE TR S SR T -

The customer funds deposits, withdraws or purchases financial or monetary instruments
below a threshold amount in order to avoid any reporting or recordkeeping requirements
imposed by the jurisdiction.

P TR I SRR~ R E SR E T H - DUt & (A8
HEACEREK -

The customer requests that account openings and closings in his or her name or in the name
of family members be done without producing a paper trail.

# P BRI A Z SRR R B 2P BRI EASE A F e -

Law enforcement has issued subpoenas regarding a customer and/or account at the
securities firm.

HUER R P R e TR A EIHIR P S R

Fund Transfers and/or Deposits

BLHERERI Bt

Wire transfers are sent to, or originate from, financial secrecy havens, tax shelters or

high-risk geographic locations (e.g. jurisdictions known to produce narcotics/psychotropic

drugs or to be related to terrorism) without an apparent business reason or connection to a

securities transaction.

A ABEH HEEEE 5 A Z BB AP e R R R ~ MR K B B s e L
(D - ERTR A B il F (R EE Y BB 2 A BRI R ) S0A2kE DL EHIERY

PEK -
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Wire transfers or payments to or from unrelated third parties (foreign or domestic) or where
the name or account number of the beneficiary or remitter has not been supplied.

BRI SRR EG A HBEEE =05 (BIYNEREI ) > Bk B A AERHSE =T HIBERRE T30 - B
RIEOEAZ 2 NEREERR Y47 B 97

Many small, incoming wire transfers or deposits are made, either by the customer or third
parties, using cheques, money orders or cash that are almost immediately withdrawn or
wired out in a manner inconsistent with customer’s business or history.

P =TT ~ R EER a2/ NEE AT AGH > EASFEAL Y
FILEIHERE - B G P& P B B EaC sy 5 U -

Incoming payments made by third-party cheques or cheques with multiple endorsements.
AR R =T RS NS BN EETA -

Deposit of large amount of small-denomination currency to fund account or exchanges of
small notes for bigger notes.

KB/ N NG BIR P 20k N R BRI S -

Wire transfer activity that is unexplained, repetitive, unusually large or shows unusual
patterns or with no apparent business purpose.

KRNI Z EESOLE) - B BAESFSEUAFTH I > S0FHEHSER R
o

The securities account is used for payments or outgoing wire transfers with little or no
securities activities (e.g. account appears to be used as a depository account or a conduit for
transfers).

AR I (iR - M2 EE (P10 IR DL AR E R
SRR ) -

The controlling owner or officer of a public company transfers funds into his personal
account or into the account of a private company that he or she owns or that is listed as an
authorised signatory.

EmAEINZERTA A E L ERESBA GRS - S3EEAE CRAENRALE
B R iz A IR -

Quick withdrawal of funds after a very short period in the account.
TSR] ERIRFERK -

Transfer of funds to financial or banking institutions other than those from where the funds
were initially directed, specifically when different countries are involved.

ARSI 2 ST Y RIS 5 B -

Transfers/journals between different accounts owned by the customer with no apparent
business purpose.

FERARIAENRFR - A HERYSER HEUIE M ETERAC# -

Customer requests that certain payments be routed through nostro or correspondent
accounts held by the financial intermediary or sundry accounts instead of its own account.

& P ECRE SN [F] SR R T R A Y RERIR P EUEIZRIRF - A1F I E CHIIR
FHETTRR -
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Bearer Securities

LS

The customer requests cashing bearer securities without first depositing them into an
account or frequently deposits bearer securities into an account.

FPARFHESC AR ARFRIE R OB - S E R s A8 AR -

The customer’s explanation regarding the method of acquiring the bearer securities does not
make sense or changes.

& PP ST AR SR AT -

The customer deposits bearer securities together with a request to journal the shares into
multiple accounts that do not appear to be related, or to sell or otherwise transfer ownership
of the shares.

& P AR AL R B R R (st ATEEIUERAEY R EIRF - BEE0R Y B e R
IR AR -

Unusual Securities Transactions and Account Activity

T EE AT Z LR 5]

Transaction where one party purchases securities at a high price and then sells them at a
considerable loss to another party. This may be indicative of transferring value from one
party to another.

— 7 Dl (i E R A ISR A ERS H & 4G 55— IR 5 - ERUR A REfE — i
E{ESS—T5 -

A customer’s transactions include a pattern of sustained losses. This may be indicative of
transferring value from one party to another.

PRI G IR RFEMERIR - ERUR AR — TR EES T -

The purchase and sale of non-listed securities with a large price differential within a short
period of time. This may be indicative of transferring value from one party to another.

FERIRF I AR (B E B B R Eiae s - SRR A REle — R (EES S —
55 o

Payments effected by administrators and asset managers in cash, bearer cheques or other
transferable instruments without indentifying who they are for or providing very little
information regarding the underlying account holder or beneficiary.

EHE NEEGE S (RS ~ SRS RS A rT R TR - AR S (B (A
DRHRNTRIR P RPA A\ EZ 28 AHTEGER ©

A company uses cash to pay dividends to investors.

NEIFFER S TR B A -

Use of shell companies to purchase public company shares, in particular if the public
company is involved in a cash intensive business.

Iz A FE i AFRREE - FiRlE LA R E AR -

Transfer of assets without a corresponding movement of funds, such as through journaling
or effecting a change in beneficial ownership.

A (A ESALAMHEHIENE - PINCHEREREE E T E Z ok -
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A dormant account that suddenly becomes active without a plausible explanation (e.g. large
cash deposits that are suddenly wired out).

FHIEIRPRABIGERAILE AR (WFEARERSEITHEL ) -

A customer’s transactions have no apparent economic purpose.

F PRI G A HBERER H Y -

A customer who is unfamiliar with a financial product’s performance and specifications but
wants to invest in it nonetheless.

AP E R S SRR M E IR B & -

Transactions that show the customer is acting on behalf of third parties.
BREFREBE =TS -

The purchase of long term investments followed by a liquidation of the accounts shortly
thereafter, regardless of fees or penalties.

fEE R EENR - AT EGESSATEEIRF -

Transactions involving an unknown counterparty.

W R T -

Large sum cash purchases of financial instruments and mutual funds holdings followed by
instant redemption.

DUAEER B < T B R Sk [F B R A% v B (e -

Insurance Products (applicable to jurisdictions where some insurance products can be considered

securities)

IR n (BT LRI B i L A A o YW I )

The customer cancels an insurance contract and directs that the funds be sent to a third
party.
B PR IRbE LN E SEAG R =T -

The customer deposits an insurance annuity check from a cancelled policy and immediately
requests a withdrawal or transfer of the funds.

P AR R MIERHI RT3 > WITHIERIEHEE R E & -

The customer cancels an annuity product within the free-look period. Although this could

be legitimate, it could also signal a method of laundering funds if accompanied with other
suspicious indicators, such as purchasing the annuity with several sequentially numbered
money orders and/or having a history of cancelling annuity products during the free look
period.

P IEERIHN PR R b - PR RERE &k (S A HA rISEEIE (R 2R
4B SR PR SR B < R B G AR B B PR A ) AT RE RS Tk

The customer opens and closes accounts with an insurance company only to reopen a new
account shortly thereafter with the same insurance company, but with new ownership
information.

Z PR BRI A EIRVIRE > ZRAEE IRk A S BIEEBHILIR S - B
AR RTHIFTATEEER -

© 2009 FATF/OECD - 117



[ Money laundering and terrorist financing in the securities sector — October 2009

SRR EREL - 2009 ££10 A

The customer purchases an insurance product with no concern for investment objective or
performance.

& PR E R E (B R B 1A HAYSE5Y

The customer purchases an insurance product with unknown or unverifiable sources of
funds, such as cash, official cheques or sequentially numbered money orders.

% P AR TR ACR SIS E IR S B4 ~ AT S g ke
=53

= o

7N

Securing a policy loan against the cash value soon after the policy is issued and repaying
the loan with various monetary instruments or cash.

U ORELIR T AR S [E USRS > Z RIS G T ASGRSEE SR -

Activity that is Inconsistent with the Customer’s Business Objective or Profile

e R E L7 S T

The customer’s transaction patterns suddenly change in a manner that is inconsistent with
the customer’s normal activities or inconsistent with the customer’s profile.

PR G GRIALNSE - S PP RS BHE R B RATT -

There are unusual transfers of funds or journaling (i.e. book entries) among accounts
without any apparent business purpose or among apparently unrelated accounts.

AL SE H AR > SRR ERIRIIRFR - HIE S A S EAVER A
g% (BIEER ) -

The customer maintains multiple accounts, or maintains accounts in the names of family
members or corporate entities with no apparent business or other purpose.

PR AHERESHAEH AT - @R ERFEMR A « A ERAFRERIR
=

The customer’s account is not used for its intended purpose (i.e. used as a depository
account).

FERFRARTHAZ (OEFFEIRP) -

The customer enters into a financial commitment that appears beyond his or her means.
FEHEERHW ARG -

The customer begins to use cash extensively.

HFEFIEREFERES -

The customer engaged in extremely complex transactions where his or her profile would
indicate otherwise.

HPSBIRFE RN S)  AEREEAERERATEDL -

Customer’s credit usage is in extreme amounts that do not correspond to his or her financial
status or collateral, which is provided by an unrelated third-party.

& P (AR = (3 B B AR BB IRCA R - Bl A F-A AH R 58 = 5 T (A

[m{m]
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The time zone in customer’s location is not consistent with the times that the trades were
executed, with no apparent business or other purpose, or there is a sudden change
inconsistent with the customer’s typical business activity.

& 5 FTAER 8 BT TS AR AN — 2 (B0 A THERRYSE RS B M H Y > Bge v &
BB F LI ER SRR LB A — 2

A foreign based customer that uses domestic accounts to trade on foreign exchanges.

{5 FHEI IR P AT A NESS BV EIS N P o

The customer exhibits a lack of concern about higher than normal transaction costs.

HEEMMEFRE GG MA -

Rogue Employees

FTRAET

The employee appears to be enjoying a lavish lifestyle that inconsistent with his or her
salary or position.

BT EZANGEEIBEEAETS -

The employee is reluctant to take annual leave.

BT ABHRER -

The employee is subject to intense job-related demands, such as sales or production goals
that may make him more willing to engage in or overlook behaviour that poses ML/TF
risks.

B TR B AE HIREST S TAEE0R  ATRe A RE (e Eo i o2 5 [ 0e s E
baETT By o

The employee inputs a high level of activity into one customer account even though the
customer’s account is relatively unimportant to the organisation.

BIfERZE PRk FH A FAGRILEA EE - B TIEERA -

The employee is known to be experiencing a difficult personal situation, financial or other.

AR T EBEMEA ~ B R EE D -

The employee has the authority to arrange and process customer affairs without supervision
or involvement of colleagues.

BT ARECAERERENSHER T2 EEE FEH -

The management/reporting structure of the financial institution allow an employee to have a
large amount of autonomy without direct control over his activities.

RIS E T AR T B TRERY B TR AR B REE RS -

The employee is located in a different country to his direct line of management, and
supervision is only carried out remotely.

BTHEEEEMNAFERS - B EmREE -

A management culture within the financial institution focuses on financial reward over
compliance with regulatory requirements.

RS E LS BB - A BT EAE0K -
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e The employee’s supporting documentation for customers’ accounts or orders is incomplete
or missing.

o HTHEFPIRPEIAFREIEAEREGEX -

e Business is experiencing a period of high staff turnover or is going through significant
structural changes.

o (RIRIFAELNE B TSRS - sRaHE G A EmE A b -
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Section 11:
Suspicious Indicators for Predicate Offences To Money
Laundering Linked to Securities
B
ra A MH BRI PSRRI B U TR AT SEfaiR

Insider Trading

IR 55

The customer makes a large purchase or sale of a security, or option on a security, shortly
before news is issued that affects the price of the security.

& PR SR L 2R E B A ST B85 SR E (RS -

The customer is known to have friends or family who work for the securities issuer.

[SUIESSF N EEINER it ez VAT

A customer’s trading patterns suggest that he or she may have inside information.

% S A R A TR I -

Market Manipulation, including Penny Stocks

TTEGERAE - ElE AR

A customer engages in prearranged or other non-competitive securities trading, including
wash or cross trades of illiquid or low priced securities.

& P TR S RS RS S BRI B B X G (R
HREAVEE TR

Securities or funds transfers between parties without an apparent relationship.

Ao BE A A TR (AR 2 07 RS -

Securities transactions occur across many jurisdictions, and in particular high risk
jurisdictions.

FERTZ UG > el i b i TP TR 2R3 5

Two or more unrelated accounts at the securities firm trade an illiquid or low priced security
suddenly and simultaneously.

a2 ] o {8 DA HOSERR (R P 2S 2RI A Sl M R B R 36 25 -

A customer journals securities between unrelated accounts for no apparent business reason.

% PR B pe S T R S R AR AR IR P o

A customer has opened multiple accounts with the same beneficial owners or controlling
parties for no apparent business reason.

F P IRAHEE R R R R B E 2w NSdEH AR SRS -

Transactions between the same or related parties structured solely so that one side incurs a
loss while the other incurs a gain.

5 FAEE — T BARRE T RETT » At — 7 &R ZRE - STl -
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Transaction where one party purchases securities at a high price and then sells them at a
considerable loss to another party.

— T Ll e (B R R AL DR (RAERR B 4G 55— IR 5 -

The customer deposits a large number of physical securities at the securities firm.

B AR TS ABEAT -

The physical securities are titled differently to the name on the account.

crceay NOE A RN S e

The physical security does not bear a restrictive legend even though the history of the stock
and/or the volume of shares being traded suggest that it should have such a legend.

HE AR S e/ B G IR B A TR AARSE - (BB ARG o Al -

The customer’s explanation regarding the method of acquiring the physical securities does
not make sense or changes.

G ERE T AR G -

The customer deposits physical securities together with a request to journal the shares into
multiple accounts that do not appear to be related, or to sell or otherwise transfer ownership
of the shares.

P AT EOR R R D SR A 2 (A DERARVIR P o Bt 8 ~ SRR (o HY
FrATE -

Large or repeated trading in securities that are illiquid, low priced or difficult to price.

REWZ R G EN: ~ R(ESELUE [ERES -

The company at issue has no apparent business, revenues or products.

2R HRRRERS ~ R B ©

The company at issue has experienced frequent or continuous changes in its business
structure and/or undergoes frequent material changes in business strategy or its line of
business.

N B BT BB+ RSB B RIS S B R A -

The officers or insiders of the company at issue are associated with other low priced,
illiquid or low vqume companies.

Z S EE A E A BEMEE ~ SSRGS B EHI A AR -

The officers or insiders of the low priced, illiquid or low volume company have a history of
regulatory violations.

&E ARG ERNVAFHEE EE AR A R GEEER -

The low priced, illiquid or low volume company at issue has failed to make required
regulatory disclosures.

&8 - st EE B E R H ZZ A BRI E T8z -

The low priced, illiquid or low volume company at issue has been the subject of a prior
trading suspension

&8 ~ USRS S BEZZ AT Y IE S -

A customer’s transactions include a pattern of receiving physical securities or receiving
incoming shares transfers that are sold with the proceeds wire transferred out of the account.

PRI GIEABUN R E RS B R B - WRAT A s P E -
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The purchase and sale of non-listed securities with a large price differential within a short
period of time.

FERTIRFFET PN DAY (B2 R B L B R B Teess -

Securities Offering Fraud

BRI TEER

The customer opens numerous accounts for different legal entities that the customer
controls.

& P UHPZERINA FARE R LS R -

The customer receives many incoming cheques or wire transfers from unrelated third
parties.

E P EIZ R H AR S = 5 AR SZZE SR -

The customer allocates incoming third party deposits among numerous accounts.

E R AR = E S AR -

The customer makes numerous outgoing payments to third parties close in time to when the
customer receives many incoming third party cheques or wire transfers.

& R 2% 5REE A S TR R > & T HIEIR eGSR =TT

The customer’s profile does not suggest a legitimate business reason for receiving many
third party deposits.
g PHEZE BRI A B SEIR R a2 A 208 = 71K -

The cheques or wire transfers note that the funds are for an investment.

SCRBERGEEC R B AR E R
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ANNEX C:
SUSPICIOUS TRANSACTION REPORTS

fitek C © BEOUESESERAR B s

Table 1: Securities Related STRs — 2005-2008%°
% 1 ARSI RE R B STR - 2005-2008%°

2008 (to extent
available)
2008 (fEH/EfS&EE Total
2005 2006 2007 EA) HET
10,852 13 241 20 350 13 357 57 800

Table 2: STR Breakdown Based on Type of Security
® 2 IRBRREM R IVEBERERX s STR

2008

(to extent

available)
Type of securities 2008
activity/product (EETHUS Totals
i pE R e bt = A 2005 2006 2007 EA) T

Transferable Securities
TR

Equities
A 1255 1549 3021 1818 7 643
Bonds and Similar
Instruments
BB T H 194 252 334 271 1051
Certificates of Deposit
EHRFE 48 105 88 114 355

29

29

Two jurisdictions provided figures that appear large with respect to their securities markets. Jurisdiction one
indicated that 303,054 STRs were filed between 2005 and 2008. In particular, jurisdiction one indicated that
70,405 STRs were filed in 2005, 78,705 in 2006, 86,607 in 2007 and 67,337 in 2008. It is unclear whether this
figure is representative of all STRs filed in the jurisdiction or only those related to securities. Jurisdiction two
indicated that 34,700 STRs were filed in 2007, but did not provide yearly figures or specify whether figures
were inclusive of all STRs filed. Because of this ambiguity, Table 2 adjusts the securities related STRs figures
by deducting the figures provided by jurisdictions one and two. Inclusion of these figures would bring the total
numbers of securities related to 81,257 for 2005, 91,946 for 2006, 141,657 for 2007, 80,964 for 2008 for a total
of 395,824 securities related STRs filed for that period.

WAl HE i B 58 25 5 % UAHRA RV B - L& 1 Fi5 ) 2005 251 2008 A= 4L#2H 303,054 {77 STR -
HOIE 15 R1FEH 2005 FERFHEER 70,405 {77 STR»2006 FEAFHEH 78,705 {730 2007 B2 H 86,607 {77 fi 2008
IR 67,337 {7 - HATRER HHEIR S S R E F A 2R STR 5 UZ BLEE 5 MHEARY STR - M
& 2 fi5HY 2007 £EHFILA 34,700 7 STR » (HASRALEEHUR SR HIER I EE R S B S AR STR -
REATAEMIAERTE 7y - RIEEORRHE 1 8 2 SR AERYBR R Rk 2 TaiR1e s 25 1HRE STR 8ds - &
EE s - AIEEIFMHRARY STR ZEBLAE 2005 4 5 81,257 {77 » 2006 45y 91,946 {57 » 2007 4y 141,657
153 » 2008 £ £y 80,964 {77 - 44575 FHARINA 395,824 (1538 7 MHRANY STR » (1 &75 ¥R - RIS ZHRAMY
STR 4884 2005 47 £ 81,257 {7 » 2006 4F £ 91,946 {77 » 2007 4F £y 141,657 {57 » 2008 4F- £ 80,964 {77 » 44
sTiE AN A 395,824 {735 77 fHRHAY STR -
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2008

(to extent

available)
Type of securities 2008
activity/product (fETTHS & Totals
225 v BB A 2005 2006 2007 BN &St
Commercial Paper
PR 1 23 42 17 93
Other
HA 19 22 27 30 98

Units in Collective Investment Trusts
EREEEM
Mutual Funds
F[EE 366 392 754 441 1953
Money Market Mutual
Funds
BTG IRE e 196 257 373 231 1057
Derivatives
P14 MR
Options
BEFEE 1 1 2
Securities Futures
Products
s R 13 23 8 11 55
Commodity Derivatives
Contracts (including
futures)
P e AR BT AR ME < Rl P
L) (BEHE) 14 17 40 12 83
Foreign Exchange
Contracts
SNEZLLY 30 59 163 100 352
OTC Derivatives
OTC T4 &Rl in 16 15 35 14 80
Others
oAl 10 26 39 14 178
Other
HAth,

Warrants
TS 7 10 21 6 44
Other securities
HAthzgz7 84 78 104 83 349
Any other
AR 1818 1834 2272 1281 7 205
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Table 3: STR Breakdown by type of institution
3 R SO R E R B STR

2008
(to extent
available)
2008
Type of Institution (fETTHS & Total
TR 2005 2006 2007 EW) et
Securities Broker or
Dealer®®
AR g ¥ 8 284 8 486 13224 7765 37 759
Commodities Futures
Merchant, Broker, Dealer,
Pool Operator®*
SR A ZWEPH

Ea%‘%wﬁﬁﬂ. 196 258 446 206 1106
Fund Manager
Hp g 54 15 892 351 1312
Bank or Affiliate®
ST 947 1395 1231 1044 4617
Financial Adviser
s R 262 698 1299 918 3177
Collective Investment
Scheme®
st 623 646 1404 423 3096
Other, Foreign FIU,
Self- Regulatory
Organlsatlon
HAl ~ SIS FhiE R
o B 1170 1933 3550 1973 8 626

30

30

31

31

32

32

33
33

34

34

This figure includes market makers, municipal or local government securities dealers, introducing and clearing
brokers, securities dealers, securities floor traders, securities options brokers and dealers, specialists, and federal
or national government broker-dealers.

SEBER EFEE T - HEEE BT RIS MBS N OB RIRES R ~ s B ~ SEREN
Ko ~ s B B %%AEE&%?B&I?E&V EOREERRAS Tl

This figure includes agricultural trade option merchants, commodity pool operators, commodity trading
advisors, futures commission’s merchants, and futures floor brokers and dealers.

HERA G R HEEER A - HEESEE A - B S -~ EMHEm A SRS G EK
CHEEEE

This figure includes banks, bank holding companies and bank subsidiaries.

BEBHREIEIRTT ~ SRITIER A BRI T A F] -

This figure includes mutual funds.

BEBdE B S I E A

This figure includes STRs filed by direct participation programs, FIUs and self-regulatory organisations, and

those did not indicate what type of institution was filing, if any.

IEBEE E S E - eRERTOE B RERSIR A STR - DURCREBURUME SRR Y STR
CHEH) -
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ANNEX D:

QUESTIONNAIRE AND RESPONDING JURISDICTIONS AND ORGANISATIONS

fitek D © %G R B Ry A 4H &

The following jurisdictions submitted a response to the questionnaire that is re-produced below.

YA AR > AR ©

Andorra Argentina Australia Austria

LB PR E M B

Belgium Brazil British Virgin Islands Canada

EEFIiF e EBHELEE JIEVN

Cayman Islands China Denmark European Commission
FEHE ] FHE B(RZE Y
France Hong Kong Israel Japan

AR & Ly HA

Jordan Lithuania Luxembourg Malta

Y= 12Fe58 EAE TR
Mauritius Mexico Moldova Monaco

R E T SPE L ES JEEANEF

Norway Panama Poland Portugal

il e LR AET

Qatar Romania Singapore Slovakia

R w5 HThn g ke

Spain Sweden Switzerland The Netherlands
FEPEA B 1L Hig £ EL]

Turkey Ukraine United Kingdom United States
+HH Syl HE EH
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2008 FATF Securities Typology Questionnaire

2008 FATF g8 E
I BACKGROUND
I B
1. The objectives of the FATF Securities Typology Questionnaire are to collect information about:

(i) the range of products classified as “securities” in various jurisdictions; (ii) how jurisdictions supervise
compliance with anti-money laundering/combating terrorist financing (“AML/CTF”’) requirements for
these products; (iii) potential areas of AML/CTF vulnerabilities in the securities industry; (iv) suspicious
transaction reports (STRS) in the securities industry; and (v) enforcement actions in the securities industry.
1 FATF S8z BRE0Y BIVER S NPT HEAVER © () 2 EtEiis s " sr  i—
FHEEn » (i) sz A AR LB R s T8 & (AMUCTF) TARETE SR © (i) 5527
SERGHEERATEE T GTRAEA RS 5 (V) SIS ECE R S (STR) K (v) &8
ZFRINHEITE -

2. The results of this survey will be used to develop a securities typology report to provide insight
into the how money laundering and terrorist financing (“ML/TF”’) may operate in the securities industry.
The securities typology project team will use the responses along with information from other sources to
prepare the securities typologies report.

2. A SRR G R SR 0 B - TR T R E 58 o5 SR E e s B L
(MUTF) 758 - s SR EBOR A 0178 R At AR Y &SRB FRg om0 i s

1. INSTRUCTIONS FOR COMPLETING THE SURVEY
1. SN EEI T TR

3. All FATF members and FSRBs are invited to submit completed questionnaires to support the
securities typologies report initiative. Contributions should be submitted to the FATF Secretariat
(secretariat@fatf-gafi.org) by 19 December 2008. All questionnaire participants are encouraged to seek
input from private sector representatives operating within their respective jurisdictions, as appropriate, in
developing responses to the questions contained in this questionnaire. Responses should be complete yet
concise and clearly address the questions asked. Any additional information which may be relevant for the
securities typologies report may be submitted along with the questionnaire response. The typology is
looking at the use of the securities industry/securities products for money laundering and terrorist
financing, and questionnaire responses should concentrate on this, rather than examining the predicate
offence (e.g. fraud).

3. T FATF [ 8 K FSRB REEACe IS » ihad sy i it - 1EiRIE(E 2008 4
12 H 19 HAII% 44 FATF FRE30 (secretariat@fatf-gafi.org) - A 5452 B8 m 1% A £ Hh & P AR
HFIERREGERN - DUERIHGEARYREEE - BEEGRE - WEESEEHEAREE - £
o] EAth T B BLE6 25 7 Jeeh &5 7 BRI A & A AT B ) A [0 78— [EIHEAC - I B E N 7E A s8-8 23
nndEf TOREREBL AT - MIZREIE EE AR LTI > IR ERTEILIE (OERRO) -
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1. Jurisdiction/Organisation
1. K 4145

Name of Jurisdiction or Organisation completing questionnaire

ST/ A b B T

2. Contact details

2. AR

Contact details for any queries arising from this response

H[OT 2 (T SE I ] S A B H s Bl

3. Range of products classified as “securities”

3. BER 385 HIEmBRS

Using the definition of “financial institution” in the FATF glossary as a point of reference, please use the
following chart to identify: (1) products that are traded as “securities” in your country; (2) the type of
financial institutions involved in selling, recommending or distributing securities (e.g. broker-dealers,
banks, etc.); and (3) the supervisory authority(ies) responsible for AML/CFT supervision of that
product/financial institution.
HIF) FATF sz i T SRR | IWERIE RS HEM TRE TR : 1) EEETERE 55
75 ) HNES  (2) HRIHE - RS EER0e s E (WKL-320 - IRT%5 ) & (3)
B PR fnl SRR R T A AR TR -

Product FATF Is this treated If product is a security, Name of supervisory
Ern definition of as a security in | type(s) of institutions authority(ies)
activity (see your involved in sale, advice, | responsible for
Glossary - jurisdiction? or distribution (e.g. regulating AML/CFT
below) (YES or NO) broker-dealer/fund compliance of
FATF jZBIE® | BARRMESR | manager/bank) applicable institution
(FESHETH | BHaRsE? | EELAES  HE B | EEERFERERED
R (BRAR) RN EREER (0 | #IEERFTRERVASRN
Keo-HEHESEHER | BEERHLH
{ED)
1. Transferable Securities
L. RS
Equities 7(a), 9,10, 11
g

© 2009 FATF/OECD - 129



[ Money laundering and terrorist financing in the securities sector — October 2009

SRR EREL - 2009 ££10 A

Product FATF Is this treated If product is a security, | Name of supervisory
JE definition of as a security in | type(s) of institutions authority(ies)
activity (see your involved in sale, advice, | responsible for
Glossary - jurisdiction? or distribution (e.g. regulating AML/CFT
below) (YES or NO) broker-dealer/fund compliance of
FATF jZ8iEs | BEKEBTER | manager/bank) applicable institution
(FE2HTH | RaSsE? | BELASS  #E B | AEERFBMEEEDN
HER) (BRAR) BT EAVSEEE (0 | HI%EEE TERERVASN
Lao-gEmESCHE | BEREAE
1)
Bonds and similar 7(a), 9,10, 11
debt instruments
BEFERIUEG LR
Certificates of 7(a), 9,10, 11
deposit
SEAEHIE
Bills of exchange 7(a), 9,10, 11
PEEE
Other (please
specify)
HoAth (3R )
2. Units in collective investment schemes
2. ERLEHEREM
Unit trusts 7(d), 9,10, 11
HAEE
Investment trusts 7(d), 9,10, 11
Mutual funds 7(d), 9,10, 11
HEEE
OEICs (open-ended | 7(d), 9, 10, 11
investment
companies)
OEIC (B =& L
&)
SICAV/Fs (an 7(d), 9, 10, 11
open-ended
collective investment
scheme)
SICAV/Fs (B S
B EETE )
Closed-end 7(d), 9,10, 11
company
HEAXAE
3. Derivatives
3. MR
Options 7(a), 7(b), 7(c),
BEFERE 7(e), 9, 10, 11.
Future 7(a), 7(b), 7(c),
HE 7(e), 9, 10, 11.
Swaps 7(a), 7(b), 7(c),
AL 7(e), 9, 10, 11.
Forward rate 7(a), 7(b), 7(c),
agreements 7(e), 9, 10, 11.
EHIEREY
Commaodity 7(a), 7(e), 9,
derivatives contracts | 10, 11.

R DT M
RS
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Product FATF Is this treated If product is a security, | Name of supervisory
JE definition of as a security in | type(s) of institutions authority(ies)
activity (see your involved in sale, advice, | responsible for
Glossary - jurisdiction? or distribution (e.g. regulating AML/CFT
below) (YES or NO) broker-dealer/fund compliance of
FATF jZ8iEs | BEKEBTER | manager/bank) applicable institution
(FSHETH | EkEsE? | BELAES  WE B | AEERTBHEEREDN
HER) (BRAR) BT EAVSEEE (0 | HI%EEE TERERVASN
Ko-HERESCHA | BEERELE
1)
Foreign exchange 7(a), 7(b), 7(c),
contracts 9, 10, 11.
HNEBLLY
Other
oA
4. Other
4. HAr
Please detail any
other product which
is classified as a
“security” in your
jurisdiction (e.g.,
insurance products
such as variable
annuities).
AR A A &
Ry T
H R EAMES (40
BT e IrbaE
fn)
4. AML/CTF vulnerabilities in the securities industry
4. Fizgze Ll il Ak I—br i
4.1 Please describe the types of transactions, products and/or activities in the securities industry that

are considered to present high risk factors for ML/TF, if any.

4.1 Aat HEE R R P ISR e RN TS %) ~ Ein R/BOEENEA R ) -

4.1.2.
jurisdiction?
4.1.2.

Are any of the above designated as high risk by law/regulation/other measures in the

Al A A — TR St T R R R AR M AR Ry [ 2
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4.2 Please describe the payment methods in the jurisdiction (e.g., cash, wire transfer, cheque, online
systems, mobile phone systems, etc.) associated with higher risks for ML/TF, if any.

4.2 E%Zﬁ%%ﬁith@*Eﬁiﬁ’ﬁ%/‘é?&%ﬂ&zﬁ%aﬂﬁﬁ SOTR (AR ~ PR~ S R EREE T
WamE) 51 -

4.3 Please describe the delivery methods used in the jurisdiction (e.g. physical securities, book-entry,
etc.) associated with higher risks for ML/TF, if any.

4.3 i it D IS th B s A s s A BARY A 53t CIEASRE R ~ IR ) &R -

44 Please provide examples of any specific suspicious transaction triggers/indicators/red flags for
the securities industry.

4.4 S R AR A 55 P RS B My S A - HE R AL A sa ] -

5. Typologies/methods/trends
5. HEZE 7504

Please attach or provide hyperlinks to any ML/TF typologies for the securities industry developed within
your jurisdiction (such as documents that detail high risk securities products or method of distribution, as
well as what caused initial suspicions in the securities industry, how assets were traced, and the outcome
of investigations/prosecutions). Where relevant, please indicate at which stage of the transaction(s) you
consider that money laundering/terrorist financing took place.

a7 b b B AL R R st & P B8 2 SR A e R R A 7 A B S B AR A mﬂﬁf& S IR
unjzﬁﬂﬁ)é]ﬁﬁ DA A TEAERS 25555 |3 W0 15 ~ AT B HE & A B A [ RAGS R SR ) - A
B - TS R SRS E R S A S IV B
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6. Enforcement actions for violations of AML/CFT requirements

6. BRI F TR A B AT TE)

6.1 How many criminal/regulatory enforcement actions concerning AML/CFT requirements
applicable to the securities firms have been brought in the past 3 years?

6.1 B 3FAR » FHEE R AEIT SV ERRIESE FT B REAR AR R IS B AT
)¢

Year Number — regulatory only Number — criminal only Number — joint

& BE - EEEER BE - EaELE regulatory/criminal
BE - AEERIUSE

2005

2006

2007

2008 (if available)
2008 (7 )

6.2 Do any of these enforcement actions reveal areas of high risk or vulnerability in the securities
industry? If so, provide brief summaries of key enforcement actions.

6.2 BLHUATEIT RS AR —XIEFERE T TS ik gah ? R EERATT
PIVRERREE CER) -

7. Suspicious transaction reports
7.1 How many STRs relating to securities transactions has the FIU received in the past 3 years?

7.1 A 3 FARERE R T OSEFEUE 2 DELRE IR S B SE LU S BUE A e 7

Year Number

s BE

2005

2006

2007

2008 (if available)
2008 (5H)

7.2 Please specify the number of STRs filed in the past 3 years relating to securities transactions for
each type of securities activity/product and/or relating to the each type of filing institution (if this
information is maintained by the FIU).

72 SRR ERR S SR R S A BRI R A 5 3 R SR
EELLES AT B E CEERERTLRAILER) -
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For example, possible types of products and institutions are given below.
(4 > FTRERE LA T -

Type of securities 2005 2006 2007 2008
activity/product (if available)
B E R 2008
(EH)
A. Transferable Securities
A. BHEEZES
Equities
PR

Bonds and similar debt instruments
BB ER LA

Certificates of deposit
TEFFHAE

Bills of exchange
PESE

Other (please specify)
FAtr (BRI

Other (please specify)
HAtr (BRI

B. Units in collective investment schemes

B. ERETEEN

Unit trusts

LAER

Investment trusts
&

Mutual funds
HERE

OEICs

SICAV/Fs

Other (please specify)
HAtr (5FERED

Other (please specify)
Hth (G

C. Derivatives
C. T4

Options
B

Futures

e

Swaps

kS S

Forward rate agreements
EIEREY

Commodity derivatives contracts

A an B TAE M R R a2

Foreign exchange contracts
FNERLLY

Other (please specify)
HAth (FEER9H)

Other (please specify)
A (FHEREA)
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Type of securities 2005 2006 2007 2008
activity/product (if available)
EFEE)/ E R 2008
EH)
D. Other
D. Hfih

Please detail any other product

which is classified as a “security” in

your jurisdiction.

AR S R R Ry
"5 ) BB o

Type of filing institution 2005 2006 2007 2008

i 0y L b (if available)
2008

CE8)

Broker/dealer
LRAC B

Fund manager
S

Bank
PRAT

Financial advisor

< A

Collective Investment Scheme
provider
SERe AT AL ERS

Other (please specify)
HAh (FEEREA)

7.3 Do any of these STRs reveal areas of high risk or vulnerability in the securities industry? If so,
please discuss any tends or areas of risk/vulnerabilities demonstrated by STRs.

7.3 AEMEELUEHEBE A il & BN S 7 SR Y = R sk g9 NS 7 5 - shaamse(bl
DS BRI s T A Bk H R/ 95 R B B AR, -

7.4 Based on STRs related to the securities industry or as a result of other information concerning
the securities industry: how many referrals has the FIU made to law enforcement, how many ML/TF
prosecutions have been commenced, and how many convictions have resulted?

7.4 TRIZ G 7SR BRI SE U 38 BUE A 5 e B HAM S 7 S AH B BRI EE R © R g0
2/ VETEHUER ? AL/ VEFIETRSERETN ? IRE S VETHIAAFR?

Year Number of Referrals Number of Prosecutions Number of Convictions

s BIrEE EIRE EFBE

2005

2006

2007

2008 (if available)
2008 (5F)
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8. Other proceedings
8. BT

Please give details of any ancillary proceedings/tracing/freezing of assets/regulatory proceedings/criminal
proceedings that revealed the use of securities.

s Al B TR R 27 A THY MR T BB HE A RS (B B 1T BT A T -
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