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Abstract
K2

This report is the result of an international survey of public—private financial information sharing partnerships
to disrupt crime, which took place between April and June 2020. The report provides descriptive summaries
of 23 national and trans-national financial information-sharing partnerships. In initial chapters, the report sets
out a global overview of the field of public—private partnerships; summarises evidence relating to the impact
of such partnerships in tackling financial crime and their role in responding to COVID-19; and raises 12 key
factors relevant to the future growth of partnership models. It is intended that this report provides a reference
document for the worldwide state of public—private financial information sharing partnerships to disrupt crime,
as at June 2020.

AEL S 2020 £ 40 % 6 0 IR $ﬁﬁ”‘*%+ FUFERR2PER G REFATHELESE
AFLRET 3 BPRTSBEREABETALIPEIM G2 HEBRFEL - &- Bnehg &9 o KR4
SFRPEP LR R 2T FER T F AR B LR R M By 2 ¥ COVID-19
BH2 66 5 X T RIS A RP M AN E RN 12 FMAETIE o L L 5 5T 2020 £ 6
VR IR AP AT L G SRR UM AR RS Y o

Page 2



Global strategic partners of the FFIS programme in 2020:
202 0FFIS#312. 2 L i e

VERAFIN @8 OLIVERWYMAN EEFEERTT]

REFINITIV
~ W

SWIFT INSTITUTE

About
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This report is produced by the Future of Financial Intelligence Sharing (FFIS) programme, as part of our mission
to lead independent research into the role of public—private financial information-sharing to detect, prevent
and disrupt crime. The FFIS programme is a research partnership between the RUSI Centre for Financial Crime
& Security Studies and NJM Research.
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Founded in 1831, the Royal United Services Institute (RUSI) is the world’s oldest and the UK’s leading defence
and security think tank. Its mission is to inform, influence and enhance public debate on a safer and more
stable world. RUSI is a research-led institute, producing independent, practical and innovative analysis to
address today’s complex challenges. London | Brussels | Nairobi | Doha | Tokyo | Washington, DC
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Every effort has been made to verify the accuracy of the information contained in this report. All information
was believed to be correct as of 30 June 2020, unless otherwise stated. Nevertheless, the FFIS programme
cannot accept responsibility for the consequences of its use for other purposes or in other contexts. The views
and recommendations expressed in this publication are those of the author and do not reflect the views of
RUSI or any other institution.
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Background and methodology:
PREIEE 32

Since 2017, the FFIS programme has published three international comparative studies about the role and
experience of public—private financial information-sharing partnerships in disrupting crime. In tandem, the
FFIS programme convened over 50 high-level public—private research and dialogue events across a number of
jurisdictions that had established or were developing a financial information-sharing partnership model.
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On 11 October 2019, the FFIS ‘Conference of Partnerships’in Amsterdam convened public and private
leaders involved in financial information-sharing partnerships from around the world to exchange knowledge
at a leadership-level. The conference provided an opportunity to share experiences about the impact of
partnerships and lessons identified through their development process. Since October 2019, a number of
additional partnerships have been established in different jurisdictions and partnerships have continued to
innovate, including in response to the worldwide COVID-19 pandemic.
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In this context, the FFIS programme invited relevant law enforcement agencies, supervisors and Financial
Intelligence Units (FIUs) involved in public—private financial information partnerships to engage in a research
project to collate reference information about active partnerships worldwide in 2020. This report is the result
of that project.
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The project methodology relies primarily on interviews and a major international survey of public—private

financial information sharing partnerships, which took place between April and June 2020.
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The following national-level partnerships are represented in this paper:
M S RFEA P D2 R R B R

1. The UK Joint Money Laundering Intelligence Taskforce (JMLIT)
BRI E g HEFE L TE] (ML)

2. The US FinCEN Exchange
ERCEA DR EIRES

3. Joint Intelligence Group (JIG) Ireland
€ F WO £ IR ML (IG)

4. The Australian Fintel Alliance
SR & AR T

5. The Singapore Anti-Money Laundering and Countering the Financing of Terrorism Industry Partnership (ACIP)
RSB THFETHLE 2 —‘ui ¥4 LB % (ACIP)

6. Hong Kong Fraud and Money Laundering Intelligence Taskforce (FMLIT)
AR F (TR & HAR L F ) m(FMLIT)

7. The Netherlands Terrorist Financing Taskforce (NL-TFTF)
J7 R R TE0] = (NL-TFTF)

8. The Netherlands Serious Crime Taskforce (NL-SCTF)
FWE L © %1 (%] 2 (NL-SCTF)

9. The Netherlands Fintell Alliance (FA-NL)
7 W & AR 5 R (FA-NL)

10. Latvia Cooperation Coordination Group (CCG)
Pl & 3 BAE(CCG)

11. The Malaysia Financial Intelligence Network (MyFINet)
B k& I & g 537 = (MyFINet)

12. South African Anti-Money Laundering Integrated Taskforce (SAMLIT)
3 2URR P I & 1 (%] 2 (SAMLIT)

13. The Swedish Anti-Money Laundering Intelligence Taskforce (SAMLIT)
L RS B AR L 1T 2 (SAMLIT)

14. New Zealand Financial Crime Prevention Network (NZ-FCPN)
O B & fkJe B 1705 3 (NZ-FCPN)

15. Finnish AML/CFT Expert Working Group on a PPP basis
WA PPP A#HZ AR/ EFTR L Fa (TEM

16. Lithuania - Centre of Excellence in Anti-Money Laundering
TR REEEHIEM P

Page 5



17. Argentina Fintel-AR
PR & AR 1 E
18. Germany Anti Financial Crime Alliance (AFCA)
LR i & p e B B R (AFCA)
19. Austrian Public—Private Partnership Initiative (APPPI)
Byl f30 " & iF 15 3% (APPPI)
20. Canadian ‘Project’ Initiatives to Combat Financial Crimes through Partnerships
e A BEP LM R ERE R HIER

And the following trans-national information-sharing partnerships:
2T RTINS R R R

21. The Europol Financial Intelligence Public Private Partnership (EFIPPP)
oA %”iiﬁ‘« £ iTdR 2§ & 174 W 7 (EFIPPP)

22. United for Wildlife - lllegal Wildlife Trade (IWT) Financial Taskforce
HA BB -LET L B (W) R (7] B

23. The Global Coalition to Fight Financial Crime
FHEERE 2IRHE

Through this paper and additional complementary activity, FFIS aims to encourage sharing of good practice
and to facilitate collaboration between public and private stakeholders involved in partnership objectives.
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First Canadian ‘Project’ partnership initiative launched

REREEPEMAIF £ R HE R

The Financial Transactions and Reports Analysis Centre of
Canada (FINTRAC)
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For more details about the FFIS programme, please visit www.future-fis.com.
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Executive Summary

F2

In five years, from 2015 to 2020, the concept of intensive cooperation between public agencies and private
financial institutions to detect crime has moved from an outlying innovation in the UK and the U.S., to become
a mainstream component of how advanced liberal democracies tackle financial crime. This report charts the
rise of this phenomenon and includes a comprehensive description of national and trans-national public—
private financial information-sharing partnerships worldwide.
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This study is the product of a survey of 23 financial information-sharing partnerships. Collectively, these
partnerships cover financial crime threats as diverse as organ trafficking and the illegal wildlife trade, to
terrorist financing. These threats are now being addressed in collaborative, though somewhat exclusive,
forums that bring major financial institutions into close dialogue with law enforcement and intelligence
agencies to detect, disrupt and prevent underlying crime.
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Such partnerships can support the sharing of tactical information, to enhance ongoing law enforcement
investigations, and, at a strategic level, can enable the exchange of insights relating to financial crime threats
and risks. At the strategic level, partnerships collaborate to develop financial crime typologies (sometimes
referred to as ‘alerts’ or advisories) and to co-develop, test and refine financial indicators to improve regulatory
reporting from the private sector.
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Since 2015, led by the example of the UK Joint Money Laundering Intelligence Taskforce (JMLIT), an
international shift in thinking at the policy-making level has gathered pace; driving an evolution in anti-money
laundering and counter terrorist financing (AML/CFT) regulatory reporting processes to become more
‘intelligence-led’. Partnerships have moved away from compliance ‘tick-box’ activity to place voluntary
information sharing and collaboration across public and private sector partnership members at the heart of
national efforts to detect and respond to financial crime risks.

A 2015 & ok o v E REE GRE AR L T BUMLUT) A &) 5T $] 2k 5 ﬁﬂl_&]“#,&‘&ﬁ%ﬁﬁ v
FIRR/ T E FRAMUCIT)IZ £ F 44 w2 W% > @ 8 (v TR 22 % o BiEpun e
kazk’imrfﬁﬁﬁu /T.E'_E‘“ﬁf% "’f‘E‘KFﬂ IF%félJ Fﬁgé‘g\'ﬁFﬂ—LEE"f‘ 3;-"")1!‘3-4‘1?’%\ @‘Kg/P
Frfti g mre B b e 1 Tanpie o

As at June 2020, countries with a national public—private financial information-sharing partnership account for
41% of world GDP and 20 out of the top 30 global financial centres are covered by a public—private financial
information-sharing partnership.
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Partnerships, to varying degrees, can now demonstrate benefits in terms of:

Page 12



BB G b ARV UERT 2 Rk

* An increase in the number of suspicious activity reports addressing threats prioritised by the
respective partnership;
RIL & TR 2 B 7] 0 & eV A B AR R e

*  More timely and relevant reporting in response to active investigations or live incidents;
L5 7pr pMFEL vy RESF? TR AFF ST gL R 2

* Improved quality and utility of suspicious reporting; and
PR T R A B AL 2 SR kR S 1A

* Improved law enforcement outcomes supporting investigations, prosecutions, asset recovery or other
disruption of criminal networks.
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The UK, Hong Kong and Australian partnerships stand out in terms of the detail and breadth of the quantitative
performance indicators that they record.
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By June 2020, the UK partnership had completed 750 cases; secured £56m in asset seizure or restraint and
contributed to 210 arrests. Over 5000 suspect accounts linked to money laundering activity have been
identified by JMLIT members and 49 ‘Alerts’ (typology strategic intelligence products) have been produced.
B1202026" » BRPEM G 22750 BEH X R F 5600 F &4 OF AWM I 4o &g T
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Between July 2018 to June 2019, the Australian ‘Fintel Alliance’ had completed 320 investigations through
private sector members and contributed to the arrest of 108 persons of interest and the closure of accounts
related to 90 high-risk customers. 87 potential victims have been identified or protected across Fintel Alliance
operational activities over this period and over 2,500 credit card identities have been protected from
fraudulent abuse.
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In Hong Kong, from May 2017 to June 2020, 108 cases have been presented to the ‘Fraud and Money
Laundering Intelligence Taskforce’ (FMLIT) leading to the identification of 8,162 accounts, 379 persons and
513 companies relevant to investigations (previously unknown to police). These operations have contributed
to HKD$646.8 million of assets being frozen, restrained or confiscated; HKD$105.6 million of loss to fraud being
prevented; 250 persons being arrested; and 16 prosecution cases.
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New data, published in this study, reveals how the quality of regulatory reporting is enhanced through
partnership collaboration. In the Netherlands, reporting from a public—private partnership focused on
organised crime is 9.6 times more likely to include disclosable intelligence for law enforcement agencies,
compared to the national average. A Canadian partnership focused on human trafficking saw a five-fold
increase in disclosures by the Canadian FIU of actionable intelligence to law enforcement agencies. In Australia,
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a dedicated Fintel Alliance campaign to detect financial activity associated to child exploitation led to a 580%
increase in suspicious reporting of that activity.
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For the first time, our study highlights how partnerships have responded to particular financial crime threats
arising from the COVID-19 global pandemic. In the UK, a new ‘OTELLO’ COVID-19 Fusion Cell was established
to respond to criminal activity related to the pandemic, bringing together experts from across sectors —
including the financial sector, insurance companies, trade bodies, law enforcement, cyber industry and other
public authorities in the UK. In Ireland, a specific operational theme was established to deal with COVID-19
related crimes, including to monitor activity pertaining to certain businesses and commercial entities that were
purported to be closed as result of the COVID-19 lockdown restrictions. The U.S., Australia, Singapore, Hong
Kong, Austria, the Netherlands, New Zealand and Europol have all produced strategic typology papers,
advisories or alerts to support regulatory reporting of COVID-19 threats.
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However, despite promising indicators of impact, partnerships generally operate at a small scale, including
with regard to their operational bandwidth; their membership (which tends to be focused on small numbers
of the largest retail banks); and limited public sector resourcing of partnership efforts.
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Partnerships are currently constructed as voluntary, additional and parallel innovations to the principal
obligations which arise from national AML/CFT regimes. From an investigative perspective, tactical-level
partnerships generally deliver a specialist capability to advance high-end, or particularly challenging, cases.
Production rates for typologies are limited due to the reliance on volunteerism from the private sector to
contribute to the process. With the arguable exception of the UK and Australian partnerships, no partnership
studied in this paper is resourced to provide a substantial, high-tempo or comprehensive response to financial
crime.
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This report includes 12 key topics affecting the future development of public—private partnerships and the
broader effectiveness of relevant AML/CTF supervisory regimes. These topics will be the subject of further
FFIS policy papers and research activity.
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This report is structured as follows. In Chapter 1, we set out a global overview of the field of public—private
partnerships; in Chapter 2, we summarise evidence relating to the impact of such partnerships in tackling
financial crime; in Chapter 3, we highlight key factors relevant to the future growth of partnership models;
and, in the report annex, we include all comprehensive references for the 23 individual partnerships, as
submitted by lead partnership agencies
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Geographic coverage of partnerships surveyed in this paper
AP 2ZPEMRATRE2 %I“'gr»ﬁl

Table 1. Countries covered in this report

W& LAFL990F2 B R

Other relevant jurisdiction to
transnational public—private financial
information-sharing partnership
Jurisdictions with a national public—private financial information-sharing included in this paper
partnership in operation included in this paper Hiw 2F L P LBRLFIF £
AL e P2 TP L MPAPNRPEARBTAEIPENGLTE | FREIPENBZIPM A2 EF
FRw %
1. Argentina [7 {32& 11. Malaysia & * & 17 Belgium +* 4 pF
2. Australia /&£ 12. New Zealand /= & fF France ;= B
3. Austria 3 1| 13. Singapore #74v 3L Hungary @ 7 4|
4. Canada %t £ = 14. South Africa % 2t ltaly & = 71
5. Finland <# 15. Sweden 33 & Kenya + 7
6. Germany 1t & 16. The Netherlands 7= {7 Luxembourg Jp 4
7. Hong Kong 3k 17. United Kingdom # F Malta % f i
8. lIreland & f 7 18. USA # Namibia 3 3 v« &
9. Llatvia &% iy Switzerland 55 L
z w
10. Lithuania * 14 % Togo » +
Vietnam 4% =

Fig 1. Map of jurisdictions with public—private financial information-sharing partnerships in this study
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Legend

National public—private financial information-sharing partnership in
operation included in this paper

AFLLEEP AR FARTALIPER B 73 F %

Relevant jurisdiction involved in trans-national public—private
financial information-sharing partnership included in this paper
AFLPLBERIPERFEABTALIPEMGL MO F
=%
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1.1. What are public—private financial information-sharing
partnerships?
11 ®PHPIFNRPEBTALIP LM R?

In this paper, we refer to financial information-sharing partnerships or ‘partnerships’ to mean:
AFLY O EREZPEMN RSP LM f,’f‘.r‘é;:}g:

Collaborative public and private sector forums that:
DFRFE R IR 2 & T

*  Provide regularly convened dynamic public—private dialogue on financial crime threats, based on
shared and agreed objectives and priorities;
FRPpira 32 25 22 piRz RAEE iﬁﬂ??’%‘]‘%{ﬁﬁﬁic’ Beowd 20 D3RR end L

e Actwithinthe law by making use of available information-sharing legislation, based on a shared public—
private understanding of the legal gateways and boundaries of sharing information;
ANOFIMPHER T2 ERIEIE FRNERRE I RG DHFREF 2 %2 N (7
E A

* Can enable, to some degree, private—private sharing of information and knowledge between certain
regulated entities; and
WA TR RFPAPRILEFIML TN @hs 3 0 U2

* Address one or more of the following issues:
FBdB LT - B SRR AR

o Sharing of tactical information, including the identities of entities of concern, to enhance
ongoing investigations.

ERZPET 0 FRELFHAFER R WL BREFLARE -

o Collaborative knowledge management processes to build understanding of threats and risks,
for example through the co-development of typologies (sometimes referred to as ‘alerts’) and
the development and testing of indicators, to improve reporting from the private sector.

LR TR E RS > NEEHRI P RGO GlcEEE FRFET (7
e TEF )RR ARG e T LA

We also use the term ‘partnerships’, more generally, to refer to the public and private decision-makers behind
financial information-sharing partnerships.
ﬂwﬁ%?r%ﬂMﬁJwﬁi’i%i%ﬁﬁﬁﬁ?a%i@ﬁ%ﬁ%ﬁ%%%zfﬁﬁﬁiﬁo

1.2. Why form a public—private partnership to tackle financial
crime?
¥y o, 272, ] 24 . - »
123 PEXXFMPLEP LR GUFTELRBIR?
AML/CFT regimes are based on a set of legal and supervisory obligations for financial institutions and other
private sector service providers to proactively identify and report suspicions of the laundering of criminal
proceeds and/or the facilitation of terrorist financing to government Financial Intelligence Units (FIUs). In order

to produce these suspicious activity reports, regulated entities are required to identify suspicion of criminality
within their business, using insight that they can develop or procure within their own institution.
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While the intention of the AML/CFT regime may be for regulated entities to identify suspicions of crime within
their business, there are practical challenges in doing so outside of a partnership environment. Regulated
entities can find it challenging to identify potential criminality without guidance from public agencies about
patterns and trends in criminal behaviour and, indeed, which specific entities are under investigation for
criminal activity. In addition, while criminal networks seek to conceal money laundering schemes through the
use of multiple accounts, spanning multiple financial institutions, regulated entities are not generally permitted
to share information with their counterpart financial institutions about financial crime risk.
BAGHIER/FEFTE 'JE:" B T R REF R MAN A mu R 0 AP MR BB
D2 REFERTFEI PR XTFZFMEF R ARG SIF A EMOT R 75 R 2 AR R 2
AL Y DL 1’77;\% PR U Z TR MBI ARSI PR ERZB G o
&”P%%&éﬁéﬁ%*%% SR ARBL S BIES UBBRARTH LR EF LI MAF AT
b'?‘l:"—b—j-}»‘g_ 4_:%*}\;;*#_ ﬁﬁﬁjagk&xﬁi’?‘émo

Partnerships have developed in response to these challenges.
P g R T A AR o

Since 2015, various models of public—private financial information-sharing partnerships have been established.
The early partnerships, led by the example of the UK Joint Money Laundering Intelligence Taskforce (JMLIT),
drove a fundamental shift in thinking that placed information sharing and collaboration across public and
private sector partnership members at the centre of efforts to detect and respond to financial crime risks.

P 2015 &k s FAAS-FINP AR AL fr%; R TRz BCA e WIRIHE o AR B R
MERBEEENRL T E(MUT) R L 0 BB T B2 ORABER > B f NP EEg L
FahEs 3 & Eir, B3 0R2 Z@%ﬁﬁﬁ)"ﬂt Bo*ez 1 0EP a0

1.3. How have partnerships developed around the world?
13. € F 2 & e M thioin 5 B2

Public—private financial information-sharing partnerships have grown from being a unique innovation in 2015,
to becoming a mainstream component of the architecture to tackle financial crime in liberal democracies in
2020.

2—%%‘”’“5@?% TR LR TR p 2015 & 12 1“‘ £ R B % 2020 & p o %1@]%{%@25@28
B 2 1‘{&1 ERDE-L AN

As at June 2020:

% 2020 # 6 " :

Page 19



181

23

41%

20/30 ..

1 countries and 1 autonomous region (Hong Kong).

FRE - Bpiew(HE)

18 countries! information-covered in this paper have established operational
public—private financial sharing partnerships.
BBFMe MEWAFLY LRTIEFR-FART AL I P I

l‘ko

23 partnerships are included in this reference paper in total; including multiple
partnerships within a single country and also trans-national partnerships.

L3 023 BPEB G 7N ALT LYo RE-RRP 2 FEP UM
U E RS R o

|

<

‘3 N

Countries with a national public—private financial information-sharing
partnership account for 41% of World GDP2,

FRES-FNFPEBTAEIP I G RRIE 22 K GDP 2 41%°

20 out of the top 30 global financial centres are covered by a public— private
financial information-sharing partnership?.

ﬁtso BEL Y S? 20 BEIAFUPEBTFAL TP LM G

2 Based on "GDP (current USS)". World Development Indicators. World Bank. Retrieved 15 October 2019.
1295 TGDP(H # 2 ~) o 2 Bgf Bapith o & B 4207 o $75~ 2019 2 10 7 15 p 2 T4 -

3 As defined in the twenty-seventh edition of the Global Financial Centres Index (GFCI 27) published on 26 March 2020. —
https://www.longfinance.net/publications/longfinance- reports/global financial-centres-index-27/

195 2020 & 3 7 26 pAFF 0w 27T warskEgY odpdc (GFCI 27) 2 €& -
https://www.longfinance.net/publications/longfinance-reports/global-financial-centres-index-27/
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Fig 2. Timeline of partnership development:

W2 PpeMicgEReds
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2015 #

2016 #

Mar 2017
2017 # 5 7%
Apr 2017

2017 & 4 %
May 2017
2017 & 574
Jun 2017
2017 &£ 6 ¥
Jul 2017
2017 &£ 7 *
Dec 2017
2017 & 12
Dec 2017
2017 # 12
Dec 2017
2017 & 12
Jan 2018
2018 & 1 ¥
May 2018
2018 £ 5 *
Sep 2018
2018 & 9 ¥
Oct 2018
2018 # 10
Oct 2018
2018 & 10
Aug 2019
2019 & 8 ¥
Sep 2019
2019 # 9 *
Nov 2019
2019 & 11
Nov 2019
2019 # 11
Dec 2019
2019 & 12
Jun 2020
2020 & 6 ¥
Jun 2020
2020 # 6 *

The UK Joint Money Laundering Intelligence Taskforce (JMLIT) (Pilot in 2015, formally

established in April 2016)

BRI L AL TR T 2UMLUT)(A 453 2015 5 T ;4 & 2 % 2016 # 4 7))

First Canadian ‘Project’ partnership initiative launched
:‘ﬁ——i]}“zi—'{rifﬁ "“"i ln’i‘sﬁz\
Australian Fintel Alliance

PR & AR T

The Singapore Anti-Money Laundering and Countering the Financing of Terrorism Industry

Partnership (ACIP)
Ao BRI TFFE TR 28 A P &M R(ACP)

Hong Kong Fraud and Money Laundering Intelligence Taskforce (FMLIT)

-2 gi‘,‘fpﬁ,& L4 3R 1 (T 2 (FMLIT)

Joint Intelligence Group (JIG) Ireland

§F W& R |A (JIG)

The Netherlands Terrorist Financing Taskforce (NL-TFTF)

W E R T ] B (NL-TFTF)

The Europol Flnanaal Intelligence Public Private Partnership (EFIPPP)
VR E e & g TAR o & (T4 B (% (EFIPPP)

The US FinCEN Exchange

TEIWERF RN F

New Zealand Financial Crime Prevention Network (NZ-FCPN)

¥ e d fF & §J° % s % (NZ-FCPN)

The Global Coalition to Fight Financial Crim

FRERE DY

Latvia Cooperation Coordination Group (CCG)

PRl & 1713 B4R (CCG)

Austrian Public—Private Partnership Initiative (APPPI)

By Jla-g 38 & (715 (APPPI)

United for Wildlife - lllegal Wildlife Trade (IWT) Financial Taskforce
I OBA RGP B (W) AR F] e

The Netherlands Fintell Alliance (FA-NL)

¥ JE W & e AE B R (FA-NL)

The Netherlands Serious Crime Taskforce (NL-SCTF)

FWE L P %1 iF] 2 (NL-SCTF)

Germany Anti FinanC|aI Crime Alliance (AFCA)

R ip & f 4= % 75 B (AFCA)

Argentina Fintel-AR

3R R & AT R

The Malaysia Financial Intelligence Network (MyFINet)

5 k@ Iy & g R % (MyFINet)

South African Anti-Money Laundering Integrated Taskforce (SAMLIT)
g 2L g AL 1 7] 2 (SAMLIT)

Finnish AML/CFT Expert Working Group on a PPP basis

WA PPP A#HZ AR/ ETE S fa (TEH

The Swedish Anti-Money Laundering Intelligence Taskforce (SAMLIT)
L R P AR L (7] B (SAMLIT)

(Formal launch in August 2020) Lithuania - Centre of Excellence in Anti-Money Laundering

(2020 # 8 *» X )2 REEFHEM P O
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1.4. What type of information is shared?
14. P A2 TARLSZ

In general, partnerships support two major types of information sharing and respective outputs:

B

PR RERES AL RFAPTALZ I ANEDA R

Strategic intelligence sharing. Public and private members of the partnership co-develop
typologies or knowledge products covering financial crime threats and highlighting relevant
behavioural indicators. Typically, these products do not contain confidential identifying
information about specific suspects or entities, or individual clients or customers of financial
institutions and, as such, do not require enabling legislation. It is generally intended that these
knowledge products are made available to non-members of partnerships and are either published
and accessible online (such as in the US or in Singapore), or are released through non-public
distribution channels to regulated entities (such as in the UK or Hong Kong).

REFFEEI - PEHGDOMP 2 FP R 2 TR EIE D R B AR R T
n#ﬂ#—m FAB R A oMK > DR A A FHIERAANTH S BAE SR
BHEE S LB REOITI O FRERD  GR B SFLF RS
o TEERFOFZEBRE (e ® B 3Tl ) & ﬂ}ﬁ}ﬁjbé}ﬁg ln\;’k%iﬁré =
THEFMAT (GlArhFREAEE)-

Tactical information sharing. Where legislation allows, partnerships have facilitated sensitive
information relevant to law enforcement or national intelligence investigations to be shared with
regulated entities. This information might include the names of specific individuals, legal entities
or other identifying information relevant to a case. Member regulated entities can then use this
awareness of priority threats, from the perspective of law enforcement or other public agencies,
to search their systems in response to that identified suspicion or indicator. Depending on the legal
gateway and format of the partnership, regulated entities can share sensitive information back
with law enforcement either through formal reports or dynamically within the partnership.

FAREHEEE c A2 E0F 2T EIFPEMGRE T BRZECARFEEALE
EAPM AR TRELE R W*%°ﬁﬁﬂ? érﬁaﬂ4~¢Hanﬁ’**%

EARBZ H B Bu TR R T FIML AR FARZE N 2 RE L AR L BAR
2 B ,rz;g:—"%w TFBhT“fi"?"f@b?’\lgvilm?ﬁ,#ﬁhE\l pik et W& TP EM kL2
3@23_} "I/ \ y % E" ?l*}&ﬁ;-a @é‘l"“ |}ﬁvnhm23@_ﬁ; ﬁj;’—é,g\« é‘, ]F%} g1 P\ v‘]g N p“i%’{blz aKFm

/”\—FJ-“ST&.?\F% °
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Fig 3. The nature of information exchange within current partnerships:

W3RFPEMABLTAIELF

The US FinCEN Exchange
R EA DR EIRER &
Joint Intelligence Group (JIG) Ireland
T F WA A B (IG)
The UK Joint Money Laundering Intelligence Taskforce (JMLIT)
BB E e FERa (T 2 (JMLIT)
The Australian Fintel Alllance
B & AR B
The Singapore Anti-Money Laundering and Countering the Financing of
Terrorism Industry Partnership (ACIP)
Al AR AT F TR RS R A P M R (ACIP)
Hong Kong Fraud and Money Laundering Intelligence Taskforce (FMLIT)
B kR FEERE KR L TT] B (FMLIT)
The Netherlands Terrorist Financing Taskforce (NL-TFTF)
R E R T ] B (NL-TFTF)
The Netherlands Serious Crime Taskforce (NL-SCTF)
FRE S e %1 (7] & (NL-SCTF)
The Netherlands FinteII Alliance (FA-NL)
JF B & AR 5 B (FA-NL)

Tactically focused
Wi & BE

Tactical and strategic
intelligence co-
development

P2 Juk FRaR &
T B

Latvia Cooperation Coordination Group (CCG)
PRI & TR B4 (CCG)

The Malaysia Financial Intelligence Network (MyFINet)
B k& I & 47 % (MyFINet)

South African Anti-Money Laundering Integrated Taskforce (SAMLIT)
% 2LEB P IR £ 1 1F ] 2 (SAMLIT)

The Swedish Anti-Money Laundering Intelligence Taskforce (SAMLIT)
WL R P AR 1 F] 2 (SAMLIT)

New Zealand Financial Crime Prevention Network (NZ-FCPN)

f @ B & § e % 1705 4 (NZ-FCPN)

The Europol Financial Intelligence Public Private Partnership (EFIPPP)
@'K?“"ﬂ'I%“ﬁ&.?fﬁ“« & e iTaR 2 & (745 B Tk (EFIPPP)

Strategic, with some
support to tactical

ez(izang; s agenn United for \é\/ildlii;e . lllegal Wildlife Trade (IWT) Financial Taskforce
’ x~ FRT¥ > 5k, A _ 2k Eg 5 He S . AN
E?\W;fi%fs : T f R LTS R 3 b (IWT) A T e
Finnish AML/CFT Expert Working Group on a PPP basis
SWAY PPPAHZ KD/ FTEE 7O (TR
Lithuania - Centre of Excellence in Anti-Money Laundering
ZRREGFAIEF Y S
Strategic intelligence Argentina Fintel-AR
co-development only PPl & AR 1541
'E”i‘g g AR 6 1T Germany Anti Financial Crime Alliance (AFCA)
w B . DR '
R ie & p e 5 B B (AFCA)
Austrian Public—Private Partnership Initiative (APPPI)
By Jla g 38 & 115 & (APPPI)
Canadian ‘Project’ Initiatives to Combat Financial Crimes through
Partnerships
e E A BE M AT &R B HE R
Strategic / Policy The Global Coalition to Fight Financial Crime
s /5 i I RSy T
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Partnerships vary in terms of their legal basis, their membership structures and their financial crime priorities
and objectives. They also differ in the format of how they meet and exchange information.

¥ Faé chE EAAH S R ‘if]»&u z 4?[?1&36 RBEAEIEZE PE R L AR o ,"Lg ol L
S )i PR e o

In relation to the partnerships covered in this paper, there are three major types of partnership format:
A B EZ PUM AR T ZEA N

1. Co-location of analysts / Secondment model — In this format, public and private sector analysts sit side by
side, typically in dedicated office space, and work collaboratively in real-time to support partnership
objectives. Often, co-located analysts from the private sector are restricted from sharing information that
they are exposed to, by virtue of their participation in partnership operations, back with their home
financial institution.

1 A4 B £ BP0 RBHN- b s 0 DA NP A4 AR B h - A AR e -
ByeES 2 B 1A TpEEL lr)&},\%; LR AP e W o 2 HrP kp AR e 47 A Bl ¥
FEAG I RGP I GH v F e A B ERBEA 3 H TP UM RE TR TR

2. Convened meetings with non-permanent membership, at the direction of the FIU — In this format, the
FIU convenes the partnership on an irregular basis with no permanent membership from the private
sector. Meetings typically focus on specific cases or financial crime threats, and membership for each
meeting or project is chosen in response to the case at hand.

2. L_ﬁﬁﬁl“*‘#?" M#ﬁiﬁr_‘ﬁ' EARAER R ER-2 B 0 ApiiY o3 T L BRI
EREFEH - GRUNBANPABER IR S D> 12 RP HF 3 % 0| ERF -
IR N L EHE

3. Regularly convened meetings — In this format, partnership members convene on a regular basis, but do
not co-locate for a prolonged amount of time. Participants involved in meetings in this model are typically
more senior, than compared to co-location models. In contrast to co-location models, in general, private
sector members of regularly convened meetings have the opportunity to share the information that they
receive during the partnership meetings, back to appropriate colleagues in their financial crime
intelligence or risk function at their home institution.

3. THLRER-MHS PUMASTA TN LIEER B2 §LEPFF R RS « 22 F oS0
A BB TR GRS F ECTE RS A 3 o K (TR 2L RS

’Lw;ag@mmeAﬁyﬁga‘%%'wﬂg@ﬂ%&ﬁfAm’jzwag

T &R N AR A R RIVP

W

m

F_‘- -qu\.
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Fig 4. Formats of information exchange in current partnerships:
WA RF &IEPLFTRTH2AN

Co-location of analysts / The Australian Fintel Alliance
Secondment model I BN E AR
A3 AR & e iR B The Netherlands Terrorist Financing Taskforce (NL-TFTF)
I FWF R F] B (NL-TFTF)
The Netherlands Serious Crime Taskforce (NL-SCTF)
I JF B £ % )@ B 3 f% /] = (NL-SCTF)
. The Netherlands FlnteII Alliance (FA-NL)
7 B & F AR 75 P (FA-NL)
Convened meetings with non- I The US FinCEN Exchange
permanent membership, at the EFRERFERZEF
direction of the FIU Latvia Cooperation Coordination Group (CCG)
B ERAEY sl T PR & T B (CCG)
SRR
Regularly convened meetings ;I'he Europol Financial Intelligence Public Private Partnership
EFIPPP)
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TR R BB e b R ITAR 2 45 & (Y5 & B R (EFIPPP)
The UK Joint Money Laundering Intelligence Taskforce (JMLIT)
H R K AR T 2 (MLT)

The Netherlands Fintell Alliance (FA-NL)

7 W & P aR B R (FA-NL)

The Global Coalition to Fight Financial Crime

L RS2

Joint Intelligence Group (JIG) Ireland

§ W& HaF mRY (JIG)

Canadian ‘Project’ Initiatives to Combat Financial Crimes
through Partnerships

e X BEY M R A e B RS

South African Anti-Money Laundering Integrated Taskforce
(SAMLIT)

B PHE P I £ 1 (7] 2 (SAMLIT)

Hong Kong Fraud and Money Laundering Intelligence Taskforce
(FMLIT)

BB F T E B IR 1T B (FMLIT)

New Zealand Financial Crime Preventlon Network (NZ-FCPN)
& W & FRI° % B in 5 (NZ-FCPN)

The Singapore Anti-Money Laundering and Countering the
Financing of Terrorism Industry Partnership (ACIP)

A AR I EEF TR 28 E F 3 LM % (ACIP)
Finnish AML/CFT Expert Working Group on a PPP basis
WA PPP AHZ AR/ FFTREE FO TEHH
Argentina Fintel-AR

FrRie & b A 4R

Germany Anti Financial Crime Alliance (AFCA)

LR i & p e B 5 B (AFCA)

Austrian Public—Private Partnership Initiative (APPPI)

B3 2§20 £ (715 3 (APPPI)

The Swedish Anti-Money Laundering Intelligence Taskforce
(SAMLIT)

THE R P H IR L (7] & (SAMLIT)

The Malaysia Financial Intelligence Network (MyFINet)

B k& & & fRF4F 4 (MyFINet)

Lithuania - Centre of Excellence in Anti-Money Laundering
FHREEEP B

1.5. How are AML supervisors involved?

1.5 &P FILE WM I 2222

Partnerships differ in their organisational composition, including with regard to the status of AML supervisors
in partnerships.

EEPEM G eR S LAl CRETPEH G PR E FHE LB 2o

Some partnerships refer to the importance of AML supervisors being members of the partnership. Such
membership can help ensure that the AML supervisor has a comprehensive view of the AML/CFT system and
that supervisors are comfortable with the nature of information-sharing occurring within the partnership. To
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an extent, supervisors have an opportunity to encourage and incentivise the use of partnerships and can
resolve uncertainties by issuing guidance or other communications about their expectations. Further,
supervisors have a system-wide responsibility, beyond partnership members. As such, they can help ensure
that valuable learning, being generated within partnerships, is shared with a broader community of regulated
entities outside of the partnership.

M & vy M RkAT 74 ,;a&;ﬁ’?—gpk; EIEP UM Bz S EanE R o e R Lo TRk
PHARE T A HPHER/F R FTRBMAL ] 2590 B EO X HE TP LM GBS e FLT
2%#3@5'1‘}%,& chFEARARL CEEHT %é\ig%i/rﬁ’vi,ﬁfé%%fi'&%ﬁﬁif“ QU R SRR
éﬁéﬁﬂﬁﬂﬁ%%ﬁaﬁ°“4’Eﬁ%é¢$*€ﬁ%ﬂﬁﬁ$ﬁ 2R AR R FE o T
TE N ERG P EOFY AP R A2 > 2 AP Rt B RT E R R L

W "E LR o

However, supervisors may also have a ‘dampening effect’ on information sharing within a partnership.
Regulated entities may experience an increased risk of regulatory compliance enforcement action if the AML
supervisor is party to the information being exchanged. There is a risk for regulated entities that information
and openness about their exposure to financial crime risk, which may have been shared in good faith to
support a law enforcement investigation of underlying crime, may then be used in a regulatory compliance
enforcement action against them.

Ba o EEFTVARAAPERGY mR I AL TREDUE ik BIIARE FF LB THE
%i’ﬁg?ﬁ%ﬁ?ﬁﬁiﬂmffﬁﬁﬁm oo MR E A T %*EWPﬁ&%%%ﬁ
FHMEOR VR EFAAFRZEICHAAFEPLE > a LPLLDLFT > T an §AI* WEHT P
mzzéﬁdﬁ Wiz FH o

This balance in the role of supervisors is a principal issue to address in the design of a partnership; in line with
national circumstances, respective priorities and stakeholder perspectives.

FERN AW BEATABELYE LG JITM G IRE TF YA DT EARPPEM GDLL
Hag -

Table 2: Different partnership arrangements for supervisors, FIUs and law enforcement agencies:

FALIEE **;ﬁz N ﬁﬁéﬁ—é‘}?:’ LR HGEBMANE TP LR R A BR

Supervisors participate as permanent | Supervisors do not participate as
operational members permanent operational members
N LS R nakit ol N EPFIEtaAgaafim
« Austrian Public—Private Partnership + Joint Intelligence Group (JIG) Ireland
Initiative (APPPI) - S F S FIR B (IG)
FIU-hosted o By flafINE & T IER(APPPI) « Latvia Cooperation Coordination
partnership (where | . Finnish AML/CFT Expert Working Group (CCG)
the FIU is not also Group on a PPP basis < AT & T B (CCG)
the AML supervisor) | . :Cjf A+t PPP A d# 2 & #1/47 | -+ The Netherlands Fintell Alliance (FA-
ERFEY A FELL 7 (TEH NL)
FIEPEM (T £ | . south African Anti-Money © 7 W& R AT AR B R (FA-NL)
iR Y ¥t Laundering Integrated Taskforce « New Zealand Financial Crime
BEIEBFFE B (SAMLIT) Prevention Network (NZ-FCPN)"
—gp:ffr) - RZREPHIFELIT ] B « =T &) B ik (NZ-FCPN)Y
(SAMLIT)
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The US FinCEN Exchange
FRERPRPZEF

The Australian Fintel Alliance

S & Fb AR T R

The Malaysia Financial Intelligence
Network (MyFINet)

B k& I & ghf4R e (MyFINet)
Argentina Fintel-AR

FrRie & f R B

Canadian ‘Project’ Initiatives to

Combat Financial Crimes through
Partnerships'

b § X BB LM G A

L

N/A

EN

The UK Joint Money Laundering
Intelligence Taskforce (JMLIT)
RS R IR T 2 (MLT)
Hong Kong Fraud and Money
Laundering Intelligence Taskforce
(FMLIT)

{ikF FEHRE BRI T
(FMLIT)

The Swedish Anti-Money Laundering
Intelligence Taskforce (SAMLIT)

WL K FIEFL T e
(SAMLIT)

The Europol Financial Intelligence
Public Private Partnership (EFIPPP)"
B E e g R o £
¥ X BE 4 (EFIPPP)

+ The Netherlands Terrorist Financing
Taskforce (NL-TFTF)

- FWFEIL ] 2 (NLTFTF)

« The Netherlands Serious Crime
Taskforce (NL-SCTF)

« JFWE L e % i% ) %2 (NL-SCTF)

+  The Singapore Anti-Money N/A
Laundering and
Countering the Financing of
Terrorism
Industry Partnership (ACIP)

s FThBEEFHITEFETHER e
.?%U};‘;%%’} i % (ACIP)

« Lithuania - Centre of Excellence in
AntiMoney Laundering

s THREEBBHIEMY

ED

1.6. Are partnerships specific to a single legal tradition?

) k4 24 _}' ]
16 P EMBEEL S H- 208 ?
From 2015 to 2017, public—private financial information sharing partnerships tended to be established in
‘Common-Law’ jurisdictions. However, in recent years, a significant number of civil code (or civil-law)
jurisdictions have also established partnership models.
J€.2015 # 3 2017 & » 2-F 30" R TR SR TR MR 2T A Pz PEEEwRED o KRa o
FEKR AP SN E(R I HE PR ERS 220 PR R .
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While there are important distinctions in a civil code framework - including incorporating the role of

prosecutors - both tactical and strategic-level partnerships have successfully become established within civil
code jurisdictions.

BA AR AFETELERFN CRACRRET DE O R TRIFE KL R G g TP R
Mihe bt s P2 ERA S0E
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Fig 5. Partnerships by legal tradition
W57 FizEGnms (T ik

Common-law legal tradition
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Common-law origin, civil code
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(With tactical
information sharing)

(25 Wirf s )

Civil code legal
addition
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(Strategic
intelligence co-
development only)
(W4 R Fasr
#E)

—

\
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The UK Joint Money Laundering Intelligence Taskforce
(IMLIT)

BRI LK AR (T 2 (MLT)

The Australian Fintel Alliance

SV & AR T

The Singapore Anti-Money Laundering and Countering the
Financing of Terrorism Industry Partnership (ACIP)

i;rélcpk)i B EETRN Eﬁ#« AEY LM %

Hong Kong Fraud and Money Laundering Intelligence
Taskforce (FMLIT)

AR FEHE &R T 2 (FMLIT)

The Malaysia Financial Intelligence Network (MyFINet)
& k& I & p 537 % (MyFINet)

The Netherlands Terrorist Financing Taskforce (NL-TFTF)
W TR T ] 2 (NL-TFTF)

South African Anti-Money Laundering Integrated Taskforce
(SAMLIT)

B 2L B £ 1 7] 2 (SAMLIT)

New Zealand Financial Crime Prevention Network (NZ-
FCPN)

B F B & FJ° 3% B s 4 (NZ-FCPN)

Canadian ‘Project’ Initiatives to Combat Financial Crimes
through Partnerships

UE SRR AT BrEss s & p e B3R IE R
Joint Intelligence Group (JIG) Ireland

§ [ & AR B4 (JIG)

The US FinCEN Exchange
FRERPFENZF

The Netherlands Serious Crime Taskforce (NL-SCTF)
FWE~ % e 2 (NL-SCTF)

The Netherlands Fintell Alliance (FA-NL)

7 & BRI ER B P (FA-NL)

The Netherlands Serious Crime Taskforce (NL-SCTF)
FWE A % e 2 (NL-SCTF)

The Europol Financial Intelligence Public Private
Partnership (EFIPPP)

T g g AR o f £ 14 B 2 (EFIPPP)

The Swedish Anti-Money Laundering Intelligence Taskforce
(SAMLIT)

WL EE P HIFIRL (7] 2 (SAMLIT)

Latvia Cooperation Coordination Group (CCG)

PRI & TR B4 (CCG)

Finnish AML/CFT Expert Working Group on a PPP basis
WA PPP A#HZ AR A/ FFTEE RO TEM
Lithuania - Centre of Excellence in Anti-Money Laundering
THREEFPIEFY

Argentina Fintel-AR

GRAEENE 78 =

Germany Anti Financial Crime Alliance (AFCA)

BN i & f 1o 2 5 2 (AFCA)

Austrian Public—Private Partnership Initiative (APPPI)

BE ]2 30 & (%5 2K (APPPI)
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2.1. Which threats have been prioritised by partnerships?
21. R¥ 3 EFPEMBRLELY Rehw 2

Out of the 23 partnerships covered in this report, 15 have specific financial crime threats as stated priorities or
as defined themes for strategic intelligence co-development.

AT ILEP23BH LRGP 15 BE FLhegmpmrkw PoTE R FREFREF AR LBEL
FASETLAH -

The following table indicates the nature of that threat prioritisation. The threat prioritisation below is not a
comprehensive record of all partnerships’ activity, but outlines a level of defined priorities agreed and
described by the partnership. Partnerships may engage in tactical cases that cover a threat outside of their
strategic priorities.

—fz\;fﬂ lw‘*%"" ';E;w ST P ALY g g T M TR 2 Se o A PR B TR
LR T e A2 AP EG c EIFPEIHETRENHE B FHREERLAFR P2 S

|y

Each partnership priority below represents a significant marshalling of resources. For each threat, the
respective number of partnerships have convened - typically - the largest relevant financial institutions
together with public agencies to improve understanding of the threat and to enhance the effectiveness of
efforts to prevent or disrupt that threat.

TR E B LM fg.;b]%*&@é 210 ERDFTRES o HWE - AP
SR B AR R A R R R P IR T RF RS
Moo

Fig 6. Partnership designated priorities in June 2020 (number of partnerships stating respective priority)

$16.2020 & 6 ? £ T} M g XL BPAEH(A YA E BAFF NS (TR M ki)

& F% AR R T R
Et Z ‘f?’" ¥4 L’J’JF 3T
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Number of partnerships
Financial crime threat prioritising this threat

£ b RS BAT AL P
S S

Terrorist financing 7 & 8

Tax evasion ¥ fi

Drug trafficking = &

Fraud 37 3¢

COVID-19 #7354 s & ™ i

[S2 B N2 B O B O B @) |

Professional money laundering groups,
including “Laundromat” schemes

Corruption # &

Human trafficking A v px:&

Child exploitation 23§ #]¥

Virtual assets ¥ 7 A

N W W ||

Casinos, real estate and high-value goods
Eﬁb‘% CAEAE R ER A
Illegal gambling 2% EJF‘TE"

Proliferation financing # E#itf 7

Violent crimes % # J° %

N ININN

Misuse of legal persons (shell companies
and trusts) % 2 A AR (RSP Z

%3)

Trade-based money laundering 2
R RRY S Giis.
Wildlife and environmental crime 2
LES T EE

Money remittance 2
Py

FinTechs £ [ es

Illegal mining proceeds 2t/% $x 7

Capital markets F * 7 3-

Organ Trafficking % F pxi&

RlRr|(Rr|Rr |k

Chinese organised crime * B 4 ’E‘T%“ 1= B

2.2. What impact has been achieved at the tactical level?
22. Rk o A2 2 BPE @2
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In 2020, to varying degrees, public—private financial information-sharing partnerships can demonstrate
benefits of partnership working in terms of:

£2020F » 2FIPARTALIPEMGT WS L TP I AT T RARRL BE

* Anincrease in the number of suspicious reports addressing threats prioritised by the partnership;

c LTPP M AR L BAR S P2 T AL B A 4

*  More timely and relevant reporting in response to active investigations or live incidents;

o AP {AMOEL > UwRIFAENDT AF L nF L

* Improved quality and utility of suspicious reporting; and

s RBVAEFLZEFTE R Uz

* Improved law enforcement outcomes supporting investigations, prosecutions, asset recovery or other
disruption of criminal networks.

s HRIREDND AHF FAVALSE S FFRRERIAZESE -

The following qualitative outcome benefits have also been cited by partnership participants:
TR O R TR II T R kel E

The development of a more collaborative and constructive relationship between relevant public

agencies and regulated entities;

s BMORNPUEIXTEINMTZ L L EITHEERPELFRE

* Heightened risk awareness in the private sector, including through the development of alerts and
typologies; and

© RBFUMPORGLE S RBEH IR LR AR A

* Increased understanding in the public sector about complex financial issues or services and their
vulnerabilities to abuse.

o KA FNEOATR AR AL  PRIFE PRI P A RIE 230 fF o

Details of individual partnership outputs and impacts can be found in the annex to this report.
BEEFPEIMGNE N PE2L F 0T AT SR A2 FiE o

It should be noted that measuring the value of an intelligence collection process is inherently a very challenging
process. Qualitative impacts can be difficult to measure. Law enforcement or criminal justice impacts can take
many years to materialise. More broadly, the full value of strategic and, even, tactical intelligence can mature
over a long period. Users of intelligence may also fail to report back to producers of intelligence what value has
accrued.

R R R PE FE
BT E o 3 é«ﬂqii =
A BGEAR A - BpF

FR L ERAZBE > AFFE - B2EY L PR o T RS
é% FhdE 7 FERIESEFTR - LRAEAKRE ) Rien FHEd 2
Ficd ¢ %ki’t R F VAR FHBEH P RA AL L FE
Accordingly, partnerships vary as to the way they measure performance and impact. In 2020, the UK, Hong
Kong and Australian partnerships stand out in terms of the detail and breadth of the quantitative performance
indicators that they record, with the latest available data set out below.

Flt o ETEP UM AR O N A 24P o 22020 % 0 R~ A E RN G IEY LR 0
Horedhz G oefpih m&@ 2 R 6 0 2R 0 BATF F T4 o

Table 3. Quantitative indicators of impact of public—private financial information sharing partnerships

23 2fRFERTARIZIETPEN BRI BFTHE
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Quantitative indicators of impact

BEECHE

750 cases*; £56m in asset seizure or restraint; 210 arrests; over 5,000 suspect accounts
linked to money laundering activity identified by JMLIT members that were not
reviously known to law enforcement (leading to closures of 3400 accounts by financial February 2015
institutions); and 49 Alerts (strategic intelligence products) produced. to June 2020
750 #]* ; 5600 § &4 enF A dof & U4 5 210 A Ak 5 A2iE 5,000 B2 E B 2015 £ 2 ¥
LG (T 2 f FEnane&iBd iR T SRR S o @ ipitE U S % 2020 £ 6
S ‘thf TP Arde (R ERPBHMF 7 3400 B 2 )5 fr49 B E R (Fog fiaF 1

&) A4 o

320 investigations initiated through private sector members. AUSTRAC describes Fintel
Alliance intelligence as contributing to the arrest of 108 persons of interest; the closure

. . . . - July 2018 to
of accounts of in excess of 90 high-risk customers; 87 potential victims identified or June 2019
Fintel protected across all operation activities; and over 2,500 credit card identities protected 2018 & 7
H f fraudulent abuse. .
LUICHELg "o Irauduient abuse. . e e e 12019 £ 6
:’Eﬁ’%—fgﬁﬁﬁ ml@‘f‘;“ﬁ%\ﬁg&d&mﬂoﬁp’%ﬁ °}$7+'~&;i§ﬁlz5*% '“4727‘ ﬁﬁﬁ’rﬁftﬁ g
THE 2 AR B4 108 AP A R S MBPARE 0O BBRGE SRS L A
AR k/r‘f’v‘:‘ FRBA LT 87 LA R T F 5 UE 2500 5 R4 LB
2 I" rﬁ“ °
108 cases have been presented to FMLIT, leading to the identification of 8,162
Accounts, 379 persons and 513 companies relevant to investigations (previously
unknown to police). $646.8 million HKD of assets have been frozen, restrained or S AT
confiscated; $105.6 million HKD of loss to fraud has been actively prevented; 250 ay ©
. . May 2020
persons have been arrested; and 16 prosecution cases have been achieved as a result 2017 & & 2
of FMLIT information sharing. .
3 2020 # 5

108 1 & b4k % *’é/ﬁﬁprﬁﬁni SRR T s KA SRR SR A 2
8,162 Mk = ~ 379 % 4 F - 513 ﬁé (¥ % 2wk ). 6.468 Rk~ F A4
A~ PR e 5 1.056 ik et AT A JE F AR R GTERE 5 250 A AR S
WARAEF R RKNFL TP EL T T ¢ R 16dzdei R 2 o

2.3. How has reporting from the private sector been enhanced?

2.3. P2 F L drir 4 5g?

Measuring improvements in the quality of relevant reporting from the private sector can be challenging.
However, some quantitative data is available to indicate the level of improvement. This data typically comes
from countries where the national FIU has a role as an intermediary to assess the quality of reporting from the
private sector, before disclosing only relevant and actionable intelligence to law enforcement agencies from
these raw reports.

FRFIM ML S LEL PR - L E ,Lg@; B L AT » SR THARD Kp
Ty e R s a G2 S
M IRBE AR T TR T2 RAsEER o

4 Referring to ‘Section 7s’ of the UK Crime and Courts Act 2013.
%% 2013 #EEP k2 i TR Ts & e
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As an example, in the Netherlands, between July 2017 to June 2019, the Terrorist Financing Task Force (NLTFTF)
resulted in 300 transaction reports from the private sector. Compared against the national average for such
regulatory reporting, these reports were 6.4 times more likely to contain disclosable intelligence to law
enforcement agencies.

blde o Jafg 22017 £ 7 % 12019 &6 P PR FEL
2 oo B AR 2 2RO AR R AR L R

fe] e (NLTFTF) 4 (% 300 & % p *+ 430 e B
T ESHEE L FHETAF 647

In the case of the Netherlands Serious Crime Taskforce (NL -SCTF), between October 2019 to June 2020, 195
transaction reports were filed by relevant financial institutions. Again, compared to the same national average,
these reports were 9.6 times more likely to include disclosable intelligence to law enforcement agencies.

VE R E A e S 2 1) B (NL-SCTF) % &) » 2019 # 10 * 3 2020 & 6 * # ' > 4p b & it 2 7 195
PREFEL o B EI2RTEREp S BERLEET - N BHBB L EET B 0.6 B o
Quantitative output and outcome measures are also emerging with respect to the strategic intelligence process
of producing alerts or typologies, and the corresponding impact on reporting from the private sector.
ELANZRE 327 mAd Bl R HRERRE DY HPNMPRLEIRLIPE -

Table 4. Partnerships’ rate of production of strategic intelligence products.

246 EMAREFFEFL 2 A5

Strategic intelligence, typology or Alerts produced Time period
R - EF242 PR

49 ‘JMLIT Alert’ reports co-developed and shared with the private February 2015 to

sector June 2020
49 B IMLIT BT R L NP2 L g EZ2 4 3 2015 & 2 ? 3|
2020 £ 6 *
TR 4 typologies or practice notes form April 2017 to
P ) T4 4 76253 AW A 22 Jun(/a 2020
- ' 2017 # 4 * 3|
2020 # 6 %
May 2017 to
11 typology alerts disseminated May 2020
FF 1L AR E T 2017 £ 5 * 3]
2020 £ 5 *
AFCA Jan 2020 to June
KA s & 5 typologies / indicator products produced 2020
J° B T 5% A/IptRAr AN 2020 & 1 * 7|
2020 # 6 *
Project January 2016 to
IETIES 5 strategic projects with indicators published December 2019
IR FApth SE R RIE 4 2016 # 1 * 7|
2019 & 12 *
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March 2019 to

6 typology reports March 2020
6 fE%E 3| 3F 2 2019 & 3 ¥ 3|
2020 # 3 ¥

The Canadian typology co-development initiative Project Protect was launched in January 2016 and focused
on developing and distributing risk indicators of human trafficking. FIU data indicates that the public—private
typology development project resulted in a four-fold increase in the number of human trafficking Suspicious
Transaction Reports after the first year of the project. In terms of quality indicators, these reports saw a fivefold
increase in the disclosures by the Canadian FIU of actionable intelligence to law enforcement agencies.®

e £ SRR R P R ERIRE R 2016 E 17 frd 0 BOARIRTE S SEA U R E ‘éﬁa‘ﬁ%% ° BN
WO BRI AR - B S FNPAE B P AS A TR B2 TR L RS i
B e B ARFTES 0 0 £ EppirdRY o {2 PG T F—gr;j‘a»sg TR

Other examples illustrate the quantitative link between a partnerships’ thematic strategic intelligence work

and reporting from the private sector. In the UK, trade-based money laundering (TBML) was identified as a

challenging financial threat to detect and was designated as a priority area for JIMLIT Expert Working Group

analysis and typology co-development. JMLIT TBML typologies have been credited by the NCA with supporting

a 20-fold increase over a three-year period in relevant suspicious reporting, from eight reports in the first

quarter of 2015 to 163 reports in the first quarter of 2018.°

H )+ 3P & T’F%é R TRz A R R xrﬁf IR IR L 2 [ ang it 931;’3?» R lﬁ_ﬁ“ "

g (TBML) LS 5 32 S5 Hp5 2 & F PRLeng i &0 £y 25 # mw/we rifm i€ J

i /Hfr& A X R B F 2 BAAES o NCATRE ZRIBEEKITIFL T/ 3k = TBMLEE AP M ¥ R 37
ZEHFR AT 20 B > K 2015 & F - T8 (IR H 4P| 2018 £ ¥ - F5:1163 uv\i’ﬁ

In Australla, Fintel Alliance work and engagement on the use of financial intelligence to identify child

exploitation has led to a 580% increase in the filing of suspicious matter reports over the comparative 2-year

period prior.

0L EFRTAFTSE Y &R AR UGB RN 2E 2 7R 8 REBRZFTREEHFL PRI

A K 4e 7 580% o

Performance data and the issue of how to measure the impact of partnership activities remain a key

development area of partnerships in general.

FF 2o mE PUM RER LR EORIE ) AR WAL TR UM G2 T EAR

2.4. How have partnerships responded to COVID-19 threats?
2.4.%& T3 & B thdo @ 5 COVID-19 thad 2

Partnerships reported the following actions to respond directly to COVID-19 financial crime threats.
& P35 44 7 E #& %]k COVID-19 & f J= B "%"w'“r:}atﬁxij‘z'rﬂ,%%;;

5 The Financial Transactions and Reports Analysis Centre of Canada (FINTRAC), ‘FINTRAC Tactical Intelligence: Project PROTECT’,
<https://beta.theglobeandmail.com/files/editorial/News/0219-nw-na-trafficking/PROJECT-PROTECT.pdf>, accessed 29 December 2018.

kX & fE 5 frdf £ 245 ¢ o (FINTRAC) » “FINTRAC WAFIAR ¢ R 4]” - <https://beta.theglobeandmail.com/files/editorial/News/0219-nw-na-
trafficking/PROJECT-PROTECT .pdf> + 2018 & 12 * 29 p -

6 UK National Crime Agency (NCA) data presented at the FFIS 2018 Conference of Partnerships, 22 June 2018.
2018 # 6 % 22 P A FFIS2018 & & i£45 & § 3k #& 2 ehi W 7J° % ¥ (NCA) ¥y -
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UK National
Economic
Crime Centre
(NECC)
Al
(NECC)

Australian
Fintel Alliance

B & T AR
B3

Singapore ACIP
Fric ik
1 E”E-*'r{f ’;1‘( 223
Nrm%ai
A

FinCEN
Exchange
EN - o ie B
ELRER S

COVID-19 adaption

COVID-19 2_ F) &
A new ‘OTELLO COVID-19 Fusion Cell’, led by the NECC and co-sponsored by the private
sector, has been established to bring together experts from across sectors — including the
financial sector, insurance companies, trade bodies, law enforcement, cyber industry and
wider public sector. The Cell aims to rapidly share information on changes to the economic
crime threat related to COVID-19 and to proactively target, prevent and disrupt criminal
activity, protecting businesses and the public. The COVID-19 Fusion Cell convenes weekly
to discuss the economic crime threat picture related to COVID-19, underpinned by smaller
tactical groups focused on specific threat areas. The Cell produces a weekly public—private
threat dashboard, including high-level SARs trend data, to inform areas for proactive
tactical development and disruptive action.
e 0 e SR L N -f‘ S e ’;?‘W* & ¥ — i ¥7¢7"OTELLO COVID-19 & iT H
ERETLAFRPRFO P RARAE CWEST C FERM NZBH - »
FAXNUE QRZNOINMAE - 22H 2 p R 5 K & % 22 COVID-19 4p B S5 iA )
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At the time of preparing this study, Fintel Alliance is currently focusing operational efforts
in support of the Australian Government response to the COVID-19 pandemic, working
with industry partners to enable assistance to be provided to impacted groups in the
community while mitigating the risk of fraud.

IAFPIFELL > EREFEHE D F LR RN T COVID-19 £ 2 i
T SHAEP LI REHEHES 2 LR PRMA T FERERD
xﬁ °

ACIP members discussed their adaptation to the operational challenges posed by
COVID19 and steps taken to mitigate the impact on their AML/CFT effectiveness. The key
insights were compiled in a practice note, which was shared with banks in Singapore. The
practice note complements other relevant guidance and advisories, including a joint Alert
that MAS and CAD had issued on emerging AML/CFT developments relating to COVID-19
and typologies.

PHIARFFFFTEAEY T e o= R3temH 74k 7 5] COVID-19 2 & Tk 2
ROUOHP AR/ ETRLG P o %twbk®¢?ﬁﬁﬁ
FBELEATHRH 2807 - F FEEA LT A AR5 2 2R ¢ AT $§ﬁg
TR A RTAcBL B2 2 T FRIN4H4 COVID-19 4p M AT 41 & /4 F FREFE 2 511
T L R ERL .

s T

Between March and July 2020, FinCEN published three notices related to COVID-19
threats and responsibilities of financial institutions regarding COVID-19; one Advisory on
Imposter Scams and Money Mule Schemes Related to Coronavirus Disease 2019
(COVID19); and one advisory on Medical Scams Related to the Coronavirus Disease 2019
(CoviD19).

%2020 # 3" 3 7 "2 EA DA 'Jé%”}“'#iﬂ']&?%? COVID-19 = % % EA 5

M2 F i R F 5 5 - RIM ST COVID-19 2
BIBE COVID-19 ¥ 3682 2 3k dn 5] -
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JIG Ireland
EREWMEN
3R B 58 (JIG)

A specific operational theme was established to deal with COVID-19 related crimes,

including to monitor activity pertaining to certain businesses and commercial entities that

were purported to be closed as result of the COVID-19 lockdown Government restrictions.

N FEH R COVID-19 4p BE o B > ¢ 35 F # B F] COVID-19 4135 4| @
PR EEFEFT MBS -

Hong Kong
FMLIT
BiEF T2

B i
| & (FMLIT)

German
AFCA
RS &
Je B B pA

Austria
APPPI
B3] 2 F 38
P & i g
(APPPI)

FMLIT has implemented an Operation Priority "COVID-19 related Deception", which

focuses on the following five areas: -

Fieghs g1 (e e FHLFd TCOVID-19 M Fh o ¢ 57 7|3 4R 8
Raising awareness — (The dissemination of Alerts for sharing of information and
typologies related to fraud linked to COVID 19.)

. AT R (FEEF L A 3 8 COVID-19 Ap B 3Egh2 T2 41T o)
o Case-based Intelligence Exchange during Operations Group Meetings — (Cases

related to COIVD-19 deception and scams are tabled for discussion during
Operations Group meeting to strengthen the detection capability.)

. FITRAR € Rk b2 F4R-(11 & COVID-19 4p Bf 2 374k %
2B CEA §H L HHEAL s it )

Fe g ] 1F

J Situation Appraisal — (An information brief outlining COVID-19 related deception
situation in Hong Kong was compiled by the Hong Kong Police.)

. F A 41-(4 8 &> 4 54 B & COVID-19 4p M 2 vt 4f & )

J Knowledge Sharing — (FMLIT members are invited to share their experience and

good practice in response to COVID-19, either during thematic presentation or in
the form of guidance papers.)

o wEA (ARSI HE ARNAEDL (T 9 | BEDAH RS 45
s s &R R COVID-19 2 S5 % 4551 o)

o Publicity — (Anti-scam messages and publicity campaigns through Police and
various social media platforms.)
o OB M- (K g’r,sﬁn;‘% LA FWEEES 2 LA FRET LEF o)

AFCA published a common paper on financial crime threats and risks related to COVID-
19 in Germany.
e & pk e B B

BEFAMRE COVD-19 AP M &R B S 2 L G2 472 -

The Austrian FIU established a new working group created to focus on COVID-19
specific threats, involving the Austrian Chamber of Commerce and the Austrian
Financial Market Authority.

li’%ﬂfgﬁﬁﬁ—ﬁgc’ R 2= B FTena (' » ¥ £ *% COVID-19 2

| B B
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Due to the COVID-10 pandemic, when physically co-location was not possible,
operations through the Fintell Alliance have continued using secure online tools for
communication. Based on inputs from public and private partners, the FIU-NL
distributed an advisory with specific COVID-19 red flags, based on the experiences of
ST IIEL W relevant public agencies and private sector partners.

-NL F1% COVID-19 £ ff > A2 EFFHM I 2 Ly > ARETHMP 2 F v v R
ﬁﬁfﬁﬁﬁ‘%iﬁ FEE DR 1 E R UEFF LT AN “—vf‘»*‘”’”%é BB Ry 4 WA
LoUNTNNNI 5 3F ¢ o A AR B RO R 2 AR L W ahig s 0 ¥ L 4 COVID-19 2
f g iR =

Europol has been monitoring the situation regarding COVID-19 in the following ways:
B E e FiE T 258 E g COVID-19 2 iR

o As an information hub;
° T4 ?;m ¢
o Providing operational and investigational support in diverse areas, mainly

online fraud, cybercrime, counterfeit goods and against attacks specifically to
healthcare facilities;

. REARAFLEFTEIAE2 LH IR IAIFHCRRFPE -FREF
LB A FE R S

o Coordination of different prevention campaigns on social media addressed to
the general public; and

c BE LA Y 5 22 A R LA

o Europol Strategic and specific reporting on COVID-19

. FoH A 2 COVID-19 2 K42 % BdR 2 -

EFIPPP The EFIPPP partnership organised an extraordinary meeting to present the outcomes of

SRR RN the newly established ad-hoc Working Group on COVID-19. The Working Group
EAZIEE Rl consisted of 18 volunteers coming from different members of the EFIPPP and was used
ERtD A "Bl to prioritise and identify the most relevant crime types. Then, the WG members
collected case studies, available internal and external information, and selected
volunteers to draft different factsheets with typologies and indicators. The prioritised
crime areas are the following: misuse of public funds, sale of counterfeited goods,
investment fraud, BEC and CEO fraud, facilitators and money mules, non-delivery fraud.
This information was presented and discussed in May 2020 to a virtual extraordinary
meeting of the EFIPPP.
ﬁ‘)"""”"]%r.f‘:ﬂfj%‘? & Eﬁﬁ‘iﬁ SFMEEEY TR GE F‘« - BENER MEATE
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When the New Zealand Government introduced a wage subsidy for companies and
workers financially effected by the COVID-19 lockdown, the NZFIU released guidance to
NZ-FCPN the FCPN on specific indicators to identify fraudulent applications. As of 23 July 2020,
EN 4 Ml this has resulted in over 267 SARs being submitted to the NZFIU, which in turn have been
B passed onto the investigation team responsible for triaging COVID-19 wage subsidy
fraud.
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Chapter 3. 5= %

The current scale of
partnership activity and

key topics affecting
future growth



3.1. Understand ing the current scale of partnership activity

31. RfR& TP LM aiEH KL N

Despite promising indicators of impact, partnerships generally operate at smaIIscaIe including with regard to:
WL M AT Ll SR md B L N 6 g

* Alimited operational bandwidth;

s FREERR

*  Small numbers of private sector members, relative to the number of entities that are regulated for
AML/CFT purposes;

C AR TID AR F TR D AL TIE F R MEE A S PN S LR

* Ageneral focus on retail banking, with limited reach into non-banking sectors; and

o MANDEABAELHATES HARGEINM oW G T

e Limited public sector resourcing of partnership efforts.

DI M AR ST LT R -

From the perspective of regulated entities, partnerships are currently constructed as voluntary, additional and
parallel innovations to the principal obligations which arise from national AML/CFT regimes. From an
investigative perspective, tactical-level partnerships generally deliver a specialist capability to advance highend,
or particularly challenging, cases. Production rates for typologies are limited due to the reliance on
volunteerism from the private sector to contribute to the process.

PREFIMLIEER T > BITP UMD DRSS ﬂ*@ﬁﬁm%%ﬁpwﬁ&piéﬁ PR
Mo~ gEeh a2 T E g RTRE o KA Ak R 1*;1 B G e TP AR BRI RS E N4

HEF RS LG REARPREOE SN AL H LT R0 A T e

BRI o

Partly as a result of the current or recent ‘pilot’ nature of several of the partnerships, they typically suffer from
limited direct public funding. Limited resources for partnerships reduce the ability to invest in technology, to
expand the operational bandwidth and to develop co-location arrangements within partnerships. With the
arguable exception of the UK and Australian partnerships, no partnership studied in this paper is resourced to
provide a substantial, high-tempo or comprehensive response to the financial crime.

I N ATH S %riﬁJﬁ?mbwﬁ“%ﬁ’ggiFéﬂjm Sx AL o LT
ﬁ;@f/‘,‘ﬁ”}am?‘i&l“%ﬁﬁ#}»pﬁiﬁ7 W ? ;y%gg 1%}%}itpz&ﬁgl€%)ﬂ/ﬁﬁg,aiﬁ +p;.f—z;;47_§;};kon{f
TERRACRANE TP LR G A2 R Ilehiz e T LR fj‘st’K;,\ PR Y & g % g B
Tt~ it & 226 o7 o

However, it remains that, at current operational levels, partnerships have demonstrated:
Ba o hPTYERRL 0 L CPEM G SHp T
* That benefits can be achieved with relatively limited public sector resources;
o FNUEEREF UOINPEFTIRFRAE S
* In-person briefing formats can facilitate effective engagement, given a manageable operational tempo
and number of personnel involved;
s R R NEIR S N T NGRS s T iE T E 02 8L KT
* In many jurisdictions, due to the concentration of the retail banking market, a large proportion of the
producers of suspicious activity reports can be involved in ‘in-person’ partnership models; and
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* There are security and information-control benefits of small groups, within a trusted network,
processing only small flows of information.
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Policymakers and leaders in the regulated sectors may wish to achieve a greater magnitude of law enforcement
impact with the support of partnerships, or to use partnerships to develop both tactical and strategic
intelligence at a higher tempo. They may also wish to support more regulated entities and sectors to contribute
to and benefit from membership of partnerships. Such development opportunities may allow for real-time
information exchange and move beyond partnership models that are characterised by manual and slow
information transfer, low technology, limited bandwidth to process operational cases and limited engagement
from regulated sectors outside retail banking.
2T ?fg’r ¥ g A T R AR %‘,i CF R F AL TP TR A ET > FRENEBMA
Been o &4 4 ;I»Fs.;? Dl i Peeng R BRIFE REFHR A F AR I 2
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H Ffﬂ

Several partnerships have stated development ambitions to increase their scope, membership or capacity. In
the survey responses and partnership descriptions, published in this paper, many partnerships have also
created ‘legal reform’ or ‘regulatory reform’ working groups. Through these groups and broader policy-reform
processes, innovation in partnership development is set to continue.
%%bﬁ%ﬂwﬁa@%m%%%&ﬂﬁﬁ‘*ﬁiﬁ*iﬁmo¢ THELAZAGYRE EIEPE
M2 fiit? >3 5 STEPp B AR 1 el | & T Fad | 10t o S BAA
LR Z2 iR seqg > &0 Rl a2 2 B B A7 -

In a major report in 2019, the FFIS programme identified 11 development themes" for partnership leaders to
consider in terms of enhancing the scale of their partnerships. The following section in this report highlights
key topics that the FFIS programme will be exploring in 2020 and 2021, responding to the latest growth and
innovation in partnerships around the world, as described in this study

2019 £ > E RHFL P L FRSH il 11 BEFE L %\V L ITH LR R AR A AP B
£M£%@*@zo%ﬁézufﬁww?if“ﬁﬁﬁﬂﬁu; # 4 MIEW%WNQ%;iJJI
TREATL P MRtz 2 E TP LM L BATHE R 2 LT

3.2. Key topics relevant to the future growth of partnerships

325 EP UM AL RS E 2 Mt AT

Building on this survey of public—private financial information-sharing partnerships worldwide, the following
key topics relevant to the future growth of partnership models have been identified by FFIS.

AN OFNFEBTALIPEM BORE o FRIS /el M T AP LM A KApM F B 2 M
HEI AR G

Future FFIS research papers in this series will explore and analyse the following key issues relevant to
partnership development:

AKFFIS fk kP12 1% o MR E A4 00T 8 & TR R s B AD 2 B AERY AT
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i The adequacy of legal gateways for information-sharing and respective policy reform processes;

— ) ‘
3

IR i) e 2 iEATE R ITEE LA

ii. How partnerships prioritise threats and how knowledge is exchanged between partnerships on
specific threats;

¥R et W ‘f"_’rﬁ%;'infi,l‘li ERA S At Lﬁ?—ﬁm?’i}q@rr\ R fr R T

iii.  Opportunities to enhance the impact of partnership strategic intelligence products, including options
for supervisory recognition of partnership strategic intelligence products;

HMau g TPERARGHHRAF L PFLPE cREFHMERT e TP M ARG R
q’;‘ o

iv. Partnerships status within mainstream AML/CFT supervision, including the implications of partnership
membership from a supervisory perspective, the integration of priorities of partnerships in a riskbased
approach and the potential implications of mandatory participation in partnership activities;

ARAEFRLNEFHRL B P EMARE > ¢ RAEF LR

B 5 5 & ey
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V. The capacity for membership growth within partnerships and corresponding information-security
considerations;

W

EPEMGY S AR R TR 2R

vi.  The use of technology in partnerships, including privacy preserving analysis’;

R A Y S

vii.  Pathways to enhance the benefit of partnerships to other regulated entities, outside of partnership
members;

et B A Rk A M R EE VR

viii.  Managing risk-displacement brought about by partnerships to non-partnership members;
PREEPEMGEALE TP M GSAF LDh g EH

iX. Measuring and evaluating the performance of partnerships;
g T3P & 1T M T2 ok

X. The link between public—private partnerships with private—private information sharing;
SFLEPEIHAFAFLFTAL TGS

Xi. Governance, accountability and transparency of partnerships; and

7 See the FFIS Innovation and discussion paper: "Case studies of the use of privacy preserving analysis to tackle financial crime" (June 2020) -
https //www.future-fis.com/thepet-project.html

‘Kﬁ FFIS f, «T‘r‘fr;} 2 it “iow %f‘ f,ﬁ'fgﬁéo\%‘rﬁiiirﬁ ﬁﬁj“ B ek G ;’L‘ V(2020 67 ) -
https //www.future-fis.com/thepet-project.html
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EIFP M 2 p R AP R R
xii.  Cross border collaboration between public—private financial information sharing partnerships.

NS-FIPERTRL S L TP LA BRI T

The FFIS programme invites feedback and engagement on these topics by innovators and stakeholders in
public—private financial information sharing partnerships, as well as other stakeholders and researchers,
outside of partnerships.

FRIS 33l - F 30 EMTAL T S P M B2 AIRATH 2 JIT M A ehr 2 Sl @
%@ﬁ%ﬂ%ﬁﬂigwﬂ%@ﬁA\pigﬁo

For any information related to this study or to contribute to the topics listed above, please email
admin@future-fis.com.

FAFT R I A g2 ApRE T w7 email I admin@future-fis.com -
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Europe ¥

Austrian Public—Private Partnership Initiative (APPPI)
¥l 20 & TFIE % (APPPI)

Finnish AML/CFT Expert Working Group on a PPP basis
SRR PPP A#2 REBH/+FFTEE RO
Germany Anti Financial Crime Alliance (AFCA)

AP i & )= % B & (AFCA)

Joint Intelligence Group (JIG) Ireland

€ F j o & 4R MR (IG)

Latvia Cooperation Coordination Group (CCG)

PR AL £ T3 FH(CCG)

Lithuania - Centre of Excellence in Anti-Money Laundering
R RCER Y 1 L

The Swedish Anti-Money Laundering Intelligence Taskforce (SAMLIT)
L RS FIF4E L (7] 2 (SAMLIT)

The Netherlands Terrorist Financing Taskforce (NL-TFTF)
FWFER 1 5] 2 (NL-TFTF)

The Netherlands Serious Crime Taskforce (NL-SCTF)
JFWE L =% 1 %] %2 (NL-SCTF)

The Netherlands Fintell Alliance (FA-NL)

W & Rt 4 9 2 (FA-NL)
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Austria # 3 {1

The Austrian Public—Private Partnership Initiative
(APPPI) -~
By Jl o F 3R 4 iF 5 R (APPPI)

Launched: September 2018
% * 12018 £ 9

Summary:

]

During the FATF Private Sector Consultative Forum in April 2018, initial talks between the Austrian FIU (A-FIU)

and relevant private sector entities took place about establishing a public—private partnership for information

sharing on strategic threats. Subsequently, the A-FIU invited some selected participants to a first informal

meeting. The first initial workshop of this initiative took place on the 13 September 2018 at the FIU premises,

with representation from financial institutions as well as of the chambers of lawyers and notaries.

t 2018 # 4 7 £ {7 5 FATF “KF'“F%E;% R B EfT R P s (A-FIU) & 4p BE 423 *Kﬁﬁﬁfﬁﬁiif
} /}1;4 2R e @ 1?%; E Y4 % 1l x %ux r\.%’*z*’\“%xirr 3 ;wﬂ} g\:k o sz‘,ly , Eh—f $I§ﬁ]¢‘;ﬂ;‘:‘ ,\_.,gr

- BE I OFE Y S H - KR g R 0 FEERDE - A 43R 2018 £ 9 0 13 p ¢ ﬁﬁﬁﬂ

SYENE RV AR A G2 2BA D E R A 41 LG

w

T

A second meeting took place in December 2018 with an extended group of participants, including the Financial
Market Authority as the AML supervisory body for the Austrian financial market. In that meeting an attempt
was made to bring law enforcement experts and compliance officers from different fields and with different
expertise together, raising understanding and thus creating awareness of each other's demands.

L5 MR 54 2018 £ 12 P ek - i gk B Y "a‘ii@“ﬂ} £ BiF 4 ikﬁﬁﬁéﬁw&é?‘ £
PHELL T G RFERALD RS B E 2 B R B AT R RS - A
'li\g & ﬁ* » JEm %%."5 ko) Iﬂ»l«u‘ z ]l\mw\bvﬂ °

In June 2019, a third meeting took place whereas the group was further extended to another sector, the
gambling industry. At this third meeting, the partners agreed on the final version of a concept paper, which
outlines each members’ commitment to the initiative, and explains its purpose and aim.

2019 6 BT B2 EGR BT HRRIIT B THES - LIS KGR 8
T35 B 1“,1}’[!’54‘\? EHg B AR T 2, HP g & ﬂ}‘%\'ﬁ}‘j’lm‘:i}‘ T ERH P ez p
‘fﬂio

The fourth meeting took place in November 2019, during which new members were invited, included
consulting companies, law offices, the Federal Ministry of Finance, the Austrian Sports Betting Association and
a sports betting company.

PRI 2019 £ 11 P BEF 0 ERPTGHIATIR o 2 BME DD BEFE AT TR Fdn
B ?'J@ﬁéﬂﬁq‘if g% - %’aﬁ‘z"ﬂ?ﬁ S e

The Austrian Public—Private Partnership Initiative (APPPI) is now firmly established and delivering on a
collectively developed workplan. To date APPPI is progressing on 36 collective actions, with several working
groups each working on different matters.
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Format
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The APPPI convenes through expert meetings and project workshops. Up to June 2020, four APPPI meetings
have taken place and the next meeting will be in the autumn of 2020.

B A2 F30 L (TER(APPP) S B S R A2 B 31179 o £3202026 % 5 0b > By v B
FINF 0P & (EE 3K § 3 0 T §RIITH 2020 EARE T o

Membership:
3R

Austrian FIU, supervisory bodies and reporting entities from different sectors.
BEPIERTAY < EFAMNE D AL R LS

Priorities:

@%iﬁ:

In line with a RUSI study on 'The Role of Financial Information-Sharing Partnerships in the Disruption of Crime',

all APPPI members agreed on five guiding principles, which are essential to maintain and develop the initiative:

F’i}i g 7T & A 3 Ar(RUSI R > T ERFTAEZ P LG G Rk FF 2 7Y 0 g Bl
DFAELTERL AR PRI A ERR  SLE RPN AFZ FRZERIM LR ¢

1) Leadership and trust;
3 S S AN
2) Legislative clarity;
PNz %
3) Governance;
eIZ
4) Technology and analytical capability; and
FHE LTt s uE
5) Adaptation and evolution.

G

In the June 2019 APPPI meeting, one or more recommendations emerged out of each principle and one or
more actions plans were allocated to each of the recommendations.
gzm9&6@ﬁﬁwﬁwhfﬂﬁgfﬂﬁigﬁj’ﬁﬁwwﬁﬁmmiﬁ—Iﬁﬁiﬁéﬁ’i
ER AR - B S TR

= I8

ETIRN

Resources:
7R

No dedicated funding is available to the partnership.
AP UM G au T & ik

Performance indicators:
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Acknowledging the recent nature of the APPPI, the A-FIU monitors performance by tracking the number
typologies, early warning notifications, guidance information, and thematic trend reports shared through
APPPI as well as the content and participants in respective APPPI meetings. The partnership is considering how
to measure the impact of information shared.

KRB B I3 L IFERTH LT > BTl EA T i NRERUH S W B EFREIFEY ok R
2 BF R - S HIEEE o ip 5l TR AR ARSARL 5 U E L B I FINF L IFIER € R
ZPFESFEFERGE AR FPEM AL AL R TR R 3 TR

Distinctive characteristics:

Sog

Initial key conclusions of the APPPI include:
B2 F NP LG EA WA

e Supervisory engagement. The involvement the supervisory authority is believed to be an important
foundation for the success of the partnership;

EEBMrse- T AWML RRn i L EPEH GRS e R AH

*  Breadth of membership. The inclusion of multiple sectors and types of entities in APPPI supports the
opportunity for effective information-sharing; and
F R R BRI S TRERY ¢ 35 B2 A REF kTR 4
€

» Skills and knowledge exchange. Partnership meetings includes exercises to encourage exchange of

skills and knowledge between law enforcement and compliance officers.
R E R RTER AL A R S o SRE I 4‘3%‘ AR i 2 ogh2 in o

COVID-19 adaption:
COVID-19 2_ ¥

The Austrian FIU has engaged with different stakeholders to work on new emerging trends related to COVID19.
During the talks with the Austrian Chamber of Commerce and the Austrian Financial Market Authority a new
working group was established to take concrete actions against COVID-19 specific threats.

B lEmpaE? w23 RAIE MY ETF 77 2 COVID-19 4P B 2 AB% - &2 B3 JIF § 2 B3 J1 &
Fet BRI 2 R 0 AT 1T At A 2 0 T4 COVID-19 2 TR PRI M T o

Finland % j§

Finnish AML/CFT expert working group

TWEKP A/ FFTL L RER
Established: 23 June 2020
x+ 12020 % 6 30 p

Objectives:

B
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The objectives of the Finnish AML/CFT expert working group are:
THAERP I/ ETRL p B pEL

e To further support risk understanding in reporting entities;
SRR R R R N R

* To further enhance monitoring mechanisms, red flags and mitigating measures; and
- e TRNEH] C ZEE G R L pEE S UZ

* To facilitate the information exchange between and amongst reporting entities and between reporting
entities and authorities, including enhanced feedback on the quality of Suspicious Transaction
Reporting.
AR L FHMT U EFLIME I P PHTZ T AN e RN BHTAIIFLE T2 v 4 -

Threats addressed:

g S EEL -

All predicate crime, money laundering and terrorist financing cases can be addressed by the working group.
r’L’r’)s AR NN o S A TR R L NP S ﬁa@g Eio

Membership:
=R

As at June 2020, the partnership consists of 20 members from financial institutions and the gambling sector,
the FIU, the National Bureau of Investigation (NBI) and Finance Finland (FFI).

#32020 & 6 7 A FH AR Gd KA ARSI AL £REEY o BRA AR (NBI) fr
F &k (FF) 2 20 3 F 2d o

Format:

le;\'-

The Finnish AML/CFT expert working group operates at the strategic-level of threat information sharing, with

meetings convened every two months and chaired by the FIU. Each meeting focuses on a specific financial
crime theme.

SHABP A/ RETREFBAMEENSPTALI 2N AG S B 2B - gHR o J bR
P widF e AN ERPFLN - BRFLNER D LA -

Supervisory authorities and ministries participate in planning the meetings to support the selection of
discussion topics and, also, take part as advisors and experts to the work when the agenda of the meeting
requires their input.

BN IO S0 § R R L ANE B £ A RRALE R R L LTS
ek 210 -

The main contents and outcomes of the meetings are disseminated to other reporting entities, i.e. those that
do not participate in meetings directly.

FHRIPLEPGR IR GRELESBLIFU Do A ERSH FRIBLTA -

Resources:
Tk
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No dedicated resourcing is available to the partnership. Activity is resourced out of existing budgets (FIU
resources and on voluntary basis from reporting entities).

TRAFIFTEREZE TP EU G FHLFTERANWRG 2FE (NARFERY w2 FTRMEHL
FHZ pRE: AH) -

Record of outputs / Performance metrics:
1ER /R REw

It is expected that the first meeting of the Finnish AML/CFT expert working group will be held in August 2020.
The workplan envisages that the partnership will produce meeting summaries; information bulletins to
reporting entities of the main outcomes; streaming engagement opportunities on expert hearings; and regular
reports to relevant authorities.
AR/ ETR %i@W%— § &
REITERER TR wAFE A
ERE-B . E

;;)L:&A<~2020ﬁ8”$f1°1 ;
4RI BB AR TIREEFE FEBE S LD AN

Germany

8

Anti-Financial Crime Alliance (AFCA)
R e & p )= B B B (AFCA)

Established: September 2019
= 12019 # 9

Summary:

TR

On 24 September 2019, the German Financial Intelligence Unit (FIU), the Federal Financial Supervisory
Authority (BaFin), and the Federal Criminal Police Office (BKA) together with representatives of 15 German
banks founded a public—private partnership (PPP) named the ‘Anti Financial Crime Alliance’ (AFCA). AFCA’s
objective is to establish a permanent platform for strategic cooperation in the fight against money laundering
and terrorist financing in Germany.

2019 &9 7 24 p > ERA R < (FIU) ~ B0 & 25 F & (BaFin) fom2i=| § 8 2 5 (BKA) £ 15 Fo
MR EF R L L 20 SFIMPEITH Y Fﬁé % (PPP) » ¢ é = T wE R R EE | (AFCA) - 7ip
ERl R BE PP RA LA A E FFFTEDORG LTS 2 BT Lo

Objectives:

B

* Long-term strategic cooperation between public authorities and those obliged to combat money
laundering and terrorist financing;

OB S | G PAIRR 2 R TR ABOPET 2 £ {0 &7
* Members use their respective strengths to achieve results and benefit from each members’ respective
skills and experience as part of long-term cooperation; and
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%
* The alliance supports active exchange of information related to financial crime phenomena, typologies

and, where possible, entities.
P AFMERFEERE AR AT R DT o P ETMAAM AL DHET LR -

Threats addressed:

S AR

The following threats are currently addressed by AFCA:
"L AFCA B oA ARz Pl

*  Risks related to the misuse of shell companies;
BEY T E DM Ok %
*  Human trafficking and child sexual abuse;
A v pRiE R 52§ A
*  Risks stemming from Crypto Currencies;
Kop A de B BROR R
*  Risks stemming from money service business providers and FinTechs;
kop o BRI R iﬁn—*——"ﬁ IR ¥ ¥ ok -kl
*  Financial crime typologies and threats ensuing from the COVID-19 Pandemic;
COVID-19 A 7 keng gje B sg Al 2 < 4§ ;
e Significant financial crime events (examining the exposure that Germany had to the Laundromats
schemes); and
TR AP T E(RBAFFARL L2 0%); 12
* Additional working groups covering topics of tax evasion; real estate and gambling (currently at initial
stages).
i EF LA B R LE E’ﬁﬁi AR (P w vt A el ) 22 B 1 iE ) e

Format:
A% 3

The Anti Financial Crime Alliance is composed of four bodies: Board, Management Office, Expert Group and
the Working Groups.
PHlEmlE RmpEd uT e i];_ggj%\;‘z_n‘qu CEFE PR R REMUE R R

The AFCA Board is equally represented by three members of the private sector (Commerzbank AG, HSBC
Trinkaus & Burkhardt AG and DZ Bank) and three members of the public sector (FIU, BaFin and the Federal
Criminal Police Office (BKA)). Its members define AFCA’s strategic objectives, performance indicators and
subsequent evaluation and meet quarterly.

Al RBE g § 2T d = B8 AR & (Commerzbank AG, HSBC Trinkaus & Burkhardt
AG 2 DZBank) M2 = B2 R (MR AN © WX @EF hfrmaaF Exn ).
FRRATDHERPREMEL RGP Hoch R s BHER 0 D R gk

The Management Office provides support to the Board members and facilitates the communication between
AFCA bodies and relevant stakeholders. It has an overseeing function, while also participating in the expert
meetings and acting as an interface between the Board, Expert Group and the working groups.

The Expert Group is composed of obliged entities under the AML legislation and is chaired by a private sector
entity.

Page 54



CE eI AR R E A APM T M G A P2 ET o v B G EEMA
FEE L PR L BT B
RS X ) PR RE T A

FREFFSZAETEE SR
FRrs 5828 RERTIFL
B pJBRd 2 B A

The AFCA Working Groups are comprised of participants from all AFCA Members based on the respective
working topic. There are currently two Working Groups, as follows:
Al Epe R 1T od T3 Pl AR EEE S ARBE BN TiE e Poy A B

e/ e

1. The first working group led by HSBC & the FIU deals with governance matters (incl. exchange of
information; future development and processes for sharing of typologies).
- B it ] md HSBC 2 & gHHaF @ CRSZ/pILEIH(# 5T 2 ~ A R B 2 ramagd|
SRS

2. Commerzbank AG, together with BaFin is co-leading the second working group on typologies. The
members of the working group hold bi-weekly conference calls, whereby specific risk indicators,
typologies and mitigation measures are discussed while only exchanging strategic information.
Commerzbank AG 2 B8 & @& F h £ b Aspdlit P A RS- B iF o pta1ir | mL &
SHEF- TR ER o AmAF LR AR AT R IR TEE > R T e

Membership:
=R

On part of the public sector, the following institutions are involved: the German FIU, the Federal Financial
Supervisory Authority (BaFin) and the Federal Criminal Police Office (BKA)). The private sector comprises
representatives from 15 financial institutions.

AP G o2 T ﬁk«ﬁ : ﬁg}ﬁﬁﬁﬁ—gg dou o~ F R $l§ﬂ;¥ £ (BaFin) B =8 |5 & s;ir;, (BKA) -
FARFd 15 B £ pAS RS A e o

Record of outputs / Performance metrics:
1 iER /R E

Working Group 2 has recorded the following outputs in Q1 and Q2 2020. Since no formal evaluation has taken

place at this time of this research paper, no information regarding the performance metrics is able to be

provided.

$210F A 2020F % - F2 5 Fied T A% o d WAFTHILFEY RAEFTLE TR T
Bk S AR M e R T

Outputs from Working Group 2 on Typologies

¥21ie g N2 T
Work stream on - Ad-hoc development and publication of typology paper (presentation) on current
Emerging Risks threats and financial crime risks related to COVID-19); and
W78 COVID-19 ApM X 2 £@mie B R 'GaF 3t 2%~ (2 ) 2284
FEE K LR
FTE R % 1 (¥5n4%2| - Exchange of typologies and risk indicators on Virtual Currencies, as well as
creation of a common Search terms list for identification of transactions with
relevance to crypto currencies.
CHBHETLFIE R G U2 E AR R FEINA UENE
T RARBEZ S o

==,
o=
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Work stream on - Deep-dive into the topic of misuse of corporate vehicles and relevant mitigation

“Laundromats” measures implemented by the banks, i.e. shell company identification tools; and
Meg1 2 1 FARFHE Y P 2 AN 1R SR f’f77]‘BF&§;f%/)é“#“’w,M&r?;;%x’lz\’if/
1T A2 1B R

- Completion of an Indicator Survey on most frequently observed financial crime
patterns related to the Troika, Russian and Azerbaijani Laundromats.
%3 BT Troika ~ BEBET 2 T RTRERET L2 BF L AR B2 24

i
Work stream - Gathering and identifying location-based indicators; #& & % %] 12 30 8 2 AL A
covering human 2 gt
trafficking and Identification of 600 international corridors as a basis for identifying high risk
child exploitation corridors for human trafficking and child sexual exploitation; and
i E AU REIEZ Wl 600 BIFL KT BRG A UREFEZE D BN 2 FEHE s o
2% #2031 iF
I A Establishing high-risk country lists and high-risk industry lists for KYC purposes.

P KYCPRFREFRGRFGEEFRGATFE -
- A number of project-relevant SARs have been flled.
HOFTREFL 23]

COVID-19 adaptation:
COVID-19 2. 71 :

During the early stages of the COVID-19 pandemic, the AFCA members recognised the important impact it
could potentially have on the financial-crime landscape internationally and in Germany. In the framework of
Working Group 2, the members gathered relevant know-how and observations and published a common paper
on financial crime threats and risks related to COVID-19.

% COVID-19 ZfiA 4 » R 1 & f e BB & AL R v i § HRF 2 AR2 £Rr R A G4
AERFE Y 2 2iF ez 2N SEPRE T MR EBE R FF LT - U
COVID-19 AP M2 £ i S 2 h'62 L Fim< -

The development of the pandemic had little effect on the collaboration and information sharing within the
Alliance. Due to the fact that the majority of meetings prior to the outbreak of the pandemic were taking place
virtually, the Members already had strong operational readiness and information sharing channels in place.
B RHBE RIS TR L RER A o MR RE LT 2 S g R LS AR
PR L R RS E LA E e X

Republic of Ireland
EREWE IR %
Joint Intelligence Group (JIG) Ireland
T F W& R BR(IG)

Established: June 2017
*F 12017 £ 6 °
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Overview:

e

This partnership between key financial services sector representatives and the Financial Intelligence Unit (FIU)
of the Garda National Economic Crime Bureau, An Garda Siochdna (national police) has been established to
facilitate the collective and proactive sharing of intelligence to assist and support An Garda Siochdna in the
investigation, prosecution and prevention of serious and organised crime.

ERRPRARINF 2 B AER & 0 2k p B 73 3 (An Garda Siochdna)z € F fif 5.7 = 3% & (Garda National
Economic Crime Bureau):h & g fidr @ & (FIU)F 2 2 (he g 2 > G M {offfmaniidf & 5

MR A AR £ S AR % 2 G o ek 2 L 35 B RE 2 (An Garda Siochdna) -

The partnership provides a channel through which the FIU can provide pertinent information to financial
services sector members to enable the members to be alert to typologies and activities, conduct intelligence
led investigations and facilitate reporting as appropriate which will inform the prosecution and disruption of
serious and organised crime. The ‘JIG’ priorities are driven by an understanding and assessment of the main
threats identified in the Department of Finance National Risk Assessment (NRA) for Ireland.
GPEMAREERERY oo ARRIINT S B R EPMERL FE 0 R RN AHELZ B F
FEN CEREFEFAL T ARG LPFTRRFLIRIRBPMN AL 2 MR SR FE
FRiriR R BAM G FEF AR RR (G (NRA)P PR 3 & & P2 B 3% F PirBRde o

Objectives:

B

e Operationally —enhance collective anti-money laundering detection capability and generate increased
prevention and disruption opportunities relating to money laundering and terrorist financing activity
in the Republic of Ireland;

BT e FRHPANER QRN > TH AP EAREE FE R E TR AR AH
#e

e Strategically — increase the Republic of Ireland’s resilience to serious and organised crime and
continuously improve its reputation in this regard; and
ERGI- B E R FEREE L DR PR ER Y F T A AN 6 2 R

* Developmentally — create a more sophisticated, collective Republic of Ireland response to money
laundering and terrorist financing, driven by better informed FIU and financial services sector staff;
this will enhance the quality of financial crime related information that is provided to relevant law
enforcement agencies and inform the prosecution and disruption of Money Laundering.
AEE-BEARNY S 2 ARIEDNP AR (B fad o QRSP L REERE T
BLAFR s BHE2LF s 4o B - R RS2 £ B Ap B T g
[ 4] 48 o

Threats addressed:

2 WP

The JIG currently has four priority areas of focus:
ERWHMEFFMMP T 5w~ BLE AR

* Tackling the laundering of the proceeds of human trafficking;
fRA-A TR iE 2 B KA

* Tackling the laundering of the proceeds of organised crime and drug trafficking;
[ERLR D R Rt & A L
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* Tackling terrorist financing, which includes a focus on foreign terrorist fighters, international money
flows that support terrorist funding and financing of the recruitment of terrorists; and
FHEFE S RMAVMHABRRF FTHEFARZLRAEFT LT FHREZRFF S U2
e COVID-19 related financial crimes, as a new operational theme in 2020.
COVID-19 4p B & fJe Bk 5 2020 & AT¢id i1 47 -

Membership:
3R

The JIG comprises the following members: Head of FIU An Garda Siochdna (Chair), Banking Payments
Federation (co-chair & executive support), five retail banks participate and one MSB. Senior level support and
attendance is a prerequisite.

SR FHE NSRBI T AR 2 D AR o 2 5 H = & RE 2 (An Garda Siochdna) (i )~
SELHBE (WA LRfRERS )T FF LRTL $8 K2 - B[RRI E(MSB) o FIFRFA 6
A FEE g R L AiEE o

Format:
550 ¢

The JIG formally is convened on a bi-monthly basis to support tactical level exchanges. Ad-hoc or Emergency
meetings can be called by the Chairman if/as required. Meetings are supported by intelligence briefings on
investigations by the Chairman and his/her Garda colleagues to facilitate the financial services sector members
to conduct investigations of their exposure and relevance to this intelligence. The results of these intelligence
led investigations are provided to the Garda National Economic Crime Bureau.
ERWHMEFFEMEAB? 2R - > UBRERNE 2 ARAVHNATERFZ AfRMS% 4%
gﬁogﬁéiﬁi/ﬁﬂﬂﬁ§%ikiﬁ@ﬂﬁﬁﬁ’”ﬁﬁfﬁ%ﬁ%ﬁ*ﬁ%ﬁ@%uiwﬁ
2 fFREFD L c GEFHFEAANSEFRB{ELERRE S LA P R AL -

COVID-19 adaptation:
COVID-19 2_ 7| &

A specific operational theme was established to deal with COVID-19 related crimes, in particular pertaining to
certain businesses and commercial entities that were purported to be closed as result of the COVID-19
lockdown Government restrictions.

i 2 %] {76 3 AL RJE COVID-19 4p BE J= Bt > 4 %] 2B B4 %] COVID-19 #f35 @ F|F i & &
* gy o

iR

q&

Page 58



Latvia
Pl A A

Latvia Cooperation Coordination Group (CCG)
oA & IFRR 3 B 48 (CCG)

Established: 9 May 2018
H* 12018 &£ 5% 9P

Objectives:

B

CCG meetings have three broad types, with specific purposes, as follows:
PRALETRARMERS 28> LMD T !

* CCG meetings in operational cases: to discuss and exchange information on operational issues for the
effective prevention or investigation of a specific (potential) criminal offense.

s PHALETRABMMERZTTERD (AR E LEHFOGIPEALAF T (AFL) MF ko
TR TR e

* CCGfeedback meetings: the FIU Latvia provides obliged entities or supervisory and control authorities with
feedback on the submission of STRs, indicating both technical and substantive deficiencies (if any) in the
reports.

s PRALTEFRABFMTAER  PRALT EARFTHRY o RBFTMAT PPN 2 F MR
EMIRITALIFL v R AFL Y 2 WIEE (o 2)F Tk e

e Other types of CCG meetings: exchange of information on strategic issues as well as other issues aimed at
facilitating the effective fulfilment of the regulatory obligations (e.g., ML/TF/PF risk indicators and
typologies, interpretation of legislation, security of information exchange, development of ML/TF/PF risk
assessments).

o Hu Aol b TR B R J’j‘uﬁ\“é RALZ R ﬁ?ﬁ AR g A RGET s REE
BRI (P& /FR/FTAHR ek sl - 222 s TRIHEL > - RB/FTE/

FoABL SR8 E)

Threats addressed:

¥tz S

Money laundering, financing of terrorism and proliferation, attempts to commit such criminal offences and any
other related criminal offenses and suspicious transactions.

EB S TFTEHEMALEZ AERIC ABEFZEPRPENE G E UM ZAE PRI T RERE o

Membership:
% g

The FIU; bodies performing criminal intelligence (e.g. State Police); investigating institutions (e.g. State Police
or Corruption Prevention and Combating Bureau); the Prosecutor’s Office; the State Revenue Service; and
obliged entities under the AML/CFT/CFP Law (e.g. banks, sworn advocates, consumer creditors etc.).
Supervisory and control institutions may be invited as well. In practice, the composition of each CCG meeting
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is different, depending on the issue to be discussed, information to be shared and the purpose of the meeting
itself.

bR o REZNFEFPBE (DR TES ) DB AP (bl4e> RFES -G 2 F T
)~ Z2F R R N EPALAR T ETE CF FTHABEERTZ AT (M4 &
FoRE B F PR ) DB TRBMT L R AR RHHIE A3
FTHRME R P X LR ETRABMMERL ST F o

Format:
Il; ;\Z

CCG is a partnership that supports both tactical exchanges and strategic intelligence co-development. The CCG
meetings are convened by the FIU of its own initiative or if suggested by at least one of the involved institutions.
Within the FIU Latvia, a specific division was established in 2019 entrusted with the performance of the CCG
function —the Cooperation Coordination Division of the FIU Latvia. CCG meetings can be convened in a matter
of hours at which concrete criminal intelligence files or criminal cases may be examined. Such responsiveness
and timeliness is believed to support the effectiveness of the CCG as tool of cooperation between the FIU, law
enforcement agencies and obliged entities for the needs of combating ML/TF/PF.
@ﬁﬁﬁ@@éﬁ%%ﬁimﬂﬁvﬁﬁ*kﬁf PEMG - £ITRA 3R ERHEFEY w1 F
N ‘7“""@%—713‘#9%‘3#31%»’3%5«%” #“R‘&¥“$ﬁﬁ%§5"‘GP"%K”’*‘“ZOBE**'—ll?ﬁé
7 & & 'FT""F?’ rﬁ]%ﬁﬁ it »'% FE> —$ R &y £ ﬁ’ﬂl ifﬂ’z L r' 'FT‘:";Q‘ 7R e @ ]FT""P% % Fi‘ﬂ ™ l;——ﬁt |
2B NBAERE r”"fﬁfﬁﬁf AE R AR A S MR TN ABE T R E TR R
it s ERRFARY o HE MR AT T L &P R o R U AR TR/ T A g e

2
%
Sl
L

5‘3‘ s ﬁ““ ‘?"‘

_t o

Resources:
Tk

No dedicated public funding CCG partners resource their engagement out of existing budgets.
R BRFO LT & SIFRA RSP TORT gl P BT £ -

Record of outputs (2019):
1 T4 % (2019 #)

In 2019 (after establishment of Cooperation Coordination Division in the FIU Latvia), the FIU Latvia organised
107 CCG meetings, comprised of:

2019 (R EBRAL & FHAF Y o £ IFRAIE) ) SRR E R g 107 B & TR W
WEH o e

* 58 CCG meetings in operational cases;
58 =t & it MALAE (7 € K

* 17 CCG feedback meetings; and
17 % & i BAS w4 € 5 2

e 32 other types CCG meetings.
32 % W AT E (T MR G -

The initiator of each meeting in 2019, is recorded as follows:
2019 £ & X R FASA o AT
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* 67 CCG meetings initiated by the FIU Latvia;
67 & £ TR MR g 3Rd Al £l dR Y A
e 25 CCG meetings initiated by the involved institutions; and
25 =% & IFFAH MIAE € 3R S cnifpaide s 2
* 15 CCG meetings initiated by obliged entities.
15 =x £ P43 ¢ 3k d &ARF Wi o

COVID-19 adaptation:
COVID-19 2 F]j :

CCG has adapted to COVID-19 disruption. The number of CCG meetings has decreased, but, in cases of necessity,
CCG was convened through virtual CCG meetings. CCG virtual meetings varied in terms of the number of
participants: from a very limited number of members for operational needs, to larger membership to discuss
ML/TF risk assessments with the supervisory and control institutions. Specific COVID-19-related ML threats
and actual cases of suspicious transaction have been addressed in specific virtual CCG meetings.

&P A e ST COVID-19 38 = chv 7 o & (P A € SR ePlic® 7“7 » e it & ph» &
RN BN EARE FRABMERLE - S TR EMARE KLty —*ﬁﬁ:iﬁ”‘v RN B
AU RS EF RS AR TIRE BN RAR/TRL TR L z L&

FRmRE TR B GRS 287 COVID-19 M2 FLEB T2 T #7? TEZRHEERG

7

Lithuania
> 1w L
Lithuania - Centre of Excellence in Anti-Money Laundering

A RREREr v T
Established (Currently in preparatory stages)
(PR BAEARE)

Summary:

F&

The establishment of the Centre of Excellence in Anti-Money Laundering is in its initial stages. It is currently

being designed as a distinct legal entity, with the Bank of Lithuania, the Ministry of Finance and commercial

banks as founders. The centre was established due to a combination of factors, including the widespread use

of modern technologies that are changing the face of the financial sector, recommendations of international

organisations (International Monetary Fund, European Commission, Committee of Experts on the Evaluation

of Anti-Money Laundering Measures and the Financing of Terrorism (MONEYVAL)) and the goal to implement

the best and most effective AML practices in Lithuania.

B FIEM Y w2 A AR o PR AR S - BHE B TR d 2T s PR
PR OERGEARIZ o %Y w2 X2 Hd NI HFF :};Iﬁ‘w’?fi#i\%;is\’* R ERA LG R
W%@@ﬁéﬁ(ﬁﬁﬁﬁﬁﬁ~ﬁW%Eﬂig TR HIEREEE TEREBIREFLAR €
(MONEYVAL)) "% = [ % b iz % 5 j 22 flia& % 2 P i

Objectives:

Page 61



B

The AML Centre of Excellence objectives are to:

AR HIEPY oz PG

* Share information on the ML/TF typologies and set up a dedicated information exchange platform;
EXFHAKZ TR 2 FALZ L2 FALHT L

e Carry out research, assessments and analyses, prepare summaries, guidelines, recommendations,
methodologies and legislative initiatives to improve the AML/CFT framework in Lithuania;
KEFT PR AT BRFR ~dye ~ER D E 2 2E 0 e TR R RO AR
[ FFRAZE

* Assist private sector entities in conducting internal risk assessments;
P IR R BB TN R SR S

* Strengthen the competence of public and private sector staff in the AML/CFT field, organise various
related events, including trainings, seminars and conferences- and

fedp 0 FRFR IR R AR /3T BARE 2L R R @ R s A
HEE Gk ME

*  Publish information on cooperation and implementation of AML/CFT measures.
FEFMETE R oD HARR/ I F TR LT -

Membership:
2R

The partnership includes the Bank of Lithuania, the Ministry of Finance of the Republic of Lithuania as well as
commercial banks operating in the country. The Financial Crime Investigation Service, the Police Department,
the State Tax Inspectorate and the Prosecutor General’s Office are also expected to take part in the activities
of the centre.

’f%; R TR e dE 2 R e AT -

TR frRMRINE TGRS OR ERE  ARFED A
SR RRIEE BRIk R L

FENF 5 BFBG Y SaE s o

Format
5%
Normal operating rhythms have not been established at the time of submission for this paper. It is planned that

members will meet every two weeks, but enabling the participants to schedule the meetings in ad hoc cases.
BRIAFLF S FREZ D F TS E I AR RS FER- K0 2 fb%#%ﬁ%c*ﬁf%ﬁ%—?;}é’fggi °

Threat prioritisation will be developed in consultation with the FIU of Lithuania.
WP AR CRE AT P BASA -

Information sharing will take place at a strategic intelligence level and at a level of information about legal
entities, which are not subject to national data protection requirements.

FRETARGHEASCE BEAFMTALE TR A ERRFRERE K2 94 o

Future development:
AREE
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The Centre will consider options for amendment of the legislation to include possibility to exchange personal
data within the activities of the Centre.
TP R R BT RN B AT F AT sEBRPERZP o

m

Sweden
4 {
The Swedish Anti-Money Laundering Intelligence

Taskforce (SAMLIT)
BE RSP FEL 7] £ (SAMLT)

Overview:

53

The Swedish Anti-Money Laundering Intelligence Taskforce (SAMLIT) has been established as a public—private
partnership with the objective of enabling improved effectiveness in the sharing of intelligence between
several banks in Sweden and the National Police Authority (NPA) to support the detection, protection and
disruption of money laundering and terrorist financing.

WL EEP AR 5] B(SAMLIT)E @ 22 2 F PP IR % B RIKBIHL F REFER
FEZEE (NPA) FFHR 2 R 29 > U~ P I 7 HFEBFTR -

Objectives:

A ik

The primary objectives of SAMLIT are to:
YRR AL T 2 3 B PR

* Strengthen the banking sector in their cooperation with the NPA in line with regulatory requirements
and improve the collective understanding of the money laundering / terrorist financing threats (Detect);

N BREFNP AR RERE LT NP LT IR E R TRBHAER/FTESIPLER
B (Rl

* Improve prioritisation of identified risks based on the cooperation and inform the banking sector how
to strengthen systems and controls (Protect); and
Eivetibms @ BB R 'R BAMDER > T FINF Ao deig kR g ()
z

* Disrupt money laundering activity and allow law enforcement to establish a comprehensive
understanding of financial information relating to a case (Disrupt).
FHRAEGEB T RAENP 2 REL A M MBTR ($78)

Threats addressed: SAMLIT has been established to tackle the following key threats:
FH2 P I RLABPEFLT LR RS T AR T ISP
* Organised and complex money laundering networks; and
3 Pf#« B AF R AR R MR
* Active terrorist financing networks
RBOFT B R o
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Format: SAMLIT provides a tactical and strategic level of information sharing and operates across three tiers:
AN DL RBP AR (T BRERIFE AR TREE > TEBEC B REF

* Steering Committee — Responsible for the prioritisation and oversight of SAMLIT activities.
hELRE-FFRLABPHIGFLIT ) wEd 2 BAIAZ THE -

*  Operations Committee — Responsible for the identification of current and emergent money laundering
and terrorist financing threats & themes. Management of Operational Intelligence group activities.
EITLR - g ﬂf% 2 AEBEFTRRIPE AN FREFRE ] BiEH o

* Operational Intelligence Group — Responsible for investigating / providing assessments on money

laundering and terrorist financing cases raised within the SAMLIT forum. This forum is held every two
weeks

EITNIR ) FFHBLABPFIFFL Tl eRhdp i N2 RB2 FTRELEEFNA/SA

-
a2 B N . s R
IV ok R ﬁ FEF- e

Membership: SAMLIT is currently comprised of five member banks (Danske Bank, Nordea, Handelsbanken, SEB,
Swedbank) and representatives from NPA. Observers from the Swedish Bankers Association are also involved.

FRIBLE K AIRL T 2P wd T 7§ R 4117 (Danske Bank ~ Nordea ~ Handelsbanken ~ SEB -
Swedbank) frR R E ZF it L e o PLAFRDBETREFRS FHEP o

Resources: Specialist financial crime investigators per bank are assigned at analyst-level to the operational
intelligence group meeting which is held every two weeks to support iterative tactical investigation support to
NPA. Dedicated management and secretariat support exist for Operations and Steering Committees.

TR FFRENERFPEEEALR %‘»/»\ﬁo IR BRI AT S K ERE D HEF
- X NERBEHRRERF I RFA L o F (T2 4n HLIR €7 EMag 2 RE et infars o

Recent developments: SAMLIT has established a formal governance charter and implemented a standard
operating procedure which has been approved by all relevant members. A 6-month pilot is currently underway
to facilitate closer collaboration between member banks and FIPO (the FIU) / NPA to tackle complex money
laundering and terrorist financing cases.

FHFRE LB FIFFL T e vt Mg T F o) M AR PR L HREFERR -
PolARFTAI6RT R LIERGFTIRLEFIPO (£REEY ©) /NFERFF{ %72 8
T AR aE g E TR EE -
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The Netherlands
b=l

This report covers three different public—private partnership arrangements in The Netherlands; two public—
private taskforces and one agile FIU-led intensive feedback mechanism. All of these public—private partnerships
exist under the strategic direction of a public-public coordinating authority; the ‘Financial Expertise Centre’
(FEC). The FEC is a cooperative association of the Netherlands Authority for the Financial Markets (AFM),
General Intelligence and Security Service, Tax and Customs Administration, De Nederlandsche Bank (DNB),
Fiscal Intelligence and Information Service and Economic Investigation Service, Public Prosecution Service and
the Police Force.

AFLEEFIRFFZAI R DOIPFNPP LM GHR S BAFLIT ) 22 - B RIBDEMEIRY

AR R R w ] o T pl S LR l“?rﬁ o R F'“ré’e?é’% 7‘#‘1‘#1 ﬁ\“é#p Hz 7w T fﬁﬁ%
Food o (FEC) o &k $ovid o iLd R &0 i%? o (AFM) ~ L% 4R 2 % 2 B~ fRidE

A RF ~ m Y 407 (DNB) ~ PASTIFAR 2 FIPRIE A ~ M\F’% LhE - WwRBFZ2ERAE

N

3 ‘_9_‘% m

The partnerships covered below are:
BB § T

*  The Netherlands Terrorist Financing Task Force (NL-TFTF);
W E & e 2 (NL-TFTF)

* The Netherlands Serious Crime Task Force (NL-SCTF); and
Jo € < J % 1 170 #(NL-SCTF)

*  Fintell Alliance NL.
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b R

The relationship between NL Task Forces and the Fintell Alliance
NL

FWLe) 22 FiF&REFEMETLM G

The Netherlands AML/CFT reporting regime relies on regulated entities filing Unusual Transaction Reports
(UTRs) to the national Financial Intelligence Unit (FIU-NL), who then undertakes further analysis to determine
whether a threshold of suspicion has been met.

E%ﬂf%m%/#?f‘ﬂﬂ'ﬁ# ﬂiix;? W BT EREFEY <« (FIUNL 22 F 22 H2
(UTR) > & - AP RET AT LT R ORER -

The public—private partnerships in the Netherlands generally operate at the stages prior to a regulated entity
determining an unusual transaction, and aim to help ensure that a determination of ‘unusual’ is as valuable to
public authorities’ investigations as possible.

.
T

SRS BF AP RE T AR TR

o

e3P g Gl ¥ At E
LU LB EFTRE G

e

‘a‘a
= iz

In this context, the Task Forces and the FIU-only Fintell Alliance play different and complementary roles. The
table below sets out the distinction in more detail:

GAEERRT 0 1l e ARERY 2 ARFEHERRE R R IS o T 4 w7

LU I

Facilitating private sector filing of Unusual Transaction Reports (UTRs) Public sector intelligence

HEEFINF LR ¥ 2 % 4F 2 (UTRs) » development and investigations
DI EEZ AL

Stage of | Initiate and conduct AML Refining understanding of Following the submission of UTRs,
regulated investigations  to unusual transactions and FIU-NL analyses UTRs
entity’s AML | determine unusual » receiving FIU feedback on independently and determines
investigative | transactions. filed unusual transaction. whether a threshold of ‘suspicion’
process: b TR RN EEHEN L SR has been reached. The FIU-NL then
g % ¥ 4 LT R ERL o #ElEpR FHP RN dlsse.njlnates mtelh_gence related to
JEER SN 2 b w4 o :susplc.lou? transact_mns to relevant
N ) N investigative agencies.

A EERN RRBFRIRLC AR
ol TN TR T B S A
Nature of | Investigating agencies | FIU-NL provides feedback to 2 o T A TFTEINVADRRE o
public- under Article 20 of the | regulated entities to refine FHeAREHEY RFo il
private Dutch Police Data Act | their understanding of MR EET RS G M N
information- can provide subject | unusual transactions prior to & o

sharing: information (and | the filing of an Unusual At this stage, only relevant public
X ’;F # X | contextual information) | Transaction Report (UTR) and
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ﬁ.itii? : to regulated entities in | alsoto provide feedback after agencies are involved.
the partnership to help | a UTR has been filed. gt PR B 0 N ARM SN
them filter the unusual | F W & Rl dF ¢ v X § ¢ gj&j o
transactions that should | & 5 #4% & w4 > 2 & &
be reported to the FIU. 4 2 3 3 a
fq:}ji;’%?g" s g EIe B ¥ R 2
(UTR) = { Hrp a8
PIVCE T ?'t&fiﬁg? N » N
, FE X HRIBFR
uwwr’sﬁwmﬁ; N
R LS A Frpakry-
(22 ppHFR) >
%yﬁ&ﬁaﬁﬁﬁﬂ
Pudpd 2z B A e
Partnership Task Forces (such as the | Fintell Alliance NL
involved at | Serious Crime Task Force
this stage: and Terrorist Financing | 7 f§ & e 3% 55 B
B FEE # & | Task Force) and ad hoc
2 M working groups (with a »
% focus on phenomena
and MOs).
31 05/ e (bldcE < )
%o %) ez 'g\{’gj_ 13
o 2 s d 1 (T
(£ 8L B /2> % %
MOs)
Participants: Multiple public agencies | FIU-NL and regulated entities
3"».‘:‘!-%,‘ and regulated entities. | (no other public agencies
(More details on Serious | permitted).
Crime Task Force and | /7 7 & e fidf @ <11 2 X
Terrorist Financing Task | & & 4 (2§ H & 23R
Force set out below). A
5 IR SR 2 5:5;
7 4?“ o (F M E =
‘1;,_ T )R g\m a1
Tl - TG
%}T it)

The Netherlands Terrorist Financing Task Force (NL-TFTF)
FWFE B 1) & (NL-TFTF)

Established: July 2017

= 12017 &7

Summary: This co-location taskforce model for tactical information exchange and typology development is
focused exclusively on terrorist financing threats.

FRLERMAILE) EER Y HRETAISIGEUCEE > B TREAP
Threat-specific context (Terrorist Financing)
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FEE PR (FR)

As context to the need for a partnership approach, public and private sector stakeholders identified the
following challenges:

e ¥ LR Bz BT, MMMz «f«{&f"" —fuj:“;‘ BT A ZRw] 7 00T B

e Financial institutions historically struggled to identify terrorist financing through traditional
customer due diligence and transaction monitoring, and the availability of effective typologies has
been very limited.

&R RGBS 6 B e 2
¥

e Interrorist financing cases, the focus of investigations is not only on the origin of the money (which
might very well be legal) but also on the destination thereof. Terrorist financiers can be separated
by distance and layers of intermediaries from final payment (terrorist) destinations.
BFEREEY AR ERFTANT LA (FRAEZFD) " FF &hine o
TESE AL ;‘;; BRI (BRI ) P o Ficj BN E Bk P £ o

e These factors are compounded when the case in question concerns relatively small amounts of
money, which is often the case in terrorist financing.

FAREHEFTABIAAHEK ) L FFEREFHR SREFY ATEY AR .

e At the same time, the international standards and national legislation demand from financial
institutions that they do identify these transactions and the terrorists that are involved with them.
R BIEHRENZ BEDY 22 R R E RIS HEALIEL U E R R RS .

e Law enforcement agencies have important information at their disposal, including personal data
and relevant context information about people that are being considered as terrorists.
REBHEILEENL > e FRRIZBF I DB AFTHUZ ART R TR

e Inresponse to the need for information-sharing to support closer cooperation and more effective
outcomes, the NL-TFTF was set up to combat terrorist financing more efficiently and effectively.

o SREFTRNEZZFZRUBRELRFTSNEENZ L FOEE FHFFR LT B A 2
WL G R EFE o

ol

FAEE R ERIUEUTR 2 R

Objectives:
B

The purpose of the NL-TFTF is to enable cooperation between partners for the purpose of the preventive and
criminal prosecution of terrorism financing, and to protect the integrity of the financial sector.

FRERL T ez penda P e Fz £1F i 2 $ B RATEF > T RL EmIF
B e

Threats addressed:

L EEL S

The NL-TFTF is focused exclusively on terrorist financing threats.
FRERLT ] 2davFasd -

Membership:

3R

The NL-TFTF comprises four large national banks, an insurance company, FIU-NL, National Police, FIOD and the
National Prosecution Office.

TR FRIF | Ed e x 2RMEPERT - - BFiFRgDD Eﬁfﬁﬁﬁﬁ"fﬁ“ s E&]ig‘f“ N ﬁﬁﬁ?ﬁ%ml
P4k (FIOD) 2 BRI RyES F S o
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Format:
a3 e

A co-location format for tactical information sharing linked to typology co-development.
FrERA S R RET RSB I Y FE

Within the NL-TFTF, relevant information is shared between partners. This information is shared and further
processed solely for the purpose of identifying, detecting and counteracting terrorism financing. Sharing
investigative leads on persons related to TF helps financial institutions to identify and report terrorist financing
leads to competent authorities more quickly, thoroughly and in a more targeted manner.

EEWFRIE L2, PR TR AP EFRS T - T ARAS J 2 8- ﬁ 2R W IR ]
fﬂﬁ§?ﬂi5m°9§? w&«ﬁm#é’im*%$ﬁﬁﬁi CREE £
WE2 A ML T

Resources:
?‘i& .

No dedicated public funding is available to NL-TFTF. Taskforce partners resource their engagement out of
existing budgets.
FWFRLE e R hd 8T8 FHFRLE e pmy il @ g7 4 o

Record of outputs / Performance metrics:

1 ER R /RBE

In their first year, the NL-TFTF has generated approximately 300 reports from regulated entities in response to

15 cases being briefed to co-located analysts in the NL-TFTF partnership.

BE-EY O FRFELE e T ERWMADNZ00 FEEL O NTRFEFFELT ) P EH R
vk e PRS2 A TR R 15 Bk B o

In terms of available performance data, the NL-TFTF has disclosed the proportion of partnership-responsive

reports that have met a threshold of suspicion set by the national FIU. Compared to a national average of 10%

of standard reporting from regulated entities (i.e. ‘unusual’ reports) meeting a threshold of FIU-designation as

‘suspicious’, 64% of NL-TFTF -responsive reporting over a 12-month period met the FIU threshold for suspicion

and onward intelligence development and disclosure to law enforcement agencies.

AV R FEAR GG O FRREE LT G RS B 7& @ irdR ¢ oK T A AR R 235 R 1

VAR R 2 b o B 2R T 10%2 X EF A MR ERE (P TRNEFL ) BEARERY v T
;FﬁﬁJfﬁﬁww’*lzﬁgfﬂﬂm7@%%Eﬁ?ﬂlﬁ+£m@$%éﬁﬂﬁﬁ%ﬁﬂw
HYRMATEEFREEZ TGS 2B M-

Distinctive elements

e
o The requirement for a ‘pressing need’. The NL-TFTF makes use of a general article in the Netherlands
police information act, which requires that there is an ‘pressing need’ and ‘substantial public interest’
before police can share investigative information with third parties in the Netherlands.
T&E g, hd £ FHRD P B2 FHES TRELEY 4 FEHE RES AFF
BYEZAXIAATRAR R F e TEEF R, Nz TEL2XHIF o
o Information security. The information that is shared by the law enforcement agencies may not leave

the NL-TFTF, and private sector taskforce analysts cannot share the information with a colleague who
is not working within the taskforce. Only consequent unusual transactions that have been reported
to the FIU-NL become visible to the rest of the compliance department of the relevant regulated
entity.

Page 69



FR€2 furphsd mf*‘ oA A ?g“?ﬁﬁif??ﬂ'l KA EQT AN 54 ¥ B AR LA (L
Bl (v ed 2 R X -'%—A“IL o 7% s e v TR ﬁﬁﬁrﬂ'—g;a SR HEFRE A ¢
RS S SR I

’ Private—private sharing. There is a limited opportunity for private—private sharing within the NL-TFTF.

A financial institution is able to share information about an unusual transaction that they have
identified with the financial institution where the counterpart of that transaction is being handled, if
that financial institution is part of the taskforce. Within those constraints, members are able to map
potential terrorist networks beyond a single regulated entity.

FHRERES o A ﬁ?“kwﬁﬁﬁfﬁﬂﬁ‘%*%m%§$’°% ERsEs T
Bin= 30 AR EEAL GRS E L UL g REL 3 < msﬂm
Fioe @i GIEmEp 0 SRl %ﬂ’*;:“‘*"%ﬁ* e SRR A A R R

COVID-19 adaptation:

COVID-19 2 FI & :

The NL-TFTF is focused exclusively on terrorist financing threats. Therefore, if COVID-19 threats that can be
linked to TF occur, the NL-TFTF can respond to them.

FRFE ) 2EFEHFTELY - T > o 2 ZF R AM 2 COVID-19 = §* > JF i 7
/TR

With regard to the work process in the NL-TFTF, operations were able to continue during the COVID-19
restrictions. Consultation, both within the working group and at steering and governance level, have taken
place via the virtual communication.

2 COVID-19 2 4T » e F &P 2 1 (F/ifpi MFE T e 1 iv pmp 302 20 R G 2 35
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The Netherlands Serious Crime Taskforce
(NL -SCTF)

FHEAFrR1ie) e

(NL-SCTF)

Established: August 2019 = = : 2019 & 8
Summary:

L

The Serious Crime Taskforce (SCTF) is a public—private partnership that focuses on fighting serious crime and
protecting the integrity of the financial sector. It aims to identify and prosecute the essential financial
facilitators/brokers that offer their services to organised crime groups.

ek iv ) e(SCTRZ Ed i HFE < ph2 BhEmAs Fhdrz 2 ETP M G-

The SCTF-method consists of two work flows:

LAl i ed A B FRARATHE S

. Work flow 1: focused on subjects and businesses; and

. I IERARL D BN G R Ea R

. Work flow 2: focused on risks/modus operandi and may lead to improved transaction monitoring
in banks
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An important characteristic of the SCTF is that the subjects/businesses from work flow 1 are not allowed to be
listed as a suspect in current investigations. SCTF interaction is at a pre-suspicion stage of concern. In line with
the broader AML/CFT reporting framework in the Netherlands, in the event that financial institutions
determine ‘unusual activity’ as a result of SCTF exchanges, the financial institution will file an unusual activity
report to the FIU-NL. At this stage the FIU-NL, will further process the information to determine whether any
suspicious activity exists, which would then be shared with appropriate public investigating authorities.
EAPR1iE - BEEFHILD LFRIIENMLLY 2HE2 EBRF LT DAY ZHA L -
TR 3 AT LB R - R LR LD FR R R TR RS
RSB EL A ek 1 T B BRRTE TR AR B ARSI I AR
SHEBFREREL AV HE D FFARFRY CEETREFEI AR Ea AT FAER
ST RER > A MR E LSNP A BHA T -

Objectives:
Bk
. Fighting serious crime by focusing on financial brokers / professional money launderers;
BELANEREEF/EEFRBFIFL PN
. Protecting the integrity of the financial sector; and
WEAERA LR 12
. Improving transaction monitoring of private partners.

LS8 S L AR (AR SF

Threats assessed:
DA S

The SCTF focuses on identifying and prosecuting essential financial facilitators that offer their services to
organised crime associated to:

AR T BB A A L T AN B R R R R AR E

. Money laundering;
e
. Extreme violence; and
bk 45 s
. Corruption.
P
Format:
a5 3%
. The Fiscal Intelligence and Investigation Service, Police and Public Prosecution convene monthly to

discuss input and output for the SCTF-NL;
PR 2 A 80 o B 2 RBEPUEF Y 2B R L~ PR T Bl r 2
= 5

. The SCTF working group (banks and FIU) comes together twice a week to work on cases; and
ek T ) a1 (TR (8 E gﬁﬁﬁ—ﬁ Ps)- kR g 2B FRREIIT A
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. In order to prepare decision making within the board, results and current developments are
presented to an advisory board (CPO) of the Financial Expertise Centre; a strategic public—private
coordinating authority in the Netherlands.

c GO BEFEFEEANAER R EE G AL FER UL ERE R (Financial
Expertise Centre)2. 3539 & [ § (CPO) (H & v ff 2 o 12§30 1538 84

Membership:

= fi

The SCTF consists of ten different parties:

T pERa1ir)led LB RSE AT

. National Police (Nationale Politie)
® ¥ = (Nationale Politie)
. Financial Intelligence Unit - NL
W &R o
. Fiscal Intelligence and Investigation Service (Fiscale Inlichtingen- en Opsporingsdienst)
B4 ¥ H-4F 2 A & ©® « (Fiscale Inlichtingen- en Opsporingsdienst)
. Public Prosecution Service (Openbaar Ministerie)
. ik
. Dutch Banking Association (Nederlandse Vereniging van Banken)
. J7 4815 2 € (Nederlandse Vereniging van Banken)
. DNB (De Nederlandsche Bank)
AT A
. ING
ING 42{7
. ABN AMRO
ABN AMRO #2 {7
. De Volksbank
De Volksbank 42 =
. Rabobank

Rabobank 42 {7

The partnership is under governance of the Financial Expertise Centre of the Netherlands.
UM %Y P &S 7 < (Financial Expertise Centre of the Netherlands) ¢ 32 -

Resources:

R

The SCTF is partly funded by the Ministry of Justice and Security.
EAPEk1 i ed 722 % 2300F -

Performance metrics:

E3 1 O

Since October 2019, five cases have been investigated by the SCTF working group. This had led to around 195
unusual transaction reports, of which 189 have been declared suspicious by the FIU. This number is still rising
as the investigations are ongoing. In addition to suspicious transaction reports, the cases offer insight into
criminal networks and modus operandi.
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Distinctive elements:

The legal framework. The SCTF makes use of Article 20WPG (the police information act), which
allows the police and Fiscal Intelligence and Investigation Service to share investigative information
with private partners.

EEEE LA R IT] ‘E'*f |* 20WP iEdc (&= Flz ) B LFE 2 fopl iR 2 B
AP BEPMPLIEPEEIAATA -

Law enforcement leads. The SCTF working group receives information from the police and/or
Fiscal Intelligence and Investigation Service. This happens in agreement with the Public
Prosecution Service.

EARER "%E kit ep 32 /AMPFREAEY SBETH o S B R R
Fﬁg x pa Fr

Information security. The information that is shared by the law enforcement agencies may not
leave the Taskforce, and private sector taskforce analysts cannot share the information with a
colleague who is not working within the taskforce.

FAE D - P{EPRAZTHFT AW Ep 2% > NP1 E et B2 FE
T2 BESZ TR

FIU direction. Private partners in the working group work under supervision of the FIU and may
ask the FIU whether certain transactions are unusual or not. The final decision to report a
transaction as unusual is up to the private partners.

EA L i 'ua‘p%- Jled 2 3R SRR A & AR Y 'Gi;‘ffg"f 10 IF 8
EHN ERHEFY ,+1£_EA PETEREY o BiSHd PP TP L AT LT
WaREAE

Private—private sharing. There is a limited opportunity for private—private sharing within the
Taskforce (no multilateral sharing). A financial institution is able to share information about
unusual transactions that they have identified with the financial institution where the counterpart
of that transaction is being handled, if that financial institution is part of the taskforce. Within
those constraints, members are able to map potential criminal networks beyond a single regulated
entity.

FRPFLE o 41 T ERRFFIPFET 2 Jf#g*ﬁ L(RFEAT ) ﬁr%’%‘$ﬁﬁﬁ§
AT e 3 F > AR T E L ARdZi b 2 pE A $ﬁ¢#‘§1‘#k\ 3 H e qmuz 2
FREFM o hip RpleRp S A wRiE- g - IR Z“ﬁt.&ﬁ-‘ﬁ’é °
Strategic and tactical exchange. The possibility to look both at individual cases and more generally

at risks/modus operandi.
R 2 Fgiredk o B A H - R0 7T LR LDRALR &/ = B0 o

COVID-19 adaptation

COVID-19 z

F1

The SCTF investigations are ongoing, despite the COVID-19 pandemic. The collaboration is mainly
focused on bilateral exchange of information between the private partners (banks) and the
advising role of the FIU. This is notably more difficult without physically being in the same room.
The working group location has been adapted in line with requirements for ‘COVID-19’ mitigation
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— before, 18 colleagues could work there, now the number has been reduced to 9. Possibilities to
make use of a larger location are currently being examined.

BEZREE 4 COVID-19 A > RE X PR 1(r | R PFFEFASH - %L Fi & pld£ 9t’vf‘
MEETPL(ERE)IFLFRETALHENE EREFFY o234 o &ra:,hp Al - %

BN ie gl gk g (4 F3E - 1 1% ) mehz & © & COVID-19 Ffs# % 2 Ap M & i 7
F’%%ﬁf L—Lm”lgl“’/\ﬁmﬁ,\'ffl IF’ETJ'T"“‘?/}ER-'RQ’\"BGN ;__/Fﬂiféq’i"‘

—T— F'& 7 “& :I::’_" °

. The COVID-19 crisis is reported to have led to some difficulties in collaboration (including reduced
efficiency).
COVID-19 et ¥4 Aiid & — £ & (FenFRE(& #57F o0 F) o

The SCTF is a pilot with an initial duration of one year. At the time of this research, the pilot is expected to be
extended by one year in order to fully run through the entire process of input, through to outputs and
outcomes. The SCTF has been evaluated at six months (February 2020) and will be fully evaluated again at the
end of the pilot, in order to decide whether the partnership becomes permanent.

EApR1iv ] B - BRER S BIRFL-F  WAPFTRER STV UREFHTEBRR E
A PP RHREFEREEL - F oA PpR T B A% B PF(2020 £ 2 P )EFER 0 TP BA
WHREAFL BTGP 0 AT E PR GET ARAES
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The Netherlands - Fintell Alliance (FA-NL)
W -4 i 47 3 B (FA-NL)

Established: October 2018
%+ 12018 £ 10

Summary $£&

In the Fintell Alliance NL, four Dutch banks and the FIU of the Netherlands join forces to exchange knowledge
and to strengthen the efficiency and effectiveness of the reporting obligation of banks, within the current
AML/CFT framework.

FIERIERSE Y v RS FFERIE Y S 4P R DR TR ST

AT 5 T AT AR K AR e R ki -

The Fintell Alliance NL is a physical space where representatives of all partners come together on a daily bases
and work together, being respectful to the limits as set in the Dutch legal AML/CFT framework. Information
from the FIU (feedback on previous reports, red flags, MOs) can feed into the systems and ways of working of
the participating banks, which leads to better, more specific reports from the banks to the FIU.
FWERFFEMELBRRAUIRE > FPpEaR AT meRE Ry 1T DHIFFFEEL BHIRR/
FREFRIEEL U - Bl c T R(£HL - EFR T MOs 2% 48)T 1k~ B2 AL 2
JHLE IR 3N R AT & AR “’ SR s { Bl 3R o

Fintell Alliance NL is a flexible arrangement that can service all relevant public—private Partnerships within the
Dutch AML/FT framework, such as the Serious crime taskforce (SCTF) and the Terrorism financing taskforce
(TFTF), where this is already the case.

I B & AR B {f@;%ﬁ']ﬁ_‘rﬁ:&f# PV RIETF AR AR /T RAZE Y M2 SN EY

Pldr ik g 4 P2 € 4 o % 1 iF) W (SCTF)2 F& 1 i%.] & (TFTF) -

The FIU manages, facilitates and coordinates the cooperation within the Fintel Alliance NL.
ERNARY o BT GRE B LT A RIFRME hs iF

Objectives: P &

The Fintell Alliance NL is aimed at exchanging knowledge and enhancing the effectiveness of the reporting of
unusual transactions. The overall goals of the Fintell Alliance NL are to gain a better insight into criminal
networks, facilitators, modus operandi used and the laundering of criminal assets.

W EREAREE o AR RN RS AR ki o P ARITREE EH P R
T e O e 15\@% S ERELEZ PR T A TUER AT o

Objectives of the partnership include:

PEap ke 3
* Increase the level of knowledge on working methods from all partners, thereby increasing possible
efficiency;

FAP LR 0 LR 0 R e
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* Effective feedback by FIU — NL to the private parties that participate in the Fintell Alliance NL, that can
lead to scenarios that can contribute to detection and prevention of financial crime by these private
parties;

FW AR w8 20 F T AR E 2 f30F 3 | § oxhm i > 7 R FINP F f
HEme R R EE

* Enable more qualitative and faster analysis of specific unusual transaction reports, in order to make
them more enriched as suspicious transaction reports available to the LEA, in order for them to use
them for system-oriented interventions;

REMAFTRAILIUF LA EM 2 Ed > RRELHZBH ORI AR TR I HE
MEL R IRt e 2 TR

* Developing knowledge products that can contribute to the level of knowledge throughout the whole
AML/CFT domain;

FRT T AR/ T RATBAR SR A S

* Creating barriers to 'abuse of the financial system' (prevention) through the early identification of
crucial (financial and business economic) links in criminal networks and the early adaptation of existing
procedures;

s HEFhREMEMBE FELMNLS LSRRI RENELEY E2 T AR L REY
SR () 5

* Using the process-based approach to create insight and an overview of criminal financial structures for
the purpose of investigations, whether or not they are part of a PPP initiative; and

s APA2pas R GRAHADZE ERIe BB RBEIME > P HELTE L PPP HHRL -
IRL G E

e Connect to the existent and future development of transaction monitoring tools and KYC-utility

projects of the banks
s WMBRFEZARIIERILDOFR X LERBE S H e

These effects have been formed based on the experiences from the pilot phase of the Fintell Alliance NL. It is

expected that during this PPP new insights will emerge with regards to other possible effects.

@ﬁhﬁ AR lﬁﬁﬁfj‘fﬁﬁfﬁf WSS TAL > VIUTEH A PPP R > BA A I H L
S mﬂfﬂﬁi,ﬁ o

Threats addressed: - %42 =

The Fintell Alliance NL aims to be agile in response to understanding evolving and emerging criminal patterns.

= %ﬁﬁﬁ‘%iﬁﬁﬁﬁ g Y REEFE Y e R IRz o
Format 35 ;%

Tactical information can be exchanged, within the limits of the Dutch AML/CFT law, between partners.
P AT AW AR/ FFTRZRLGFRP P LT H -

Membership: = f
The Fintell Alliance NL comprises four large national banks (ABN-AMRO, ING, Rabobank and Volksbank) and
the FIU-the Netherlands.

W ARITIRBE ¢ 7w 7 3 K 427 (ABN-AMRO ~ ING ~ Rabobank % Volksbank) » 12 2 7§ & i
FP oo
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Resources: 7 &

No dedicated public funding is available. Fintell Alliance NL partners resource their engagement out of existing
budgets.
BEBL LT ETE W R RAPERE P LR FE T

Co I

>

Record of outputs / Performance metrics: 1 £ % /4 45 2%

In 2019 the Fintell Alliance NL has produced a number of intelligence and knowledge reports that were
available for the FIU- the Netherlands, LEA as well as financial institutions. In its first year, besides facilitating
the SCTF and TFTF, the Fintell Alliance NL has performed analysis on topics such as human trafficking and the
large import of cocaine.

—}’\2019_& ,j‘;‘%gﬁﬁ ifj;’%g_i‘llt«F J‘—’ij;’ﬁ J‘r’ ?’,FT}‘.‘@E 4-:?&"‘3‘«4{;" "~ ‘“*J{‘/Z{%}&F&g;’ $[§’¢ﬁ$’]{?—
o EED AR E A N e R FRLE R FFARERME BT S H oA T A 2
T ATk T A 7

Distinctive elements 3+ 2

* In the Fintell Alliance NL, representatives of the participating organisations physically come together
on a daily basis and work on cases, this within the boundaries as set in the legal AML/CFT framework.
The representatives work in a closed environment. The representatives of banks are screened before
they start to work in the Fintell Alliance.

AP HIAER/FETEZEREESUT > 8 1‘:.9&, R ATE X A AREFESE L 1
Fo RAPAMPAREY 117 - REAL LEgREFFHPE LT FEEE -

*  Public — Private sharing: based on information the FIU can share with the participants, the bank
representatives can send specific related unusual transaction reports. The FIU-NL can provide the bank
representatives with specific feedback on the unusual transaction reports sent.

. 2%%?"'&“$ﬁ¢$ﬂw&§%iﬁﬁ1?ﬂ’ﬁﬁﬂiﬁgﬂﬁizﬁﬁ%iéw
MadF e &y c@HFLIAF AL AF» TR A HELHF 4 -

*  Private — Private sharing: Within the framework of the Fintell Alliance NL, bank employees can share
information on an unusual transaction they have identified within their institution, only when the
counterpart of that transaction is handled by another Fintell Alliance NL partner bank.

©OPISPR RS AR AR ST 0 R R AL B Y - £ RN
PEARETRIZM > AF RS E IR RITIZ AT R TR

* Information security: each participant can access the relevant databases of their own organisation.
There is no access to each other’s databases. Information on subjects shared, cannot leave the Fintell

Alliance NL.
s FMEF %ﬁtf—ﬁ,ﬁ' ~H @ 5«-7» ARRBE AR o 8 F ap e B 8 P_ﬁf‘«?\p“iiiif},‘%{m
ﬁﬂln%#ﬁﬁﬁﬁ FREE o

Recent developments and COVID-19 adaptation: i7#f % & 2 COVID-19 2. |/

Due to the COVID-10 pandemic, physically co-location was not possible, but cooperation continued, using
secure online tools for communication. Based on inputs from public and private partners, the FIU — the
Netherlands has been able to distribute an advisory with specific COVID-19 red flags, based on the experiences
of relevant public agencies and private sector partners.
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United Kingdom & ¢

F N

UK Joint Money Laundering Intelligence Taskforce

(JMLIT) 3 B8 & 348 47 1 1%/] & (JMLIT)

Established: as a pilot in early 2015, permanent since April 2016
2 12015 F 5 HpEa 2 22016 F£ 4 0 R A R

Summary: 4§ & :

The Joint Money Laundering Intelligence Taskforce (JMLIT) is an integral part of the UK National Economic
Crime Centre (NECC) which is working to deliver a step change in the response to economic crime in the UK.
The JMLIT enables collaboration between law-enforcement, Her Majesty’s Government (HMG), the private
sector and regulators to tactically target agreed priority economic, serious and organised crime threats
(including terrorist finance) and identify longer term strategic vulnerabilities. Through sharing information,
knowledge and expertise, the JMLIT uses financial intelligence to disrupt serious and organised crime and
support high priority operations. It also develops and shares strategic intelligence and typologies to strengthen
the UK’s tactical response to illicit finance, money laundering and wider economic crime threats.

BB AR F‘iﬁ 1 0% ‘.f‘:,E'_(JMLIT){E;"EX]B?]?\%j‘_;*M“ B ¥ wwen- 3Re 0 HIiFp F 5 e Ha RAgARR
2. F s o FE R AN LRER ) A A ol SE AV SELR ) SR L - e S
A3 ol REAN +,ﬁ» é‘ RERE R R P(cETR)ZBAL S FFERED KSR BERF TR A a\
EEREBLAR iiiﬁi i J P EREAFELE S BRI E 2 A FRBAEDES

E2 R R ReRFREARE e B E ) L5 1 R 2L EA N TR RG22 S AR w2 %ﬁ?‘i‘" )@

Objectives: P & :

e For the economic crime system as a whole: JMLIT partnerships help inform the overall understanding of
the economic crime threat, and the best ways of tackling that threat. Through a collective understanding
via the Taskforce, this enables partners to prioritise activity on key threats.

o ¥t iE 36 LI - B -"*glriﬁp 1 F g R PR LR USRS B R %’ﬁiy}gw;wﬁga +
® PRI BiE S N o FiEa (T 2 ﬂ'-WI“’ﬁ* CRPB TR HMEL P FRRTRLER .

e For law enforcement agencies (LEAs). information exchange via JMLIT helps to progress the investigation
of those suspected to be involved in criminal activity.

o HONHUAIEM C SEWMEARNHFL T T A HEARNHE P REH LR 2L
% o

e For private sector partners: JMLIT enables private sector partners to understand the current methods being
adopted to undertake serious and organised crime. This understanding then provides a basis for private
sector partners to proactively manage risk within their organisations, identify suspicious activity and refer
matters for investigation, work with industry partners on cross industry vulnerabilities and develop an
enhanced control environment. The private sector is also able to pro-actively support law enforcement in
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tackling serious crime for the benefit of the public sector, private sector and the communities which we

serve.
o HE;mMMPL HREAF L T ) mF NP P LR TAILE < m e 2 2 o p e
[EE R LN "ﬁfé? R G FERT ARG EREDEEE CHAEP L ERILE ¥
SSELE R IR B A FAVP L LA EA H S T I ey

SRR IR R AR g oo

e For regulators: JMLIT helps develop a real time understanding of existing and emerging threats, and the
changing nature of the risks facing the sectors they supervise in order to inform their risk-based approach
to regulation and understand how they can enable the response and help mitigate the risks.

o WEIMSRE I EMAEKFHRL T BB E 2 HRFIATESP 2T ENM R RLLGER A
eI prIL iz o 4k b T TSR MJ}L G AH S FLER2Z T E E"lﬁ*ﬁ o v 2 FE IR R
Bé‘; °

Record of outputs / Performance metrics: 1 i3 % /4 5 3¢

Since its inception, JMLIT has supported and developed over 750 requests supporting law enforcement
investigations which has directly contributed to over 210 arrests and the seizure or restraint of over £56 million.
Through this collaboration, JMLIT private sector members have identified over 5,000 suspect accounts linked
to money laundering activity, and leading to 3400 accounts being closed. Through financial sector-led expert
working groups over 49 ‘IMLIT Alert’ reports have been shared with the private sector to assist in focusing the
identification and implementation of transactional monitoring system queries, in turn helping to mitigate the
criminal methodologies used to exploit the UK’s financial system.

BRIk AR FARL 1T B AT aE 2 ARiE 750 B AR GE ﬁﬁfs;!i?% Hzgk XE rjki’aﬁ
210 it 4f * 426 5600 :ﬁ?% Jodn R LFI A o BB £ TE 0 T E RS HARL F ] 2
oo Boe PRl AR 5+ B e iBd etk © 5 ¥ 38 a0 3400 Bk P A o 5 d $ﬁ,¢§f§ﬁ“__%_€;ﬁ
1iE s AR A9 > TH SR EAR L TF ) BET | BMA RGP o R AR RERZ RS
= f{:,n FLenfd g %I-El’ REBERFERE ﬁﬁ RSP L S E N

Resources: § ik

As of June 2020, the JMLIT is staffed by eleven full time NECC officers from the NCA working with personnel
seconded from both HMRC and the private sector.

12020 # 6 7 5k o FEEEBHARL T 2 11 & NCA IR FIGANP B ¢ S L BE 1 > 112 HMRC
B2 3Rt chd R

Operating Model: i& iT 43¢ :

JMLIT is a joint public—private sector partnership, hosted by the NECC within the NCA, resourced by both private
and public sectors.

BEABTIFL T ) oL BOFIF LR P LM G d NCA P cnRRGFARFLE S A SFI0F
L FE

Operations Groups i¥ it-] &

e Tactical information and intelligence are shared through the Banking Sector Operations Group (BSOG) and
the Insurance and Investment Sector Operations Group (IISOG) utilising the information sharing gateway
provided by Section 7 Crime and Courts Act 2013, at the discretion of operational participants.
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e Within these operations groups, vetted representatives from the public and private sectors meet weekly
(with respect to BSOG) and monthly (with respect to the insurance and investment sector participants in
IISOG) to exchange intelligence and analytical findings to support and develop investigations aligned to the
JMLIT priorities.

e fRipwiEiT) &Y ’\‘f‘ﬁgf'ﬂg A e 4 & iF (BSOG R4 )% & 2 (IISOG ' % «f)’iiﬁKF'E’ %
ﬁ‘:ﬁmfné})iﬁ' ,,/\L%—_{flrgi}tg}:,g\*frd-%,TA:J@?Z&’% E@@/rﬁﬁﬁ_ﬁﬁ—"t]i;ﬁéf %i—:’—'—

e Participation in the Operations Groups does not affect any disclosure of information required by law, and
does not interfere with the legal obligations for reporters to submit Suspicious Activity Reports (SARs)
under Part 7 Proceeds of Crime Act 2002 and Section 21 Terrorism Act 2000.

o FIE/] HeBEr A %z*?é—i;‘é BTk TR > T 2 B s‘,j;f—‘k #2002 & f° % 718 % 7 R4 X
2000 E B L £ZF 21T HRRAMEBNFTEEF L FL (SARS)maﬁ °

Expert Working Groups (EWGs) & &L -] 2 (EWGs)

JMLIT’s Expert Working Groups, attended by representatives from industry, law enforcement, NGOs and
academia, meet to share knowledge to support and develop increased understanding of existing and emerging
threats and risks. The JMLIT publishes its conclusions as alerts, red flags and typologies which are shared with
the wider regulated sector, government and law enforcement partners.

PEABEWRL T Bk 7o iF ) md LA ¥ S J{E P 2ArUpERz Bive % ik R B
AR AT T HAPFZHEHTIRFE BT R LG L ﬁ'* o B L GEB AR T A
4o &R~ LR Al B T R A4 g TSR JU”T% HEWHP LT LZ -

Current EWGSs: T £ eh% R iT/| 2

e Trade Based Money Laundering § % i%

e Money Laundering Through Markets & d & 3-2_ ;e 4

 Organised Immigration Crime/Human Trafficking e3¢ (4.4 % j° 3t /4 © p= 38
e Bribery and Corruption Fi P& % § /i

 Terrorist Financing 7 &

e Future Threats & % = §*

e Tax Evasion i’ f&

Intelligence Sharing Expert Working Groups (ISWEGS):
FiE 2 % & o (7] 2 (ISWEGS)

e The Office for Professional Body AML Supervision (OPBAS) in the Financial Conduct Authority (FCA)
together with the JMLIT have established two Intelligence-Sharing Expert Working Groups (ISEWGs) for the
legal and accountancy sectors to strengthen intelligence and information sharing by professional body
supervisors, statutory supervisors, and the NCA.

ERETLIET R (FCA);% $2APHIAERE F 752 2(OPBAS) 2 B & g fidf 1 v/ o> e 22
BidE L % B RO %) 2(ISWEGS) » M 22 330 oV & F T I08RE 2 T T 2 NCA
FK B2 FaR 2 ”,‘%Mi. 3o

e The ISEWGs are facilitating the exchange of information between professional body supervisors and law
enforcement — enabling a greater understanding of the threat which supervisors can take account of in
their supervisory activities.
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COVID-19 adaptation: COVID-19 2_ F] &

In addition to JMLIT, the NECC has launched a new initiative, bringing law enforcement and government
together with the private sector to tackle criminals seeking to exploit the COVID-19 crisis for financial gain.
%I AR e v BRI B ¢ e g AT 0 A RS M L SRR R
- A2 FLf]* COVID-19 & 8 JEP~PA 3 & e B o

The new ‘OTELLO’ COVID-19 Fusion Cell, led by the NECC and co-sponsored by the Private Sector, brings
together experts from across sectors — including the financial sector, insurance companies, trade bodies, law
enforcement, cyber industry and wider public sector. The Cell aims to share information on changes to the
economic crime threat related to COVID-19 and to proactively target, prevent and disrupt criminal activity,
protecting businesses and the public. This Cell is separate to JMLIT and builds on the existing public—private
partnerships that exist in the National Economic Crime Centre, including through the JMLIT. The Fusion Cell will
work in partnership with industry to identify new trends and threats and decide on the most appropriate way
to tackle it, building on the expertise of both the public and private sectors.

Fren rOTELLOﬁ’%}%"EJ COVID-19 & iFH = » d RRpGEAPLE Y i H2 PR L REF I B
L p— HEPINE S FrE P TR AR RRALE (LSRN o j\ﬁi [
5 ex 3 MY COVID-19 F k2 ‘;,m*z“ B AR TN TR IR LA PRER F
EFFEZ AR AE P2 MEABFHF LT e T ARFRPEHRPLEY COFIME P L R
R AH L E S P REEHMERBTRL T e IR E I S FINP R E > B KL IERER
FrARF Z R o AT RE LEORE N .

The COVID-19 Fusion Cell convenes weekly to discuss the economic crime threat picture related to COVID-19,

underpinned by smaller tactical groups focused on specific threat areas. The Cell produces a weekly public—

private threat dashboard, including high-level Suspicious Activity Report trend data, to inform areas for

proactive tactical development and disruptive action.

COVID-19 & T H =& ik 3i13h b >t COVID-19 s iange % Bl % - o B /3303 2 PARE chfi ] A ]

»&°%EWQW4$A‘WWA%&%R’5pﬁﬁﬂwmﬁf?ﬂ Se % b AR ART ML 0 U
H3Z4 fg’fé_%,{h—’;‘bf'ﬂ]m aF rr’v‘hm? oo

Insight from developing the OTELLO COVID-19 Fusion Cell has the potential to inform the approach to the
further development of public—private working within the NECC. The NECC reports a longer-term ambition to
develop the capability to identify and take preventative action to mitigate economic crime threats before they
occur, with real-time insight and disruptive activity through public—private data sharing.

i+ TOTELLO # j» B COVID-19 & (TH =#1PeiF2 B £ AR FEAFE Y S p D3P 2 & 0F
BREORES KRS c FREARPEY CEBNEFE PP FTREER ATPFERRE L TH 0 F
Byt 2 A ’El‘ﬁ# o MINE R ORE R kR Pz o
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South East Asia
and Australasia

The Australian Fintel Alliance % 7' & fé i-3% 5 §

Hong Kong Fraud and Money Laundering Intelligence Taskforce (FMLIT) 4 i& & 850 % & 4R 1 1%
The Malaysia Financial Intelligence Network (MyFINet) 8 % & i ,,%jé'h?i};f i

New Zealand Financial Crime Prevention Network (NZ-FCPN) ‘= & §F £ f& J° 3t 17 Jp

The Singapore Anti -Money Laundering and Countering the Financing of Terrorism Industry
Partnership (ACIP) #T4c s e & 7 | T+ F T B 6wk & 3 &M

Page 82



Australia ;£
The Australian Fintel Alliance ;£ & f& 4R 5 B

Established: March 2017
%+ 12017 & 32

Summary: 4§ & :

The Fintel Alliance is an AUSTRAC-led initiative, established as a public—private partnership with the objective
to help grow Australia’s economy and protect it from criminal exploitation. The Fintel Alliance brings together
experts from financial institutions, state and commonwealth law enforcement and intelligence agencies, as
well as academic and research institutions.

SRR A BRI PR A7 A ENFER d AP P EIFYEE > pRANF R
HEASEE FREE R X PR R EREFEE R E T SRS MR IR M 2 R

DR YRR SN 5 2ot I W

The purpose of the Fintel Alliance is to:

ERTEE Rk

Protect the financial system from criminal abuse and exploitation by enhancing information sharing
and innovative capability development through a trusted, collaborative partnership between
government and industry.

BEFRE AERT AL EP MG S FRE T A F B R ARY

ZPE % BRI o

The Fintel Alliance sees public and private sector organisations working together to share financial intelligence
in order to combat crime.

ERFHMEEIFINEEE R A S ERERITFPR S
Objectives: F & :

The primary objectives of the Fintel Alliance are as follows:
ERiTAFEEHE 2 AL PR T

o Equipping industry to be the first line of defence against criminal exploitation, by sharing financial
intelligence, risk models and insights to reduce criminal activity;

. A X EN %gﬂ AR EREA RG] EBRLE LR RSB

o Sharing information in close to real-time that is secure and targeted to ensure the right person has
access to the right information when they need it;

. FEVRTEIZ 2L TN FRARE > EEHDABRETT D DT R

o Helping expand the establishment of public—private partnerships globally and leverage those
partnerships in efforts to prevent, detect and disrupt criminal activity; and

. PR E 2 OF PP R RoanE 2 > DI ZEP LR RIS~ BRIZ A e R ER £

o Adopting new technologies and innovative ways to work with government and industry to improve the

Alliance’s ability to detect and disrupt crime and drive positive change in the financial sector.
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&’f:

Threats addressed: 4-%2_ =

The Fintel Alliance adopted an approach that its efforts would be broadly directed at harms and impacts upon
the Australian community and beyond in the following areas:
ERITFBERY R LA ET YRR EA S § L2 P 3

o Crimes affecting the most vulnerable — children, the elderly and the disabled.
. BEERBLEEDPRE—TF \ﬂ&%‘iﬁ‘il‘}?x&—‘_ °
o Exploitation of government revenues — focuses on crimes targeting Australia’s revenue base and

government’s funding of services to the community - National Disability Insurance Scheme, child and
day care services, and services for the elderly.

. ‘IJ i o B » —F £ 30 RN T AHE PRI T 2 2k —F R R R ]
23 2 P RIRIAE K *fé{)’Rzl‘mZ“ B o

o Networked and complex financial crime — criminals exploiting multiple businesses, including money
mules, account layering, tax evasion, and the black economy.

. ERSERZAPRDEWIE I J A EG > ¢ RRF - S LIRS LR DI EAL PR

o Nationally significant taskforces and important campaigns — such as Australia’s Most Wanted, illicit
drugs, transnational crime and firearms.

° FARHEEAERRZERFH Ao BV E AL ERP 223 5 - BRPFPREZ L -

o Responding to regional and community harms — making an impact through assisting to address

localised crime.

. FUH T 2 A A T — BB R AL A3 e B g B P

o Technology and sophistication — responding to the most challenging money-laundering efforts
through innovative approaches to data and intelligence.

. FEZ AR —FEEIRE FRDLIFT 2 FRE L PR ER -
Format: #53¢ :

The Fintel Alliance has two hubs:

EREEE A B

o Operations Hub - A set of physical spaces where Fintel Alliance partners collaborate, exchange and
analyse information and intelligence in close to real-time to create new analysis and intelligence
products.

. FE? -ERTHRBMEPLPET - LR AT AR TR AR ATA TR TR A 5D
- AR

o Innovation Hub - Where Fintel Alliance partners collaborate, co-design and test new and innovative
technology solutions to augment the operational requirements within the Operations Hub.

. RIFTY - BT IE P L P LT K PRI RPREATOLATRREA S TR FEY
E N

Membership: = f :

As of June 2020, 29 government and private sector partners work together. Representatives from industry
include domestic and international partners covering banking, remittance, and gambling.
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32020 £ 6 " Gk 029 BEFAEFIPHPLERET AEARBE R AP BRFEIRE A
iﬁﬁiﬁww%ﬁo

Government partners: F2 fi45 ©& :

. AUSTRAC j£% 2 % 482 % & 47 ¢ & (AUSTRAC)

o Australian Border Force ;£ i# I# ¥ (Australian Border Force)

. Australian Competition & Consumer Commission 2 #t4 £ 3) % £ | ¢ (Australian Competition
& Consumer Commission)

o Australian Criminal Intelligence Commission ;£ j= 3% i-3¢ £ A ¢ (Australian Criminal Intelligence
Commission)

. Australian Federal Police ;% ' =% ¥ = (Australian Federal Police)

o Australian Government Treasury ;% 7+ B4 Ft3% (Australian Government Treasury)

o Australian Securities and Investments Commission ;27 % % % 3 7 % R € (Australian Securities and
Investments Commission)

. Australian Taxation Office ;%' f#.7% /& (Australian Taxation Office)

o Department of Home Affairs ;£ . #£¥%(Department of Home Affairs)

. New South Wales Crime Commission #7% = f 2 2% £ F € (New South Wales Crime Commission)

. New South Wales Police Force #7= = f X ¥ = (New South Wales Police Force)

o Queensland Police Service ¥ 2 fF ¥ = (Queensland Police Service)

o Services Australia ;£ & ¥R (Services Australia)

o Western Australia Police Force @ ;£ # = (Western Australia Police Force)

Industry partners: & ¥ 45 X

o Australia & New Zealand Banking Group Limited ;% g 42 {7 (Australia & New Zealand Banking Group
Limited)

. Bendigo and Adelaide Bank Ltd A& i % % [ 4¢ % 4{ 42{7 (Bendigo and Adelaide Bank Ltd)

. Commonwealth Bank of Australia ;% B3 2% 42 {= (Commonwealth Bank of Australia)

o HSBC Bank Australia Limited ;24 /&% 42 {7 (HSBC Bank Australia Limited)

o Macquarie Bank Limited & $%32 427 (Macquarie Bank Limited)

o MoneyGram ¥ % £ (MoneyGram)

o National Australia Bank Limited ;£ & % 427 (National Australia Bank Limited)

o PayPal Australia Pty Limited ;%' PayPal (PayPal Australia Pty Limited)

. Tabcorp Ltd %& 1% ¥ 3% (Tabcorp Ltd)

. Western Union Financial Services (Aust) Pty Ltd & 5 % 2 (;%2:+')( Western Union Financial Services
(Aust) Pty Ltd)

o Westpac Banking Corporation & = -F /¥ 4{7 (Westpac Banking Corporation)

International FIUs: % £ & 48 @
o National Crime Agency (UK) & 7J® 3 & (& K])
. New Zealand FIU = & %ﬁﬁﬂﬁﬁﬁ LI

Others: H = :
o Australian Financial Crimes Exchange (AFCX) [+ & ik ge B 1§38 2 #& “7(AFCX)
. Deakin University i # * # (Deakin University)

Resources: F ik :
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The Fintel Alliance (Australia) is a secondment-based model at the analyst-level, enabling co-location of public—

private intelligence analysts operating within the FIU. The model delivers tactical support to investigations,

typology co-development and community education goals.

% ﬁﬁ'rifﬁ‘%ﬁi %gd ffu% BN S A R NPINPEHEEAPT A ERITEY R £ 1T o AL
Al 5B EH & BRI 2 A RT PELT Rart 3 o

Record of outputs / Performance metrics: 1 %= % /% L% 2%

Highlights, as reported in the Fintel Alliance 2018-19 Annual Report (July 2018 to June 2019), include:
EEER 0 Ak ﬁﬁﬁﬁ‘-fﬁﬁiﬁﬁf 2018-19 & # 3R (2018 & 7 * 1 2019 # 6 * )b’“r;\‘« » &3

o 11 international collaborations;
11 B R & 1% 5
o Input into law reform processes in order to boost Alliance capabilities around information sharing;
Jade 2 Rec A AR R U MGEBE TR a4
o Membership expanded from 25 to 29 private sector and government agencies;
+ R A25 B4R B T 29 B8 2 RO S
o 131 intelligence products issued to law enforcement and intelligence partners;
HT 131 BREARA &S JUE M FEER Y
o 320 investigations initiated through private sector members;
BEFIM SR FH 320 B3R 4
o Fintel Alliance intelligence has contributed to the arrest of 108 persons of interest;
ERiTFEEE 2 3 TR er A 108 kRS
o Closure of accounts of in excess of 90 high-risk customers; and
MEPEAZEI0 BER'GE =R | 2
o 87 potential victims identified or protected across all operation activities with in excess of 2,500 credit

card identities saved.
A ~Lr}; R (TS PR Rk 87 MR T —ﬁ » T RFRAZE 2,500 B F A o

During 2019, AUSTRAC has been focused upon how best to demonstrate value through measures of success.
Key performance indicators and outcomes include those above. Beyond those, Fintel Alliance is working on
presenting information on change in behaviour and priority reporting of industry on crime types. For example,
Fintel Alliance work and engagement on the use of financial intelligence to identify child exploitation has led
to a 580% increase in the reporting of suspicious matter reports over the comparative 2-year period prior.
AUSTRAC produced an annual report on the operation and work of the Fintel Alliance which was made public
in October 2019.

2019 EFF RN MARE AP BRI e B M m:}'Lﬂ RN E o B4R reipik s
B g hab etk h BEERMERY RERE T AR AFAHFBREATR - Kol
M ERNEEAFEE Y SR RS0 AN HT A E IR 0 PRI A & o W 4F H 4o 580% ©
RN B ARE A BT - M WERMGFBE EITE 1 ITHEL - X 2019 £ 10 P o o

Distinctive elements: % :

The Fintel Alliance includes the following characteristics:

R ¢ 5T AR

o Co-location of public—private intelligence analysts operating within the FIU, with partners provided
access to FIU data.
. PP ELSTFE EREEY P REERTFFERG DS RS ST
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o The clearance of financial industry partners to view classified government information.

FHRERAFPIRTB HIHTR -
Recent developments: iTH# % & :

In May 2019, the Australian Government provided a boost in funding to the Fintel Alliance of $28.4 million over
four years which would deliver the following expansion in capabilities in the Alliance:
32019 & 57 o BN FCAH S & RS E 4 A2 2,840 FenF R B REE LT i 4 o

o Develop a stronger shared understanding of the threats posed by money laundering, terrorism
financing and serious financial crime;
et Ag FTRE2EAARBPEESP L B enE FILfE

o Through the activities and learnings in the Fintel Alliance build resilience to serious financial crime by
enhancing the capabilities of public and private partners and the broader regulated community;

GAERRNEIE ER 2 B Y > kg AR P LR RS AR 0 g E A

EA Dl O

o Pursue improved sharing and innovative exploration of information including by building supporting
infrastructure between public and private partners;
RAMLEFNER 2 LRBE > o 2 oM P LT L FEAHKE

o Complete the money laundering and terrorist financing risk assessments program;
A EEE FTELRTRIH
o Identify and pursue operational activities that will deliver broader socio-economic benefits to the

Australian community in addition to the producing prevention and disruption outcomes; and
BRI R R Fhe2 b PERE AN S RNAREAG { AL EAVTE B (T &
. Demonstrate and make visible the value of the Fintel Alliance through effective performance reporting

and communication of outcomes.
B G OGRS B R SN BT AR i .

COVID-19 adaptation: COVID-19 2_ F| & :

As at the time of this research, Fintel Alliance is currently focusing operational efforts in support of the
Australian Government response to the COVID-19 pandemic, working with industry partners to enable
assistance to be provided to impacted groups in the community while mitigating the risk of fraud. Additional
operational areas of focus include trade-based money laundering, scams impacting the community and
understanding the role financial intelligence can play in combating illegal wildlife trafficking.
iiﬁf%é*’$ﬁ¢$%ﬁﬁ%iL%WﬁWﬁ&ﬂ%aMDw*ﬁ%Lﬁ&ivﬁé#%
T $HAEY 2 X P LRMBEF e FREREFSL G - B B LA ¢ BT 5 A8 - B
AFZ SFHE LR AR A FAR T A S EL IR o

\_.

g W
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Hong Kong 3 i&

Hong Kong Fraud and Money Laundering
Intelligence Taskforce (FMLIT) 3 i& & g%,%,; N
H4F 1 1%/ 2 (FMLIT)

Established: 26 May 2017
2F 12017 #5 % 26 P

Summary: 4§ & :

On 26 May 2017, the Hong Kong Police Force and the Hong Kong Monetary Authority launched FMLIT as a pilot
project. One and a half year later, FMLIT was formally established providing an environment in which the
financial sector and the law enforcement can exchange and analyse financial intelligence. FMLIT adopts broadly
the same governance model as the UK’s JMLIT. FMLIT’s mission is to enhance the detection, prevention and
disruption of serious financial crime and money-laundering threats in Hong Kong, with a focus on tackling fraud.
The main activity of FMLIT is to host collaborative development of intelligence at an operational level to
support law enforcement investigations. Financial analysts from the banks engage with law enforcement
investigators in secure Operations Group meetings. The co-development and dissemination of alerts also
enhance the AML capability of the industry through the identification and mitigation of risks/threats.
%2017 # 5 7 26 P - % & i+ dHong Kong Police Force)2 4 & £ & ¥ 7L & (Hong Kong Monetary
Mmmmu$ﬁ%ﬂm%ﬂaiéﬁﬁﬁ%£%ﬁlﬁ¢£°—Eiﬁ’§%F#%£”%1ﬁym
B E URE AR SN R A AR URE o A F SR AR T AL
FEHEY AR LB T AR SEES  AEE 3%.5575 g1 1T .§£ml£z}{4t e 1 7B
A e fEE S G2 R P enil ] ﬁ%%i“%ﬁ?% R Y ERL
2 ARFEGWETEG LEFHRDETFREURERZIPBU AL - REDERATIFRLL 2D
FITEHEEARY ERZPUALA LT Sd R/ PIyREE2 BFYE  Exadi b2 2 gl

[ 4] 48 chigg 4 o

Format & Membership: ;3\ % = f :

Taskforce format for tactical information sharing linked to typology co-development. FMLIT is a collaboration
between law enforcement, the Hong Kong Monetary Authority and 10 retail banks together with the Hong
Kong Association of Banks under the leadership of the Commercial Crime Bureau of the Hong Kong Police Force.
Expansion of membership is under consideration to widen the scope. The Independent Commission Against
Corruption has recently joined FMLIT in February 2020 to fight against money laundering together.

1 e R ERI M APM RTS8 il o AR ITHRE KR T ) 204 45 E0r
A A &2 gﬁ%%%mbmm?»”¥*¢%%~_%ﬁ@%ﬂ%ﬁmﬁigﬁﬁﬁéﬁﬁFQ
¢ (Hong Kong Association of Banks) « & # /& = Rl ® 5% H &£ B o Rpco F i8> 2020 £ 2 7 4 » 455
L RN LRI REEC o o S

Resources: F ik

No dedicated public funding.
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Bz o ?FFE/: o
Performance metrics: % % 7% ©

Up to May 2020, 25 Operations Group Meetings had been held since May 2017.
2017 # 5% k% 2020 & 5% Gk > F (725 BEFMRYE K -

HK FMLIT performance (26" May 2017 to 31% May 2020)

Bk 3 5&& SR T 2 c(2017 £5 % 26 p 3 2020 #5 % 31 p)

Cases presented 108
BApdk

Response forms received 666
T3] ehw iy

Entities screened 3,640
FaTH

Persons (previously unknown to Police) identified 379
evw‘v’;\‘7 |I}A( ’il‘;\#ﬁt%—;’ ?"E)

Companies (previously unknown to Police) identified 513
‘“’“‘"%7 A (7 T ;\ﬁ}tg" }’A.r%f)
/Accounts (previously unknown to Police) identified 8,162
‘“’J“"A\A7 tE (7 q,s ;\%}tg" }b.r%f)

New STRs received #7c2_ 5 e & & TR T 5 £ 4 471

Assets frozen, restrained or confiscated
NS I 2 T A

$646.8 million HKD
6 i 4680 F i ~

Amount of loss prevented
Hal N I &1

$105.6 million HKD
1 % 560 § &~

Intelligence-led operations
fraF i 2 76

66

’}51;:7 &‘—r HL%{:

Persons arrested 250
S

Prosecutions (cases) 16
A 7 (K 2 4K

Typology alerts disseminated 11

COVID-19 adaptation: COVID-19 2_ F] &

With a view to consolidating the collective efforts of FMLIT members in identifying the financial risks and
fraudulent activities stemming from the current global pandemic, FMLIT has implemented

priority focused on "COVID 19 related Deception", Which includes the following five areas: -

ﬂﬁqéli‘ﬁ pfﬁﬁni SR T A R T
3 s /ﬁﬁpf‘%ﬁ é%j_]rj.&g_g ¥ &% rCOV|D-19#BF5§,§ﬁ1}‘%J e n l'%,i;f?ﬁv ,

e Raising awareness w4271 %,

P2 2R AT 2

AL G A
SR E: ﬁf—iﬁ

@

an operational

- The dissemination of Alerts for sharing of information and typologies related to fraud linked to
COVID 19. #:i% %7? A % 23 COVID-19 #p B %ﬁié%,ﬁfn E R
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*+ Case-based Intelligence Exchange during Operations Group Meetings & (* B8 ¢ k2. % & A # 3R 2
Faid
- Casesrelated to COIVD-19 deception and scams are tabled for discussion during Operations Group
meeting to strengthen the detection capability.

- -2 COVID-19 40 M T2 ko % 3¢5 b 16 5 38 (e MM ¢ SR 2 R 15 1 ami 4

e Situation Appraisal 8 4 #7
- Aninformation brief outlining COVID-19 related deception situation in Hong Kong was compiled
by the Hong Kong Police.

- BB ES R FCOVID-19 AP M Hhh 2 FTAER o

e Knowledge Sharing “ras & 3
- FMLIT members are invited to share their experience and good practice in response to COVID-19,
either during thematic presentation or in the form of guidance papers.
- WHRAEFEHEAKFFIFT e AEEEMFA LI 23N A3 v
COVID-19 ok % i 2 iFjx o

*  Publicity = F
- Anti-scam messages and publicity campaigns through Police and various social media platforms.
- R LA AR ERSEE S 2 L BANEAT SR F

Malaysia & k& It

The Malaysia Financial Intelligence Network N\

(MyFINet) & % & I; & f& 15 4F % (MyFINet)

Established: November 2019
%+ 12019 £ 11 ¥

Summary: 4§ & :

MyFINet is a public—private partnership initiated by Bank Negara Malaysia (BNM) in 2017 and was officially
launched by the Prime Minister of Malaysia in November 2019. MyFINet is led by the Financial Intelligence and
Enforcement Department, BNM (the FIU) in a joint partnership between law enforcement agencies and
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financial institutions that are involved in combating money laundering, terrorism and proliferation financing
and other serious crimes.

B ko 1“4?[%1&3-%#'“& 5 %
d %XUJF]#BA % @
d Wz 8L s BFa 53;;:

;B R AT 2017 £ F Azeha 300 £ (4 1 e sk 0 3 2019 & 11 7
Wﬁﬁpﬁd%jJI?Wifl'ﬁwiﬂﬂ*hzﬂWWw)ﬂf%’v
;y%ig,a__—‘ja%m*{,zﬁﬁrﬁgi 4?@1&%}*]&'9;\. p;.%},,.f&g % o

) J;'H 'ﬂﬂ
‘«N \4»1:‘*

Objectives: P & :

This partnership serves as a platform to encourage sharing of intelligence based on the emerging trends and
risks, and other current topical issues between law enforcement agencies and financial institutions in managing
any significant threats to the nation. MyFINet aims to deepen and elevate the existing collaboration and bring
sharing of information between the financial sectors and the law enforcement community to the next level, in
the fight against financial crimes, terrorism and proliferation financing.

ﬂ.b%f;ﬂ’]’&g « 15 ,r,a}ﬁv HE A2 $ﬁ¢gﬁﬁfﬂ/}§r#§% TEAREZ B e R H g ;‘;;“{57 F3R T 5 o
lj?m"i‘j-@]'ﬁ7 ERCE SN R S Oy Tﬁﬁﬂ"ﬁﬁ P-‘%Em?*'§$ﬁﬁzg'5k NE N ?El’?\“‘% VR
EFRATEF LT TREBINPAHZAFETOATALIHA TV - BAX -

Threats addressed: 4 %42 =& § :

Currently, MyFINet is designed to assist the financial institutions in better detecting and reporting crimes which
are difficult to detect through financial transactions alone. These include terrorism and proliferation financing,
corruption, goods smuggling and other serious crimes that pose significant threats to the economic stability.
pﬁ,%%6¢%ﬁ@#ﬁ%%&?ﬂrwww$ﬁwﬁi%%@ﬁﬂ%Hﬁﬁ*ﬁ&ﬁ*%%iépwﬁw
el c He HRBFALRE FTHAH - AR - AF 2 HHEM e Pd I P2 0% -

Format: 53¢ ¢

MyFINet operates as an Operational Working Group which focuses on tactical intelligence on specific cases as
initiated by the law enforcement agencies. Under this initiative, the FIU facilitates discussions and meetings
between the law enforcement agencies and the financial institutions. During these meetings, the respective
law enforcement agencies will share specific intelligence information, red-flags and typologies with the
selected financial institutions. Based on the information shared, the financial institutions will facilitate the law
enforcement agencies in their investigations through better identification and reporting of suspicious
transactions.

Bk T EREFENFRA LT Bt NEF T R *%/zﬁ‘if’ﬁéﬁ 2. B & 2 e AR o
_yyaa,$@i$ﬂ~&éﬁ¢%wa¢@%ﬁﬁmd Zgke hERM ERZPHELS
ERDERBEL L LMIERT - LA IES B B30 0TI ERPPSBE 57 R

Byl AR R M B o

Membership: = f :

At present, the members of MyFINet are the Royal Malaysia Police, the Malaysian Anti-Corruption Commission,
the Royal Malaysian Customs Department, Securities Commission Malaysia and selected financial institutions
and money services business providers

Pof ke FAREFREDOIE 85 kd I 2 7% 2 (Royal Malaysia Police) ~ & k& I ¥ §/54 R g
(Malaysian Anti-Corruption Commission) ~ 8 & & 7 2 7B i /& (Royal Malaysian Customs Department)

ka @S EELR § (Securities Commission Malaysia) 4 % 45 2 & {842 W IR % FR L
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Resources: 3 i :

MyFINet operates a decentralised model where the relevant officers of the FIU, law enforcement agencies and
financial institutions work on specific cases from their respective offices. Upon prior arrangement with the law
enforcement agencies, relevant officers of the FIU, law enforcement agencies and financial institutions will
convene for a meeting based on specific date and venue, where officers of the law enforcement agencies will
share sensitive intelligence including identified subjects and other specific topical issues. This model primarily
delivers tactical support for intelligence gathering and investigations. There is no dedicated funding for the
operationalisation of MyFINet at the present time.

BRE G ARFRENI P g NEE S AR a4 R U2 BH 2 $ﬁéﬁ§+§¢_ﬂ &
PR A TR E o ARFPH I XY > EREFEY PR AR B AR
o %iﬂﬂi&%%méé’%ﬁwwm4ﬁ%¢$ FEPR A A6 R SR AR -
PHR AR FREFHFAFEBAORTITFAIE c PR 8 kT T ERITRREE Tk BHE e

Record of outputs / Performance metrics: 1 ¥= %/ % B4 2% :

Since its initiation in 2017, MyFINet has assisted the financial institutions to effectively detect suspicious
activities and submit STRs with highly valuable information that are useful for investigations by the law
enforcement agencies. This has led to the arrest, prosecution and deportation of 22 individuals for their
suspected involvement in terrorism and proliferation financing activities in Malaysia.
f 2017k ko B KT L AR A0 @IS R R T AR > KR 8 \
ZRNAB N TR RILEEL > BEF WM E o PR 22EHEN S RS TRAFER LS
FEARGRE S A L2 i AR A BRAE N o

Recent developments and COVID-19 adaptation: iT#} % E 2 COVID-19 2. %) :

*  Meetings with members have been conducted virtually via secured platform in view of the physical
restriction amidst the COVID-19 pandemic.

© FHENCOVID-I9 R FHFHFMAES > 2 EFhgREEL 2enT S RHEF o

* The FIU intends to further enhance the understanding of the partnership with the existing members
to achieve its objective to the fullest extent possible.

© ERIERY CEGE- B R SRHP UM AR NgT s ESE PR

* The branding and official launch of MyFINet in November 2019 facilitated interest from other members
of public sector to participate in the partnership. Based on the positive feedback from participating
law enforcement agencies and financial institutions, the FIU will continue to promote MyFINet and
encourage the participation from law enforcement agencies who are in-charge of other serious crimes
that may pose significant threats.

s BRILAREIFEI2019E 117 G LI R O RAB DMP AR
AL N2 PUI ERPELIG 0 BRI Ceadi] § X
TR F R TR FRERPL LA PR DR e
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New Zealand &= & #F

New Zealand Financial Crime Prevention
Network (NZ-FCPN) &= & f £ fJ° % 2 i re
(NZ-FCPN) '

Established: December 2017
X+ 12017 & 12 °

Summary: 4§ & :

The NZ-FCPN is a public private partnership is to combine the resources and goodwill of all its members to
strengthen resilience of the New Zealand economy against financial crime both domestically and
internationally. Chaired by the NZ Police (the New Zealand Police Financial Intelligence Unit is a part of the NZ
Police), it provides an environment in which the Reporting Entities and law enforcement agencies can exchange
and analyse information and financial intelligence to detect, prevent and disrupt serious financial crime and
wider economic crime threats against New Zealand.

L WEARPEP LRI - BAFNPPEMGE S REENF AR AT REY S > U REEH T
Wz B 2 REFYE - Bd od FES R E(ed ES EREFEY o ed FES F-304)
RERLFUEIAZPU IR AT TAZ ARFREVER G2 R Hed L £ %2
LRE2ZEAPRLSP -

Objectives: F & :

* Develop stronger relationships between New Zealand law enforcement agencies and the Reporting
Entities to collectively address financial crime; and

s BT FREPHIFLINTLREADM AN EFRIZERSE S 2

* Deliver and test the potential to realise a range of benefits to law enforcement and Reporting Entities
including:

o RETPRPREIFZPMEEEFTHATF K- G RT A 4

o The management of risks by the Reporting Entities; i 4% 5 #82_ kb & ¥
pALN

o Collective understanding of threat; ¥ = §* eh¥ | 12 f% ;

o Securing the customer experience; i} 7 —‘ﬁ M

o Targeting and intervention activity by law enforcement agencies; and
NP2 PRz FApEE 2

o Opportunities to learn from the other parties’ approaches.

Fy AR sg
Threats addressed: 4-%+2_ =& ¢ :
Tactical & #7

The NZ National Risk Assessment of Money Laundering and Terrorist Financing (NRA) is the principal strategic
document that drives the tactical response to crime threats and priorities. The principal money laundering
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threats in the NZ context is drug dealing, followed by fraud. The highest risk money laundering typology is
money remittance. Due to the greater social impact of drug dealing, along with the profile of those involved in
the illicit business, most of the tactical response has been focussed on drug dealing and gangs and the principal
typology of interest has been focused on money remitters. There is a small but significant resource directed
towards terrorist financing.

L@ R FERRE G5 (NRA) L do 2t e B & P2 Forw 2 BB AR 2 3 & (v
ol iR EELPTIE FLE £ REES - BB B oaiAB BTl s8ma o d 3 F 57
“fd‘*’?ﬁigi'ngggi Ao R EFHAZTEDALFA G FEBPGEEY F R AS S 2§k
LRRFLLLRRA - T S NALER DT RERTE -

R

<
%
m
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Strategic X %

Knowledge gaps in the NRA drives the strategic response to crime threats and priorities. The NZ-FCPN members
are undertaking four joint products on the risk areas of child exploitation; trade-based money laundering; trust
and company service providers; and virtual asset service providers, in the context of how these typologies
affect NZ.

g ﬁg,m_fﬂ%}‘ ] % ) U e W i Ry ,F, ERIENE SR N L - fﬁiilﬁﬁ?%‘;ﬂi‘?ﬂ)@
e P %mW&T’“UW¢ﬁﬁ%mGméﬁé DRIE IR ]~ F Bk g
o P PRARE BT AR EF e BRGHE -

%

\

‘3\ x\'\‘

Bog
X %
i

Format: 3535\ @

The NZ-FCPN Strategic Board provides governance to the group and meet at least every quarter. The Strategic
Board provide approvals for any resource intensive strategic work. The NZ-FCPN Operational Board meets every
month, and since November 2019 has had at least one pending covert operation presented to the group at
each meeting. This is followed up with a document called an ‘FCPN Alert’ that is sent to members providing a
summary of the offending and details of the parties involved. There are out-of-session FCPN Alerts also
developed and distributed, as the operational need arises. Terrorist Financing FCPN Alerts are not normally
distributed to the whole group and are kept on a need to know basis, with Alerts sent directly to affected
members.

LT HEMPREP PR LR EFREG I FZICRE-T o K EAAEfFRAERT AT
R g 1T W?ﬁﬁ]“ b3 Pf/é»"ﬁf‘ = ﬁj 1R g » B 2019 & 11 * B 4o =X g?i‘ﬁgg‘f{fﬂi
Lo EAREP RRTE o 18T /‘%\ I $ﬁﬁ2° B REET ML e iE s ik ikE
FlEafE& 2 2R45F 42 me o 3R g SEES DR RN P—“*‘ﬁf—r‘é%‘é,\ﬁgﬁ?ﬁ;ﬁi‘i 2o iE o
EM$WP%WW%QKTﬂiﬁ¢7§¢ FLEERRME a TFLTE oL > P BRFEYL
XEFAR -

Membership: = § :

The membership of FCPN is comprised of the NZ Police, NZ Customs, and the five major banks (ANZ, ASB, BNZ,
Kiwibank, and Westpac) who collectively have 89% of the NZ market share for banking. Unlike larger
jurisdictions, NZ has one principal law enforcement agency — the NZ Police, which has 10,000 sworn officers.
NZ Customs is the next largest with 1,000 Customs Officers and the other agencies with law enforcement
responsibilities have a much smaller number of officers/investigators (for example the Serious Fraud Office).
This gives the group streamlined access and coverage of the law enforcement work groups across a range of
national and transnational offending. There are future plans to expand the NZ-FCPN membership beyond the
banking sector.
ﬁ@F%ﬁW$$ﬁ$ﬁd&aﬁg%\&aﬁﬁwavﬁfQﬁﬁmm~mwsm~mMmk&
Westpac)ie = » 3%7 FELIT EHd o d el s & Fe1 8% 2 B B L A hP 2 FiFw 0 B0 3
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- BARTRZPH—d FE> B 1 AR ced M iml FEAMAR  His
FFRZOBEZ AR/ AR (P iv i ) P @RBBTUF I HRFEEERP 2 K
Rz e AR RIHFRET AR R RI AEFINM L0 o

Resources: F ik :

There is no dedicated funding for the FCPN.
K ERE R R % BT e o

Outputs/Performance Metrics: & % /% L4 % :

The FCPN operational activity developed since mid-2019 and is still in the process of developing the
performance monitoring framework for outcomes following this operational activity. The FCPN Alerts have
stimulated a range of relevant reporting that, in turn, supported covert operations. None of these operations
have terminated and therefore monitoring is still ongoing as to determine the full impact of the relevant
information-sharing. The FCPN has had success in using TF Alerts to support network analysis. In 2019 there
were eight FCPN Alerts sent and up to June 2020 there have been 21 FCPN Alerts sent in total.

EA DA v ’ﬁ”"ms\ TEE R 2019 # ¢ OHp B AL E’T’ﬁ‘?’"}*ﬂi‘s‘ ARCS SRS R o £ R
TP e BT wi%wwﬁﬁ TR RELERG AR R ERY AR FM T e
WH%%*@@?@ 3 gng $@f%ﬁﬁk&¢ﬁ%?“ﬂ§ﬁ ii# L 47 0 b
mwﬁ’js%ﬁﬁrmﬁwwﬁ§ WEARED A E T 2020 £ 6 7 1 ME21 B AR
hApp eRETRL o

Distinctive elements: ¥ &L :

* The FCPN can be very operationally responsive. For example, in January 2020, an NZ Police National
Organised Crime Operation came across a large commercial cannabis operation in a rural location. The
cannabis was being tended to by a group of Viethamese overstayers and there was an immediately
rush to understand who owned the property and look to quickly restrain any assets before they could
be disposed of. Within 1 hour of the discovery of the cannabis operation an FCPN Alert was sent that
had the details of the property’s location and names of the people apprehended. This was followed
up later in the day with a more comprehensive FCPN Alert. There is a capability to monitor incoming
FCPN generated SARs afterhours to forward to the relevant authority.

s ERPRIFPPRR2ETF JAR - Bijm5 032020 £ 17 > a0 FE> 2 ARE ﬁil;ja B
RN AMEER L ULP ET AL S RAES - FG REDFGHAY A
AR R FRB R SRMAT D b PR T M A - A A ERER

—w%m’ﬁﬁrﬁﬁﬁ$$§wﬂ&%¢%m’égﬁémcﬁaﬁiﬁz4ﬁéio%
SAE-HFNLRFDEBPERRLEI AL B EFE AR RS
NABRFTRBFILIFLT Y IFEMREME Bt o

*  The FCPN can support a short feedback loop on SARs. A mortgage fraud operation commenced in
October 2019. What was unique about this operation was that it was the first time that the NZ Police
FIU shared SAR information from a range of reporting entities with the FCPN members. The FIU asked
FCPN member banks to speak with their mortgage advisors and report (via SARs) instances where
mortgage frauds (or attempts) were identified. Once the SARs were received and collated into a report,
it was disseminated to members to stimulate a second round of SARs. This started an operation which
is still ongoing.

* EMBPLRFPRETUAERIVEKSFTRIE
— AT TR R o H PR itie e

LA 2 (B F AR 02019 £ 10 7 g H 2
ﬁ%“fﬁ%ﬁﬁwpiﬁ—‘ﬂ$WF%ﬁW%
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B DRI PR AR A TS LLHFLL T AR R LERI R
PRARAREEBAPRR EE > TP ITHR(EE LB)RFESF RS ER R S
BB RL) - LRHANAR S FEABIFL Y L AFL A MRFET L

YRR g AR R FTRBEFISEL c GFAT RDEFFREFDER -

* Integration of the FCPN as part of the national AML infrastructure. The FCPN members met with the
FATF Mutual Evaluation panel members during their on-site in March 2020 and there will be
commentary on the FCPN in the FATF report.

© EEERIETD LD FRD AR AL R - 0 - L)
£ 38 B FIAR ERT élet__:g‘.?ng FHEE R e R THE

SHARL Y TR AR R RE -

?EF fA R AT 2020
R IEY ¥ Nt

COVID-19 adaptation: COVID-19 2_ F] /&

Following the introduction by the New Zealand Government of a wage subsidy for companies and workers
financially effected by the COVID-19 lockdown, the NZFIU released guidance to the FCPN on specific indicators
to identify fraudulent applications. As of 23 July 2020, this has resulted in over 267 SARs being submitted to
the NZFIU, which in turn have been passed onto the investigation team responsible for triaging COVID-19
wage subsidy fraud.

SEF 0 [ FORH F) COVID-19 44 @ St B 3 \ﬂﬁﬁlﬁﬁﬁﬁﬁ%’iww$ﬂﬁﬁﬂuﬁ
EFpe BT RRE T AR B Y FehE g fﬂa © % 2020 # 7 7 23 p ot 0 F 267 B kg &
LHEFLERE T FEREFEY o0 AR L F COVID-19 FFA pEIFH B A o
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Singapore #T4ci

The Singapore AML/CFT Industry Partnership (ACIP)
Fud kgD HEFETHEREFLEBEN | (O
% (ACIP)

Established: April 2017
X+ 12017 & 40

Summary: 3 & :

The Singapore AML/CFT Industry Partnership (ACIP) is a public—private partnership comprising the industry,
regulators, law enforcement agencies and other government entities to combat financial crime.

R A8 EFEFFTHER .f‘:ﬁf%‘ié‘#ﬁ; BB R (ACIP) AL &> f 30 0 & iT g4 KR I e TEMF
TRASRE R SH 2 B R SR M AR R -

Format & Membership: 3554 2 = |

ACIP comprises a Steering Group, which look into specific risk areas and topics relevant to ML/TF/PF. The
Commercial Affairs Department (CAD) of the Singapore Police Force and the Monetary Authority of Singapore
(MAS) co-chair the Steering Group, which consists of eight banks and the Association of Banks in Singapore.
The Steering Group identifies key ML/TF/PF risks and forms Expert Working Groups (WGs) or operational task
force to assess and follow-up on these risks. Relevant industry participants, including non-bank experts from
other financial sub-sectors, legal, accounting and company service providers have been invited to provide a
wide-range of expertise and perspectives in the WGs.
HBUHEF ST RO oM AL P EM AT - BRELR 0 f A AN RR/F S ?%/?Eé 2
#%1—;2 Bh'GAESE 2 A3 o AT4cH B2 B 33%(CAD) 2 AT4c 4 & ﬁﬁfg E (MAS) X & AR %E‘ H1R
FHNFEEE BT cFRL R ¢RI R RR/FTE/FTEAHL &S 2% 7 F
B(WGS)E\«? I 0F )l IR T B R e o AP A ¥ g %‘f & ;};:T fa 4%]%4;—? IR ez {ap
B 352 2P RIrR n—’f—ﬁ*ﬁ%ﬁ;x%\zﬁ-l,% I ek R L ek ¥ 2 Lo

\\

- ‘E‘M

Resources: ' ik

No dedicated public funding is available to ACIP.
LFHNRRHESLF TR L RA P EM RO BT

Recent developments: iT# & &

» Co-creation — Best practice papers, dialogues and workshops: & FiE > —& E F 72~ & ~ $3E 2 1
7 2

o In 2018, ACIP published papers on typologies and best practices related to trade-based money
laundering and the misuse of legal persons. Financial institutions then benchmark their own
practices against these best practices and the Association of Banks in Singapore organised training
workshops using the contents in these papers.
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o ACIP has also been encouraging the financial community to deploy new data analytics methods
such as machine learning and artificial intelligence to better detect and disrupt financial crime:

o AKPHITIFFORH LKL LY EM RILP £ RATRY ATRSSHT 5 B EF
WEAIIFE > L 8 BRI F‘ﬁé—’ﬁﬁj""t o

4+ In 2018, an ACIP working group produced an information paper on the use cases for AML
DA and the related implementation issues.

+ > 2018 £ AP HI T EFFTHRMF eRE EY LM G T B0 IEHT R 4R
SIS TR G APM F S RILDT I 2 o

4+ In 2019, ACIP held a data analytics workshop for industry to share experiences on effective
DA execution and proper governance.

+ ”ZM9ﬁ’m%H#%#§AMﬂ FedA EP O R GBI 1 B

ERAZ G sxldp s T RITE RGNSk o

o In 2020, ACIP members discussed the steps they took to tackle the operational challenges posed
by COVID-19 and mitigate the impact on their AML/CFT effectiveness. The key insights were
compiled in a practice note, which was shared with banks in Singapore. The practice note
complements other relevant guidance and advisories, including a joint Alert that MAS and CAD
had issued on emerging AML/CFT developments relating to COVID-19 and typologies, and the FATF
paper on COVID-19-related ML/TF risks and policy responses that was shared with financial
institutions through MAS’ website.

o *2020&  AKBHITHEFFTH R e KA EP M AR %Y 5a< 2_ ¥t i ¥] COVID-
w'ﬁ%ia‘mﬂ%%ﬁgﬁﬁﬁpr#§?ﬂ$**5?91 o £ & RELC JTa
FELG LA LI BFE o F it LH B fphidnil 2 é 0 ¢ AEATIOH &
%ﬁ%i%ﬁﬂ%%ﬁﬁ%%%%dwm49ww%ﬁﬁﬁpﬁwbﬁpwﬁﬁl&ﬁi#k
EFL  2p4lARERES 1 TR MM COVID-19 ApML&/FT R "G 112 47
R4 L-FLR I A JUE ¥ S R A N

h
m-

* ACIP advisories: 2 & 7 4|+ F F o+ L1 & BAEEPEMBEHK

o Advisories have been disseminated to financial institutions to enhance awareness of emerging
typologies that are of priority concern to the Singapore authorities. ACIP members may also
propose such advisories to the ACIP co-chairs, as a means to alert the wider industry of a material
risk that they have has detected.

o HERTBPHELL %ﬁﬂﬁﬁﬁ P AR EHRATARE E A AR ERZATEPR R L DLE  ABD
N e L S T e
FEAFPEMOGERFLA  TiRFECAXEGRRGNEL 22 -

* Case-specific sharing and typologies: £ %8 % i » % % #g 7] :

o ACIP provides a platform for case-specific investigative collaboration between industry and law
enforcement agencies. The pilot project related to Business Email Compromise scams and resulted
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in successful seizure of illicit funds. ACIP members have since collaborated on other cases involving

front and shell companies, including an ongoing one on trade-based money Iaundering

BRI T E TR oS F PO M R EER 2 2 H F’*)I‘— WEEALE T2
Lo MRPRT I i«’rﬁﬁnmiﬁh B3 2 F & ded o BB B "%%ﬁwé
'}ry.‘.E’._‘i‘«)ﬁ FPEM AR AN 2ESPNE B %X l«—j Eiv, ¢ ZIMIEF2ZF 5 AR
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The Americas
% M

. Argentina Fintel-AR [7 132 & F 747 18 15

Canadian ‘Project’ Initiatives to Combat Financial Crimes through
Partnerships 4c £ ~ 51845 B (2378 & ghoe B 3315 3R

e The US FinCEN Exchange % R £ = B ELRER S
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Argentina [F 3£
Fintel-AR® 7 1342 & g 17-4F 18 41°

Established: 21 November 2019
x> 12019 F 11 % 21

Summary: 4§ & :

Reported to be the first public—private partnership to combat financial crimes in Latin America, Argentina’s
Financial Intelligence Unit (FIU) established Fintel-AR in November 2019. Fintel-AR is a collaborative initiative
developed between the FIU and its main reporting banks in order to exchange and analyse information about
risks and strategic aspects of the anti-money laundering and counter-terrorism financing system (AML/CFT) in
a prompt and effective manner. Fintel AR’s initial agenda is focused on assessing risks to financial integrity in
the banking sector, the development of typologies, the feedback to the financial system, and the discussion on
the need for potential amendments to the domestic regulatory framework.

BIFFLLTEWE - BHRHAREARPROIFIPPER G PREDERNEY © & 2019 £ 11 7
&R liE s ﬁﬁ’f"fﬂ?ﬁﬁ o Pl & ﬁﬁ‘iﬁﬁﬁ‘—ﬁ#‘{d £ ﬁﬂk‘ﬁizﬂ? Pus HA BHFREE 2 EIFER
PJT%\ P PR g ek AR AR/ E TR ER SRR R g w2 T3 e PREE RN
FPHA A TERF LRGN AMARAL C PREERZFE 2 ﬁME-Z HEAP I ST 10
FERfEET R BT T Fo

Objectives: p % :

The objectives of the Fintel-AR are established as follows:

fPives g iRt b hdo™ ¢

* To develop an operating environment for exchanging information in a secure and efficient manner; %
B % ’_:ﬁ" a;\aahz; i 28 F TR B
* To evaluate emerging threats to the integrity of the financial system; ;=i %t & f& 48 K 55 5 2 AT8# &

i

* To inform participants’ understanding of a risk-based approach; #f i& % £2 gﬂk YA T 2 TR R

* To contribute to the development of a regulatory framework which dellvers greater efficiency and
adaptability to respond to threats, innovation and the needs of financial sector stakeholders; and %
B 3 R F R P ~AATE R RARINPFAITI M AR R EIEESE 2
. Contrlbute to the growth of Argentina’s economy. TECEJ%PP ez A& o

Format: 3535% :

Due to the lack of a specific legal gateway for tactical information-sharing, the Fintel-AR is initially geared
towards strategic intelligence collaboration, covering crime typologies, trends and patterns, emerging threats,
best-practices and awareness-raising. The engagement of the private sector is voluntary, additional and parallel
to standard AML/CFT requirements

EARAETIESS LY Ly e N T SR | PE iiifzs ’ F”f EEFRTFPIE- B FROT KGR E T E
2%t AR B ATER P B R RAR R PN B g e AR
B/ HFFRE Rz Bmd F o

& Information provided by the FIU in Argentina at point of launch of partnership in November 2019. 4 F it d [P {l2e & g fidf @ w30 2019 #2& 2 2238 B hpFdk i o
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Meetings are convened in response to ongoing project needs. 7. B § 3% Flk#F F ot 7 & o

Obligations of membership and due process in terms of participation, governance, information security, dispute
resolution and external communications are described in a Memorandum of Understanding for the Fintel-AR.
P92 & PR e B 2 4 L 80 o' S R RARE MY R L NI L T LR R IR 2

TEARR LR RN o

Membership: = § :

Fintel AR was initially formed as a partnership between Argentina’s FIU, Banco Nacion, Banco Galicia, Banco
Provincia, Banco Supervielle, Banco Hipotecario and Banco Ciudad.

fPiie & iR 84— B 4o 84 PIRE &R IF4F 7 .« ~ Banco Nacién ~ Banco Galicia ~ Banco Provincia
Banco Supervielle ~ Banco Hipotecario 2 Banco Ciudad #7 % = 2_3% &' i i% o

Resources: ik :

All financial resourcing of the Fintel-AR is borne by the Argentina’s FIU. Other participants contribution is
exclusively in participants time and technical insight.

“F RSSO T PSSR o B R R YRR AR s
3 FRGEER E o

Canada *t £ *

Combatting Financial Crimes through
Partnerships: Canadian Collaboration in 2019/20
HiEY R g & e Je %t 2019/20 ¢ £ =< &
fe g g

Overview: £ :

The following provides an overview of the awareness and targeted collaborative projects in focus for 2019/20
while also highlighting newly formed public-public partnerships. Additional details on public—private
partnerships can be found within FINTRAC's latest Annual Report.®

Ttk 2019/20 £ B AFEE FLZ P RS TP EMT o Y LR EATI IR
Bk o His QNP R LM RhwmE T AT AR 2L A CERATE 39 -

Awareness Projects: # 3 & @34

Awareness projects leverage a public—private model and typically employ a dual mandate of heightening
general awareness amongst relevant groups (e.g. regulatory, anti-money laundering professionals, etc.) and

9 See https://www.fintrac-canafe.gc.ca/publications/ar/2019/1-eng
% https://www.fintrac-canafe.gc.ca/publications/ar/2019/1-eng
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increasing the number of STRs filed to FINTRAC on potential money laundering related to a specific predicate
offence (e.g. human trafficking in the sex trade, fentanyl trafficking, etc.). These projects are designed with a
vision to investigate the crime from a specific financial angle given the increased complexity of the predicate
offences chosen.

FB LR a3 w5 -y BEPE e TRBAM @I%*"(E’E BN FRRE RE)DE
MAF I RAAFEERIIZIFL AT w2 AP I E P RE(MEIL 2 A0 EE S LEESR)
PMLT AR L RNARS FTRER L &P or“%LwErm%B%ﬁ%ﬁ’ﬁﬁﬁ

WM P AL LERERDALE -

The composition of the partners who participate in public—private awareness projects may vary based on the
underlying predicate offence that is being

addressed. %8 2P HF LB P Llex7 i

Financial

Iﬂé@g‘ﬁjﬁ Bk JF A Institutions
£ st

For example, Project Protect includes participation from e
non-governmental organisations (NGOs) that provide front G(,:V;r:;qeim En/{OgCnecqﬂegnt
line services to survivors of human trafficking. While Project . -
Chameleon benefits from the participation of the Canadian i /Ijr"cv)?ggt“ess i b B
Anti-Fraud Centre. B &|m 3 > 47 K ik A v priF ‘
13 H TSR NZEFOR S (NGOs) 4 ~ o @ ¢ d 3¢ o AR

PRIRIL E e £ 4 F Y v g o

(FINTRAC)
However, although certain participants can vary, major
reporting entities in Canada, such as banks, the federal
police (RCMP) and the national FIU (FINTRAC), are
considered foundational partners for all awareness projects.
B o GEFTHFEL IR b XA RDAHER
R Bl4edLiT ~ B RE S (RCMP) 2 B 7 ffT4R @ (FINTRAC)H G 5 297 42 8 R334 41 ¢ A # Y

o)

1= o

Technology
Companies

PPN

The diagram to the right lays out the composition of who
could potentially participate in a given awareness project. +
G RAEE SFERG AT hEL .
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Overview of active awareness projects: 317 2_ 3% & % B3+

1

Project Code
Name 3+ &/

RS

Year
Launched
BisER

Focal
Predicate
Offence £

B g ek

Targeted Underlying
Activity P {8 i

Project Outputs 3+ 3] = %

Protect %z

2016

Human

Trafficking
AT pEiE

Sexual Slavery and
Forced Labour {4 2%
A g b F 6

Indicators Published ﬁ#ﬁ =
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https://www.fintrac-canafe.gc.ca/intel/operation/oai-hts-eng
https://www.fintrac-canafe.gc.ca/intel/operation/oai-hts-eng
https://www.fintrac-canafe.gc.ca/emplo/psr-eng
https://www.fintrac-canafe.gc.ca/emplo/psr-eng
https://www.fintrac-canafe.gc.ca/intel/operation/rf-eng
https://www.fintrac-canafe.gc.ca/intel/operation/rf-eng
https://www.acamstoday.org/organ-trafficking-the-unseen-form-of-human-trafficking/
https://www.acamstoday.org/organ-trafficking-the-unseen-form-of-human-trafficking/
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disclosures of financial intelligence
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**All projects are public—private. #75 3|5 2§30 & 1%

New Public Private Partnerships - #72 #3635 X B i%-

Project ATHENA: &2 7R3+ :

Project ATHENA, a public—private partnership focused on combatting money laundering in Canada, initially
began as a Combined Forces Special Enforcement Unit (CFSEU — British Columbia) probe into the use of bank
drafts at casinos in Lower Mainland, British Columbia. Due to the Project's early findings which uncovered
money laundering occurring beyond the casino sector and a strong desire to combat money laundering in other
sectors, Project ATHENA expanded to a national focus and increased its scope to include real estate, luxury
vehicles and high-value goods.
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https://www.fintrac-canafe.gc.ca/emplo/guardian-eng
https://www.fintrac-canafe.gc.ca/emplo/guardian-eng
https://www.fintrac-canafe.gc.ca/intel/operation/oai-fentanyl-eng
https://www.fintrac-canafe.gc.ca/intel/operation/oai-fentanyl-eng
https://www.fintrac-canafe.gc.ca/emplo/guardian-eng
https://www.fintrac-canafe.gc.ca/emplo/guardian-eng
https://www.fintrac-canafe.gc.ca/intel/operation/oai-fentanyl-eng
https://www.fintrac-canafe.gc.ca/intel/operation/oai-fentanyl-eng

Information sharing across the public and private sectors is believed to increase awareness of current and
emerging threats. This dynamic can lead to systemic and operational enhancements and to better detection,
prevention and disruption of criminal activity. Moreover, the partnership approached is reported to foster an
environment of collective ownership of activities that contribute to making Canada a less conducive
environment for money laundering.
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Project SHADOW: ;3 3+3)

Project SHADOW is a bank-led initiative to combat money laundering associated with online child exploitation.
FINTRAC has been invited to participate by providing operational guidance to Reporting Entities as well as the
disclosure of potential tactical financial intelligence to disclosure recipients regarding the detection, facilitation
and laundering of the proceeds of online child exploitation.

PR ARE S AL AL QEATAR R R A AT SRR
FIERE A5 2 P LRATE AR AR M DR A2 R e R e

Targeted projects: B 34

Targeted projects in Canada refer to investigations traditionally launched by law enforcement for the purpose
of investigating specific criminal organisations, enterprises or activities. These projects tend to flow in reverse
of awareness projects; awareness projects begin with research and indicator creation to enhance reporting on
underreported predicate offences and cumulate with targeted investigations, while targeted investigations are
specifically launched to address a specific criminal offence suspected of being perpetrated. However, like
awareness projects, targeted projects also leverage public—private or public-public partnerships to assist with
investigations due to their transnational and/or complex nature. Additionally, targeted projects can also
conclude with the creation of typologies or indicators that could spawn new investigations of a similar nature.
Targeted projects see various forms of interaction between the public and private sectors, ranging from
FINTRAC's proactive disclosure of STRs to law enforcement agencies, the issuance of court orders by law
enforcement to private sector entities to obtain information directly and finally, briefings from law enforcement
agencies on certain disclosable pieces of information pertaining to open investigations, to entities such as
banks, to enhance the quality of intelligence submitted via STR.
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Overview of successful ‘Targeted Projects’ executed in 2019/20: ** 2019/20 # # # 72 T p {&:+3] | 1=
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Project | Targeted | Primary Overview 1%
Name | Predicate Agencies
3+4] % | Offence | Involved # %
# P E 232 #1'#.
5%
Hobart | Fraud, Ontario 28 individuals charged with 228 offences including Hells Angels Seizure
jm @ 4| illegal Provincial included: Seven residences and two vacation properties valued at just
Gambling | Police (OPP),| over $8.1-million; financial accounts holding a total of more than
AER 2t | Canada S1.2million; 18 vehicles.
o F!?TE‘J Revenue 28 A AgAzF 228 i 4 B ﬁ i@ 2&«3*#% enjrds o & 3 171
Agency (CRA), | fi#72 2 iy pd A » H 1§ 426 810 § 5 % 3+ 7 426 120 :g’;u
FINTRAC % + | 2. & ft& = 5 18 fmiT & o
(OPP) ~ 4t £ | Official Press Release F = 4 # http://opp.ca/news/#/
* frdr ko viewmediakit/5dfb8083e1ba8
(CRA) ~ & f&
T hEERLE L
¢
Octavia| Fraud/ RCMP, Canada| Media — Official Press Release. -4 —F = #7TH 3 &
B35 % | (telephon | Revenue https://www.rcmp-grc.gc.ca/en/news/2020/rcmparrest-scammers
I e scam) Agency (CRA),
F 5&/(%’: FINTRAC
3 ,5Fn LR R
B4 £ 5 fi
7% % (CRA) ~
bR i 2
ié, AR =N
Highlan| Trafficking| Winnipeg Ten adults were arrested and charged with 34 criminal code offences
d & # | multiple | Police Service,| related to conspiracy and trafficking of a controlled substance,
kilograms | OPP, FINTRAC| proceeds of crime, unlawful possession of cannabis.
of B R GES 10 == AR df > Azer 34 BRI L FIEF R EHP S 2k
cocaine, | & + wk g ¥ R LR AR NR R R
opioids ﬂfﬁﬁig _ N s e ‘
w72 |2 2 Media — Official Press Release 448 — F = 37H 3F %
w G NS
55 1 pSiE https://winnipeg.ca/police/press/2019/
12dec/2019_12 23.aspx
Cairnes| Traffickin | OPP, the | 16 charged in OPP-led probe into trafficking of cannabis, fentanyl,
@ 2r| g of Royal cocaine, contraband tobacco 16 * % i g ¥ 4 Eenfide ¢ 4R
cannabis, | Canadian ACTRREE S Jip ~ R R s w R o~ A o
fentanyl, | Mounted
cocaine, | Police, http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-
contraba | Ontario and 891bf279b2f7¢127/ADDENDUM_OF _CHARGED_PERSONS__ CAIRNES _
nd British FINAL.pdf
tobacco Columbia
= Jp finance
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https://www.yrp.ca/en/Modules/News/index.aspx?newsId=e9cee48c-c534-4ea9-ae67-ec846e3f10a2
https://www.yrp.ca/en/Modules/News/index.aspx?newsId=e9cee48c-c534-4ea9-ae67-ec846e3f10a2
http://opp.ca/news/#/
http://opp.ca/news/#/
https://toronto.citynews.ca/2019/06/28/charges-project-kraken-chester-le-gang/
https://toronto.citynews.ca/2019/06/28/charges-project-kraken-chester-le-gang/
https://www.thestar.com/news/crime/2019/05/09/toronto-police-seize-large-quantities-of-cocaine-cannabis-that-had-potential-to-generate-tens-of-millions.html
https://www.thestar.com/news/crime/2019/05/09/toronto-police-seize-large-quantities-of-cocaine-cannabis-that-had-potential-to-generate-tens-of-millions.html
https://winnipeg.ca/police/press/2019/
https://winnipeg.ca/police/press/2019/
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf
http://media.zuza.com/f/2/f2a978a7-f9a7-4f03-891b-f279b2f7c127/ADDENDUM_OF_CHARGED_PERSONS_-_CAIRNES_FINAL.pdf

~ R ~ % | ministries, https://www.toronto.com/news-story/10020899-16charged-in-opp-
74 ~ f+ | and FINTRAC. | led-probe-into-trafficking-of-cannabisfentanyl-cocaine-contraband-
T PR 3E % < 9% 4 ¥ | tobacco/
SN
X xR
BBk
Atz &
ek 2
LA
Declass| Drug RCMP, The 16-month investigation led to nine search warrants, the arrest of
2% trafficking | FINTRAC, the| eleven individuals, the seizure of five vehicles and over S 100 000 in
network | Manitoba financial seizures. It also resulted in the seizure of 22 kilograms of
4 x.prig | Liquor & methamphetamine and 43 kilograms of cocaine, which have an
w Lotteries estimated street value of $6.5 million dollars.
Corporati| This represents the largest amount of methamphetamine seized in an
on, the organised crime investigation in Manitoba history.
Seized |16 A AW A 9RIRE 11 A ciddf ~ 4o Sipd fp2 &
Property 1% 10 g;bﬁ/’?ﬂli&alr‘&"“ o T E_A fofu 22 o T ¥ %%’fi 2k 43 o
Management | 7w f7dg > G35 i 650 § ~ o ipx MR P T B A
Directorate, | fF® F &~ 7 0" A F [ edof o
Health
Canada, the | http://www.rcmp.gc.ca/en/news/2019/federal-rcmpexecute-nine-

Calgary Police
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Regina Police
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search-warrants-seize-substantialamount-meth-and-cocaine
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https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
https://www.toronto.com/news-story/10020899-16-charged-in-opp-led-probe-into-trafficking-of-cannabis-fentanyl-cocaine-contraband-tobacco/
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USA % F ’\
The US FinCEN Exchange % R & e B #7% % |

o

Established: 4 December 2017 B
X+ 12017 & 12" 4 p

Summary: # & :

The FinCEN Exchange is the United States Financial Crimes Enforcement Network (FinCEN)’s voluntary public—
private information-sharing partnership among law enforcement, financial institutions and FInCEN. The FinCEN
Exchange model builds on the pilot model previously referred to in the FFIS study of 2017 as ‘USA PATRIOT Act
314(a) Contextual Briefings’. Operating under FinCEN’s legal authority under 31 U.S Code § 310(b)(2)(E), as well
as other authorities (‘FinCEN authorities’) including PATRIOT Act 314(a), FinCEN created the FinCEN Exchange
to provide financial institutions with additional information about priority issues on a more regular basis.
ﬁﬁ?ﬁﬁé%iiﬁﬁﬁfﬁﬁéﬁﬂ%%%ﬁ\ﬁﬁ%ﬁiﬁﬁfﬁﬁ%$’Eﬁﬁ“%mﬁﬁ
%“3%@@%0$ﬁr%%é%%$iﬁﬁﬂ%i&2MTﬁWﬁpfﬁﬁﬂri@ R RER
314 k% aZE N FHAF 2 FFHAILY od AR R P2 RS 31 2 K2R % 310 % av(b)ﬁ%?(Z)qA%‘v
(E)p 22 232ie > 2 B RfR(£@e B2 R R) e HERF 255 314 % a 7> £ B3
pl EBPERZF IR ELRBERLIAM AT A

T

Format: 35 ;%

The FinCEN Exchange supports tactical information-sharing individual briefing events coupled with typology
co-development activities led by FinCEN. Briefings take place every four to six weeks.
ERPERNZFIERFFETALZ 2B B3R o 2 EA D R R Bz PR EHRERFFE AR
a5 41608 -

Membership: = f :

Membership of FInCEN Exchange is variable on a case-by-case basis, at the determination of FinCEN.
Participation in FInCEN Exchange meetings is by invitation only, as determined by FinCEN and relevant law
enforcement agencies specific to the case at hand.
ERPERZFAIRRBEAGF IR ] EMPIERZREAL o FEARBPFERZREL FH G &
FRie B e 2 ARRE S BB RS Y BAR R s SNk

Resources: F ik

No dedicated public funding is available to the FinCEN Exchange.
L3 eI R FrEHoEFE o

Distinctive elements: j¥ &L :
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Membership is non-permanent, by invitation on a case-by-case basis. To convene a briefing, FIinCEN,
in consultation with law enforcement, will invite financial institutions to voluntarily participate when
FinCEN has reason to believe that the financial institution may have, or may be capable of providing,
information relevant to (or have an ability to support) a particular FinCEN Exchange briefing

= F Zﬁ@#ﬁ}ﬁ'—:ﬁ AL o F AR RE R B RA ERtStE e G a4 FIE(N G R
*iﬁw*%iﬁﬁr%%%é‘ﬁﬁiﬁﬁufmiﬁﬁﬁ’s@ﬁﬁﬁ’ﬁﬁfmﬁg
PRIRANE B T I B S

Focused on prioritisation of AML resources by regulated entities. The FinCEN Exchange is designed to
help prioritise AML investigative resource allocation in the private sector, ‘[p]roviding financial
institutions with key government—provided information allows financial institutions to focus on specific
illicit finance and national security threats under their existing Bank Secrecy Act (BSA) compliance
obligations and, when appropriate, file Suspicious Activity Reports (SARs)".
FAHLERPUG A AL FRAEAT o &) S é%aa%%%iﬂﬁm%fmﬁ‘
AR TR THREZ ﬁﬁﬁ‘ifﬁfagéﬁﬁz)’:]-; i & s AT (BSA)& e E
IR FILZ AR RNRE 2 TR VEFR AR S TRIBH LS L (SARs)
Participation is linked with private—private sharing. As part of a particular invitation, FinCEN wiII
request, as appropriate, that the invited financial institution register under USA PATRIOT Act Section
314(b) before the financial institution participates in the FinCEN Exchange briefing. FInCEN oversees
the registration of the 314(b) program, which is a voluntary private—private information-sharing
gateway.
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Supervisory credit is encouraged as a result of participation in FinCEN Exchange. FinCEN has a
commitment to communicate with other supervisors regarding FinCEN Exchange, including providing
those supervisors with a list of FInCEN Exchange participants and a favourable acknowledgement of
participation.
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COVID-19 adaptation (not directly related to FinCEN Exchange): COVID-19 2_ ¥/ (2t 2 & (PR ELRES

FAM)

Between March and July 2020, FinCEN published three notices related to COVID-19 threats and responsibilities

of finan
Related

cial institutions regarding COVID-19; one Advisory on Imposter Scams and Money Mule Schemes
to Coronavirus Disease 2019 (COVID-19); and one Advisory on Medical Scams Related to the

Coronavirus Disease 2019 (COVID-19).

2020

E3V DTV AW RREREF Z AW COVID-19 X P2 AR T E R R ET
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led par

Editor’s note: 3% :

The U.S. has a large number of public—private financial information sharing partnership operations at the U.S.
state (non-federal) level and a number of threat-specific or adhoc collaborative forums established between
various federal agencies and Departments and financial institutions, which deliver similar functions to a
financial information-sharing partnership. However, for this report, we have focused on the national-level FIU-

tnership in the form the FinCEN Exchange. The U.S. also contains examples of private to private financial

information-sharing partnerships, which are outside the scope of this report.
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Africa £

e South African Anti Money Laundering Integrated
Taskforce (SAMLIT).
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South Africa = 2

South African Anti-Money Laundering Integrated
Taskforce (SAMLIT) & e &P | & 1 1%/ &
(SAMLIT)

Established: 9 December 2019.
X F 12019 £ 127 9¢p

Summary: 3 & :

SAMLIT is a public—private partnership between certain public entities of the administration - represented by
the Financial Intelligence Centre (FIC) and the Prudential Authority of the South African Reserve Bank (PA SARB)
- and financial institutions registered in the South African banking sector. SAMLIT also includes banking
association bodies in the form of the Banking Association South Africa (BASA) and South African Risk
Information Centre (SABRIC)

SAERD LD (L LB AL AR~ £RIEY < (FIO2 3 205K REFIEET # 5 (PA
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WEFALE N E AR dos 24207 2 6 (BASA)Z 3 2L g FE 3 P < (SABRIC)

Objectives: P & :

SAMLIT’s principal objectives are:
BPREAGF L LT e &P RE

e assisting in the effective and efficient combatting of financial crime, and
© B RE e F LRk > 2
* enhancing the collective understanding of financial crime trends, both nationally and internationally.

s RAHRTE WE LRl EART DRI -
Threats addressed: 4-%2_ = § :

The threats addressed are those identified on a national priority basis and processed through the SAMLIT
Tactical Operation Group (TOG) mechanism. SAMLIT will focus on addressing the following criminal threats
concerning:

2 X P I F AP A L 10T BEARE T 0 (TOG) W H| i iE © MU PR TR LTI - 5
AEBPHIE LI T pE AT TR R R P

e Issues of national security (the safety of the community at large) and matters of national interest,
including Terrorism and Terror financing, designated entities and persons subject to Targeted Financial
Sanctions, arms and ammunition, and the Proliferation of Financing of Weapons of Mass Destruction

* FAFREXREAEL 2N B RRJIZEFA > ¢ ZRBFLE -FE L P HREERIIF 2
@%?L@%é*‘%ﬁ£ﬁ%‘ﬁ?¥<ﬁﬁﬂ/ﬁ =2 i e

* Violent crimes including, Cash in Transit heists, bank ATM service robberies, armed robberies, vehicle
hijacking, murder and kidnapping;

e R4k e IEBEPFARME AT AIM B E ~ LR E P EE @?Jj.ﬁ N AR 2 RRZE
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Money Laundering arising from Organised Crime Syndicates and Racketeering, Narcotics, Human
Trafficking, Wildlife and environmental crime, Fraud and Ponzi / Pyramid — investment schemes, theft,
virtual asset transfers and cybercrime;

PHPREARIFBRE AR A CTEG N A R REPE TR E RS/ £ FER
Fofhd  BETABER ERe %2 R

Corruption including serious corruption matters involving tender or procurement as investigated by
the Anti-Corruption Task Team.

FA e EF R 2B A2 WA sl £ X F RS -

Tax evasion and fraud relating to tax including VAT, import and export taxes, and trade in lllicit Tobacco
products.

H i 2 ,ff;jz»rﬁgﬁz,;m TH o & gig@:;fm A v fRE 2L EY TNRAN D

Illicit Financial Flows (IFFs) including electronic transfers, bulk cash smuggling, and cross border
exchange control contraventions.

2L R(IFFs) > & R A FIF A EREAF N2 EFBRELF ]

Illegal mining proceeds and dealing in precious metals and stones as well as copper and other
nonferrous metals; and

AR AIEE A A A B WA

Generally, criminal threats identified by trend, threat and vulnerability or typology analysis under the
work of the SAMLIT Expert Working Group (EWG)

—ia T BB ARSI L LT B2 B RO (T B(EWG) A 2 AB% ~ B P 2 53R
8 A TS & = 2 ) L T A
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A comprehensive and objective case selection guideline has been developed to assist in the identification and
selection of appropriate cases for escalation to the TOG, involving the following weighted key factors, as
outlined below:

PiER D ek B R R PR R R RERRE () g g ke udp )
thk
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Number of financial institutions affected; = §: &84 ﬁﬁﬁﬁf#%

Monetary value of alleged crime involved; j= 3 7 b § & ;

Profile of alleged perpetrator(s) involved; )= % —g xS

Profile of victim(s) involved; % % —'f%]" xS

Public and national interest; and = £ % B 7J! ;L ;&

Actions required by the TOG (Product). $ i (T (A &) & 2. 78 o

Further guidelines for each of the above factors are provided to assist in ensuring a comprehensive and
accurate score, with only matters that exceed the designated threshold score being referred to the TOG process.
F PR TR - B i R R R Y Mg Te o B QW LA BT R S R R

3F 3 R (T B afR R oo

Format: 353\ :

The SAMLIT has three functioning and operating structures:
AR AL L T/ 2 (R R 2 3 X E‘i,Ev%

)
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*  Steering Committee (SteerCo) structure — The SAMLIT is run from an apex structure called the SteerCo,
presided over by the Director of the FIC. The Steerco convenes at least quarterly and is responsible for
the administration of the SAMLIT and overseeing the implementation of its strategic objectives and
operational priorities, and all its related functions and activities. The TOG and EWG report into the
SteerCo on progress made in their areas.

* AEH LR ¢ (SteerCo)sE 45&--% B P #Jg e led AARHELR 6 hb b BRI
d ?ﬁ»ﬁF‘ﬁ’F“ SHE R A AFEL R 62 i%F’“E fFe2bieB8p 1L 1 i/ BanfF
heduigl G- LN SR IF%"’LiI? SR 0 R AT AR nE R R R o R (F) B2 &
FLiT ) en A RA R €L H AR

‘a\ﬂ

The SteerCo is constituted of the FIC, the PA SARB and ten duly elected banks. BASA and SABRIC are invitees to
the SAMLIT SteerCo, without any voting rights. All SteerCo decisions are made by majority vote.
r%iﬁéﬂ$Wﬁﬂﬁm‘éuw%ﬁﬁ%ﬁig%ﬁ¢?ﬁﬁ§iﬁﬁﬁiﬁ°é£f
(BASA) % é B TP S (SABRICA It & £ iAfEen™ N » g AR IS 1 15 2
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* Tactical Operations Group (TOG) structure - The TOG is a flexible mechanism established by the FIC
with each project to serve as a platform for cooperation, collaboration and speedy exchange of
information on specific targets of interest among the SAMLIT membership. The main goals of the TOG
are:

o FRE F) 2 (TOG) % H— Wi v/ B Ad & FirdR Y ok &3 d]0rE 2 2 s 0 iE
BEE A ARG AT HFFTALT L L (0 Bl £ pfRG

a) To ensure effective and efficient investigations into specific financial crimes as identified by the
Experts Working Groups, the Financial Intelligence Centre (FIC) or any member of SAMLIT
requiring enhanced co-operation, collaboration and the exchange of timely information to
effectively and efficiently combat specific types of ﬁnancial crime; ¥ ¥t & R 5] &~
ERfFARY S(FIO) & 3 2L R B HIE £ 100 A | orymla & Repiv 4018 434
& z"ﬁpé’: ol T2 E ’?@_‘%ﬁﬁzaﬂk » BT 7 3z ¥ ”}5 E e P Jzﬂﬁ s —»ﬁ re e N
FEEUFIDERE S

b) To ensure the enhanced sharing of quality and complete intelligence or evidence and
collaboration; and Fxifss it 5 &5 ¥ = F2 FHRAEHRNEFZ 2 L7 2

c) To ensure collection of reIevant resources at one location to effectively and efﬁciently combat
specific types of financial crime. #z i & & 40 B T iR3T 6 e § 20T v 3 3= B 45 2 )
EA DA

TOGs are operated from the premises of the FIC and are constituted on a project by project basis, at the sole
instance of the FIC, with the relevant banks at the intelligence gathering phase. Involvement in a particular TOG
may also involve participation by certain law enforcement agencies (including the South African Police Service
and National Prosecuting Authority), the South African Revenue Service, and the Investigative Unit in the
Financial Surveillance Department of the SARB on cross border exchange control matters.

BE (T 2 $ﬁ¢rﬂ'—§; LR E-:g,’r T T ANFLEIFREMEBAFT BRI 5 A# e - &
aﬁ’uﬁm T levie ZRHIGUEHEM (7 722282 2 M7 ZHBM) - o 2B A ~ 2 5 2L 4 42
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*  SAMLIT Expert Working Group (EWG) — The EWG supports and adds value to the work of the SAMLIT
by gathering information and conducting research to identify and analyse international and local
trends, and threats and then develop typologies relating to financial crime, in particular money
laundering, terrorist financing and the financing of the proliferation of weapons of mass destruction.

Page 116



’ B’#%’*%FW FL D] Bk R (o] B (EWG)—E Fa ¥/ ~:sg%‘§c} LA
AT R 2 g#,;i\%ip%r\‘gﬁ,viﬁ 4_:@39%){5&;%% Fru Eok %%‘;*ﬂ
g/( MRERI Ris e8P BEL v ) ema lFi‘E]/,‘ I% B o

EWGs are convened by the FIC who chairs the EWG and involves the proposing SAMLIT member and any other
bank member that would add value to the process. The EWG is also free to co-opt any other party outside
SAMLIT that would add value to the process.

BRaivled GRS 2B d B AT RAR R AR AIF LI TSR 2 EWHE
smﬁzﬁﬁah BEdgiTal c B RaiT e pd HEETFRE L a8 L1 B B

5‘; & fiﬁ?iﬂh l% lE’ EEIEN ﬁ
Membership: = § :

SAMLIT Membership is composed of public agencies in the form of the FIC (the lead FIU operational agency in
South Africa), and the PA SARB being the AML/CFT supervisory body for registered banks, and private sector
partners in the form of 22 domestic and international banks registered in South Africa, and bank industry
associations being the Banking Association South Africa (BASA), the South African Banking Risk Information
Centre (SABRIC).
awaﬁVMﬁ@1ﬁ+a$ﬁ%“Aﬁﬁw%¢ﬁﬁﬁ%wé£%%ﬁﬁﬁﬁﬂﬂwxﬁ%w
e 5 3af 72 Fﬁ#'ﬁ*%/#??‘ﬂi EWHL e ARG FEEF A 22 13t e 2P Z HPN 2
Bl 4LF #3035 2 > 2 3 254207 2 ¢ (BASA)Z & 2L ' T30 ¥ < (SABRIC) % 4217 & £ B | o

The National Treasury as the national government department under the Ministry of Finance responsible for
AML/CFT policy may be an invited member to SAMLIT, in relevant policy related matters.

FIEF & LA™ f F 4B/ FFERRL RATFICF > @ E M rc KE 7 (7L s 2Lk
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Resources: 7 ik :

SAMLITs describes its most important resource is the commitment expressed by all its members to collectively
fight financial crime. In accordance with the SAMLIT Charter, all members have undertaken to contribute the
necessary resources (personnel, financial or otherwise) as and when required, to ensure SAMLIT operates
successfully and effectively.

REARPAIFEEL T oM FHAEAELRPTRLESF LRI F ERI S DRE - kg 2HERD
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At the time of this research, SAMLIT has only recently started operations. SAMLIT is working to develop
performance metrics for measurable outputs so that the partnership can track and record tangible intelligence
gathering, investigative, forfeiture and prosecutorial successes.

AAFETREAM a2RERPRIE LT ERRAE T g 2B LI B ey s SV ED
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To date, SAMLIT has convened one Steering Committee meeting, where the strategic direction for SAMLIT, and
the operational procedures for the TOGs and EWG were proposed and adopted.
DFGL 0 AAERPAIEEL LR LB SRLT §EF SRR L TR R
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The following topics were also proposed to the Steering Committee for the establishment of EWGs:
TR E RO (F ) Ead e i 3 RAARL R § PR
* Regulation and supervision of, and financial flows associated with, Virtual Asset Service Providers. &
BT ARG LR T F R &R
*  Financial flows associated with the illegal wildlife trade in Southern Africa. 3 2£252 2 4 #5424 4p
B AR o
*  Emerging COVID 19 financial crime threats and typologies. #7%# COVID 19 £ f# @ 3 R E ke

Various TOGs have been operationalised, resulting in successful and effective collaboration between the
relevant banks and law enforcement agencies. However, due to the sensitivity of these matters, further details
cannot be divulged at this stage. & ;% & R N8 i ) oo RA4NE 0T > MR AP R 4T 2 2B 5 2
FAREE (T e R o AR FIRAUE M B RS FERREL .

Distinctive elements: gL

* Policy engagement. SAMLIT will leverage typology co-development insight to identify challenges in
policy & strategic direction, and make recommendations to resolve those vulnerabilities to enhance
operational effectiveness of the AML/CFT regime.

s FERFE o ZREKPFIFELE T BRI R BF R EROE RFERRKE g 2w
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* Responsiveness to intelligence users. The FIC, as the FIU, has undertaken to be more responsive in
producing quality intelligence and passing on credible, actionable and useful intelligence, and even
evidence where required, to law enforcement, in a timely manner.

e ‘"‘F’*‘?’%ﬁﬁé‘ﬁﬂfé * —““ o EFEIARY v ¥4 TR PG S DR 0 ¥ BT B -
FHEIEE G iR 21 AR RaE R G -

. End-to-end view of the value of intelligence. It is a key objective of SAMLIT output to generate timely,
useful and actionable intelligence to law enforcement agencies, and ultimately, collectively provide
admissible evidence to facilitate timeous and effective law enforcement action — achieving successful
prosecutions & recovery of assets both domestic and foreign.

. ﬁﬁ%ﬂ%ﬁ«—ﬁﬁmoa£¢%ﬁmﬁ€1w¢@ﬁw%5%{nﬁ%%ﬁ\¢%~?ﬁ
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Stewarding the overall process from financial intelligence to evidence: TE,"%‘ré & pi-dF PR EN AR
E

It is believed by FIC that a key pillar of SAMLIT’s success will be its ability to deliver rapid disruption of criminal
networks, to enable the prompt arrest of offenders, and to facilitate proportionate and dissuasive civil and
criminal sanctions being imposed; including the seizure of unlawful proceeds and the conviction of offenders.
EfRfEdFEY AR 2LARPHIFEL T oddhE &R L +%"——x§%‘1’§20‘755}b‘5":§ kF"ﬁlﬁLf
MY T RSE G T AL ONT R AT | AP LR E 2 RaEF F R -

Accordingly, the FIC recognised the challenge faced by law enforcement agencies in converting information into
admissible evidence that could be utilised to effectively combat financial crime.

Ppot o AR S LTI PEH AT E L SN G ok F AR B &2 BT
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To assist in addressing this problem, the Financial Intelligence Centre Act 38 of 2001 was amended in 2016 to
allow the FIC to apply for a judicial warrant authorising access to such relevant information as held by financial
and other institutions, that would assist in investigating and prosecuting financial crime and forfeiting the
proceeds thereof.

® PR R R AT 0 2001 # £ RR T AR ¢ w2 3830 2016 £ S 0 RIFEREARY ¥ 2 RIS I S
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Accessing such information, via a judicial warrant, renders such financial information as admissible evidence in
a court of law.
SR LRI TR LREEE AT B B

Having obtained a warrant, the FIC takes a further step by attesting to an affidavit that details its financial
analysis of the judicially obtained financial information, which is attached to the affidavit. The affidavit then
forms part of the criminal docket and is then utilised by law enforcement agencies to advance the criminal
investigation.

S 4%[?&‘3‘—%6 ATl P ERERE ERTN Y NEREI Y AR E L P E
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Through this process and with the assistance and co-operation of the SAMLIT members, the FIC has been able
to successfully reduce the investigative burden on law enforcement agencies, resulting in a more effective and
efficient response to tackling financial crime. Historically, the FIC obtained over 40 warrants and attested to
numerous affidavits in support of the criminal investigation that assisted in the recovery of approximately R5
billion value of proceeds of crime since October 2017.

d TRHERE A 2NARPHIFEI T oL B hE T SRRy w2 a0 22 " M2 M2
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Recent developments and COVID-19 adaptation: :i7¥f 3 & 2 COVID-19 2. 7| j& :

The COVID 19 pandemic and the resulting national lockdown have only restricted certain aspects of SAMLIT’s
operational activities.
COVID19 £ {2 Hig 2 35 Wil e 2B I &1 ) ez ko @ (v/Ed o

The COVID 19 pandemic has resulted in SAMLIT not convening any physical gathering for Quarterly Forums due
to the restrictions on large gatherings during the pandemic. However, engagements have been conducted via
virtual meetings. The SAMLIT Steering Committee meeting was successfully convened virtually.

dONEFEH S U] > COVID 19 B Fa 2B F L1 T eA i 2 BT E BT
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The functioning of the TOGs has, however, not been hampered by the COVID 19 pandemic, with investigative
and analytical work being conducted virtually.
R o BFE (v e 2 A5 (Fend RS N FOFEIRT o I A K I] COVID 19 £ Fre @ o
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Trans-national
Partnerships

B R

« The Europol Financial Intelligence Public Private Partnership (EFIPPP)
s B E e g FoTAR o 30 4 2R R

+ United for Wildlife — Illegal Wildlife Trade (IWT) Financial Taskforce
cHABPFBMEAZH AR ER1 T R

- The Global Coalition to Fight Financial Crim

iR AR N IR
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The Europol Financial Intelligence Public
Private Partnership (EFIPPP) i | ¥

RPN SRS S Y

Established: December 2017
X+ 12017 & 12 °

Summary: i & :

The EFIPPP is a partnership that enables cross-border typology co-development groups, coupled with a policy
and legal research function. The partnership is convened by Europol, with membership including: public
authorities from fifteen jurisdictions (Australia, Austria, Belgium, France, Germany, Hungary, ltaly, Latvia,
Luxembourg, Malta, the Netherlands, Spain, Switzerland, the UK, and the US); 25 financial institutions; and
some national and EU supervisors participating.
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Objectives: P & :

The EFIPPP provides an operationally focused environment for cooperation and information exchange between
Europol, law enforcement authorities, financial intelligence units (FIUs) and other competent authorities, as
well as regulated financial services entities, with the support of their representative bodies. Moreover, the
EFIPPP seeks to improve vertical and horizontal communication and promote the EFIPPP as a key strategic
preventive arm for international AML/CFT efforts, with a specific focus on the European region.
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The EFIPPP seeks to:
B E kAR IV R R

o Build a common strategic intelligence picture and understanding of the threats and risks, notably
through the definition of risk indicators and sanitised case studies;

. FE2ERRGEFER R HLP 2 RG> B LS EL SRl LR FILE % G
ENR

o Support domestic PPPs and act as a trans-national information sharing hub;

. AHERP PPPs TRFEHR TR L L P

o Support, coordinate and initiate international actions;

. LS EEEFAREEE

o Facilitate, in accordance with the applicable legal frameworks, the exchange of operational or tactical
intelligence associated with on-going investigationS'

. RPpT (TR B 0 BAMNIREN AL F TR RPTFER O
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o Identify gateways for information sharing in accordance with domestic and EU legal frameworks, and
advocate for improvement of regulations on information sharing gateways for such exchange; and

. EHEPNEBREEFEEEFRST AL IAE > A REFTARI FERP LY 2
o Promote the use of new tools & technologies.
° ;ﬁiﬁ’“ﬂ‘l'—iﬁi:}imlé’” °

Threats addressed: 4-4}2_ = 4 :

The EFIPPP is designed to address any predicate offence of money laundering and terrorist financing, taking
into account the priorities for serious and organised crime defined by the EU Justice and Home Affairs Council
in December 2016, and priorities defined at a domestic level. In 2019 and 2020 the EFIPPP plenaries were
focused on topics covering: terrorist financing, virtual assets and tax fraud. Typology papers with indicators
were drafted and shared among the EFIPPP participants.
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Format: 3535\ @

From 2017 to 2020, EFIPPP convened 10 meeting hosted in Europol Headquarters in The Hague. Meetings of
EFIPPP are convened four times a year. The EFIPPP secretariat facilitate the organisation of EFIPPP meetings.
2017 I 2020 # > B o) e sk 4—’ﬁﬁ]‘*‘§l¥ FRNF RS R Ot R T B e R T IR R 10 6
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EFIPPP working groups are developed in line with the priorities set by a Steering Group. Each working group
must be co-chaired by one competent authority member and one financial institution member.

T A E e wE EFEAPFRPP LR GREFE | e TR ATE - F BT EFd - BEF
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Documents are shared through a dedicated page for the EFIPPP on the Europol Platform for Experts (EPE).
Restricted sections are available for members of the different working groups to share information
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Membership: = f :

The EFIPPP brings together 25 financial institutions with an international footprint. Those banks have their
presence in the 15 participating countries:

R B g AR AR M ARE 25 BREEL AR ZERE T A 15 BEAR

* 12 EU Member States: Austria, Belgium, France, Germany, Hungary, Italy, Latvia, Luxembourg, Malta, the
Netherlands, Spain, the United Kingdom?%; and

e 12 BRESARBEEAAIF 2R AR AT ELJI AT S pHEFSFE B
R eI s B, 2
* 3 non-EU Member States: Switzerland, the United States and Australia.

10 The post-Brexit arrangement for the UK is yet to be confirmed. %t &t {é % B e 2 iv FFEin o
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Representatives from the Financial Intelligence Unit and from law enforcement authorities for each of those
countries participate, with other competent authorities joining according to the topic (domestic supervisory
authorities and judicial authorities).

FLAARAREEY CZHZPHINL AL 2B RAEFE L EFPM(FIP T FHME T2
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A dozen observers regularly attend to contribute with their expertise on an ad-hoc basis: including
supranational supervisors, supranational banking federations, international policy developers, international
organisations and research institutes.

o PRFRRTDSARFETRER C TRAMEEBHN  RAFKEHE - FRIRFEH
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A clear distinction is made between members, other bodies, and observers. Members are representatives of
competent authorities (LEAs/FIUs) and financial institutions (obliged entities) and they will participate in
operational and tactical working groups. Observers are mainly think-tanks, research institutes and other
relevant organisations.

SR HERWEBRRTG PR S GG RS LM/ R R )2 s
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Resources: ik :

No fees are required from participants.
FEEAMRE TR E -

As at June 2020, a Secretariat for the EFIPPP is planned to be established to provide day-to-day support and
will be formed of the following: Secondees from, respectively, an FIU (one staff member), financial institutions
(two staff members), law enforcement agency (one staff member), along with a Europol staff member. The
secretariat will be hosted at Europol HQ.
ﬁ1m0365’ﬁWN§£$§ﬁiﬁ“fﬂﬁﬁﬁ Pt = :i%@uﬁ%iﬂiﬁ’ﬂﬂTﬂ
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Europol’s policies on the reimbursement of travel costs apply for EFIPPP participants representing competent
national authorities for EU Member States. Other participants must resource their own attendance at EFIPPP

meetings.
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Distinctive elements: ¥ gk :

The EFIPPP has jointly developed detailed typologies based on recent investigations carried out by Europol and
competent authorities to improve the detection of suspicious transactions. Those up-to-date typologies
comprise detailed risk indicators, including specific geographical indicators, but no personal data.
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During each quarterly meeting, participants share and discuss case studies that feed a subsequent typology
report. In 2019 and 2020, EFIPPP worked on Chinese organised crime — criminal and money laundering trends,
financial flows related to “Laundromats”, virtual currencies, terrorist financing, tax fraud and COVID-19 related
fraud.
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The EFIPPP working group on legal issues has conducted a mapping exercise on legal gateways to share
information within a financial institution (intra-group), between EU member states, between EU member
states and countries with equivalent personal data-protection rules, and with countries with non-equivalent
personal data-protection rules.
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Recent developments: :T#p 3 & :

In September 2019, it was agreed to review the governance of the EFIPPP to establish up-to-date practices in
order to fulfil the evolving mandate of the project.
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COVID-19 related threats: COVID-19 g B = § :

Europol has been monitoring the situation regarding COVID-19 since the start of its outbreak in different ways:
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° As an information hub; ™ F3t ¢ w7 345

o Providing operational and investigational support in diverse areas, mainly online fraud, cybercrime,
counterfeit goods and against attacks specifically to healthcare facilities;
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o Coordination of different prevention campaigns on social media addressed to the general public;
. B EAMBRY VA Y B A
o Europol strategic and specific reporting on COVID-19.
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In May 2020, the EFIPPP organised an extraordinary meeting to present the outcomes of the ad-hoc Working
Group on COVID-19. The Working Group (WG) consisted of 18 volunteers coming from different members of
the EFIPPP. Initially, the WG prioritised and identified the most relevant crime types. Then, the members
collected case studies, available internal and external information, and selected volunteers to draft different
factsheets with typologies and indicators. The prioritised crime areas by the WG were: misuse of public funds,
sale of counterfeited goods, investment fraud, BEC and CEO fraud, facilitators and money mules and
nondelivery fraud. These typologies were circulated to members and discussed at the May 2020 extraordinary
virtual meeting of the EFIPPP.
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U nited for Wildlife IWT Financial ’\
Taskforce T 4 5 BHP 2L 2 ¥ 4 4 |
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Established: 10 October 2018 v

H 12018 & 10 ? 10 p
Summary: i & :

On 10 October 2018, approximately twenty financial institutions (“FIs”) signed a Declaration to support the
principles and commitments of the United for Wildlife lllegal Wildlife Trade (“IWT”) Financial Taskforce (the
“Taskforce”). The Taskforce was convened by His Royal Highness the Duke of Cambridge through United for
Wildlife, a conservation collaboration led by The Royal Foundation, and is chaired by former British Foreign
Secretary Lord Hague of Richmond. David Fein, Group General Counsel of Standard Chartered Bank, is Vice
Chair.
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Objectives: P & :

United for Wildlife’s mission statement is to make it impossible to use members’ infrastructure to facilitate the
financing and transportation of IWT products with impunity.
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The Taskforce has three specific priorities: (i) escalating IWT as a significant but overlooked financial crime; (ii)
creating a better understanding of the financial flows associated with IWT to assist in better identification and
reporting of suspicious activity; and (iii) building a broad, transnational coalition of members that will work
with financial intelligence units and law enforcement to follow the money and prevent and disrupt the
international organised crime networks fuelling the trafficking.
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Structure: ¢ 'f#. :

The Taskforce has a secretariat which acts as the central contact point for members and partners and a central
intelligence team which distributes strategic intelligence bulletins and specialist red flags.
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Format & Membership: 2554 2 = § :

As at June 2020, the Taskforce consists of approximately 40 financial institutions as members, across major
source, transhipment and demand markets for the trade. The Taskforce members are headquartered across
Africa, Asia, Australia, the Americas and Europe. The Taskforce also works alongside a wide range of United for
Wildlife partners from across the private, public and third sectors.
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Recent developments: :T#p 3 & :

In June 2019, a federal grand jury in New York charged four men with operating a money laundering scheme
and international network that trafficked 190 kilograms of rhino horn and more than ten tons of elephant tusks
from various countries in East Africa, including Kenya, Tanzania and Uganda, to buyers located in the US and
countries in Southeast Asia, as well as large quantities of heroin. Two of the men charged were extradited
immediately, the third was arrested in July 2020, and the fourth is still at large. This enforcement action was
supported by the Taskforce and confirms that IWT is a significant financial crime linked to other transnational
organised crimes.
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In July 2020, a Malawi court sentenced nine members of a Chinese wildlife trafficking syndicate to lengthy
terms of imprisonment. The syndicate members were convicted of money laundering and trafficking pangolins,
rhino horn and ivory. The Taskforce played a supporting role in the investigation.
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The Taskforce has convened four IWT Learning Academies to date; in Hong Kong in August 2019, Nairobi in
October 2019, Beijing in November 2019, and Johannesburg in January 2020. These events brought together
experts and stakeholders from the public, private and third sectors to share knowledge and perspectives on
the problem of IWT in those regions and what the financial and other sectors can to do combat it.
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COVID-19 adaptation: COVID-19 2_ | j; :
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Through the pandemic quarantine period, United for Wildlife has hosted a series of webinars, including on the
impact of the COVID-19 pandemic on IWT activity and the link between zoonotic diseases and the wildlife trade,
along with steps needed to eradicate IWT.
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Global Coalition to Fight Financial Crime $7# & g J= % 2> 3} 5
F
(GCFFC) (GCFFC)

Established: January 2018
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Summary: 4§ & :

A policy and international best-practice sharing focused partnership. Founded in 2018 by Europol, the World
Economic Forum and Refinitiv, the Coalition brings together 13 different key stakeholders across the
antifinancial crime ecosystem and seeks to achieve its overarching purpose of mitigating financial crime by
identifying key weaknesses in current AML and other anti-financial crime frameworks and advocating for
tangible policy reforms in order to make such frameworks more effective.
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Objectives: P & :

The objectives of the Coalition are to bring together organisations from both the public and the private sector

who are proactively engaged in the fight against financial crime in their jurisdiction(s) to:
BE PR REE P2 ERER ARSI T FERP I O MRS
* Raise global awareness of financial crime as a critical challenge with grave financial, societal and human
consequences; & = M-£ R R AL S HA £ R AL g ~ A HFAHE R PR DI B
*  Promote more effective information sharing between public and private entities ona coordinated and
global level that can enhance the efficient fight against financial crime; $& & = ~ #+ B & { 7
PIHEL R AT RE S o R FE £ B )
*  Propose mechanisms to reduce weaknesses in current anti-money laundering regimes globally, as well
as identify emerging threats and best practices to develop more robust anti-money laundering systems
and controls; and #% % EE IS 2R AEE S B T ERiTE L P2 A F Y
UfE32 e FIR R 6 5% g5 2
. Support initiatives to assist governments and law enforcement to effectively identify and seize the
assets of financial criminals. & $F {2 B4 Frfi 2 U M 5 23R8 2 dodt E @I % T A 7 o

The Coalition aspires to become a central hub for knowledge and information sharing between Members and
to amplify their important work as part of the Coalition’s mission to make fighting financial crime more
effective globally. In so doing, the Coalition aims to serve all public and private sector actors engaged in the
fight against financial crime as a point of reference for knowledge resources and best-practice sharing.
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Membership: = f :
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The Coalition Members are: Atlantic Council, Crime Stoppers International (CSl), the European Banking
Federation (EBF), Europol, the Future of Financial Intelligence Sharing programme (FFIS), the Freedom Seal,
Global Financial Integrity (GFl), the Institute of International Finance (IIF), the MENA Financial Crime
Compliance Group, Rani’s Voice, Refinitiv, the Royal United Services Institute (RUSI), and the World Economic
Forum (WEF). FleishmanHillard Brussels provides secretariat support to the Coalition.
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ENDNOTES 3% 3+

i. Initially private sector-led, with strong FIU engagement thereafter — B 4 d 23R AT % » {5 e d & ghiidr @ o sp

ii. Typically with FIU involvement as participants i ¥ § & b i-a ¢ < 48

iii. Representatives from the Financial Intelligence Unit and from the law enforcement authorities from member countries participate, some of those respective
FIUs are also supervisors. Other competent authorities participate according to the topic (domestic supervisory authorities and judicial authorities); and
observers regularly attend to contribute with their expertise on an ad-hoc basis: supranational supervisors, supranational banking federations, international
policy developers, international organisations, research institutes. = f B & feli4f ¢ o 2 U2 R i & S8 > L SR Y ww LR ITHSH - H i
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iv. As chair or co-chair of the respective partnership. T35 & A J5 2R el F & £ AR o

v.  See Maxwell, N (2019) ‘Expanding the capability of financial information-sharing partnerships’ RUSI Occasional Paper - https://www.future-

fis.com/thoughtleadership-in-partnership-development.html -2 Maxwell, N(2019) "4} 4@ FR L 3 P EM R4 | 8 R EF L “THh Y -

https://www.future-fis.com/thoughtleadership-in-partnership-development.html

vi. The Reserve Bank of New Zealand sits on the FCPN Strategic Board, but not on the Operational Board. ‘= & i i # 41i7 %2 & (R TR [SEE N A
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This project is part of the Future of Financial Intelligence Sharing (FFIS) programme,
delivered by the RUSI Centre for Financial Crime & Security Studies and NJM Research
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Founded in 1831, the Royal United Services Institute (RUSI) is the world’s oldest and the UK’s leading defence
and security think tank. Its mission is to inform, influence and enhance public debate on a safer and more stable
world. RUSI is a research-led institute, producing independent, practical and innovative analysis to address
today’s complex challenges. London | Brussels | Nairobi | Doha | Tokyo | Washington, DC
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The Future of Financial Intelligence Sharing (FFIS) programme leads independent research into the role of
public-private financial information-sharing partnerships to detect, prevent and disrupt crime. The FFIS
programme is a research partnership between the RUSI Centre for Financial Crime & Security Studies and NJM
Research.
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The International Advisory Committee for the Future of Financial Intelligence Sharing programme:
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Laure Brillaud, Transparency International EU.

Laure Brillaud » % P &% P "2

Brendan Brothers, Co-Founder Verafin.

Brendan Brothers » Verafin £ & £]3% 4

Anthony Charrie, Principal, Public Policy, Oliver Wyman.
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Jennifer Shasky Calvery, Global Head, Financial Crime Threat Mitigation, HSBC.
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Duncan DeVille, SVP Global Head of Financial Crimes Compliance, Western Union.
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Matt Ekberg, Senior Policy Advisor for Superwsory Affairs, Institute of International Finance.
Matt Ekberg » /R E ZE3Fc RAER » F'% &£ €

Max Heywood, Tackling Grand Corruption Programme, Transparency International Global Secretariat.
Max Heywood » 7% & + 77334 » P W% 2o

Paul Horlick, Director, Head of Financial Intelligence Unit (FIU) at Barclays Bank.
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Tom Keatinge, Director of the RUSI Centre for Financial Crime and Security Studies.
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Professor Louis de Koker, La Trobe University, Melbourne.
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Nick Lewis OBE, Head, Integrated Intelligence and Investigations, Financial Crime Compliance, Standard Chartered
Bank.
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Rick McDonell, Executive Director of ACAMS

Rich McDonell » ACAMS 34, {7 &

Jody Myers, Chief Risk Officer (CRO) at Western Union.

Jody Myers » & B35 H A b ‘& F (CRO)

Tracy Paradise, Executive Secretary, the Wolfsberg Group.

Tracy Paradise » ;% % #7 i #i34 (7403

Bill Peace, Former Director of the UK FIU, Honorary Senior Research Associate, UCL.
BillPeace » m m M &g i3 @ < (FIV)E ¥ » XEFTFEFAL R > B3~ FH=(UCL)
Lisa Quest, Partner, Oliver Wyman.

Lisa Quest » 1 sk = & (Oliver Wyman) & 35 4

Che Sidanius, Global Head of Financial Crime & Industry Affairs, Refinitiv.

Che Sidanius » B ¥ 4 (Refinitiv) & f J° % & 2 ¥ £ i+ 27k &

Ben Trim, Head of Financial Crime Policy, Group Public Affairs, HSBC.
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Tony Wicks, Head of Financial Crime Compliance, SWIFT.
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Global strategic partners of the FFIS programme: # & & gg{3F ~ % 35 3] 23k Koz P 0 13 ¢
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